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* * * First Change * * * *
[bookmark: _Toc51759898][bookmark: _Toc45132250][bookmark: _Toc44592058][bookmark: _Toc36036940][bookmark: _Toc36036750][bookmark: _Toc28001369]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.203: "Policy and Charging Control architecture".
[3]	Void.
[4]	Void.
[5]	3GPP TS 29.209: "Policy control over Gq interface", latest Rel-6 version.
[6]	Void.
[7]	3GPP TS 29.211: "Rx Interface and Rx/Gx signalling flows", latest Rel-6 version.
[8]	3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[9]	3GPP TS 29.213: "Policy and Charging Control signalling flows and Quality of Service (QoS) parameter mapping".
[10]	Void.
[11]	IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".
[12]	IETF RFC 4005: "Diameter Network Access Server Application".
[13]	IETF RFC 4566: "SDP: Session Description Protocol".
[14]	IETF RFC 4006: "Diameter Credit Control Application".Void.
[15]	ETSI TS 183 017 v3.2.1: "Telecommunications and Internet Converged Services and Protocols for Advanced Networking (TISPAN); Resource and Admission Control: DIAMETER protocol for session based policy set-up information exchange between the Application Function (AF) and the Service Policy Decision Function (SPDF); Protocol specification".
[16]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[17]	3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3".
[18]	IETF RFC 3264: "An Offer/Answer Model with the Session Description Protocol (SDP)".
[19]	Void.
[20]	IETF RFC 3162: "Radius and IPv6".
[21]	IETF RFC 5031: "A Uniform Resource Name (URN) for Emergency and Other Well-Known Services".
[22]	Void.
[23]	3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".
[24]	3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging applications".
[25]	3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol; Protocol details"
[26]	3GPP TS 24.292: "IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3".
[27]	IETF RFC 3959 (December 2004): "The Early Session Disposition Type for the Session Initiation Protocol (SIP)".
[28]	3GPP TS 23.380: "IMS Restoration Procedures".
[29]	Void.
[30]	Void.
[31]	3GPP TS 22.153: "Multimedia Priority Service".
[32]	Void.
[33]	3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[34]	3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[35] 	IETF RFC 7683: "Diameter Overload Indication Conveyance".
[36]	3GPP TS 23.468: "Group Services and System Aspects; Group Communication System Enablers for LTE (GCSE LTE)".
[37]	3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application Function (AF) and Protocol Converter (PC)".
[38]	3GPP TS 23.003: "Numbering, addressing and identification".
[39]	3GPP TS 29.273: "3GPP EPS AAA interfaces".
[40]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[41]	3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia telephony; Media handling and interaction".
[42]	IETF RFC 5761: "Multiplexing RTP Data and Control Packets on a Single Port".
[43]	IETF RFC 7944: "Diameter Routing Message Priority".
[44]	Void.
[45]	IETF RFC 8101: "IANA Registration of New Session Initiation Protocol (SIP) Resource-Priority Namespace for Mission Critical Push To Talk service".
[46]	3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".
[47]	3GPP TS 29.154: "Service capability exposure functionality over Nt reference point".
[48]	IETF RFC 5009: "Private Header (P-Header) Extension to the Session Initiation Protocol (SIP) for Authorization of Early Media".
[49]	IETF RFC 3948: "UDP Encapsulation of IPsec ESP Packets".
[50]	3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks; stage 3".
[51]	IETF RFC 8583: "Diameter Load Information Conveyance".
[52]	IETF RFC 6733: "Diameter Base Protocol".
[53]	3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".
[54]	3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT); Stage 2".
[55]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[56]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[57]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[58]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[59]	3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[60]	3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".
[61]	3GPP TS 23.281: "Functional architecture and information flows to support Mission Critical Video (MCVideo); Stage 2".
[62]	3GPP TS 24.182: "IP Multimedia Subsystem (IMS) Customized Alerting Tones (CAT); Protocol specification".
[bookmark: _Hlk530341956][63]	3GPP TS 24.147: "Conferencing using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".
[64]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[65]	3GPP TS 22.101: "Service aspects; Service principles".
[66]	3GPP TS 23.221: "Architectural requirements".
[67] 	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[bookmark: _Toc28001370][68]	IETF RFC 4574: "The Session Description Protocol (SDP) Label Attribute".
[69]	3GPP TS 26.238: "Uplink Streaming".
[70]	3GPP TS 24.501: "Non-Access-Stratum (NAS) Protocol for 5G System (5GS); Stage 3".
[71]	3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[72]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[bookmark: _Hlk8920865][73]	CableLabs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture".
[74]	BBF WT-470: "5G FMC Architecture".
[xx]	IETF RFC 8506: "Diameter Credit Control Application".
[bookmark: _Toc51759899][bookmark: _Toc45132251][bookmark: _Toc44592059][bookmark: _Toc36036941][bookmark: _Toc36036751][bookmark: _Toc20392785][bookmark: _Toc44588321][bookmark: _Toc44588488][bookmark: _Toc45132138][bookmark: _Toc51759753]* * * Next Change * * * *
[bookmark: _Toc51760014][bookmark: _Toc45132356][bookmark: _Toc44592164][bookmark: _Toc36037043][bookmark: _Toc36036853][bookmark: _Toc28001469]5.4.0	General
Table 5.4.0.1 lists the Diameter AVPs re-used by the Rx reference point from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their usage within the Rx reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 5.4.0.1, but they are re-used for the Rx protocol. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. Where 3GPP Radius VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in RFC 4005 [12] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.
Table 5.4.0.1: Rx re-used Diameter AVPs
	Attribute Name
	Reference
	Comments
	Applicability (notes 1, 2)

	3GPP-MS-TimeZone
	3GPP TS 29.061 [34]
	Indicates the offset between universal time and local time in steps of 15 minutes of where the MS currently resides.
This AVP shall have the 'M' bit cleared.
	NetLoc
RAN-NAS-Cause
Netloc-Trusted-WLAN


	3GPP-SGSN-MCC-MNC
	3GPP TS 29.061 [34]
	Indicates the serving core network operator ID. For GPRS accesses the MCC and the MNC of the SGSN.
For EPS the MCC and the MNC provided by the SGW or TWAG.
This AVP shall have the 'M' bit cleared.
	NetLoc, Netloc-Trusted-WLAN
RAN-NAS-Cause

	3GPP-User-Location-Info
	3GPP TS 29.061 [34]
	Indicates details of where the UE is currently located (e.g. SAI or CGI), Coding shall be done as defined in 3GPP TS 29.274 [33]. The values "NCGI" and "TAI and NCGI" (which are not applicable in some specification using this AVP) shall be applicable.
This AVP shall have the 'M' bit cleared.
	NetLoc
RAN-NAS-Cause

	AN-GW-Address
	3GPP TS 29.212 [8]
	Carries the IP address of the ePDG used as IPSec tunnel endpoint with the UE.
This AVP shall have the ‘M’ bit cleared.
	

	AN-Trusted
	3GPP TS 29.273 [39]
	Indicates whether the access network is trusted or untrusted for the Non-3GPP access network. This AVP shall have the 'M' bit cleared.
	

	Called-Asserted-Identity
	3GPP TS 32.299 [24]
	The address (Public User ID: SIP URI, E.164, etc.) of the finally asserted called party.
	VBCLTE

	Called-Party-Address
	3GPP TS 32.299 [24]
	The address (SIP URI, Tel URI or URN) of the party to whom the call is addressed.
	VBCLTE

	Called-Station-Id
	IETF RFC 4005 [12]
	The PDN the user is connected to. For GPRS and EPS the APN. When used to contain the APN, the APN is composed of the APN Network Identifier only, or the APN Network Identifier and the APN Operator Identifier as specified in TS 23.003 [38], clause 9.1. The inclusion of the APN Operator Identifier can be configurable.
	Rel8

	Calling-Party-Address
	3GPP TS 32.299 [24]
	The address (SIP URI or Tel URI) which identifies the party (Public User Identity or Public Service Identity) initiating a SIP transaction.
This information may be used by the PCRF, for example, to provide the caller information in the PCC rule decision for further volume based charging.
	VBCLTE

	DRMP
	IETF RFC 7944 [43]
	Allows Diameter endpoints to indicate the relative priority of Diameter transactions.
	

	Final-Unit-Action
	IETF RFC 85064006 [xx14]
	The action applied by the PCEF when the user’s account cannot cover the service cost.
	Rel8

	Framed-IP-Address
	IETF RFC 4005 [12]
	The valid routable Ipv4 address that is applicable for the IP Flows towards the UE at the PCEF. The PCRF shall use this address to identify the correct IP‑CAN session (session binding). For example, the IP address may actually be that of the network interface of a NAT device between the UE and the GW. The values
0xFFFFFFFF and 0xFFFFFFFE are not applicable as described in RFC 4005 [12].
	

	Framed-Ipv6-Prefix
	IETF RFC 4005 [12]
	A valid full Ipv6 address that is applicable to an IP flow or IP flows towards the UE at the PCEF. The PCRF shall use this address to identify the correct IP-CAN session (session binding, refer to TS 29.213 [9]). For example, the IP address may actually be that of the network interface of a NAT device between the UE and the GW.
The encoding of the value within this Octet String type AVP shall be as defined in RFC 3162 [20], clause 2.3. The "Reserved", "Prefix-Length" and "Prefix" fields shall be included in this order. The AF shall set the "Prefix Length" to 128 and encode the Ipv6 address of the UE within the "Prefix" field.
	

	Granted-Service-Unit (NOTE 3)
	IETF RFC 85064006 [xx14]
	The volume and/or time thresholds for sponsored data connectivity. Only CC-Total-Octets, one of the CC-Input-Octets and CC-Output-Octets, or CC-Time AVPs are reused.
This AVP shall have the ‘M’ bit cleared.
	SponsoredConnectivity,
SCTimeBasedUM

	IP-CAN-Type
	3GPP TS 29.212 [8]
	IP-CAN type of the user.
	

	Load
	IETF RFC 8583 [51]
	The AVP used to convey load information between Diameter nodes.
This AVP and all AVPs within this grouped AVP shall have the 'M' bit cleared.
	

	Max-PLR-DL
	3GPP TS 29.212 [8]
	indicates ratio of lost packets per number of packets sent in unit of tenth of percent for a downlink voice service data flow.
	CHEM

	Max-PLR-UL
	3GPP TS 29.212 [8]
	indicates ratio of lost packets per number of packets sent in unit of tenth of percent for a uplink voice service data flow.
	CHEM

	NetLoc-Access-Support
	3GPP TS 29.212 [8]
	Indicates the level of support for NetLoc procedures provided by the current access network.
	NetLoc
Netloc-Trusted-WLAN
NetLoc- Untrusted-WLAN

	OC-OLR
	IETF RFC 7683 [35]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF RFC 7683 [35]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	Pre-emption-Capability
	3GPP TS 29.212 [8]
	Indicates whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level.
	MCPTT-Preemption

	Pre-emption-Vulnerability
	3GPP TS 29.212 [8]
	Indicates whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level.
	MCPTT-Preemption

	RAN-NAS-Release-Cause
	3GPP TS 29.212 [8]
	Indicates RAN and/or NAS release cause code information. TWAN release cause code information or untrusted WLAN release cause code information.
	RAN-NAS-Cause

	RAT-Type
	3GPP TS 29.212 [8]
	Indicate which Radio Access Technology is currently serving the UE.
	Rel8

	Requested-Party-Address
	3GPP TS 32.299 [24]
	The address (SIP URI, Tel URI or URN) of the party to whom the call was originaly addressed.
	VBCLTE

	Reference-Id
	3GPP TS 29.154 [47]
	Indicates the transfer policy stored in the SPR.
	

	Reservation-Priority
	3GPP TS 183.017 [15]
	The vendor-id shall be set to ETSI (13019) [15].
The support of this AVP shall be advertised in the capabilities exchange mechanisms (CER/CEA) by including the ETSI parameter in the Supported-Vendor-Id AVP. 
	

	Subscription-Id
	IETF RFC 85064006 [xx14]
	The identification of the subscription (IMSI, MSISDN, etc.).
	

	Supported-Features
	3GPP TS 29.229 [25]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	Rel8

	TCP-Source-Port
	3GPP TS 29.212 [8]
	Contains the TCP source port number in the case that a NAT and firewall are detected and the IKEv2 messages exchanged between the UE and the ePDG are transported using the firewall traversal tunnel as described in 3GPP TS 24.302 [50].This AVP shall have the ‘M’ bit cleared.
	NetLoc-Untrusted-WLAN

	
TWAN-Identifier

	3GPP TS 29.061 [34]
	Indicates the UE location in a Trusted WLAN or Untrusted WLAN Access Network.
This AVP shall have the ‘M’ bit cleared.

	Netloc-Trusted-WLAN
RAN-NAS-Cause
NetLoc- Untrusted-WLAN

	ToS‑Traffic‑Class
	3GPP TS 29.212 [8]
	Indicates the DSCP code to be used for packet filter. The first octet contains the DSCP code and the second octet contains the mask field set to 11111100.
	DSCP

	UDP-Source-Port
	3GPP TS 29.212 [8]
	Contains the UDP source port number in the case that NAT is detected and the IKEv2 messages exchanged between the UE and the ePDG are encapsulated in the UDP messages according to IETF RFC 3948 [49].
This AVP shall have the ‘M’ bit cleared.
	NetLoc-Untrusted-WLAN

	UE-Local-IP-Address
	3GPP TS 29.212 [8]
	Indicates the local IP address of the UE.
This AVP shall have the ‘M’ bit cleared.
	NetLoc-Untrusted-WLAN

	Used-Service-Unit
(NOTE 3)
	IETF RFC 85064006 [xx14]
	The measured volume and/or time for sponsored data connectivity. Only CC-Total-Octets, one of the CC-Input-Octets and CC-Output-Octets, or CC-Time AVPs are reused.
This AVP shall have the ‘M’ bit cleared.
	SponsoredConnectivity
SCTimeBasedUM

	User-Equipment-Info 
	IETF RFC 85064006 [xx14]
	The identification and capabilities of the terminal (IMEISV, etc.)
When the User-Equipment-Info-Type is set to IMEISV(0), the value within the User-Equipment-Info-Value shall be a UTF-8 encoded decimal.
	

	User-Equipment-Info-Extension
	IETF RFC 8506 [xx]
	The identification and capabilities of the terminal (IMEISV, IMEI, etc.)
When the User-Equipment-Info-IMEISV or the User-Equipment-Info-IMEI is used, it shall be a UTF-8 encoded decimal.
	User-Equipment-Info-Extension

	User-Location-Info-Time
	3GPP TS 29.212 [8]
	Indicates the time the UE was last known to be in the location.
	NetLoc
RAN-NAS-Cause
NetLoc- Untrusted-WLAN

	NOTE 1:	AVPs marked with "Rel8" are applicable as described in clause 5.4.1.
NOTE 2:	AVPs marked with "SponsoredConnectivity" are applicable for sponsored data connectivity.
NOTE 3:	Volume Usage monitoring control functionality is applicable for SponsoredConnectivity supported feature. Time Based Usage monitoring control is applicable for SCTimeBasedUM supported feature.



[bookmark: _Toc51760015][bookmark: _Toc45132357][bookmark: _Toc44592165][bookmark: _Toc36037044][bookmark: _Toc36036854][bookmark: _Toc28001470]* * * Next Change * * * *
[bookmark: _Toc51760022][bookmark: _Toc45132364][bookmark: _Toc44592172][bookmark: _Toc36037051][bookmark: _Toc36036861][bookmark: _Toc28001477]5.4.1	Use of the Supported-Features AVP on the Rx reference point
The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request of a Diameter session indicate the set of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the Rx reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [25].
The base functionality for the Rx reference point is the 3GPP Rel-7 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Rx commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [25], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.
As defined in 3GPP TS 29.229 [25], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the Rx reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the Rx reference point, the Feature-List-ID AVP shall differentiate those lists from one another.
On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of 3GPP TS 29.229 [25]. The following exceptions apply to the initial and stateless AAR/AAA command pair:
-	If the AF supporting post-Rel-7 Rx functionality is able to interoperate with a PCRF supporting Rel-7, the AAR shall include the features supported by the AF within Supported-Features AVP(s) with the ‘M’ bit cleared. Otherwise, the AAR shall include the supported features within the Supported-Features AVP(s) with the M-bit set.
NOTE 1:	One instance of Supported-Features AVP is needed per Feature-List-ID.
-	If the AAR command does not contain any Supported-Features AVP(s) and the PCRF supports Rel-7 Rx functionality, the AAA command shall not include the Supported-Features AVP. In this case, both AF and PCRF shall behave as specified in the Rel-7 version of this document.
-	If the AAR command contains the Supported-Features AVP(s), the PCRF shall include the Supported-Features AVP(s) in the AAA command, with the ‘M’ bit cleared, indicating only the features that both the PCRF and AF support. In this case, the PCRF should not use the 'M' bit setting of the Supported-Features AVP(s) to determine if the AAR is accepted or rejected.
NOTE 2:	The client will always declare all features that are supported according to table 5.4.1.1. When more than one feature identifying a release is supported by both AF and PCRF, the AF will work according to the latest common supported release.
Once the PCRF and AF have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.
The table below defines the features applicable to the Rx interfaces for the feature list with a Feature-List-ID of 1.
Table 5.4.1.1: Features of Feature-List-ID 1 used in Rx
	Feature bit
	Feature
	M/O
	Description

	0
	Rel8
	M
	This feature indicates the support of the base 3GPP Rel-8 functionality, including the AVPs and corresponding procedures supported by the base 3GPP Rel-7 Rx standard, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with "Rel8" in Table 5.4.0.1.

	1
	Rel9
	M
	This feature indicates the support of the base 3GPP Rel-9 functionality, including the AVPs and corresponding procedures supported by the Rel8 feature bit, but excluding those features represented by separate feature bits.

	2

	ProvAFsignalFlow
	O
	This indicates support for the feature of provisioning of AF signalling flow information as described in clause 4.4.5a. If the PCRF supports this feature the AF may provision AF signalling flow information.
 NOTE:	This feature is used by the IMS Restoration Procedures to provide to the PDN-Gateway the address of the P-CSCF selected by the UE, refer to TS 23.380 [28]. 

	3
	SponsoredConnectivity
	O
	This feature indicates support for sponsored data connectivity feature. If the PCRF supports this feature, the AF may provide sponsored data connectivity to the subscriber.

	4
	Rel10
	M
	This feature indicates the support of the base 3GPP Rel-10 functionality, including the AVPs and corresponding procedures supported by the Rel8 and Rel9 feature bit, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with "Rel10" in table 5.3.0.1.

	5
	NetLoc
	O
	This feature indicates the support of the Access Network Information Reporting.

	6
	ExtendedFilter
	O
	This feature indicates the support for the local (i.e. UE) address and mask being present in filters signalled between network and UE.

	7
	SCTimeBasedUM
	O
	This feature indicates support for sponsored data connectivity feature with time-based usage monitoring control required. If the PCRF supports this feature, the AF may provide time threshold for the usage monitoring control.

	8
	Netloc-Trusted-WLAN
	O
	This feature indicates the support for the Trusted WLAN access. It requires that NetLoc feature is also supported.

	9
	RAN-NAS-Cause
	O
	This feature indicates the support for the release cause code information (NOTE 1) from the access network.

	10
	GroupComService
	O
	This feature indicates the support of Group Communication services as described in TS 23.468 [36] for unicast services.

	11
	ResShare
	O
	This feature indicates the support of resource sharing among several AF sessions.

	12
	DeferredService
	O
	This feature indicates the support of deferred transfer of service information from the AF.

	13
	DSCP
	O
	This feature indicates that the AF may provide a DSCP value when describing a service flow by supplying the ToS‑Traffic‑Class AVP.

	14
	SponsorChange
	O
	This feature indicates that the AF provides information on whether it wants to enable or disable/not enable sponsoring a service. It requires that SponsoredConnectivity is also supported.

	15
	E2EQOSMTSI
	O
	This feature indicates that the AF supports QoS End-to-end MTSI extensions as defined in 3GPP TS 26.114 [41]

	16
	NetLoc-Untrusted-WLAN
	O
	This feature indicates the support of the Untrusted WLAN access as described in 3GPP TS 23.203 [2]. It requires that NetLoc feature is also supported.

	17
	MCPTT
	O
	This feature indicates the support of Mission Critical Push To Talk services as described in 3GPP TS 23.179 [44]

	18
	PrioritySharing
	O
	This feature indicates that Priority Sharing is supported as described in 3GPP TS 23.203 [2], subclause 6.1.19.

	19
	PLMNInfo
	O
	This feature indicates that reporting on changes of PLMN info is supported.

	20
	MediaComponentVersioning
	O
	This feature indicates the support of media component versioning as defined in subclause 4.4.9.

	21
	MCPTT-Preemption
	O
	This feature indicates the support of service pre-emption based on the information provided by the AF. It requires that both PrioritySharing and MCPTT  features are also supported.

	22
	MCVideo
	O
	This feature indicates the support of Mission Critical Video services as described in 3GPP TS 23.281 [61].

	Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.
NOTE 1:	In this release, 5GS and EPS release cause code information is supported. The 3GPP-EPS and Non-3GPP EPS release cause code information from the access network is encoded in the RAN-NAS-Release-Cause AVP and can include RAN/NAS release cause(s), a TWAN release cause or an untrusted WLAN release cause. The 3GPP 5GS and Non-3GPP 5GS release cause code is encoded in the 5GS-RAN-NAS-Release-Cause AVP and is only applicable to Rx interworking with N7 as specified in Annex E.



Table 5.4.1.2: Features of Feature-List-ID 2 used in Rx
	Feature bit
	Feature
	M/O
	Description

	0
	PCSCF-Restoration-Enhancement
	O
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the PCRF and the P-CSCF to indicate if they support P-CSCF Restoration Enhancement.

	1
	Extended-Max-Requested-BW-NR
	O
	This feature indicates the support of the extended Max-Requested-Bandwidth for NR.

	2
	Extended-Min-Requested-BW-NR
	O
	This feature indicates the support of the extended Min-Requested-Bandwidth for NR. It requires that Rel-10 feature is also supported.

	3
	Extended-BW-E2EQOSMTSI-NR
	O
	This feature indicates the support of the extended E2EQOSMTSI bandwidth values for NR. It requires that E2EQOSMTSI feature and the Extended-Max-Requested-BW-NR are also supported.

	4
	VBC
	O
	This feature indicates the support of Volume Based Charging of IMS services as defined in subclause A.16.

	5
	CHEM
	O
	This feature indicates the support of Coverage and Handover Enhancements for Media (CHEM)

	6
	VBCLTE
	O
	This feature indicates the support of providing the caller and callee information as defined in subclause A.16.

	7
	FLUS
	O
	This feature indicates the support of FLUS functionality as described in 3GPP TS 26.238 [69].

	8
	EPSFallbackReport
	O
	This feature indicates the support of the report of EPS Fallback as defined in subclause E.3.

	9
	ATSSS
	O
	This feature indicates the support of the report of multiple IP-CAN types for a MA PDU session as defined in subclause E.4.

	10
	QoSHint
	O
	This feature indicates the support of specific QoS hint parameters as described in 3GPP TS 26.114 [41], subclause 6.2.10.

	11
	ReallocationOfCredit
	O
	This feature indicates the support of the report of reallocation of credit. It only applies to 5GS as defined in Annex E.

	12
	Netloc-Trusted-N3GA
	O
	This feature indicates the support for the Trusted N3GA access. It requires that NetLoc-Trusted-WLAN feature is also supported.

	13
	NetLoc-Wireline
	O
	This feature indicates the support for the Wireline access as specified in in 3GPP TS 23.316 [72]. It only applies to 5GS as defined in Annex E. It requires that NetLoc feature is also supported.

	14
	User-Equipment-Info-Extension
	O
	This feature indicates the support of the User-Equipment-Info-Extension AVP as defined in IETF RFC 8506 [xx].

	Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.



* * * Next Change * * * *
5.6.2	AA-Answer (AAA) command
The AAA command, indicated by the Command-Code field set to 265 and the ‘R’ bit cleared in the Command Flags field, is sent by the PCRF to the AF in response to the AAR command.
Message Format:
<AA-Answer> ::=  < Diameter Header: 265, PXY >
				 < Session-Id >
				 [ DRMP ]
				 { Auth-Application-Id }
				 { Origin-Host }
				 { Origin-Realm }
				 [ Result-Code ]
				 [ Experimental-Result ]
				 [ Auth-Session-State ]
				*[ Access-Network-Charging-Identifier ]
				 [ Access-Network-Charging-Address ]
				 [ Acceptable-Service-Info ]
			  0*2[ AN-GW-Address ]
				 [ AN-Trusted ]
				 [ Service-Authorization-Info ]
				 [ IP-CAN-Type ]
				 [ MA-Information ]
				 [ NetLoc-Access-Support ]
				 [ RAT-Type ]
				*[ Flows ]
				 [ OC-Supported-Features ]
				 [ OC-OLR ]
				*[ Supported-Features ]
				*[ Subscription-Id ]
				 [ User-Equipment-Info ]
[bookmark: _Hlk64464778][bookmark: _Hlk64464490]				 [ User-Equipment-Info-Extension ]
				 [ 3GPP-SGSN-MCC-MNC ]
				 [ NID ]
				*[ Class ]
				 [ Error-Message ]
				 [ Error-Reporting-Host ]
				 [ Failed-AVP ]
				 [ Retry-Interval ]
				 [ Origin-State-Id ]
				*[ Redirect-Host ]
				 [ Redirect-Host-Usage ]
				 [ Redirect-Max-Cache-Time ]
				*[ Proxy-Info ]
				*[ Load ]
				*[ AVP ]
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The P-CSCF shall send service information to the PCRF upon every SIP message that includes an SDP answer payload for the purpose of authorizing the IP flows and the QoS resources required for a negotiated IMS session, unless the SDP payload only relates to a circuit-switched bearer (i.e. "c=" line set to "PSTN" and an "m=" line set to "PSTN", refer to 3GPP TS 24.292 [26]). The service information shall be derived both from the SDP offer and the SDP answer. This ensures that the PCRF receives proper information to perform media authorization for all possible IMS session set-up scenarios, and that the PCRF is also capable of handling session modifications. The P-CSCF may include the Service-Info-Status AVP with the value set to FINAL_SERVICE_INFORMATION.
Additionally, the P-CSCF may send service information to the PCRF when receiving a SIP message that includes an SDP offer payload for the purpose of performing an early bandwidth authorization check, or for enabling pre-authorization for a UE terminated IMS session establishment or modification with UE initiated resource reservation, or for the retrieval of network provided access network information (see clause A.10.2). The P-CSCF shall send service information to the PCRF when receiving a SIP message that includes an SDP offer payload when the IMS session is an MPS session that requires priority treatment. For a UE terminated session the P-CSCF may send the service information derived from the SDP offer when the SDP offer either does not include any preconditions information or includes preconditions information indicating that the local preconditions (i.e. the preconditions related to the remote peer) are already met. In this case, the P-CSCF shall derive the service information only from the SDP offer and shall include the Service-Info-Status AVP with the value set to PRELIMINARY SERVICE INFORMATION.
NOTE 1:	For a UE terminated session setup, when the SDP offer either does not include any preconditions information or includes preconditions information indicating that the local preconditions (i.e. the preconditions related to the remote peer) are already met, the terminating UE can request a resource modification prior to sending the SDP answer. Even if the IP address and port information in the session information derived from the SDP offer can be insufficient for PCC rule authorization, the policy to handle such UE initiated requests at the PCRF can take into account the fact that an IMS session establishment is ongoing, for instance in deciding whether to authorize the request and in selecting an appropriate charging key and a gating policy.
The P-CSCF shall derive Flow-Description AVP within the service information from the SDP as follows:
-	An uplink Flow-Description AVP shall be formed as follows: The destination address shall be taken from the SDP information received by the P-CSCF in downlink direction, while the source IP address may be formed from the address present in the SDP received by the P-CSCF in uplink direction (taking into account only the 64 bit prefix of the Ipv6 address) Source and destination ports shall be derived according to rules provided in 3GPP TS 29.213 [9] clause 6.2.
EXAMPLE 1:	Assuming UE A sends an SDP to UE B, the PCRF of UE B uses the address present in this SDP for the destination address of UE B’s uplink Flow-Description AVP, while the PCRF of the UE A uses the 64 bit prefix of the same address for the source address of UE A’s uplink Flow‑Description AVP. If the source address is not formed from the 64 bit prefix, the source address shall be wildcarded.
-	A downlink Flow-Description AVP shall be formed as follows: The destination address shall be taken from the SDP information received by the P-CSCF in uplink direction, while the source IP address may be formed (in order to reduce the possibilities of bearer misuse) from the destination address in the SDP received by the P-CSCF in downlink direction (taking into account only the 64 bit prefix of the Ipv6 address) Source and destination ports shall be derived according to rules provided in 3GPP TS 29.213 [9] clause 6.2.
EXAMPLE 2:	Assuming UE A sends an SDP to UE B, the PCRF of UE A uses the address present in this SDP for the destination address of UE A’s downlink Flow-Description AVP, while the PCRF of UE B uses the 64 bit prefix of the same address for the source address of UE B’s downlink Flow‑Description AVP. If the source address is not formed from the 64 bit prefix, the source address shall be wildcarded.
The P-CSCF shall derive the bandwidth information within the service information, from the "b=AS" SDP parameter and "a=bw-info" SDP parameter, if available and if the E2EMTSIQOS feature is supported. If "a=bw-info" is used for bandwidth derivation, the P-CSCF shall use the SDP attribute line that contains the bandwidth properties for the IP version used by the UE, as detailed in 3GPP TS 29.213 [9] clause 6.2. If the received "a=bw-info" SDP attribute line(s) contain only bandwidth properties for an IP version that is not used by the UE, the P-CSCF shall re-compute the bandwidth properties for the used IP version and use that value for the bandwidth derivation as defined in 3GPP TS 26.114 [41].
NOTE 2:	If no IP version is included for any of the "a=bw-info" SDP attribute lines related to a certain payload type and direction then IPv6 is assumed for all bandwidth properties related to the same direction and payload type, on all of the related "a=bw-info" SDP attribute lines, see clause 19 of 3GPP TS 26.114 [41].
If "a=bw-info" is used for bandwidth derivation  and it includes both known and unknown bandwidth properties, the P-CSCF shall only consider the known bandwidth properties to derive the bandwidth information and ignore the unknown ones. If the" a=bw-info" line is received with an unknown directionality, then the entire "a=bw-info" line shall be ignored.
 For the possibly associated RTCP IP flows, the P-CSCF shall use the SDP "b=RR" and "b=RS" parameters, if present, as specified in 3GPP TS 29.213 [9] clause 6.2. The "b=AS", "b=RR" and "b=RS" parameters in the SDP contain all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTCP payload, or IP, UDP and RTCP. 
For multiplexed RTP/RTCP flows (as negotiated using the"a=rtcp-mux" SDP attribute defined in IETF RFC 5761 [42], a P-CSCF supporting RTP/RTCP transport multiplexing shall derive the bandwidth information within the service information as specified in 3GPP TS 29.213 [9] subclause 6.2.
However, if service information is received containing the "b=TIAS" SDP parameter that corresponds to an SDP answer payload, and if the P-CSCF supports this parameter, the P-CSCF may derive the bandwidth from this parameter rather than from the "b=AS" SDP parameter, as detailed in 3GPP TS 29.213 [9] clause 6.2.
When available, the P-CSCF shall also indicate to PCRF, as a complement to the Service Information, the IMS Communication Service Identifier within the AF-Application-Identifier AVP. The originating P-CSCF shall take the IMS Communication Service Identifier value from the SIP response. The terminating P-CSCF shall take the IMS Communication Service Identifier value from the SIP request. Otherwise, the P-CSCF may not be able to provide an IMS Communication Service Identifier value to the PCRF. The format and specific headers where IMS communication service identifiers are transported within SIP are defined in 3GPP TS 24.229 [17].
NOTE 3:	In order to indicate the IMS Communication Service Identifier to the PCRF, the originating P-CSCF sets the AF-Application-Identifier AVP to the ICSI contained in the topmost occurance of the "+g.3gpp.icsi-ref" header field parameter of the Feature-Caps header field(s) of 18x or 2xx SIP response (Feature-Caps: *;+g.3gpp.icsi-ref=”urn%Aurn-7%A3gpp-service.ims.icsi.mmtel”) and the terminating P-CSCF sets the AF-Application-Identifier AVP to the ICSI of the P-Asserted-Service header information received in the SIP request (e.g. P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel). Since the headers and the format of the ICSI can vary depending on the case, the PCRF has to be prepared to accept the complete ICSI information received in different formats, as described in subclause 7.2A.8.2 in 3GPP TS 24.229 [17].
Additionally, the P-CSCF may include the Sharing-Key-DL AVP and/or Sharing-Key-UL AVP within the Media-Component-Description AVP in order to indicate the PCRF that resource sharing should apply for the media components in the related direction with the same value for the Sharing-Key-DL AVP and/or Sharing-Key-UL AVP.
Additionally, if PrioritySharing feature is supported, the P-CSCF may provide the Priority-Sharing-Indicator AVP within the Media-Component-Description AVP as described in subclause 4.4.47. 
NOTE 4: 	The P-CSCF obtains this information from the Application Server as described in 3GPP TS 23.228 [16], subclause 5.4.7.9.
NOTE 5:	RTCP flows are not subject to resource sharing. This requirement cannot be met for multiplexed RTP/RTCP flows as in this case there is no mechanism in the current release to distinguish between RTP and RTCP flows.
If the Service-URN AVP does not include an emergency service URN, i.e. a top-level service type of "sos" as specified in IETF RFC 5031 [21] and possibly additional sub-service information on the type of the emergency service and the PCRF binds the IMS service session to an IP-CAN session established to an Emergency APN, the PCRF shall return an AAA command with Experimental-Result-Code AVP set to the value UNAUTHORIZED_NON_EMERGENCY_SESSION to the P-CSCF.  Upon receiving an AAA with Experimental-Result-Code AVP set to the value UNAUTHORIZED_NON_EMERGENCY_SESSION the P-CSCF shall apply the procedures defined in 3GPP TS 24.229 [17].
NOTE 6:	The PCRF determines whether an IP-CAN session is established to an Emergency APN based on the information received over Gx and operator configuration.
If the AF-Requested-Data AVP is provided in the AA-Request command indicating "EPC-level Identities required", the PCRF shall provide the available user information for the IP-CAN session within the Subscription-Id AVP (s) and/or User-Equipment-Info AVP or User-Equipment-Info-Extension AVP if the User-Equipment-Info-Extension feature is supported.
The PCRF may decide not to authorize requested service information. The PCRF will indicate it to the P-CSCF by sending an AA-Answer with Experimental-Result-Code AVP set to the value REQUESTED_SERVICE_NOT_AUTHORIZED.  Upon receiving an AA-Answer with Experimental-Result-Code AVP set to the value REQUESTED_SERVICE_NOT_AUTHORIZED the P-CSCF shall apply the procedures defined in 3GPP TS 24.229 [17].
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[bookmark: _Toc51760039][bookmark: _Toc45132381][bookmark: _Toc44592189][bookmark: _Toc36037068][bookmark: _Toc36036878][bookmark: _Toc28001494]A.5	Indication of Emergency Registration and Session Establishment
When the P-CSCF receives an initial REGISTER SIP message for an IMS emergency registration or an INVITE SIP message for an emergency session and the P-CSCF determines that there are no IMS-level roaming interfaces, the P-CSCF may request the PCRF to provide the EPC-level identities (MSISDN, IMSI, IMEI(SV)) available for that IP-CAN session using the procedure as specified in this subclause (for an IMS emergency registration) or A.1 (for an IMS emergency session establishment). An P-CSCF may request the PCRF to provide the EPC-level identities (MSISDN, IMSI, IMEI(SV)) available for that IP-CAN session when no service information is available in the AF.To do so, the P-CSCF shall open an Rx Diameter session with the PCRF for the AF signalling using an AA-Request command. The P-CSCF shall provide the UE’s IP address (using either the Framed-IP-Address AVP or the Framed-Ipv6-Prefix AVP) and the AF-Requested-Data AVP set to "EPC-level identities required". The AF shall include the Service-URN AVP set to the value "sos", in order to indicate that the new AF session relates to emergency traffic that is not related to a specific emergency service. 
[bookmark: _Hlk64465013]When the PCRF receives an AA-Request command as described in the preceding paragraphs from the P-CSCF, the PCRF shall perform session binding as described in 3GPP TS 29.213 [9]. When the PCRF receives the Service-URN AVP indicating an emergency session, the PCRF may apply special policies, for instance prioritising service flows relating to the AF session or allowing these service flows free of charge. When the Service-URN AVP indicates that the  AF session relates to emergency traffic and the AF-Requested-Data AVP is received indicating "EPC-level Identities required", the PCRF shall provide the requested available user information (MSISDN, IMSI) for the IP-CAN session within the Subscription-Id AVP(s) and/or the IMEI(SV) within the User-Equipment-Info AVP or the User-Equipment-Info-Extension AVP if the User-Equipment-Info-Extension feature is supported, in the AA-Answer command. 
When the P-CSCF receives the AA-Answer with the EPC-level identities from the PCRF, the P-CSCF stores the information received within the Subscription-Id AVP(s) and/or User-Equipment-Info AVP or User-Equipment-Info-Extension AVP if the User-Equipment-Info-Extension feature is supported, provided by the PCRF and behaves as defined in 3GPP TS 24.229 [17].

NOTE:  	The user information received within the User-Equipment-Info AVP or the User-Equipment-Info-Extension AVP if the User-Equipment-Info-Extension feature is supported, and/or Subscription-Id AVP(s) can be used to support PSAP callback functionality for anonymous IMS emergency sessions. See 3GPP TS 23.167 [53] for further information.
The P-CSCF may decide to terminate the Rx session at any time. In that case, the AF shall use a Session-Termination-Request (STR) command to the PCRF, which shall be acknowledged with a Session-Termination-Answer (STA) command.
A SIP INVITE request can contain a service URN as defined in IETF RFC 5031 [21] within the request URI. If the service within this URN is "sos", possibly with additional sub-service information, the P-CSCF shall provision this service and sub-service information within the Service-URN AVP towards the PCRF. The P-CSCF may also provision possible information about other services received within the service URN.
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Within the framework of MCVideo, when the SIP Core (3GPP TS 23.281 [61x]) is implemented by an IMS core network, if the P-CSCF receives a SIP request message including a Resource-Priority header field with a namespace field and priority value defined for MCVideo for adjusting the priority of an MCVideo session, the P-CSCF shall provide the Reservation-Priority AVP and the MCVideo-Identifier AVP in the AA-Request command as defined in subclause  A.15x.2 to allow the PCRF to set the corresponding PCC rule(s) according to the prioritized MCVideo service. 
NOTE 1:	The process of adjusting priority may occur several times during the course of one session, e.g. a normal MCVideo group call elevated to an MCVideo emergency group call and returned to a normal priority MCVideo group call, elevated to an MCVideo imminent peril group call and returned to a normal priority MCVideo group call.
NOTE 2:	Upon reception of a request that requires the adjustment of the MCVideo priority, the PCRF is expected to derive the PCC Rules corresponding to the this MCVideo session, as appropriate according to operator policies. 
NOTE 3:	The PCRF can identify an MCVideo call using the IMS Communication Service Identifier specific to MCVideo, which is provided by the P-CSCF in the AF-Application-Identifier AVP in the AA-Request sent to PCRF. 
*** 9th Change ***
* * * End of Changes * * * *

