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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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Figure 4.2.2.2.2-1 illustrates the creation of a Network Exposure Event Subscription.


Figure 4.2.2.2.2-1: Creation of a subscription
To subscribe to event notifications, the NF service consumer shall send an HTTP POST request to the NEF with: "{apiRoot}/nnef-eventexposure/<apiVersion>/subscriptions" as request URI as shown in step 1 of figure 4.2.2.2.2-1, and the "NefEventExposureSubsc" data structure as request body. 
The "NefEventExposureSubsc" data structure shall include:
-	a URI where to receive the requested notifications as "notifUri" attribute; and 
-	a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute.
-	description of subscribed event information as "eventsSubs" attribute by using one or more "NefEventSubs" data;
-	conditionally, the description of the event reporting information as "eventsRepInfo" attribute;
The "NefEventSubs" data structure shall include:
-	an event to subscribe to as a "event" attribute; and
-	event filter information as "eventFilter" attribute associated with the event.
The "eventsRepInfo" attribute may include:
-	event notification method (periodic, one time, on event detection) as "notifMethod" attribute; 
-	Maximum Number of Reports as "maxReportNbr" attribute; 
-	Monitoring Duration as "monDur" attribute;
-	repetition period for periodic reporting as "repPeriod" attribute;
-	immediate reporting indication as "immRep" attribute;
-	sampling ratio as "sampRatio" attribute; and/or
-	group reporting guard time as "grpRepTime" attribute; and/or
-	a notification flag as "notifFlag" attribute if the EneNA feature is supported.
If the NEF cannot successfully fulfil the received HTTP POST request due to an internal error or an error in the HTTP POST request, the NEF shall send an HTTP error response as specified in clause 5.1.7.
Upon successful reception of an HTTP POST request with "{apiRoot}/nnef-eventexposure/<apiVersion>/subscriptions" as request URI and "NefEventExposureSubsc" data structure as request body, the NEF shall create a new "Individual Event Exposure Subscription" resource, store the subscription and send an HTTP "201 Created" response, as shown in step 2 of figure 4.2.2.2.2-1. The NEF shall include in the "201 Created" response:
-	a Location header field; and
-	an "NefEventExposureSubsc" data type in the payload body.
The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/nnef-eventexposure/<apiVersion>/subscriptions/{subscriptionId}".
The "NefEventExposureSubsc" data type payload body shall contain the representation of the created "Individual Network Exposure Event Subscription". 
When the "monDur" attribute is included in the response by the NEF, it represents NEF selected expiry time that is equal or less than the expiry time received in the request.
When the "immRep" attribute is included and sets to "true" in the subscription and the subscribed events are available, the NEF shall include the reports of the events subscribed, if available, in the HTTP POST response. 
When the sampling ratio attribute, as "sampRatio", is included in the subscription, the NEF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs.
When the group reporting guard time, as "grpRepTime" attribute, is included in the subscription, the NEF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then, the NEF shall notify the NF service consumer using the Nnef_EventExposure_Notify service operation, as described in clause 4.2.2.4.
When the "notifFlag" attribute is included and set to "DEACTIVATE" in the request, the AF shall mute the event notification and store the available events.

*** Next Change ***
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Figure 4.2.2.2.3-1 illustrates the modification of an existing subscription.


Figure 4.2.2.2.3-1: Modification of an existing subscription
To modify an existing subscription to event notifications, the NF service consumer shall send an HTTP PUT request with: "{apiRoot}/nnef-eventexposure/<apiVersion>/subscriptions/{subscriptionId}" as request URI, as shown in step 1 of figure 4.2.2.2.3-1, where "{subscriptionId}" is the subscription correlation ID of the existing subscription. The "NefEventExposureSubsc" data structure is included as request body as described in clause 4.2.2.2.2.
NOTE 1:	An alternate NF service consumer than the one that requested the generation of the subscription resource can send the PUT request. 
NOTE 2:	The "notifUri" attribute within the NefEventExposureSubsc data structure can be modified to request that subsequent notifications are sent to a new NF service consumer.
NOTE 3:	The "monDur" attribute within the NefEventExposureSubsc data structure can be modified to extend the expiry time to keep receiving notifications.
If the NEF cannot successfully fulfil the received HTTP PUT request due to an internal error or an error in the HTTP PUT request, the NEF shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in clause 5.1.7.
Upon successful reception of an HTTP PUT request with: "{apiRoot}/nnef-eventexposure/<apiVersion>/subscriptions/{subscriptionId}" as request URI and "NefEventExposureSubsc" data structure as request body, the NEF shall update the subscription and send an HTTP "200 OK" response with the "NefEventExposureSubsc" data structure as response body containing the representation of the modified "Individual Network Exposure Event Subscription", or an HTTP "204 No Content" response, as shown in step 2 of figure 4.2.2.2.3-1. 
When the "monDur" attribute is included in the response by the NEF, it represents NEF selected expiry time that is equal or less than the expiry time received in the request.
When the "immRep" attribute is included and sets to "true" in the subscription and the subscribed events are available, the NEF shall include the reports of the events subscribed, if available, in the HTTP PUT response.
When the sampling ratio, as "sampRatio" attribute, is included in the subscription, the NEF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs.
When the group reporting guard time, as "grpRepTime" attribute, is included in the subscription, the NEF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then, the NEF shall notify the NF service consumer using the Nnef_EventExposure_Notify service operation, as described in clause 4.2.2.4.
When the "notifFlag" attribute is included, and set to "DEACTIVATE" in the request, the AF shall mute the event notification and store the available events; if it is set to "RETRIEVAL" in the request, the AF shall send the stored events to the NF service consumer, and mute the event notification again and store available events.


*** Next Change ***
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The optional features in table 5.1.8-1 are defined for the Nnef_EventExposure API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 5.1.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	ServiceExperience
	This feature indicates support for the "SVC_EXPERIENCE" event.

	2
	UeMobility
	This feature indicates support for the "UE_MOBILITY" event.

	3
	UeCommunication
	This feature indicates support for the "UE_COMM" event.

	4
	Exceptions
	This feature indicates support for the "EXCEPTIONS" event.

	5
	ES3XX
	Extended Support for 3xx redirections. This feature indicates the support of redirection for any service operation, according to Stateless NF procedures as specified in subclauses 6.5.3.2 and 6.5.3.3 of 3GPP TS 29.500 [4] and according to HTTP redirection principles for indirect communication, as specified in subclause 6.10.9 of 3GPP TS 29.500 [4]. 

	x
	EneNA
	This feature indicates support for the enhancements of network data analytics requirements.




*** End of Changes ***
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