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DAD at End of Day 8 for CT3#115e Meeting
	Agenda item
	Agenda item title
	CT3-21…
	Title
	Source
	Result
	Comments

	1
	Opening of the meeting
	
	
	
	
	MEETING STARTS  AT 7:00 UTC ON WEDNESDAY

	2
	Agenda/schedule
	2017
	other    CT3#115e guidance
	CT3 chair
	Noted
	CT3 agrees to use tdoc number as file name for submitted contributions and revisions.

	2.1
	Approval of the agenda.
	2000
	AGENDA   Draft Agenda for CT3#115e Meeting
	CT3 Chair
	Noted
	

	2.2
	Proposed schedule
	2001
	other    INFO Proposed Schedule for CT3#115e
	CT3 chair
	Noted
	

	
	
	
	
	
	
	

	3
	Registration of documents
	2002
	other    Allocation of documents to agenda items (at Deadline)
	CT3 chair
	
	

	
	
	2003
	other    Allocation of documents to agenda items (Start of Day 1)
	CT3 chair
	
	

	
	
	2004
	other    Allocation of documents to agenda items (Start of Day 2)
	CT3 chair
	
	

	
	
	2005
	other    Allocation of documents to agenda items (Start of Day 3)
	CT3 chair
	
	

	
	
	2006
	other    Allocation of documents to agenda items (Start of Day 4)
	CT3 chair
	
	

	
	
	2007
	other    Allocation of documents to agenda items (Start of Day 5)
	CT3 chair
	
	

	
	
	2008
	other    Allocation of documents to agenda items (Start of Day 6)
	CT3 chair
	
	

	
	
	2009
	other    Allocation of documents to agenda items (Start of Day 7)
	CT3 chair
	
	

	
	
	2010
	other    Allocation of documents to agenda items (Start of Day 8)
	CT3 chair
	
	

	
	
	2011
	other    Allocation of documents to agenda items (End of Day 8)
	CT3 chair
	
	

	
	
	
	
	
	
	

	4
	Reports
	
	
	
	
	SCHEDULED FOR 1ST WEDNESDAY SESSION

	4.1
	Report from previous CT3 meeting
	2014
	report    Minutes of CT3#114e
	MCC
	Approved
	

	4.2
	Report from previous CT plenary
	2013
	report    Summary of CT#91e related to CT3
	CT3 chair
	Noted
	

	4.3
	Reports from other groups
	
	
	
	
	

	
	
	
	
	
	
	

	5
	Items for immediate consideration
	
	
	
	
	SCHEDULED FOR 1ST WEDNESDAY SESSION

	5.1
	IPR disclosures
	Reminder from the Chair regarding the IPR policy:

“I draw your attention to your obligations under the 3GPP Partner Organizations’ IPR policies. Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization, which is or is likely to become essential to the work of 3GPP”.



	
	
	

	5.2
	Antitrust declarations
	Reminder from the Chair regarding the antitrust and competition laws:

“I also draw your attention to the fact that 3GPP activities are subject to applicable antitrust and competition laws and that compliance with said laws is therefore required of any participant of this TSG/WG meeting including the Chair and Vice Chair. In case of question I recommend that you contact your legal counsel.

The leadership shall conduct the present meeting with strict impartiality and in the interests of 3GPP.

Furthermore, I would like to remind you that timely submission of work items in advance of TSG/WG meetings is important to allow for full and fair consideration of such matters”.

	5.3
	Statement Regarding Engagement with Companies Added to the

U.S. Export Administration Regulations (EAR) Entity List in 3GPP Activities


	See https://www.3gpp.org/about-3gpp/legal-matters


	5.4
	Other items for immediate consideration
	
	
	
	
	For contributions to this agenda item, please contact the Chair in advance of the meeting.



	
	
	
	
	
	
	

	
	
	
	
	
	
	

	6
	Received Liaison Statements
	2039
	LS in   Rel-17 LS on the support of L2TP with CUPS
	CT4
	Noted
	SCHEDULED FOR 1ST WEDNESDAY SESSION

CT4 has studied the Sx/N4 extensions to support L2TP tunnelling over SGi/N6 interface with Control Plane and User Plane Separation (CUPS) as part of WI BEPoP (BEst Practice of PFCP) and CT4 has agreed the following conclusions (as documented in the attachment):
-
the PFCP protocol extensions to support L2TP tunneling over N6/SGi for 5GC/EPS is to be standardized based on the solution#8 as described in 6.8 in Rel-17.
-
The normative requirements related to transfer L2TP Tunnel Information and L2TP Session Information from the CP function to the UP function together with a general description of L2TP function is to be specified in 3GPP TS 29.244 [3] based the clauses 6.8.1, 6.8.2 and 6.8.3.
CT4 kindly requests CT3 to check and provide comments if any, e.g. for AVPs to be specified in 29.561/29.061 for L2TP tunneling.

Action proposed by Chair:

Discuss the LS in the meeting to get feedback about the proposed solution and check if a reply to CT4 is needed.

See the LS reply in the BEPoP AI to see how to progress.

Dependency with SA2 for the CRs.


	
	
	2040
	LS in   Rel-17 LS on Information on the port number allocation solutions
	CT4
	Noted
	CT4 was tasked by CT (see CP-201316) to specify alternative solutions for port allocation for new 3GPP interfaces from Rel-17 onwards. CT4 work on FS_PortAl SID (Unique identifier: 890002) has reached the first milestone. CT4 will send TR 29.835 v0.4.0 for information to CT plenary meeting #91e. TR 29.835 will be used as an input for another TR 29.941, which will provide guidelines for selecting solutions.

CT4 would like to ask RAN2, RAN3, SA4, CT3 and SA5 WGs to kindly review TR 29.835 v0.4.0 and share their views with CT4. Feedback from RAN WGs will be taken into account when finalizing TR 29.835. Preferred solutions will also be documented in TR 29.941, which will be maintained.

Action proposed by Chair:

Ask CT3 for confirmation that CT3 has no comments to TR 29.835 and the proposed solutions for port allocation for new 3GPP interfaces.


	
	
	2041
	LS in   Rel-15 LS on PAP/CHAP and other point-to-point protocols usage in 5GS
	SA2
	Noted
	SA2 have discussed the incoming LS and concluded that no more action is to be carried out by SA2 on this topic, based on following considerations:
-
5G specifications under SA2 control do not contain any description of (e)PCO-based PAP/CHAP, and therefore don’t need warning about PAP/CHAP. 

-
SA2 suggested in their LS S2-2004481 that CT WGs take the lead on this work.

Action proposed by Chair:

Work according the PAP_CHAP WID and NOTE the LS.

	
	
	2042
	LS in   Rel-15 Reply LS on Network Configuration Parameters Consistent Handling in UDM
	SA2
	Noted
	SA2 would like to point out that Maximum Response Time is used for more than just determining the subscribed Active Time at UDM. For example:
· TS 23.502, clause 4.15.6.3a states that the “The AMF may use the Maximum Response Time parameter as guide to configure ….. when to send reachability notifications to AF relative to expected reachability events (e.g. paging occasions).” 

· TS 23.501, clause 5.31.7.3, states that “The Extended Connected Time is determined by the AMF and is based on local configuration and/or the Maximum Response Time, if provided by the UDM.”

Regarding how the AMF determines when to send a reachability notification and how the AMF configures the time between reachability events, SA2 would like to point out that consistency with EPC behaviour is particularly important in the case where an AF configures a monitoring event for a UE that can switch between EPC and 5GC. The AF should not have to assume different monitoring event behaviour when the UE is connected to EPC vs. 5GC.  
Thus, it is desirable for the UDM to be able to both: 

-
aggregate Maximum Response Time and Maximum Latency into the Subscribed Registration Timer and Subscriber Active Timer, and

-
send the value(s) of Maximum Response Time to the AMF in the Namf_EventExposure subscribe request.

Action proposed by Chair:

Confirm with CT3 WG that there is no specific impact in CT3. In that case, NOTE the LS.

	
	
	2043
	LS in   Rel-16 LS Response on the input parameters of the LCS subscription request from an AF via NEF
	SA2
	Noted
	Q1:
Should these parameters, i.e. "LCS Service Type" and the "External Client Type", be provided by an AF to the NEF when creating an LCS monitoring event subscription? This would enable the NEF to provide them to the GMLC in the Ngmlc_Location_ProvideLocation request.
ANSWER: The parameters, "LCS Service Type" and the "External Client Type" shall not be provided by AF. This has been corrected/clarified in attached CR. 

To clarify, “External Client Type” is not the correct name of parameter, it should be “LCS client type” defined in TS 23.271. Please also note the description of annex B, TS 23.271 should be interpreted that LCS client type is NOT provided by the LCS client to the GMLC. Based on this understanding, SA2 think there is no need for the AF to provide its “External Client Type (LCS client type)” to the NEF.

Q2:
If the answer to the Q1 is yes, what is the behaviour of the NEF and GMLC when receiving these parameters? What are the checks, if any, that need to be performed?

ANSWER: N/A as answer to Q1 is no.

Q3:
If the answer to Q1 is no, then how these parameters are derived by the NEF? Should these parameters only be stored and derived by the GMLC? In this case, this would mean that these parameters should be removed from the list of possible input parameters to be provided by the NEF in the Ngmlc_Location_ProvideLocation request.

ANSWER:   The parameter "External Client Type" may be provisioned in the NEF or GMLC per AF. It is used for privacy authorization in GMLC (23.273 6.1.2) or NEF (23.273 6.5.1). 

If provisioned in the NEF, when AF sends location request to NEF, based on the AF ID, NEF derive the “External (LCS) Client Type” and include it in Ngmlc_Location_ProvideLocation request.

If not provisioned in NEF, NEF simply forwards the location request message from AF to the GMLC.

SA2 will continue to work the issue whether it is NEF or GMLC to determine the “External (LCS) Client Type”, in case the location request is sent by AF via N33 interface. It is expected SA2 will define a single solution.

The parameter “LCS Service Type" may be if used mapped in GMLC from attribute “Service Identity” (see (23.273 6.1.2) and may be used for privacy authorization of an LCS Client in GMLC (see 23.273 7.1). 

 NOTE that “LCS Service Type” is of no knowledge to NEF functionality, so the parameter does not need to be included in Ngmlc_Location_ProvideLocation request.

Action proposed by Chair:

Confirm with CT3 WG that CT3 TSs are already aligned with this LS Reply. In that case NOTE the LS.

	
	
	2044
	LS in   Rel-16 Reply LS on UTRAN UE capabilities from CN to gNB
	SA2
	Noted
	SA2 thanks RAN2 for the LS on UTRAN UE capabilities from CN to gNB. SA2 approved CRs attached that address this issue in TS 23.501 and TS 23.401. 
As per the approved CRs SA2 would like to indicate that when RACS is used for the manufacturer assigned case, the UE radio capability ID is not intended to cover UTRA capabilities.
Action proposed by Chair:

Check the related CRs (Agenda Item 16.16)

	
	
	2045
	LS in   Rel-16 LS on Server Domain Name Usage for Application Traffic Detection
	SA4
	Noted
	SA4 has specified the 5G Media Streaming (5GMS) architecture within Release 16, which enables usage of some Network Features using N5 or N33.

SA4 would like to ask the following clarification questions to SA2 and CT3:

1:
When invoking the Nnef_AFSessionWithQoS method, is it possible to use the application identifier (as a reference to a set of PFDs) instead of the flow description?
2:
What is the relationship between the AF Identifer (SCS/AS ID in 4G) and the AF application ID and/or the application identifier?

3:
When invoking a particular policy using Nnef_AFSessionWithQoS, is it possible to provide the DNN, the S-NSSAI, and/or a reference to the server domain name for the purposes of traffic identification?

NOTE:
The same questions apply to Nnef_ChargeableThird Party API.

Action proposed by Chair:

LS postponed from CT3#114e meeting. Discuss the LS again considering the status in SA2 & SA4 and check the possible reply and if there is a need of possible corrections or clarifications in CT3 specifications.



	
	
	2046
	LS in    LS on OpenAPI guidelines
	SA5
	Noted
	At SA#90, SA5 received an official request from TSG CT (in the CT report to SA) to align with the OpenAPI guidelines developed by CT in 29.501. SA5 has analysed and discussed these comments extensively, also in a conf. call with CT, and a contribution summarising the request from CT was submitted to SA5#136e by the CT chair as S5-212235 (attached).
SA5 has discussed the document and provides feedback regarding the requests provided.
SA5 recognized that TS 29.501 is currently mainly documented for 5GC SBI OpenAPI guidelines. It would be helpful if CT could consider indicating the sections which are generic and could apply for other groups.

SA5 Charging APIs are currently aligned with 5GC TS 29.501 guidelines, in which how to refer to OpenAPI definitions from external bodies is not defined. In order to allow future-proof evolution of Charging APIs, this possibility is important to be anticipated.

SA5 is happy to continue working together with CT to align the OpenAPI guidelines as much as possible.
Action proposed by Chair: 
LS discussed in CT & SA and a Task Force being organized wiith experts from the CT/SA WGs developing OpenAPI specification to check what really needs to be common to all the groups and to decide in which specification it should be documented (final output available at TSG#92). No CT3 action required. The LS can be NOTED.


	
	
	2047
	LS in   Rel-17 Reply LS on clarification regarding EEC ID
	SA6
	Noted
	Q1: Is the EEC ID globally unique across different UEs? Or can several UEs have the same EEC ID?
A1: EEC ID is globally unique across different UEs.

Q2: Who is responsible for generating the EEC ID? How is the EEC ID configured into the EEC?

A2: The entity for generating the EEC ID and detailed mechanism to configure the EEC ID are outside the scope of TS 23.558. But SA6 envisions that in one implementation, an ID management server can assign the EEC ID to the EEC. SA6 would like to let SA3 decide whether to specify a suitable mechanism to generate EEC ID securely.

Q3: What is the format of the EEC ID?
A3: The detailed format of the EEC ID will be decided by CT group(s).

In addition, SA6 would like to express the following view for EEC ID:

The EEC ID is introduced to identify the EEC in a UE and it is an application layer identifier, one or more EEC(s) may be located in a UE. TS 23.558 has specified procedures in EDGE-1 & 4 requiring EEC ID to be included as part of the EEC request. It is expected that the ECS/EES should be able to authorize EEC before service invocation. 
Action proposed by Chair:

No impact is foreseen in CT3. The LS can be NOTED.


	
	
	2351
	LS in    5G capabilities exposure for factories of the future
	5G-ACIA
	Noted
	5G-ACIA published a white paper in June 2020 on the exposed 5G capabilities that are needed by factory operators to manage and maintain industrial 5G devices and 5G Non-Public Networks (NPN) in a simple and efficient manner. 

That white paper has now been enhanced to include additional capabilities and some clarification to the capabilities and functions from the previous version of the white paper. In particular, device-centric requirements have been clarified and a few new ones added in accordance with 3GPP TSG SA WG1 requirements of Release 17. Concerning network-centric requirements, network monitoring have been detailed in the Annex of the white paper. Also, the Annex now lists parameters for QoS monitoring.

Since 5G-ACIA believes that these service exposure requirements are valuable to be considered in ongoing work in 3GPP, we would like to make this new white paper available to you: 

· White paper title: Exposure of 5G capabilities for connected industries and automation applications 

· Link www.5g-acia.org/publications
· PDF copy: attached to this liaison statement

5G-ACIA would be eager to receive 3GPP’s feedback on these new exposure interface requirements and related Stage-2 and Stage-3 work.
Action proposed by Chair:

CT3 is copied. Monitor possible provided feedback. The LS can be NOTED.


	
	
	2365
	LS on Support of UAVs authentication/authorization in 3GPP systems and interfacing with USS/UTM
	ACJA
	Noted
	In 2020 ACJA sent an LS to 3GPP titled “Support of UAVs in 3GPP systems and interfacing with USS/UTM”, discussing input from the ACJA aviation community to 3GPP. In particular, the following was indicated: The USS will consider the 3GPP mobile network as one of multiple Supplementary Data Service Providers (SDSP) the USS will be interfacing with as part of the overall UTM model. GUTMA realizes that a USS would interface with the 3GPP mobile networks for a variety of potential services: connectivity for Command & Control (C2) and payload between UAV and ground systems, location and tracking (using 3GPP location services and indications from on-board instruments), requiring specific QoS assuring minimum safety and operability and providing required reporting. It is expected that such 3GPP services will be available to USS leveraging the existing Network Exposure Function (NEF) webservices framework, where a set of APIs is available for the USS to invoke such services. The GUTMA survey has indicated that the interfacing between the USS and the SDSPs should minimize the burden and impact on the USS, which includes the need for complex interfacing solutions and the need for new functionality in the USS. GUTMA considers that requiring a USS to implement solutions like Diameter, EAP, and the need for the USS to become an EAP/Diameter server would add unnecessary complexity to the USS which is not required for interfacing with any other SDSPs. ACJA would like to re-iterate that the adoption of an EAP/Diameter solution for UAV authentication and authorization an unacceptable solution for the UTM community.
Action proposed by Chair:

ACJA want to re-iterate that EAP/Diameter is unacceptable. CT3 is copied. CT3 can take note when discussing protocols for exposure handling. The LS can be NOTED.


	
	
	2405
	LS to 3GPP SA2 on ARP PL
	GSMA NG NRG
	Noted
	To minimize the impact on individual VoLTE roaming agreements and implementation and testing, it must be possible that the VPMN's MME applies an MNO specific ARP PL value for inbound roamers, independent from the value provided by the HPMN HSS or PCEF. Hence GSMA NG NRG has discussed and agreed that the VPMN MME may apply the ARP PL value as per local configuration. This has been documented in GSMA PRD IR.88 as follows:
As ARP settings are exclusively related to the VPMN service prioritization strategy and may change from one […] VPMN to another, the following handling for the negotiation of the ARP value should be applied:

· For the establishment of the SIP bearer, the VPMN, may either apply the ARP Priority Level (PL) value received from HSS or apply values as per roaming agreement or local configuration. To prevent that the establishment of the SIP bearer fails, the HPMN should not upgrade the value of the ARP PL.

· For the establishment of the media bearer, the HPMN sends an ARP PL value as per roaming agreement or local configuration. The VPMN should allow the bearer establishment with the ARP PL value received from the HPLMN. However, the VPMN may apply the ARP PL value as per roaming agreement or local configuration instead.
GSMA NG NRG kindly asks 3GPP to check whether a local configuration of the ARP PL for inbound roamers is covered by the standard, and if not, add the option of a local configuration accordingly.

Action proposed by Chair:

CT3 is copied. Monitor the provided reply as it may impact CT3 specifications.. The LS can be NOTED.


	
	
	2523
	LS on App ID Usage in NEF Related Service API in Rel 17
	SA4
	Noted
	The usage of domain names for traffic identification is an important aspect of the 5G Media Streaming feature specified in Release 16 by SA4. Typically, a 5GMSd AF in an external Data Network should be able to activate the same network features as a 5GMSd AF in the trusted Data Network. (A service level agreement restricts the feature usages.)
From studying SA2 and CT3 meeting notes, SA4 understands that the usage of an application identifier (referencing PFDs) within the Nnef_AFsessionWithQos and the Nnef_ChargeableParty APIs exposed to external functional entities requires more work in the respective groups and is not part of 3GPP Release 16.

Also, the usage of the DNN and the S-NSSAI within the two APIs may not be part of 3GPP Release 16. This feature is particularly important when deploying the 5GMS AF and 5GMS AS in different Network Slices or Data Networks. (Note that the 5GMS AF handles the interactions with the 5G System, while the 5GMS AS handles the User Plane media traffic. Only the media traffic from the 5GMS AS is subject to policing). Hence, because the Nnef_AFsessionWithQoS and/or Nnef_ChargeableParty APIs do not support DNN/S-NSSAI in Release 16, the 5GMS AF and 5GMS AS must currently be deployed on the same Data Network or in the same Network Slice.

SA4 accepts that only a 5GMSd AF residing in a trusted Data Network may use domain names for traffic identification in Release 16 (i.e. provision a PFD containing the domain name using the PFD Management API and then use the resulting application identifier to describe the traffic identification), and that a 5GMSd AF residing in an external Data Network, may not use domain names for this purpose in Release 16. SA4 has agreed the attached draft CR to finalize Release 16 by documenting this restriction.
SA4 would like the restrictions on the external 5GMSd AF to be removed in Release 17 by adding AF Application Identifier and DNN/S-NSSAI to the Nnef_AFsessionWithQos and the Nnef_ChargeableParty APIs.
Action proposed by Chair:

CT3 is copied. There are CRs in this meeting. Confirm that they are aligned with this reply.



	
	
	2524
	LS Reply on NSI ID on N7 interface
	SA2
	Postponed till next meeting
	Q1:
How does the SMF determine the NSI ID in this context? In this sense, please also clarify the meaning of the mention "if available".
SA2 Answer: Stage 2 specifications currently consider that SMF is not aware of the NSI ID of a PDU Session.  So, SMF cannot provide the corresponding NSI ID to the PCF. SA2 agrees to correct this as in the attachments. 
Q2:
What is the foreseen use case behind it? In other words, how this parameter is expected to be used by the PCF in the frame of the Npcf_SMPolicyControl service?

SA2 Answer:  NSI ID from SMF to PCF was introduced in S2-187506 so that PCF could use it to retrieve slice instance load information from NWDAF during Rel-15. 
Action proposed by Chair:

Postpone the LS to next meeting so that companies can check if some CR is needed.



	
	
	2525
	LS response on Support of AF instance change
	SA2
	Noted
	Q1: If the AF needs to update the target AF instance information, does the AF need to trigger the Nnef_TrafficInfluence_Update service operation to the NEF, and the update of AF influence control on traffic routing is delivered to the SMF within the PCC rule via N7?

[Answer] In case of AF instance change, target AF invokes Nnef_TrafficInfluence_Create or Npcf_PolicyAuthorization_Create, thus providing target AF instance information e.g. Notification URI, target AF ID, etc. These information are then provided by PCF to SMF within the PCC rule via N7, as shown in the figure 4.3.6.2-1 of TS 23.502.            
Q2: If answer of Q1 is yes, what’s the motivation to use Nnef_TrafficInfluence_AppRelocationInfo to include the target AF instance information?
[Answer] SA2 discussed this and agreed to update the procedure on the notification of UP path management Events.  The target AF ID and notification target address of the target AF is removed from Nnef_TrafficInfluence_AppRelocationInfo and Nsmf_EventExposure_AppRelocationInfo service operations. 

However, if the AF includes information such as N6 traffic routing details corresponding to the target DNAI in Nnef_TrafficInfluence_AppRelocationInfo it shall include the same information in Npcf_PolicyAuthorization_Create/Update or in Nnef_TrafficInfluence_Create/Update, depending on the received notification message. The updated procedure and corresponding text are in the attached CRs 2643 and 2667 to TS 23.502.

Q3: If answer of Q1 is no, how will the SMF consolidate the target AF information received by Nsmf_EventExposure_AppRelocationInfo with existing PCC rules if the information is not received via N7? 
[Answer] Please see response to Q1 and Q2. 
Action proposed by Chair:

Postpone the LS to next meeting so that companies can check and prepare possible CRs.

CT3 considers that there are no impacts.



	
	
	2526
	Reply LS on QoS monitoring control for Service Data Flows
	SA2
	Noted
	Q:
If the QoS Monitoring policies are different, e.g. the delay thresholds for downlink packet are different among the PCC rules, but the SMF binds the PCC rules to the same QoS flow according to the QoS flow binding mechanism defined in clause 6.1.3.2.4 of TS 23.503, how does the SMF derive the monitoring parameters for the QoS flow? 
A:
As it is depicted that the SMF provides the QoS Monitoring Control information to the UPF at QoS Flow granularity, different set of QoS Monitoring policies would make the implementation of SMF&UPF increasingly complicated. To alleviate the impacts on current QoS Monitoring mechanism, SA2 has agreed to bind the PCC rules with different QoS Monitoring policy to different QoS Flows.

Action proposed by Chair:

Ensure that the received CRs are aligned with this LS Reply.



	
	
	2527
	LS Reply on Server Domain Name Usage for Application Traffic Detection
	SA2
	Noted
	When invoking the Nnef_AFSessionWithQoS method, is it possible to use the application identifier (as a reference to a set of PFDs) instead of the flow description?

SA2 Answer: 

In this release, Rel-16, as described in clause 5.2.6.8 and 5.2.6.9 of TS 23.502, application identifier is not an alternative. The NEF could map the AF Identifier to Application Identifier during the Nnef_AFSessionWithQoS/ Nnef_ChargeableParty service operation, if this is necessary. 

For Rel-17, SA2 has agreed to introduce the support for AF to provide (external) Application Identifier to NEF/SCEF for the 2 service operations and the attached CRs, 23.502 CR 2490 and 23.682 CR 0475, are agreed.
When invoking a particular policy using Nnef_AFSessionWithQoS, is it possible to provide the DNN, the S-NSSAI, and/or a reference to the server domain name for the purposes of traffic identification?
NOTE:
The same questions apply to Nnef_ChargeableThird Party API.

SA2 Answer: 

In this release Rel-16, as described in clause 5.2.6.8 and 5.2.6.9 of TS 23.502, the DNN, the S-NSSAI, and/or a reference to the server domain name are not used as traffic identification, because a concrete description of the traffic (that is subject to the special QoS/charging treatment) is required to differentiate the flows within the PDU Session, which has a certain DNN/S-NSSAI. (For example, DNN/S-NSSAI cannot differentiate the flows within a PDU Session.) And this concrete description can only be achieved by using the Flow description(s) parameter (or the application identifier mapped from the AF identifier as described in the first answer).   
In addition to the answers above, SA2 considers it’s beneficial for AF to provide DNN/S-NSSAI (e.g. to deal with cases where 5GMS AF and 5GMS AS are in different Data Networks or different Network Slices) when it’s available for the two service operations in discussion, thus 23.502 CR 2491 is agreed. 

Action proposed by Chair:

Ensure that the received CRs are aligned with this LS Reply.



	
	
	2528
	Reply LS on the support of L2TP with CUPS
	SA2
	Noted
	SA2 has reviewed the solution and would like to provide the following comments:
-
SA2 supports the introduction of PFCP protocol extensions in rel-17 to support L2TP tunnelling over N6/SGi for 5GS and EPS.

- 
SA2 has agreed the attached CRs to TS 23.501, TS 23.502 and TS 23.214 to describe the usage of L2TP on N6/SGi, including enhancement to information exchange over N4/Sx and between the SMF and the DN-AAA Server. 

-
Since SA2 does not document the functionality of the AAA interface for EPC, between PGW and RADIUS/Diameter server, SA2 assumes that the impact to interactions between PGW and the RADIUS/Diameter Server on SGi will be fully developed by CT3, in line with the functionality provided for 5GS. Conversely, the support of L2TP in EPC interworking case (by a SMF+PGW-C) has been documented in 23.502.

- 
SA2 assumes that CT4 will document the full list of information elements carried via PFCP to support L2TP.  

Action proposed by Chair:

Ensure that the CRs that progress in this meeting are aligned with this reply.



	
	
	2529
	LS Response on the input parameters of the LCS subscription request from an AF via NEF
	SA2
	Postponed till next meeting
	Q3:
If the answer to Q1 is no, then how these parameters are derived by the NEF? Should these parameters only be stored and derived by the GMLC? In this case, this would mean that these parameters should be removed from the list of possible input parameters to be provided by the NEF in the Ngmlc_Location_ProvideLocation request.
ANSWER:   The parameter "External Client Type" may be provisioned in the NEF or GMLC per AF. It is used for privacy authorization in GMLC (23.273 6.1.2) or NEF (23.273 6.5.1). 

If provisioned in the NEF, when AF sends location request to NEF, based on the AF ID, NEF derive the “External (LCS) Client Type” and includ it in Ngmlc_Location_ProvideLocation request.

If not provisioned in NEF, NEF simply forwards the location request message from AF to the GMLC.

SA2 will continue to work the issue whether it is NEF or GMLC to determine the “External (LCS) Client Type”, in case the location request is sent by AF via N33 interface. It is expected SA2 will define a single solution.
The highlight texts has been further discussed by SA2 and conclusion is as follows:

When AF requests location to the NEF, NEF derives the LCS client type of the AF and provides to the GMLC in the same PLMN. In case of roaming, HPLMN GMLC will also provide the LCS client type of the AF to the V-GMLC. 

The LCS client type of the AF is a mandatory parameter for GMLC, If the GMLC does not receive it from NEF, GMLC will reply an error indication to NEF.
Action proposed by Chair:

Ask the WG if specific impacts are needed in the CT3 specifications. Postpone the LS till those CRs are handled.



	
	
	
	
	
	
	

	7
	Release 7 and earlier releases
	RELEASE 7 AND EARLIER RELEASES ARE CLOSED. NO CR IS ALLOWED.

	
	
	
	
	
	
	

	8
	Release 8
	
	
	
	
	

	8.1
	Release 8 IMS/CS Work Items

[IMS-CCR-IWIP]

[IMS-CCR-IWCS]

[IMS-CCR-Mn]

[FBI]

[PktCbl-Intw]

[ExtSIPI]

[FBI2-IOPSI]

[SIP_Nc]

[UUSIW]

[MAINT_R1]

[MAINT_R2]

[REDOC_TIS-C3]

[Overlap]

[CW_IMS]

[CCBS_CCNR]

[REDOC_3GPP2]

[MESSIW]

[MTSI_eMHI]

[AoIP-CN]

[ICSRA]

[CAT_SS]

[TEI8] – IMS/CS
	
	
	
	
	All WIs completed



	8.2
	Release 8 Packet Core Work Items

[MBMS]

[PCC]

[DIAMGi]

[DIAMWi]

[SAES-St3-PCC]

[SAES-St3-intwk]

[TEI8] - PC
	
	
	
	
	All WIs completed



	
	
	
	
	
	
	

	9
	Release 9
	
	
	
	
	

	9.1
	Release 9 IMS/CS Work Items

[IMS-CCR-IWIP]

[IMS-CCR-IWCS]

[FBI]

[ExtSIPI]

[SIP_Nc]

[CS-IBCF]

[IMS_IBCF]

[II-NNI]

[eIMS_RP]

[IMS_EMER_GPRS_EPS-SRVCC]

[MEDIASEC_CORE]

[TEI9] – IMS/CS
	
	
	
	
	All WIs completed



	9.2
	Release 9 Packet Core Work Items

[MBMS]

[SAES-St3-PCC]

[MBMS_EPS]

[IMS_EMER_GPRS_EPS]

[PCC-Enh]

[TEI9] - PC
	
	
	
	
	All WIs completed



	
	
	
	
	
	
	

	10
	Release 10
	
	
	
	
	

	10.1
	Release 10 IMS/CS Work Items

[IMS-CCR-IWIP]

[IMS-CCR-IWCS]

[CPM-SMS]

[OMR]

[II-NNI2]

[CCNL]

[ECSRA_LAA-CN] – IMS/CS

[NNI_DV]

[CIIC_ES]

[TEI10] – IMS/CS
	
	
	
	
	All WIs completed



	10.2
	Release 10 Packet Core Work Items

[SAES-St3-PCC]

[SAES-St3-intwk]

[MBMS_EPS]

[PCC-Enh]

[IFOM-CT]

[ECSRA_LAA-CN] – PCC

[SMOG-St3]

[eMPS-CN]

[PCRF-FR]

[MAPCON-St3]

[PEST-CT3]

[NIMTC]

[TEI10] - PC
	
	
	
	
	All WIs completed



	
	
	
	
	
	
	

	11
	Release 11
	
	
	
	
	

	11.1
	Release 11 IMS/CS Work Items

[IMS-CCR-IWIP]

[IMS-CCR-IWCS]

[OMR]

[NNI_DV]

[USSI]

[vSRVCC-CT] - IMS

[NNI_OI]

[IMSProtoc5]

[rSRVCC-CT] – IMS

[ACR_CS-CN]

[IPXS]

[eMPS_Gateway]

[NNI_timers]

[RAVEL-CT]

[MRB]

[MMTel_T.38_FAX]

[IOC]

[TEI11] – IMS/CS
	
	
	
	
	All WIs completed



	11.2
	Release 11 Packet Core Work Items

[PCC]

[SAES-St3-intwk]

[SAES-St3-PCC]

[MBMS_EPS]

[PCC-Enh]

[SAPP-CT3]

[QoS_SSL-CT3]

[vSRVCC-CT] – PC

[rSRVCC-CT] – PC

[SIMTC-Reach]

[BBAI_BBI-CT]

[BBAI_BBII-CT]

[SaMOG_WLAN-CN]

[NWK-PL2IMS-CT]

[eNR_EPC]

[TEI11] - PC
	
	
	
	
	All WIs completed



	
	
	
	
	
	
	

	12
	Release 12
	
	
	
	
	

	12.1
	Release 12 IMS/CS Work Items

[eMEDIASEC-CT]

[IMS_TELEP]

[IMSProtoc6]

[EMC_PC]

[NNI_RS]

[eDRVCC]

[bSRVCC]

[ICS_IWE]

[CVO-CT]

[SIS_CT]

[FS_REVOLTE_IMS]

[BusTI-CT]

[UP6665]

[eIODB]

[ICEH248]
[ALTC]

[HISTORY_CT]

[EVS_codec-CT]
[TEI12] – IMS/CS
	
	
	
	
	All WIs completed



	12.2
	Release 12 Packet Core Work Items

[SAES_WLAN_EPC_intwk]

[REST_AF_PC]
[ABC-CT3]

[UMONC-CT3]

[E2EMTSI-CT]

[P4C-F-CT3]

[eMBMS_Rest]

[NETLOC_TWAN_CT]
[MTCe-SDDTE-CT]
[ProSe-CT]
[CNO_ULI-CT]
[GCSE_LTE-CT]
[DOCME-PCC]
[PCSCF_RES]
[TEI12] - PC
	
	
	
	
	All WIs completed



	
	
	
	
	
	
	

	13
	Release 13
	
	
	
	
	

	13.1
	Release 13 IMS/CS Work Items

[QOSE2EMTSI-CT] – IMS/CS

[RTCP_MUX]

[DRuMS-CT] – IMS

[IMSProtoc7]
[INNB_IW]
[EVSoCS-CT]
[SDPCN_IMS]
[ROI-CT]
[mSRVCC]
[MCPTT-CT] – IMS

[eWebRTCi_CT]]

[eDRX-CT]

[TEI13] – IMS/CS
	
	
	
	
	All WIs completed



	13.2
	Release 13 Packet Core Work Items

[UPCON-DOTCON-CT]
[VoE-UTRAN_PPD-CT]
[QOSE2EMTSI-CT] – PC

[DRuMS-CT] – PC

[eUMONC-CT3]
[cDOCME_PCC]
[MONTE-CT]

[NBIFOM-CT]

[eProSe-Ext-CT]
[AESE-CT]
[FMSS-CT]

[SEW1-CT]
[EPC_SIG_RACE]

[MCPTT-CT] – PC
[MBMS_enh-CT]
[DiaPri]
[CIoT-CT]
[TEI13] - PC
	
	
	
	
	All WIs completed



	
	
	
	
	
	
	

	14
	Release 14
	
	
	
	
	

	14.1
	Release 14 IMS/CS Work Items

[MMCMH-CT]
[IMSProtoc8]
[PWDIMS-CT]
[REAS_EXT]
[MCPTTProtoc1]
[CH14-DCCII-CT]
[SPECTRE-CT]
[MCImp-eMCPTT-CT]
[MCImp-MCDATA-CT]
[MCImp-MCVIDEO-CT]
[ISAT]
[TEI14] – IMS/CS
	
	
	
	
	All WIs completed



	14.2
	Release 14 Packet Core Work Items
[NonIP_GPRS-CT]
[CUPS-CT]
[DLoCMe]
[V8-CT]
[V2X-CT]
[SDCI-CT]
[AULC-CT]
[AE_enTV-CT]
[DBPU]
[PS_DATA_OFF-CT]
[TEI14] – PC
	
	
	
	
	All WIs completed



	
	
	
	
	
	
	

	15
	Release 15
	
	
	
	
	All WIs completed



	15.1
	Study on Policy and Charging for Volume Based Charging [FS_PC_VBC]
	
	
	
	
	CP-172135

	15.2
	CT aspects on 5G System - Phase 1 [5GS_Ph1-CT]

Please use agenda items 15.2.x to contribute to the TR and the TSs according to the scope below. Use this level only for generic topics.
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.1
	Technical Report (TR 29.890)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.2
	Access and Mobility Policy Control Service (TS 29.507)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.3
	Session Management Event Exposure Service (TS 29.508)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.4
	Session Management Policy Control Service (TS 29.512)
	2152
	CR 0753 29.512 Rel-15 Correct the error code MISS_FLOW_INFO
	Huawei
	Revised to 2543
	CP-183243 (CT1 leading)

Wrong CR number.
Ericsson: agrees with the proposed CR with the following comment:
· be consistent with the first sentence and avoid plural. I.e. indicate "PCC rule entry".

Huawei makes r1 available. 

Huawei: CR number corrected. R2 is made available.
Ericsson is fine with r1.


	
	
	2543
	CR 0753 29.512 Rel-15 Correct the error code MISS_FLOW_INFO
	Huawei
	Agreed
	

	
	
	2153
	CR 0754 29.512 Rel-16 Correct the error code MISS_FLOW_INFO
	Huawei
	Revised to 2544
	Ericsson: See 2152.
Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2544
	CR 0754 29.512 Rel-16 Correct the error code MISS_FLOW_INFO
	Huawei
	Agreed
	

	
	
	2154
	CR 0755 29.512 Rel-17 Correct the error code MISS_FLOW_INFO
	Huawei
	Revised to 2545
	Ericsson: See 2152.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2545
	CR 0755 29.512 Rel-17 Correct the error code MISS_FLOW_INFO
	Huawei
	Agreed
	

	15.2.5
	Policy Authorization Service (TS 29.514)
	2240
	CR 0300 29.514 Rel-15 Correction on 404 Not Found
	ZTE
	Agreed
	CP-183243 (CT1 leading)

Ericsson agrees with the proposed CR.



	
	
	2241
	CR 0301 29.514 Rel-16 Correction on 404 Not Found
	ZTE
	Agreed
	Ericsson agrees with the proposed CR.



	
	
	2242
	CR 0302 29.514 Rel-17 Correction on 404 Not Found
	ZTE
	Agreed
	Ericsson agrees with the proposed CR.



	15.2.6
	Policy and Charging Control signalling flows and QoS parameter mapping (TS 29.513)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.7
	Network Data Analytics Services (TS 29.520)
	2234
	CR 0273 29.520 Rel-15 correction of attribute snssais in OpenAPI
	ZTE
	Withdrawn
	CP-183243 (CT1 leading)

This CR introduces backward compatible correction to the OpenAPI file for Nnwdaf_EventsSubscription API.
Huawei: I remember that the same corrections were proposed before, but due to NBC consideration, the description field of the attribute in the OpenAPI file was updated with ‘It corresponds to snssais in the data model definition of 3GPP TS 29.520.’. Hence, the CRs are no needed as I know.

ZTE: You are correct. These CRs will be withdrawn.

	
	
	2235
	CR 0274 29.520 Rel-16 correction of attribute snssais in OpenAPI
	ZTE
	Withdrawn
	This CR introduces backward compatible correction to the OpenAPI file for Nnwdaf_EventsSubscription API.
See comments on C3-212234.

	
	
	2236
	CR 0275 29.520 Rel-17 correction of attribute snssais in OpenAPI
	ZTE
	Withdrawn
	This CR introduces backward compatible correction to the OpenAPI file for Nnwdaf_EventsSubscription API.
See comments on C3-212234.

	
	
	2237
	CR 0276 29.520 Rel-15 Correction on 404 Not Found
	ZTE
	Revised to 2546
	Ericsson: Please keep the description as in the OpenAPI file as "indicates the Individual NWDAF Event Subscription resource does not exist."

ZTE makes r1 available.
Ericsson is fine with r1.

	
	
	2546
	CR 0276 29.520 Rel-15 Correction on 404 Not Found
	ZTE
	Agreed
	

	
	
	2238
	CR 0277 29.520 Rel-16 Correction on 404 Not Found
	ZTE
	Revised to 2547
	See 2237.

	
	
	2547
	CR 0277 29.520 Rel-16 Correction on 404 Not Found
	ZTE
	Agreed
	

	
	
	2239
	CR 0278 29.520 Rel-17 Correction on 404 Not Found
	ZTE
	Revised to 2548
	See 2237.

	
	
	2548
	CR 0278 29.520 Rel-17 Correction on 404 Not Found
	ZTE
	Agreed
	

	
	
	2281
	CR 0283 29.520 Rel-15 Correction to Load Level Information
	Ericsson
	Revised to 2549
	This CR introduces backward compatible corrections on OpenAPI files of Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticsInfo API.
Huawei: agrees with the CRs but with few comments as follows:

· Reason for change: the network slice instance is identified by NSI;

· Subclauses 4.2.1.1, 4.2.1.3.1, 4.2.2.1, 4.2.2.2.1, 4.3.1.1, 4.3.1.3.1, 4.3.2.2.2 are also needed to be updated.

· Subclause 5.1.6.2.6: remove ‘If the snssais attribute contains multiple S-NSSAI, then this is the average load level information of these S-NSSAI’ , since my understanding is that the loadlevelinformation is the exact load for each S-NSSAI indicated by the snssais attribute.

· A.2&A.3: to align with other same level attribute, no need to add the description field for loadLevelInformation.

Ericsson makes r1 available. And Subclause 5.1.6.2.6: Type SliceLoadLevelInformation contains only one instance of loadLevelInformation when multiple snssais are included, anyway I’m fine removed the added sentence.
Huawei: please remove instance in the 1st bullet of subclause 4.2.1.1, 2nd pagag. of subclause 4.3.2.2.2;
Ericsson makes r2 available.

Huawei is fine with r2.


	
	
	2549
	CR 0283 29.520 Rel-15 Correction to Load Level Information
	Ericsson
	Agreed
	

	
	
	2282
	CR 0284 29.520 Rel-16 Correction to Load Level Information
	Ericsson
	Revised to 2550
	This CR introduces backward compatible corrections on OpenAPI files of Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticsInfo API.
See 2281.
Huawei: the LoadLevelInformation is also used to indicate the NSI level load information as defined in subclause 5.1.6.2.34, hence, subclauses 5.1.6.1 and 5.1.6.3.2 should be updated accordingly.
Ericsson makes r2 available. 

Huawei is fine with r2.


	
	
	2550
	CR 0284 29.520 Rel-16 Correction to Load Level Information
	Ericsson
	Agreed
	

	
	
	2283
	CR 0285 29.520 Rel-17 Correction to Load Level Information
	Ericsson
	Revised to 2551
	This CR introduces backward compatible corrections on OpenAPI files of Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticsInfo API.
See 2281.
Huawei: the LoadLevelInformation is also used to indicate the NSI level load information as defined in subclause 5.1.6.2.34, hence, subclauses 5.1.6.1 and 5.1.6.3.2 should be updated accordingly.
Ericsson makes r2 available.

Huawei is fine with r2.


	
	
	2551
	CR 0285 29.520 Rel-17 Correction to Load Level Information
	Ericsson
	Agreed
	

	15.2.8
	Interworking between 5G Network and External Data Networks (TS 29.561)
	2270
	CR 0098 29.561 Rel-15 Clarify 5GS interworking with EPS for EAP based secondary AUTH in RADIUS message flow
	Ericsson
	Not Pursued
	CP-183243 (CT1 leading)

Huawei: The CR does not specify any positive solution in a frozen specification. We don’t think the CR is needed.

Ericsson: This CR is needed.
As described in reason for change, this CR is follow stage 2 “TS 23.502 clause 4.11.0a adding a new subclause specify that secondary authentication with a DN-AAA server is not supported when the UE is in EPS. Secondary authorization (without authentication of the UE) with a DN-AAA server is supported when the UE is in EPS”.

Similar as PAP/CHAP CRs fulfillment, the solution proposal in Rel-15 and Rel-16, “implementation specific” is described, with the proposed solution put in NOTE to indicate the possible implementation. 

Nokia: I think, it is fine to clarify EAP based secondary in Rel-15 and Rel-16. Should we use … SMF+PGW-C may (in the sense is permitted/allowed to do) … instead of … SMF+PGW-C can … in the note?

Huawei: If we don’t define anything, it means we don’t support it in the standard. How to handling is not standardized.
Ericsson to Nokia: The reason with “can” in the NOTE is just following the rule that only “can” can be presented in NOTE which is not normative, “may” can only be presented in main text as normative description.
Ericsson to Huawei: It’s not clear if not define anything, 
These CRs following SA2 LS reply and approved TS 23.502 Rel-16 CR 2475 clarify EAP based secondary in Rel-15 and Rel-16 in this specification with NOTE indicates possible implementation solution.

SA2 reply: EAP based secondary authorization/ authentication has only been defined for 5GS and is thus not applicable to EPS in existing releases
Rel-16 TS 23.502 clause 4.11.0a.7 describes secondary authentication is not supported when the UE is in EPS. 
Nokia: Ok, description is fine.
Ericsson: I’ve updated in reason for change adding  mail reply, also updates with support description follow stage2.
Secondary authorization (without authentication of the UE) with a DN-AAA server is supported when the UE is in EPS.

R1 is made available.
Ericsson: After internal further checking, we can now accept your consideration only approach with Rel-16 CRs following Stage2 Rel-16 CR.


	
	
	2271
	CR 0099 29.561 Rel-16 Clarify 5GS interworking with EPS for EAP based secondary AUTH in RADIUS message flow
	Ericsson
	Revised to 2594
	See 2270.
After internal further checking, we can now accept your consideration only approach with Rel-16 CRs following Stage2 Rel-16 CR. R1 is made available.
Huawei is fine with r1.

Nokia is fine with r1.
Revision moved to 16.28.2. 

	
	
	2272
	CR 0100 29.561 Rel-15 Clarify 5GS interworking with EPS for EAP based secondary AUTH in Diameter message flow
	Ericsson
	Not Pursued
	See 2270.
Ericsson makes r1 available.

After internal further checking, we can now accept your consideration only approach with Rel-16 CRs following Stage2 Rel-16 CR. 


	
	
	2273
	CR 0101 29.561 Rel-16 Clarify 5GS interworking with EPS for EAP based secondary AUTH in Diameter message flow
	Ericsson
	Revised to 2595
	See 2270.
Huawei is fine with r1.

Nokia is fine with r1.

Revision moved to 16.28.2.

	
	
	2275
	CR 0531 29.061 Rel-15 Correction to Framed IP
	Ericsson
	Revised to 2581
	Huawei: Please find below our comments on these CRs.
· It is obvious that the IP address is applicable when the 3GPP-PDP-Type is IPv4, IPv6, or IPv4v6. This is hence not an essential / FASMO correction.

Ericsson: These CRs are essential / FASMO corrections. 

As explained in the reason for change, Framed IP are optional AVPs as defined in RFC 2865,

3GPP-PDP-Type also includes other values e.g. 6 = Ethernet which is introduced from Rel-15 for Ethernet PDU Session.

If the 3GPP-PDP-Type is Ethernet, then the UE IPv4 address or IPv6 prefix is not applicable, shall not be present.
Huawei: That is what we are pointing out. So first of all:
· The change, if agreed, needs to concern only TS 29.561 as the ambiguity may happen only in 5GC as per our understanding. Therefore, CRs 2275/2276/2277 are not needed.

· Then, for TS 29.561, we are still not convinced that it can qualify for a FASMO because IPv4 and IPv6 information anyway cannot be provided if it is an Ethernet PDN connection.

Ericsson: I’ve updated C3-212275r1 to address FASMO and needs in TS 29.061 both for existing case including 4G and reused by 5G.
Reason for change, adding 3GPP-PDP-Type value 4 Non-IP not applicable to Framed IP, and adding 3GPP-Allocation-IP-Type not present or IP Type value zero as condition for Framed IP presence in Access-Request message. Since when the GGSN/PGW adding 3GPP-Allocation-IP-Type with value 1, 2 or 3 requesting AAA server to allocate UE IP address, then GGSN/PGW do not allocate UE IP address from the local pool, hence cannot have the Framed IP in the initial Access-Request message.
With above updates, both 29.061 and FASMO addressed, Would you check the revision accordingly?

Huawei:
· First of all, the following statement in the reason for change is not accurate and hence needs to be removed in both TS 29.561 and TS 29.061 CRs:
Framed-IP-Address, Framed-IP-Netmask and Framed-IP-Prefix are optional AVP as defined in RFC 2865 "MAY be used in an Access-Request packet and an Access-Accept packet", and are also included in the optional AVPs in Diameter messages in this specification. 

While in table Notes of Access-Request message and Access-Accept message, "Ipv4 address and/or Ipv6 prefix attributes shall be present" is defined and Conditional Note in the Presence Requirement for these attributes, arousing inconsistent descriptions.

>> It is not because an AVP is defined as optional in IETF specifications that it should be necessarily the same in 3GPP specifications. 3GPP defines its own usage of AVPs and can thus decide to make an AVP mandatory if it suits its interests.

· I have noticed that you have introduced a new change to TS 29.061 CRs related to the 3GPP-Allocation-IP-Type AVP. Regarding the associated justification, I am not sure to get it all and have the following concerns:

· “Since when the GGSN/PGW adding 3GPP-Allocation-IP-Type with value 1, 2 or 3 requesting AAA server to allocate UE IP address, then GGSN/PGW do not allocate UE IP address from the local pool, hence cannot have the Framed IP in the initial Access-Request message.”

>> I understand that this applies to the initial access request and I am not sure if it is the case for subsequent access requests. Indeed, in clause 16.4.7.2:

“If multiple Access-Request signalling towards a AAA server is needed during the lifetime of a PDN connection (e.g. for PDN/PDP type IPv4v6 and deferred IPv4 addressing), this sub-attribute shall be included in the Access-Request message to indicate how the AAA server needs to treat the request. The P-GW/GGSN may also use this sub-attribute if the AAA server is configured to allocate both IPv4 address and IPv6 prefix but the P-GW/GGSN requires assignment of only one IP type or both IP types (e.g. because the UE supports single IP stack and it has requested PDN/PDP type of IPv4 or IPv6).

If this sub-attribute does not exist in Access-Request from P-GW/GGSN to the AAA server, the IP address allocation shall be based on the IP address allocation policy configured in the the AAA server.”

Therefore, I think that linking this sub-attribute with the Framed-IP-Address, Framed-IP-Netmask and Framed-IP-Prefix attributes does not seem to be accurate as:

· you assume somehow that if this sub-attribute is not included, the allocation of IP address is not performed by the DN-AAA as the Framed-IP-Address, Framed-IP-Netmask and Framed-IP-Prefix attributes shall be present.

· what about subsequent access request following an initial one where the P-GW/GGSN allocated the IP address(es), doesn’t the P-GW/GGSN need to include the previously allocated IP address(es) in the Framed-IP-Address, Framed-IP-Netmask and Framed-IP-Prefix attributes in addition to the 3GPP-Allocation-IP-Type attribute?

· When the 3GPP-PDP-Type is set to the value “Non-IP”, this does not mean that an IP address does not need to be allocated. Please check clause 11.8.2. 
Only in the other mechanisms defined in clause 11.8.3 that IP address does not need to be allocated. Not sure however if this justifies the changes, it is not clear to me whether exchanges between the P-GW and the AAA are needed in this particular case. It seems that it is based on configuration. Can you please check this case and provide further clarifications?

Ericsson: For Non-IP, the IP address allocated is just as the PtP tunnel end point, Not the actual UE IP address to be used by AAA server e.g. policy and/or charging.  
Clause 11.8.3 specify as below in NOTE that IP address allocation procedures for the UE are not performed by the P-GW.
The P-GW selects the AS based on the P-GW configuration (eg. per APN, or per PtP tunnel type etc).

NOTE:      IP address allocation procedures for the UE are not performed by the P-GW.

Hence, GPP-PDP-Type with Non-IP value, should be excluded from the scope of “shall be present”.

Meanwhile the reason and contents I added with 3GPP-Allocate-IP-Type, since for the value 1,2 or 3 , PGW do not have the local pool allocated UE IP address, cannot present in the initial Access-Request. 
Ericsson makes r3 available.

Huawei: For TS 29.061 CRs, I think that it would be better to break it into two notes for the Access Request in order to correctly capture the requirement. Hereinafter a proposal:

NOTE 4:   If the 3GPP-PDP-Type is IPv4, IPv6, or IPv4v6, then the Ipv4 address and/or Ipv6 prefix attributes shall be present. The IP protocol version for end-user and network may be different.

NOTE x:   For an initial Access-Request, the Ipv4 address and/or Ipv6 prefix attributes shall be present only if the 3GPP-Allocate-IP-Type sub-attribute is not present or is present with an IP Type value set to zero.

Please let me know if it is OK for you. Otherwise, I am fine with the TS 29.561 CRs.

Ericsson: I’m fine to update in 2 NOTE. R3 is made available.
Huawei: Please find further comments on the new versions below.
CR 2275r3 and mirrors:

· Please update table 2 in clause 16.4.2 to align with the other following clauses:

NOTE 2: If the 3GPP-PDP-Type is IPv4, IPv6, or IPv4v6, and the 3GPP-Allocate-IP-Type is present with IP Type value 1,2 or 3 in the initial Access-Request message, then the Ipv4 address and/or Ipv6 prefix attributes shall be present.The IP protocol version for end-user and network may be different.

· Add the new NOTE m in addition to NOTE 4 within table 1 for all the concerned “Frame-xxx” attributes both in clause 16.4.1.

Ericsson makes r4 available.
Huawei: Please add the notes in the tables in front of the concerned attributes.
Ericsson makes r5 available.

Huawei is fine with r5.

	
	
	2581
	CR 0531 29.061 Rel-15 Correction to Framed IP
	Ericsson
	Agreed
	

	
	
	2276
	CR 0532 29.061 Rel-16 Correction to Framed IP
	Ericsson
	Revised to 2582
	See 2275.
Ericsson makes r1 available.

R2 is made available.

Ericsson makes r3 available.

Ericsson makes r4 available.

Huawei is fine with r4.



	
	
	2582
	CR 0532 29.061 Rel-16 Correction to Framed IP
	Ericsson
	Agreed
	

	
	
	2277
	CR 0533 29.061 Rel-17 Correction to Framed IP
	Ericsson
	Revised to 2583
	See 2275.
Ericsson makes r1 available.

R2 is made available.

Ericsson makes r3 available.

Ericsson makes r4 available.

Huawei is fine with r4.



	
	
	2583
	CR 0533 29.061 Rel-17 Correction to Framed IP
	Ericsson
	Agreed
	

	
	
	2278
	CR 0103 29.561 Rel-15 Correction to Framed IP
	Ericsson
	Revised to 2584
	Ericsson makes r1 available.

	
	
	2584
	CR 0103 29.561 Rel-15 Correction to Framed IP
	Ericsson
	Agreed
	

	
	
	2279
	CR 0104 29.561 Rel-16 Correction to Framed IP
	Ericsson
	Revised to 2585
	Ericsson makes r1 available.

	
	
	2585
	CR 0104 29.561 Rel-16 Correction to Framed IP
	Ericsson
	Agreed
	

	
	
	2280
	CR 0105 29.561 Rel-17 Correction to Framed IP
	Ericsson
	Revised to 2586
	Ericsson makes r1 available.

	
	
	2586
	CR 0105 29.561 Rel-17 Correction to Framed IP
	Ericsson
	Agreed
	

	15.2.9
	Usage of the Unified Data Repository Service for Policy Data, Application Data and Structured Data for Exposure (TS 29.519)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.10
	Packet Flow Description Management Service (TS 29.551)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.11
	Network Exposure Function Northbound APIs (TS 29.522)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.12
	Binding Support Management Service (TS 29.521)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.13
	Background Data Transfer Policy Control Service (TS 29.554)
	
	
	
	
	CP-183243  (CT1 leading)

	15.2.14
	Spending Limit Control Service (TS 29.594)
	2155
	CR 0080 29.594 Rel-15 Correction to policyCounterId
	Huawei
	Revised to 2587
	CP-183243 (CT1 leading)

Ericsson agrees with the proposed CR.
Ericsson: The 5GS_Ph1-CT CRs related to 29.594 also have the CR date with an incorrect date.

It should be fixed in an agreed CR.



	
	
	2587
	CR 0080 29.594 Rel-15 Correction to policyCounterId
	Huawei
	Agreed
	

	
	
	2156
	CR 0081 29.594 Rel-16 Correction to policyCounterId
	Huawei
	Revised to 2588
	Ericsson agrees with the proposed CR.
Ericsson: The 5GS_Ph1-CT CRs related to 29.594 also have the CR date with an incorrect date.

It should be fixed in an agreed CR.



	
	
	2588
	CR 0081 29.594 Rel-16 Correction to policyCounterId
	Huawei
	Agreed
	

	
	
	2157
	CR 0082 29.594 Rel-17 Correction to policyCounterId
	Huawei
	Revised to 2589
	Ericsson agrees with the proposed CR.
Ericsson: The 5GS_Ph1-CT CRs related to 29.594 also have the CR date with an incorrect date.

It should be fixed in an agreed CR.



	
	
	2589
	CR 0082 29.594 Rel-17 Correction to policyCounterId
	Huawei
	Agreed
	

	15.2.15
	UE Policy Control Service (TS 29.525)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.16
	Policy Control Event Exposure Service (TS 29.523)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.17
	5G Impacts in existing TSs
	
	
	
	
	CP-183243 (CT1 leading)

	15.3
	IMS Stage-3 IETF Protocol Alignment [IMSProtoc9]
	
	
	
	
	CP-171099 (CT1 leading)

	15.4
	CT aspects of Northbound APIs for SCEF-SCSAS Interworking [NAPS-CT]
	2330
	CR 0413 29.122 Rel-15 Resource corrections for SCEF Northbound APIs
	Huawei
	Agreed
	CP-172149



	
	
	2331
	CR 0414 29.122 Rel-16 Resource corrections for SCEF Northbound APIs
	Huawei
	Agreed
	

	
	
	2332
	CR 0415 29.122 Rel-17 Resource corrections for SCEF Northbound APIs
	Huawei
	Agreed
	

	
	
	2333
	CR 0416 29.122 Rel-15 Removal of TWAN level accuracy
	Huawei
	Revised to 2534
	This CR introduces backward compatible corrections on the OpenAPI file of MonitoringEvent API.
Ericsson: Although MME does not support TWAN ID, but PGW supporting the Trusted WLAN Non-3GPP access which is included in S2a, Gx, Rx i/f.
The TWAN ID is used by SCEF to interact with PCRF for location retrieval, cannot be removed. 

Hence these CRs are not needed.
Huawei: You are right.

But in order to avoid misunderstanding and incorrect implementation, I would suggest to add description in Table 5.3.2.4.7-1 of TS 29.122, e.g. The value of "TWAN_ID " is only applicable when the monition subscription is via the PCRF as described in subclause 4.4.2.2.4.

What do you think?

Nokia: I agree not to remove the TWAN ID. If you think a description (I think not required in any case) is required it should be done using a note in the procedures clause.
Huawei to Nokia: 
I consider it should be indicated as a NOTE in the table 5.3.2.1.2-1 of TS 29.122 as shown below, similar as some other attributes as defined in TS 29.122 are only applicable for NEF, which is also indicated as normative text in the main body or a NOTE in some tables.
In addition, since TS 29.522, clause 4.4.2 mentions the description about the PCRF in TS 29.122 is not application for 5G, but it’s unclear in TS 29.122 that which value of Accuracy is only applicable for the PCRF, which will cause wrong implementation for 5G also. What do you think?

Nokia: As you know, I also think that a description is not really required in the table, but I can accept the note (there is a typo monition -> monitoring). 

Huawei makes r1 available.
Ericsson is fine with r1. Again, change the CR title, please update also in 3GU.

Nokia is fine with r1.


	
	
	2534
	CR 0416 29.122 Rel-15 TWAN level accuracy applicability
	Huawei
	Agreed
	

	
	
	2334
	CR 0417 29.122 Rel-16 Removal of TWAN level accuracy
	Huawei
	Revised to 2535
	This CR introduces backward compatible corrections on the OpenAPI file of MonitoringEvent API.
See 2333.

	
	
	2535
	CR 0417 29.122 Rel-16 TWAN level accuracy applicability
	Huawei
	Agreed
	

	
	
	2335
	CR 0418 29.122 Rel-17 Removal of TWAN level accuracy
	Huawei
	Revised to 2536
	This CR introduces backward compatible corrections on the OpenAPI file of MonitoringEvent API.
See 2333.


	
	
	2536
	CR 0418 29.122 Rel-17 TWAN level accuracy applicability
	Huawei
	Agreed
	

	
	
	2336
	CR 0419 29.122 Rel-15 Format of location information
	Huawei
	Revised to 2537
	Samsung: Some minor comments on updates to cellID, enodeBId, routingAreaId, trackingAreaId  attributes. The changes bring clarity to attribute definition.  I see the intent of the CR, but not sure updating the definitions in Rel-15 and Rel-16 is backward compatible. So, shouldn’t we do this correction only in Rel-17? 

Nokia: I do not think that we should define the coding of cellId and trackingAreaId here.  By the way its is said that, e.g. for 4G:

Mobile Country Code (MCC) and Mobile Network Code (MNC), and in 4G, either E-UTRAN Cell Identity (ECI) or E-UTRAN Cell Global Identity (ECGI), but is the ECGI not the combination out of MCC+MNC+ECI = ECGI. May lead to a non-backward compatible change really due to a definition, which may be in contradiction with other definitions (similar 5G definition). 

Therefore, the definition leads to further misunderstandings due to possible contradictions from my point of view. I did not had a look on further details.

If really required, only a reference to a specification is possible where it is defined, but not the definition of the attributes in this.

Ericsson: I’m also concerned on Rel-15 CR & Rel-16 CR contains extra coding descriptions, meanwhile even in Rel-17 the standard location information should still be simple clearly aligned.

And in MonitoringEvent API LocationInfo data type has below clear descriptions good enough, SCEF/NEF should forward the location information to SCS/AS / AF, Not extra coding.

Nokia: it would be fine to withdraw the CRs, please.

Huawei: The CRs do not change the data type used by the attributes, but just add clear formats which are backward compatible changes.

In 4G, I agree with you that no need to introduce the format of the string, since the MME/SGSN also provides the Identifiers by using string to forward it to the SCEF. 

However, in 5G, during the event notification, the AMF uses Ecgi or Ncgi to indicate the Cell Id, Tai to indicate the TAI via the Namf_EventExposure_Notify. The definition of Ecgi, Ncgi and Tai are as follows. It’s unclear that how the NEF forward the received identifiers from the AMF to the AF.

There are two options to solve the issue.

1. Still reusing the string data type to indicate the identifiers

2. Define new attributes which reusing the same data type as Namf_EventExposure

We consider option 2 may cause NBC change, hence, Option 1 is proposed. 

But in Option 1, taking the TAI for example, it’s unclear that whether the format of the string (the TAI sent from the NEF to the AF) should be ‘<mnc><mcc><tac>’, ‘mnc-<mnc>.mcc-<mcc>.tac-<tac>’ or something else if received TAI from the AMF. It will cause wrong implementation if no clear format is given.

Ericsson will work on a proposal to add some clarification and wants to cosign the CR.
Ericsson to Huawei: As discussed in the CC, for the main 2nd change contents and cover page, I just updated C3-212336r1, referring to how to retrieve and refer the insight of UserLocation, instead of coding.

And as mentioned since taking time co-sourcing, Ericsson is asking adding as cosigner, which you also agree in the CC, hence I also add Ericsson in the Source in cover page.

Would you check whether fine with 2336r1 in below links or further updates, and if fine Would you also update the mirror 2337 and 2338 accordingly and also adding Ericsson as cosigner? 

R1 is made available.
Huawei: But It’s still unclear to me that how to implement the cellId and TAI. Could you please give an example that how the NEF forward the received TAI by the data type Tai as defined in TS 29.571 to the simply string within the LocationInfo data type, to avoid misunderstanding for implementation. 

Samsung: My comment was basically on the applicability of the change for Rel-15 and Rel-16. I am fine with the intent of the change to bring in clarity. 

If the group is ok with this change in Rel-15 and Rel-16, then I am fine. 

Updates to table 5.3.2.3.5-1, state “if available” . What does this mean? 
Ericsson: For cellId, the referred EutraCellId and NrCellId is already defined in TS 29.571 with string type and detail coding description. For TAI, which is mapping to trackingAreaId attribute within LocationInfo type, contains the structure plmnId and tac, 

If need to break down to the final string type level, then it’s the separate Mcc, Mnc, Tac simple type as TS 23.571, either add them specifically if really need such kind of flat components in string. Otherwise, much easy way as the other i/f e.g. when we considering charing in N40 i/f, simply clear fulfillment is just to keep the userLocationinfo refer to 29.571, i.e. needn’t any breakdown.        

userLocationinfo. Seems better to consider such userLocationInfo fulfillment also in NB API, to let SCEF/NEF take it easy.

Ericsson to Samsung: “if available” just means if SCEF/NEF can get such information from e.g. HSS or SGSN/MME or AMF, or if UE in EPS than EutraLocation is available, or if UE in 5GS then NrLocation is available.

Maybe this can be changed to “if applicable” or “if present”.

Samsung: “If applicable” is better, with clear indication on when a particular data type is applicable. 

Nokia: I would agree with Ericsson’s description
Ericsson’s reference is what I would do also without the reference resulting in the combination of Mcc+Mnc+Tac as string mentioned in another email thread by Ericsson. The note below the table is not wrong (so open to add it), but do we require it?

Huawei: It’s obvious that different people have different understanding on how to forward the attributes from the southbound entities to the AF.

For the CellId attirbute, I consider it should contain not only the exact cell Id as defined by EutraCellId or NrCellId data type but also should the Plmn Id, otherwise, can’t know which PLMN the cell is located, as similar as 4G, the MMF/SGSN forwards the cell id by E-UTRAN-Cell-Global-Identity AVP or Cell-Global-Identity AVP, which is in string and contains PLMN id and cell Id.

Hence, for the cellId attribute, just refer to EutraCellId or NrCellId data type is incorrect. The cellId attribute should contain the full information by the Ecgi or Ncgi data as defined in TS 29.571. One  approach is to describe that if the cellId is provided, the plmnId attribute shall also be provided, but it’s a NBC approach. Another approach is to define a new IE or feature to change the data type as the same used via the southbound interface.

Due to time limitation, seems no much time for more discussion on this, I propose to only focus on 4G SCEF.R2 is made available.
Samsung: As commented during the conference call, as LocationInfo data type is referred by other APIs which are applicable for 5G, changing the LocationInfo data type only to 4G SCEF will impact other APIs as well and hence we shouldn’t take this approach as provided in r2. Some of the services in TS 29.522 (NEF) also refer to SCEF procedures. 

As suggested by you, I am fine with cellId full information by the Ecgi or Ncgi data as defined in TS 29.571. Only drawback with this approach is LocationInfo may have plmnId information in two places, “plmnId” attribute and “cellId”. But in my view, that is not a big impact, as the data type in current form also, doesn’t have any conditional dependency between PLMN ID and cell ID. 

Nokia: My understanding of the current specification without a change:
· Cell global identification in 4G: As defined in 29.272, 23.003 with CGI (MCC+MNC+LAC+CI) and E-Utran CGI (MCC+MNC+ECI)

· Tracking Area Identity in 4G: As defined in 29.272, 23.003 with TAI (MCC+MNC+TAC)

· PLMN identifier in 4G: As defined in 29.272, 29.003 with PLMN-ID (MCC+MNC)

· Cell global identification in 5G (provided by EutraUserlocation): As defined in 29.571 with PLMNID+eUtraCellId(ECI)

· Tracking Area Identity in 5G (provided by EutraUserlocation): As defined in 29.571 with PLMNID+TAC

This information is forwarded to the AF. There is no re-mapping/coding or something else. 

We are in Rel-15 and we should not jeopardize the existing specification with the introduction of something, which is not complete and fully clear. I agree with Samsung that there is the 5G dependency as mentioned above and that it is no issue having the same information in two places. We defined this in Rel-15. I do not see a reason to introduce a new data type in Rel-15 to solve an issue currently.

Huawei to Samsung: The current specification TS 29.122 is only applicable to 4G SCEF, hence, I just add the description or reference which is only applicable for 4G SCEF. for 5G NEF, if any, the difference (e.g. the reference of the attributes) should be mentioned explicitly ‘for 5G NEF’ in TS 29.122, and the difference should also be mentioned in TS 29.522, but I plan to update the difference in next meeting.

Considering other NB APIs, which reuse the LocationInfo data type, that’s also another reason that we should consider how to make current LocationInfo definition clearly which is applicable for all the NB APIs not just change to use the UserLocation data, otherwise, many NB APIs will be impacted.

Huawei to Nokia: I fully agree with you that ‘This information is forwarded to the AF. There is no re-mapping/coding or something else, that’s why I just refer to the southbound definition.’, that’s why I just add the description or reference which is only applicable for 4G SCEF.

I am not saying I will define a new data type to reuse UserLocation data type in Rel-15, please check the revision.  For 5G NEF, it can be discussed in next meeting. 

IMHO, I consider the original approach as 2336 is still the best way which will not impact other NB APIs which reusing the LocationInfo data type.

Samsung: I am fine as long as the changes don’t affect the APIs (even 5G APIs) that are referring to this Data type. I understand you are planning to correct on the same lines in next meeting. 

If it is so, then I am fine. BTW, I am fine with your original proposal in 2336 as well. 
Nokia: We know what we would like to do know. I think, it is ok to clarify this for 4G in 29.122. I also thought about the solution to make a further clarification in 29.522.

As you know I am against a coding specification in both specifications, so a reference solution is possible for me.

Proposal: Can we do both in CT3#116e having the complete picture?

Huawei: Since only cellId and trackingAreaId attributes are applicable for both 4G and 5G, but the enodeBId, routingAreaId and plmnId attributes are only applicable for 4G.

Is that okay to you if only update the description for these 3 attributes in this meeting?

Ericsson: Beside the early comments SCEF/NEF should forward user location information, instead of coding. 
I share the same view with Nokia and Samsung that 29.122 LocationInfo impacts 5G, e.g. MoLcsNotify API reusing LocationInfo data in 29.122, hence not only applicable to 4G SCEF.

The original 2336 is not correct, as explained in the early CC, since should not describe the complicated coding and which is not aligned with 29.571.

And not only cellId, TAI, but also age of location info, Nb Id, PLMN ID is applicable to 4G and 5G, only describe with 4G will arousing wrong location for 5G applicability. E.g. as I listed in r1.

the ageOfLocationInformation attribute retrieved within the EutraLocation or NrLocation type in the UserLocation type if available.

refer to the GNbId or NgeNbId type within the GlobalRanNodeId type in the EutraLocation or NrLocation type in the UserLocation type if available.

Actually the concept we mentioned not to do remapping is that not to put such complicate location information data structure which is quite different from the common used UserLocation type, seems to solve this need to consider in Rel-17.

Huawei: As agreed in 2339/2340/2341, only the CellId level, TAI level and Geographic area level are applicable for the 5G location accuracy, then the eNB Id, RAI Id and PLMN Id will not be transferred via the N33 but only T8.

As I said, the LocationInfo is reused by the NEF or other NB APIs, but current specification only applicable to 4G SCEF. For 5G NEF, if any, the difference (e.g. the reference of the attributes) should be mentioned explicitly ‘for 5G NEF’ in TS 29.122 maybe as a NOTE, and the difference should also be mentioned in TS 29.522, but I plan to update the difference in next meeting.

Ericsson: As we all expressed, that current general description is applicable to both 4G and 5G. 

while if only just add more detail 4G referring description which actually in general we already know, problem arouse to 5G.

Actually not prefer to introduce such complicated NEF extra handling upon NEF is just to transfer the user location information not to encoding/remapping.

Huawei: Seems more time is needed for further discussion, I would suggest to only keep the 1st change in 2336, and postpone 2337 and 2338, we can further discuss the issue in next meeting.2336_r3 is made available.
Nokia: This is very helpful. I will take this as an action item for CT3#116e as well.
Samsung is fine with r3.

Ericsson is fine with r3.

	
	
	2537
	CR 0419 29.122 Rel-15 Format of location information
	Huawei
	Agreed
	

	
	
	2337
	CR 0420 29.122 Rel-16 Format of location information
	Huawei
	Revised to 2538
	See 2336.

	
	
	2538
	CR 0420 29.122 Rel-16 Format of location information
	Huawei
	Postponed till next meeting
	

	
	
	2338
	CR 0421 29.122 Rel-17 Format of location information
	Huawei
	Revised to 2539
	See 2336.

	
	
	2539
	CR 0421 29.122 Rel-17 Format of location information
	Huawei
	Postponed till next meeting
	

	
	
	2339
	CR 0337 29.522 Rel-15 Location accuracy
	Huawei
	Agreed
	

	
	
	2340
	CR 0338 29.522 Rel-16 Location accuracy
	Huawei
	Agreed
	

	
	
	2341
	CR 0339 29.522 Rel-17 Location accuracy
	Huawei
	Agreed
	

	15.5
	CT aspects of Enhanced Calling Name Service [eCNAM-CT]
	
	
	
	
	CP-171181 (CT1 leading)

	15.6
	EPC enhancements to support 5G New Radio via Dual Connectivity, CT aspects [EDCE5-CT]
	
	
	
	
	CP-171045 (CT4 leading)

	15.7
	Enhancements to Mission Critical Video - CT aspects [eMCVideo-CT]
	
	
	
	
	CP-181084 (CT1 leading)

	15.8
	IMS impact due to 5GS IP-CAN [5GS_Ph1-IMSo5G]
	
	
	
	
	CP-180094 (CT1 leading)

	15.9
	CT aspects on enhanced VoLTE performance [eVoLP-CT]
	
	
	
	
	CP-173109

	15.10
	CT aspects of 3GPP PS data off function – Phase 2 [PS_DATA_OFF2-CT]
	
	
	
	
	CP-181082 (CT1 leading)

	15.11
	Policy and Charging for Volume Based Charging [PC_VBC]
	
	
	
	
	CP-180051

	15.12
	Common API Framework for 3GPP Northbound APIs [CAPIF-CT]
	2099
	CR 0183 29.222 Rel-15 SecurityMethod data type incorrectly written some parts of the CAPIF_Publish_Service_API description clause
	Huawei
	Agreed
	CP-180151



	
	
	2100
	CR 0184 29.222 Rel-16 SecurityMethod data type incorrectly written some parts of the CAPIF_Publish_Service_API description clause
	Huawei
	Agreed
	

	
	
	2101
	CR 0185 29.222 Rel-17 SecurityMethod data type incorrectly written some parts of the CAPIF_Publish_Service_API description clause
	Huawei
	Agreed
	

	15.13
	SRVCC for terminating call in pre-alerting phase [bSRVCC_MT]
	
	
	
	
	CP-180153 (CT1 leading)

	15.14
	Mobile Communication System for Railways [MONASTERY]
	
	
	
	
	CP-182202 (CT1 leading)

	15.15
	Enhancements to Call spoofing functionality [eSPECTRE]
	
	
	
	
	CP-180096 (CT1 leading)

	15.16
	CT aspects of 5G Trace management [NETSLICE-5GTRACE-CT]
	
	
	
	
	CP-182051 (CT4 leading)

	15.17
	Technical Enhancements and Improvements [TEI15]
Please use agenda 15.17.1 and 15.17.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI15 and the WI code of previous release (e.g. TEI15, AULC-CT)
	
	
	
	
	

	15.17.1
	TEI15 for IMS/CS
	
	
	
	
	

	15.17.2
	TEI15 for Packet Core
	
	
	
	
	

	15.18
	OpenAPI version updates
	
	
	
	
	

	
	
	
	
	
	
	

	16
	Release 16
	
	
	
	
	

	16.1
	Multi-device and multi-identity [MuD]
	
	
	
	
	CP-200148 (CT1 leading)



	16.2
	IMS Stage-3 IETF Protocol Alignment [IMSProtoc16]
	
	
	
	
	CP-183084 (CT1 leading)

	16.3
	Enhancement of 5G PCC related services [en5GPccSer]
	2158
	CR 0083 29.594 Rel-16 Correction to expiry time
	Huawei
	Revised to 2508
	CP-183246

Ericsson: Ericsson agrees with the proposed CR with the following comments:
· First change

when the feature "SubscriptionExpirationTimeControl" is supported, may include an updated expiry time encoded in the "expiry" attribute to update the duration of the subscription, representing the updated time up to which the subscription is desired to be kept active. When the "expiry" attribute is omitted in the request, it represents the NF service consumer update does not have any time constraint from this moment on in the duration of the subscriptions have no intention of the time after which the subscription shall become invalidthe subscription shall be considered valid without an expiry time.
· In the second change, bring back "in the request and", otherwise it might be interpreted it can be omitted in the response even if included in the request.

When the "expiry" attribute is omitted in the request and in the response, it represents that the previously agreed duration of the subscription remains validthe subscription shall be considered valid without an expiry time.
Please, update the date of the meeting (end of meeting in April 23rd).

Huawei makes r1 available.

Ericsson is fine with r1.



	
	
	2508
	CR 0083 29.594 Rel-16 Correction to expiry time
	Huawei
	Agreed
	

	
	
	2159
	CR 0084 29.594 Rel-17 Correction to expiry time
	Huawei
	Revised to 2509
	See 2158.

Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	2509
	CR 0084 29.594 Rel-17 Correction to expiry time
	Huawei
	Agreed
	

	
	
	2160
	CR 0085 29.594 Rel-16 Correction to notification correlation id
	Huawei
	Revised to 2510
	Ericsson: agrees with the proposed CR. The only comment is the update of the coversheet with the correct date for the end of the meeting (23rd April).

Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	2510
	CR 0085 29.594 Rel-16 Correction to notification correlation id
	Huawei
	Agreed
	

	
	
	2161
	CR 0086 29.594 Rel-17 Correction to notification correlation id
	Huawei
	Revised to 2511
	See 2160.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2511
	CR 0086 29.594 Rel-17 Correction to notification correlation id
	Huawei
	Agreed
	

	
	
	2162
	CR 0087 29.594 Rel-16 Correction to spending limit report
	Huawei
	Merged 
	Ericsson: The proposed update is NBC.

Note that previous to the definition of the feature "SubscriptionExpirationTimeControl" the policy counters were mandatory in the notification request, so this condition has to be maintained when this feature is not supported.

Huawei: The current text looks very strange. In the normative text, we say that policy counter shall always be included if SubscriptionExpirationTimeControl is not supported.  But the behavior is not defined if SubscriptionExpirationTimeControl is supported in the normative text. I see there’s a NOTE to clarify it, but it is informative.
Huawei makes r1 available.

Ericsson: In the third bullet it is missing “shall include”

The forth bullet is not necessary since it is already described in the NOTE.

These proposed changes, with the related corrections, could be agreed from Rel-17.

Huawei: I understand NOTE is informative. We can’t assume that the venders will develop according to the informative requirement. The behavior is not defined in the normative way when the SubscriptionExpirationTimeControl feature is supported. I will ask you why we define this feature. Just for information?
Ericsson: There is no ambiguity since the related functionality was already covered in the note. From that point of view I do not see the CR is FASMO.
Ericsson: Please, update the CRs as follows:

-    may include, when the feature "SubscriptionExpirationTimeControl" is supported, the Policy counters status in the "statusInfos" map if at this time there is change of policy counter status and/or the update of the expiry time in the "expiry" attributeif the feature "SubscriptionExpirationTimeControl" is supported.
NOTE 1:    When the feature "SubscriptionExpirationTimeControl" is supported, and the CHF may includes the update of the expiry time, and if at this time there is no change of policy counter status, the CHF may does not include the "statusInfos" attribute.

Huawei makes r2 available.
Ericsson is fine with r2.


	
	
	2163
	CR 0088 29.594 Rel-17 Correction to spending limit report
	Huawei
	Merged
	See 2162.

	
	
	2164
	CR 0089 29.594 Rel-16 Correction to the termination procedure
	Huawei
	Merged with 2162 into 2576
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson agrees with the proposed CR.

Ericsson: 2164/65 would need to correct the CR date.

(as in the previous CRs in this WI)

Huawei makes r1 available.

	
	
	2576
	CR 0089 29.594 Rel-16 Correction to the termination procedure
	Huawei
	Agreed
	

	
	
	2165
	CR 0090 29.594 Rel-17 Correction to the termination procedure
	Huawei
	Merged with 2163 into 2577
	This CR introduces a backwards compatible correction to the OpenAPI file.
Ericsson agrees with the proposed CR.

Ericsson: 2164/65 would need to correct the CR date.

(as in the previous CRs in this WI)

Huawei makes r1 available.


	
	
	2577
	CR 0090 29.594 Rel-17 Correction to the termination procedure
	Huawei
	Agreed
	

	
	
	2247
	CR 0104 29.521 Rel-16 Correction to Overview and Introduction
	ZTE
	Agreed
	

	
	
	2248
	CR 0105 29.521 Rel-17 Correction to Overview and Introduction
	ZTE
	Agreed
	

	16.4
	CT aspects on Enablers for Network Automation for 5G
[eNA]
	2029
	CR 0268 29.520 Rel-16 Adding missing description for partial failure operation
	KDDI, Huawei
	Revised to 2473
	CP-192259

Changes on changes.

KDDI makes r1 available to remove changes on changes.

Ericsson: The track of change in the cover page (the tracked added blank) also need to be removed.
KDDI makes r2 available.

Ericsson is fine with r2.


	
	
	2473
	CR 0268 29.520 Rel-16 Adding missing description for partial failure operation
	KDDI, Huawei
	Revised to 2600
	Wrong revision number.

	
	
	2600
	CR 0268 29.520 Rel-16 Adding missing description for partial failure operation
	KDDI, Huawei
	Agreed
	

	
	
	2030
	CR 0269 29.520 Rel-17 Adding missing description for partial failure operation
	KDDI, Huawei
	Revised to 2474
	Changes on changes.

See 2029.

	
	
	2474
	CR 0269 29.520 Rel-17 Adding missing description for partial failure operation
	KDDI, Huawei
	Revised to 2601
	Wrong revision number.

	
	
	2601
	CR 0269 29.520 Rel-17 Adding missing description for partial failure operation
	KDDI, Huawei
	Agreed
	

	
	
	2243
	CR 0279 29.520 Rel-16 Missing attributes in subscription procedure
	ZTE
	Agreed
	

	
	
	2244
	CR 0280 29.520 Rel-17 Missing attributes in subscription procedure
	ZTE
	Agreed
	

	
	
	2245
	CR 0281 29.520 Rel-16 Correction on the value of confidence
	ZTE
	Revised to 2475
	Huawei: The change on loadlevelThreshold within EventSubscription data in clause 5.1.6.2.3 clashes with C3-212282.

ZTE: The change on clause 5.1.6.2.3 is removed in r1. R1 is made available.
Huawei is fine with r1.

Nokia: I have a question on this:

Why 100 and not 1000 or 10000?

A maximum of 100 practically does not allow any decimal points for confidence percentages, while with 1000 we would have one digit after the decimal point when expressed as percentage.

Is 100 good enough in our domain? Is 1000 good enough?
ZTE: 100 stands for 100 percent. Do you mean 999 stands for 99.9 percent?  1000 is more precise, but we don't see the nesscessary for the time being. Like Huawei said earlier, I also think 100 is good enough.  
Nokia: Fine then.


	
	
	2475
	CR 0281 29.520 Rel-16 Correction on the value of confidence
	ZTE
	Agreed
	

	
	
	2246
	CR 0282 29.520 Rel-17 Correction on the value of confidence
	ZTE
	Revised to 2476
	See 2245.

	
	
	2476
	CR 0282 29.520 Rel-17 Correction on the value of confidence
	ZTE
	Agreed
	

	
	
	2284
	CR 0286 29.520 Rel-16 Correction to NSI Load Level Information
	Ericsson
	Revised to 2477
	This CR introduces backward compatible corrections on OpenAPI file of Nnwdaf_EventsSubscription API.
Huawei: Huawei agrees with the CRs but with few comments as follows:

· Reason for change: please give the exact stage 2 TS, only TS 23.288 is good enough; the network slice instance is associated with the NSI;

· A.2: prefer not to add the description field for loadLevelInformation, snssai and nsiId to align with others same level attirbutes.

Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	2477
	CR 0286 29.520 Rel-16 Correction to NSI Load Level Information
	Ericsson
	Agreed
	

	
	
	2285
	CR 0287 29.520 Rel-17 Correction to NSI Load Level Information
	Ericsson
	Revised to 2478
	This CR introduces backward compatible corrections on OpenAPI file of Nnwdaf_EventsSubscription API.
See 2284.
Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	2478
	CR 0287 29.520 Rel-17 Correction to NSI Load Level Information
	Ericsson
	Agreed
	

	16.5
	CT aspects on eSBA
[5G_eSBA]
	2037
	CR 0250 29.519 Rel-17 Correction to Charging Information
	Ericsson India Private Limited
	Revised to 2605
	CP-190191 (CT4 leading)

Ericsson makes r1 available.

Huawei is fine with r1.
Revision is moved to 17.28.2.


	
	
	2050
	CR 0251 29.519 Rel-16 Correction to Charging Information
	Ericsson
	Not Pursued
	Huawei: Please find below our comments on this CR.
· I have carefully read the reason for change for this CR, but I am still not sure to understand the need for it. Basically, you propose to specify that the secondary CHF address is not returned by the UDR when the network uses the NF (service) set concepts, right?

· The statement “However, 3GPP has not specified any logic to select another NF instance in a different NF Set for an existing context if failure happens to a NF instance in the current NF Set” is not correct in my opinion, unless I misunderstood it. CT4 defined this in TS 29.500 and TS 23.527. 

· Refer to comments for 2112 & 2113.

Overall, we think that the proposed changes deserve further thinking and are maybe not need.



	
	
	2106
	discussion   Rel-16 Discussion paper on Media Type for 3xx Responses
	Huawei
	Noted
	Use a CT3/CT4 thread:

[CT3/CT4][5G_eSBA][DP] [C3-212106/C4-212008] [Discussion paper on Media Type for 3xx Responses]. 


	
	
	C4-212279
	discussion   Rel-16 Discussion paper on Usage of ProblemDetails with HTTP 3xx Responses
	Ericsson
	Noted
	CT4 document related with C3-212106.

Use a CT3/CT4 thread:

[CT3/CT4][5G_eSBA][DP] [C4-212279] [Usage of ProblemDetails with HTTP 3xx Responses]. 

Nokia: supports the conclusions of this DISC paper.

Huawei: With this mail thread we should be discussing two related problems: (a) justification for using either media type for 3xx responses and (b) what CT3 and CT4 should do for keeping all impacted specs aligned. 

 

I and my CT colleagues have reservations about the justification presented in C4-212279. The reasons for that are explained in detail in C3-212106/C4-212008.

 

We however are open to discuss ways for bridging the gaps and finding the most appropriate way forward.

Ericsson: Paper C4-212008 indicates disagreement with some of the technical arguments provided in the paper (C4-211514) presented during last meeting CT4#102e.
 

The new paper in C4-212279 presented for discussion on CT4#103e attempts to address those points brought up in C4-212008. If there are further concerns with regard to the arguments brought up in C4-212279, we (E///) would be glad to discuss them, although I'm not sure if this will take us very far, being pragmatic.

 

On the practical side, and regarding this:

 

· We however are open to discuss ways for bridging the gaps and finding the most appropriate way forward.

 
I'd kindly like to ask what is the proposed way forward by Huawei? The paper in C4-212279 proposes a concrete way forward, in terms of specific CRs that we could consider agreeing on, in this meeting, and organizing a plan to do further corrections in CT4#104e (and corresponding CT3 meeting number in May).

If  such proposed way forward is not agreeable to Huawei, what would be Huawei's suggestion to address the issue?

Huawei: Concerning the justification aspect, I’m afraid neither C4-212279 looks convincing to me. For instance, quote “Routing of requests or responses to certain subsystems…” is vague. What subsystems? How critical these are? How critical to the overall system this is?
Concerning the way forward, we can accept proposed CRs in C4-212280 and C4-212288-89, if the cover page is modified by taking away statements like this: “Categorizing as errors those signaling messages that are part of normal traffic, affects severely the network operation”. 

I would propose the following reasoning:

· Redirect responses are not error responses, but this won't cause tangible problems in the network. CT4 however agreed that the redirect responses should contain a response body with a media type "application/json" rather than "application/problem+json".

Ericsson: An example can be: the NF processes an incoming message in a front-end internal component, that performs basic checks such as message overall correctness, etc. Such front-end component checks media type and finds "application/problem+json" so it determines it is an error message, and sends the message to an internal subsystem in charge of keeping track of traffic monitoring, and does some general processing to "error messages": logging, KPI accounting (ratio of error vs success messages), alarm raising, etc… Later, the message is forwarded to the application-specific business logic (e.g. to do some API-specific handling depending on the application-level cause value). Once again, this is an _example_ to highlight what I mean by "subsystems"; not all NFs need to be designed like that, obviously.

Ericsson accepts the way forward. I am fine replacing this statement with something more agreeable to everyone.

For the reasoning, I am mainly ok with such proposal. Maybe my only comment could be to not state categorically that this issue won't cause tangible problems. It may, or may not cause them, depending on specific vendor and operator deployed capabilities in a network. I'm sure we can find agreeable text that reflects that.

Huawei: Focusing on the way forward, I think we could close this thread by saying that we bridged the differences on this issue. We should obviously continue discussing agreeable wording on the CR cover sheets on CT4 reflector.
 

There is another, practical matter that we should discuss in this joint CT3/CT4 mail thread. Who does what to bring all specs inline? Below are few ideas:

· Already agreed CRs with a single source. The company, which made CRs on 3xx responses (media type “application/problem+json” for ProblemDetails) should also make correction CRs for the next meeting. If for some reason such company can’t do that (lack of time, etc.), they should inform CT3/CT4 about this and ask for volunteers.

· Already agreed CRs with multiple sources. The first company on the cover page, which made CRs on 3xx responses should also make correction CRs for the next meeting. . If for some reason such company can’t do that, they should discuss the work split with other source companies.

Ericsson: For the practical arrangements of how to provide the CRs, I don't have a strong opinion. Normally, when we have done similar systematic updates affecting all APIs, we appoint each rapporteur to do that, since it distributes the workload nicely among many individuals. But I am fine with whatever decision is taken by CT3/CT4. I think that we can discuss that point in today's conf. call and hear what other people think.
Huawei: That’s fine.

If CT4 agrees on a solution, rapporteurs will bring the related CRs.



	
	
	2112
	CR 0750 29.512 Rel-16 Correction to Charging Information
	Ericsson
	Not Pursued
	This CR impacts the Nudr_DM OpenAPI file and Npcf_SMPolicyControl OpenAPI file with a backwards compatible correction.
Huawei: Please find our comments on this CR hereinafter:
· It is assumed that the secondary CHF address is always available in the PCF in the current specification. Therefore, we don’t see the requirement to change it.

· In addition, we think that the current specification leaves the door open to any type of implementation, i.e. use the secondary CHF information or rely on the NF (service) set concepts defined in Rel-16.

· If the primary CHF instance doesn't work, the SMF can select a new CHF instance within e.g. the CHF set, or the secondary CHF instance. If the secondary CHF instance doesn’t work, the SMF can select a new CHF instance within the CHF set. 

· Therefore, only a NOTE for clarification is maybe needed to say that e.g. when the NF (service) set concepts defined in Rel-16, the NF service consumer may rely on it for reselection instead of using the secondary CHF address. The proposed solution in the CR is way too complicated and there are maybe BC issues there.

Ericsson: When the NF Set concept applies and the CHF builds the redundancy/high availability solution based on a CHF set the secondary address would not be required, being enough the definition of the CHF address / instance / set to interwork. In this case the definition of a secondary CHF address, secondary CHF instance and secondary CHF set implies a divergence from the already specified procedures for a NF Set, and thus, with an increase in complexity which in turn does not provide an increase in functionality.
When the NF Set does not apply for a CHF, the primary/secondary CHF address would of course continue applying.

I agree that the behavior mentioned above is a possible one. However, it is not aligned with the defined procedures for stateless NFs in 29.500, and it is not specified anywhere the CHF would require such specific handling. Why not to control via feature support that the nodes are converging to support the NF Set concept as defined in 29.500 and avoid additional implementation complexity, if possible?

Nokia: We defined in Rel-16 clearly: “Within the ChargingInformation data structure, both primary CHF address within a "primaryChfAddress" attribute and secondary CHF address within a "secondaryChfAddress" attribute shall be provided simultaneously.”

Now we say for a frozen release “if available” and remove it from the required condition in the OpenAPI. I think, it is not backward compatible.

We decrease the upper bound of the cardinality of the secondaryChfAdress to the absence of the attribute in a frozen release (we already said some meetings ago to avoid NBC changes or non-FASMO changes). This is non-backward compatible. Since the system works as Huawei describes, I would agree with  a note, if required and not to go into a discussion why we rate this as backward compatible.

Ericsson: As per our discussion during CC, the specification body is being simplified and an improved NOTE is added to 4.2.2.3.1.

In the revisions, the proposal is to still keep the feature definition, and to apply it from Rel-16.

The reason is that it is in Rel-16 where the Set concept is developed, as well as the stateless principles, and the CHF, as any other NF, should have the chance to adhere to them from Rel-16 as any other NF. This simplification will also simplify SMF and PCF implementations. 

Doing the secondary charging address optional allows a smooth transition from pre-Rel6 implementations to Rel16 and beyond, which I understand it is the one 3GPP is willing to evolve. And it is cleaner than other solution including the secondary charging address, if I’m not missing anything.

Previous specified functionality is not withdrawn, as described in 5.6.2.17, and remains implementation specific, as it is clarified, so that all the additional implementation specific flexibility that  implementations may desire is still available.
R1 is made available.

Ericsson: The proposed change is backwards compatible.
If the proposed feature “CHFSetSupport” is not supported, which happens for Rel-15, and any Rel-16 implementation that does not support the feature, the secondary address continues being mandatory.

This implies that a PCF supporting the feature interworking with a SMF that does not support it shall always send the secondary address; and a SMF interworking with a PCF that does not support the feature shall always receive it. Only when both, the PCF and the SMF support the feature, based on secondary address availability in the PCF, the PCF will send it to the SMF. 

The proposed text could be rephrased as follows, to make it more clear that the secondary CHF address can only be omitted if the feature is supported:

“Within the ChargingInformation data structure, both primary CHF address within a "primaryChfAddress" attribute and secondary CHF address (if available), within a "secondaryChfAddress" attribute shall be provided simultaneously when the feature "CHFsetSupport" is not supported. When the feature "CHFsetSupport" is supported, the PCF shall include the "secondaryChfAddress" attribute if available (i.e. if previously retrieved from UDR, locally configured in the PCF or discovered from NRF). 
Primary and secondary CHF addresses may be complemented by associated CHF instance ID(s) within the "primaryChfInstanceId" and "secondaryChfInstanceId" attribute. Primary and secondary CHF addresses may be complemented by associated CHF set ID(s) within the "primaryChfSetId" and "secondaryChfSetId". These shall overwrite any predefined addresses and associated CHF instance ID(s) and CHF set ID(s) at the SMF. 

NOTE:    When the feature "CHFsetSupport" is supported by the NF service consumer it indicates the NF service consumer supports CHF redundancy based on CHF Set as described in 3GPP TS 29.500 [4], subclause 6.5.3. The NF Service Consumer may use the "primaryChfAddress"/"secondaryChfAddress" attributes as primary/secondary redundancy mechanism, or alternatively, when the (primary) CHF instance and (primary) CHF set are available, it may also rely on the availability of a CHF instance within the (primary) CHF Set for the same purpose.
”

Hope this clarification solves the concern about possible NBC issues.

Huawei: I would prefer however something much simpler such as:
NOTE:      The interactions between (and the usage of) the primary/secondary CHF addresses mechanism defined in this specification for the CHF and the Rel-16 NF (service) set mechanisms defined in 3GPP TS 29.500 [x] for the handling of CHF failure/reselection is implementation specific.

There is nothing that goes really wrong if the solution is not specified, which makes it not FASMO.
Implementation can cope with the existence of these mechanisms and there may even be implementations that would make use of both of them and/or provide both options and leave the final choice for the operators.
Therefore, I think the above proposed NOTE is sufficient.
Nokia: your text proposal looks much more clearer to understand and the removal of “(if available)” avoids misunderstandings because Rel-16 is kept as it is.
I accept the change as a correction due to C4-211237 (Ericsson, Nokia) classified as correction as well. Nevertheless, in reality the change non-FASMO indeed (not required to correct frequently maloperations, but could be rated as F due to the CT4 CR), but if we classify it as a feature B it will not be accepted.
For the note: I think it is fine, but if Huawei would like to have something else, also fine for me. I have some doubts that we really require the note. Can somebody explain, why may is allowed in the note. I remember on another email thread in which it was explained to me “can” must be used in notes.

I propose a clarification in the reason for change (satisfies demands for explanation), because an attribute which is required in Rel-16 is removed from the “required” list in the OpenAPI, e.g.:

This change is classified as backward compatible although the attribute “secondaryChfAddress” is removed from the required category in the OpenAPI. The backward compatibility is based on the classification of the “secondaryChfAddress” as conditional and the introduction of a new feature, which allows an unchanged client/server interworking. 
Ericsson to Huawei: As it is specified right now it seems it prevents to adhere to stateless NF principles, since for CHF redundancy, when using stateless NFs, we’re specifying a behavior based only on Primary/Secondary set that is not defined elsewhere for CHF or any NF. It may create interoperability problems if it is not specified the case where only info about “one Set” is delivered. Which in the other hand is the only one specified in Rel-16 for a NF. What’s the point in making implementations “cope” with the premature specification of a mechanism that is not defined anywhere else.

Is I explained, if Rel-16 were not frozen, this CR would be deleting the secondary instance and secondary set related attributes. We did a mistake. We were not providing functionality. 
Ericsson to Nokia: I will update the coversheet when we agree on the specific changes.

Ericsson to Nokia: The use of “may” in the note was Ericsson’s mistake.
Ericsson to Huawei:

-The PCF retrieves the Charging Information from UDR, local configuration or NRF (as specified in 29.512 4.2.2.3.1) and delivers it to SMF
· Rel-15

· Charging information in UDR is defined as the primary AND secondary CHF address, both mandatory. PCF delivers them to SMF as retrieved

· NRF info for secondary CHF instance was incorrectly specified, and it was corrected in the past CT4 meeting (CR 0041 to 29.510, I assume you’re familiar with the problem and the solution and I don’t need to develop the technical details in this email). The PCF uses the retrieved primary and secondary CHF instances to derive the primary and secondary CHF address to deliver to the SMF.

· Rel-16

· Charging information in UDR was updated to include, optionally, the primary instance, the primary set, the secondary instance, the secondary set. The PCF delivers whatever it is in the UDR to the SMF.

· NRF info for CHF was extended to clarify/correct that from Rel-16 on, the NRF may return the primary/secondary instance and/or CHF Set related information (C4-211237). 

· I.e., the NRF may only return CHF Set info, and no information about primary/secondary NF instance. What does the PCF do in this case? Should the PCF “create” a secondary CHF address and cheat the SMF telling him it is a secondary CHF address when it is not?  No, the PCF should send the information the CHF configures in the NRF, and if there is no secondary info, no secondary info is delivered. The CHF has to configure in the NRF the information its NF Service Consumers require. If there is no secondary instance, no one has to make up anything.

· When the NRF returns both CHF Set info and primary/secondary instance, what does the PCF do in this case? The PCF derives the secondary CHF address from the secondary CHF instance and delivers to the SMF primary CHF address, secondary CHF address, (primary) CHF instance and (primary) CHF Set. The SMF interacts with the CHF as its internal policies decide, i.e. either based on primary/secondary address info or CHF set info.I don’t see we need in this case any additional functionality. 

· Why should the PCF derive from the secondary CHF instance the secondary Set information, if all the info related to stateless NF is already within the selected NF Set?  There is no reason to do so.

· Why should the PCF deliver to the SM all this stuff? What would the SMF do with primary/secondary instance/set and where else it is sensibly required, considering that a NF Set already fulfills all the stateless/failover/redundancy requirements any NF may have? Nothing, absolutely nothing, no benefit in it. 

Now, UDR information is not aligned with NRF provided information. It is based on an understanding we had during the beginning of Rel-16 and we did not check against the evolving work in CT4. And we need to correct it and evolve it. From the UDR point of view, only primary address and secondary address, and/or primary address, primary instance and primary set should have been defined. In the same way, N7 interface needs to be corrected.

For me it is FASMO because it is fixing a behavior we specified in Rel-16 which is incorrect. We cannot solve it in a BC way if we don’t define feature control. We cannot get rid off secondary instance and secondary set attributes because Rel-16 is frozen, but I believe we should discourage everybody about using them.

If we do not do anything in Rel-16 we’re agreeing that the currently specified functionality is the way forward for the CHF when evolving to NF Set and, for me, that is absolute nonsense. 

Ericsson: To better accommodate the text in 2112/2113 to the explanation, the CRs should be updated. R2 is made available.
Huawei: We still think that the CRs are not needed and that a simple NOTE is more than enough, I will not reiterate the arguments that I have already provided on this. We can however agree on a compromise to define the proposed solution starting from Rel-17 only. Please find in 2113_r2_AEM further comments and proposed changes from our side. R2_AEM is made available.
Ericsson: I still think we should fix it from Rel-16, since it is the first release that deploys NF Sets. I don’t know if it is only Huawei’s view that Rel-16 does not require a fix.

If it is not acceptable to change the OpenAPI definition in Rel-16, at least we still need to specify in 29.512 that primary/secondary address is an alternative mechanism to NF Set, as indicated below (and silence about Secondary Instance/ Secondary set). R3 is made available.
Ericsson to Nokia: the clarification in the coversheet about why the change is BC has been added to the reason for change.

If you could, your further feedback on the CRs is welcome.

Huawei: The change is 2112_r3 is not FASMO as previously explained. Therefore, we reiterate our opposition to this CR, in addition to the associated CR 2050.

Ericsson: It would be appreciated if you could explain again why it is not FASMO to solve a mess about CHF instances/sets and addresses and failover solutions in Rel-16. I provided further technical arguments explaining that nobody will know what to do with the info as we have it right now specified and I did not receive anything else than “as I said it is not FASMO” ? 

Huawei: I have already provided technical arguments, both orally and by email, explaining why this CR is not FASMO and I think that Nokia shares the same opinion if I am not mistaken. I have also not seen valid counter arguments invalidating my arguments. We can go down another round of discussions if you want, but I feel that we are going to repeat ourselves. Anyway, in short:
· Nothing in the current specification prevents a concerned NF service consumer (e.g. SMF) to make use of the NF set concepts for the CHF failover/reselection purposes. All the information is available and it is at the end a matter of implementation and configuration! There is absolutely nothing wrong in the current specifications, it is just that there are two possible solutions to handle this CHF redundancy/failover/etc. situations that can very well coexist together.

· If an implementation wants to make use of only the NF set concepts, it can do so and I have provided a few examples on how this can work. At the end, it is a matter of how the concerned NF service consumer behaves, it does not depend on the other nodes.

· Arguments like “why should the PCF do smth”, “why should it have to do …” and so on are not valid explanation of why a CR is FASMO but rather express a preference/opinion from Ericsson, which may be different for other companies/vendors.

We have made a step forward to accept the solution from Rel-17 even if we are really not convinced that it is needed. Now if you feel that it is not sufficient, then please postpone the CRs to next meeting and let’s continue discussing offline by email in the meantime. 



	
	
	2113
	CR 0751 29.512 Rel-17 Correction to Charging Information
	Ericsson
	Revised to 2604
	This CR impacts the Nudr_DM OpenAPI file and Npcf_SMPolicyControl OpenAPI file with a backwards compatible correction.

Ericsson makes r3 available.

Huawei: Please find below some further comments on 2113_r3. 

· CR category needs to be changed to F.

· “… CHF set ID(s) …”, why the “(s)” was removed in the first paragraph of clause 4.2.2.3.1? In my opinion, this change needs to be reverted.

· NOTE x2 needs to be added also in front of the secondaryChfSetId and secondaryChfInstanceId attributes.

Ericsson:
Ok to the second comment.

For the last one, this comment was not included in the previous ones. Whatever it will be done with a secondary instance/set is not specified anywhere, so NOTE 2 does not apply, as you initially interpreted it right.

Huawei: please ignore the third comment below regarding NOTE 2.
Revision moved to 27.28.2.

	16.6
	CT aspects of Access Traffic Steering, Switch and Splitting support in 5G system
[ATSSS]
	
	
	
	
	CP-190201 (CT1 leading)



	16.7
	CT aspects of 5GS enhanced support of vertical and LAN services
[Vertical_LAN]
	2025
	CR 0309 29.522 Rel-16 Correction of AaaUsage
	KDDI
	Revised to 2530
	CP-201174 (CT1 leading)

Void removed clauses.
Ericsson: Cover page, please change Cat F to Cat D,
Clause 5.7.2.3.8, Please add “Void” for this removed clause. 
KDDI makes r1 available.

Ericsson is fine with r1.
Chair: Cat-D CRs cannot be accepted in Release 16.
KDDI: These CRs are not related as functional, so I reverted to F for Rel-16 CR.



	
	
	2530
	CR 0309 29.522 Rel-16 Correction of AaaUsage
	KDDI
	Not Pursued
	

	
	
	2026
	CR 0310 29.522 Rel-17 Correction of AaaUsage
	KDDI
	Revised to 2531
	Void removed clauses.
KDDI makes r1 available.
Ericsson is fine with r1.

Chair: Cat-D CRs cannot be accepted in Release 16.

Revision moved to 17.28.2.



	
	
	2249
	CR 0303 29.514 Rel-16 Correction to Data type table
	ZTE
	Agreed
	Ericsson agrees with the proposed CR

	
	
	2250
	CR 0304 29.514 Rel-17 Correction to Data type table
	ZTE
	Agreed
	Ericsson agrees with the proposed CR

	16.8
	CT aspects of Enhancing Topology of SMF and UPF in 5G Networks
[ETSUN]
	
	
	
	
	CP-190192 (CT4 leading)

	16.9
	CT aspects of System enhancements for Provision of Access to Restricted Local Operator Services by Unauthenticated UEs
[PARLOS]
	
	
	
	
	CP-190197 (CT1 leading)

	16.10
	CT aspects on enhancement of network slicing
[eNS]
	
	
	
	
	CP-201161 (CT1 leading)

	16.11
	CT aspects of Enhancement to the 5GC LoCation Services
[5G_eLCS]
	2287
	CR 0411 29.122 Rel-16 Correction to LDR geographic area
	Ericsson
	Revised to 2489
	CP-192260 (CT4 leading)

Huawei: Please find below our comments on these CRs.
· If only the geographical area can be provided, then the Accuracy should also be restricted to the ‘GEO_AREA’ value for the eLCS feature.
Ericsson makes r1 available.

Huawei is fine with r1.


	
	
	2489
	CR 0411 29.122 Rel-16 Correction to LDR geographic area
	Ericsson
	Agreed
	

	
	
	2288
	CR 0412 29.122 Rel-17 Correction to LDR geographic area
	Ericsson
	Revised to 2490
	See 2287.

Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	2490
	CR 0412 29.122 Rel-17 Correction to LDR geographic area
	Ericsson
	Agreed
	

	
	
	2289
	CR 0335 29.522 Rel-16 Correction to LDR geographic area
	Ericsson
	Revised to 2491
	Huawei: Please find below our comments on these CRs.
· Same comment as for 2287/2288.

· It is preferable to use a new bullet to indicate that “only the ‘GEO_AREA’ value within the Accuracy data type (or “accuracy” attribute) and only the "geographicAreas" attribute within the "locationArea5G" attribute are applicable for the eLCS feature”

Ericsson makes r1 available. The updates is already the bullet under the "eLCS" feature within the MonitoringEventSubscription data structure.

Huawei: The only problem that I still see is that the introduced text does not necessarily imply that only these values are applicable for the eLCS feature. Maybe you should consider either a separate bullet as initially proposed or a NOTE.

Ericsson: fine I’d take a separate bullet. R2 is made available.
Huawei is fine with r2.

	
	
	2491
	CR 0335 29.522 Rel-16 Correction to LDR geographic area
	Ericsson
	Agreed
	

	
	
	2290
	CR 0336 29.522 Rel-17 Correction to LDR geographic area
	Ericsson
	Revised to 2492
	See 2289.
Huawei is fine with r2.

	
	
	2492
	CR 0336 29.522 Rel-17 Correction to LDR geographic area
	Ericsson
	Agreed
	

	16.12
	CT Aspects of Media Handling for RAN Delay Budget Reporting in MTSI
[E2E_DELAY]
	
	
	
	
	CP-190193 (CT4 leading)

	16.13
	Cellular IoT support and evolution for the 5G System
[5G_CIoT]
	2166
	CR 0756 29.512 Rel-16 Correction to PCC control for DDD status and availability after DDN failure events
	Huawei
	Revised to 2578
	CP-200147 (CT1 leading)

This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: Ericsson agrees with the need of the CR.
There are some minor faults that should be corrected, as e.g.:

· First change ":" instead of "."; same comment some paragraphs below, at the beginning of every new bullet list.

·  "DDN_DELIVERY_STATUS_CANCELLATION"within missing blank space.

And other corrections that need some clarifications:

· Changing PCC rule attribute ddoNotifCtrl from DownlinkDataNotificationControl to DownlinkDataNotificationControlRm seems it is NBC?

· OpenAPI file is not referring DownlinkDataNotificationControlRm from the PCC rule? 

Huawei makes r1 available. Ask for confirmation of the revision.

Ericsson: During yesterday’s CC I said it was not clear in the description when ddNotifCtrl is used and when the ddNotifCtrl2 is used, it seems ddNotifCtrl is not used when the feature DDNEventPolicyControl2 is not used, is it the case? 

plus typos as “data notifcaiton” “cancel an subscription”.

Huawei: You’re right. ddNotifCtrl is only applicable to ddNotifCtrl, and ddNotifCtrl2 is applicable to ddNotifCtrl2.

Do you have a better proposal?
Ericsson: At least, clarify that what you said “ddNotifCtrl is only applicable to ddNotifCtrl, and ddNotifCtrl2 is applicable to ddNotifCtrl2”.
Huawei makes r2 available. Huawei asks for confirmation.
Ericsson: In the PCC rule table:  This attribute shall not be present when the DDNEventPolicyControl2 feature is supported.Is it?
An a missing typo “When the new PCC rule has to be bound”.
Huawei makes r4 available.


	
	
	2578
	CR 0756 29.512 Rel-16 Correction to PCC control for DDD status and availability after DDN failure events
	Huawei
	Agreed
	

	
	
	2167
	CR 0757 29.512 Rel-17 Correction to PCC control for DDD status and availability after DDN failure events
	Huawei
	Revised to 2579
	This CR introduces a backwards compatible correction to the OpenAPI file.
See 2166.

	
	
	2579
	CR 0757 29.512 Rel-17 Correction to PCC control for DDD status and availability after DDN failure events
	Huawei
	Agreed
	

	16.14
	CT aspects on wireless and wireline convergence for the 5G system architecture
[5WWC]
	2027
	CR 0311 29.522 Rel-16 Correction of AccessRightStatus
	KDDI
	Revised to 2532
	CP-192079 (CT1 leading)

Ericsson: Cover page, please change Cat F to Cat D.
KDDI makes r1 available.
Ericsson is fine with r1.

Chair: A Cat-D CR cannot be accepted in Rel-16.


	
	
	2532
	CR 0311 29.522 Rel-16 Correction of AccessRightStatus
	KDDI
	Not Pursued
	

	
	
	2028
	CR 0312 29.522 Rel-17 Correction of AccessRightStatus
	KDDI
	Revised to 2533
	Chair: A Cat-D CR cannot be accepted in Rel-16.

Revision moved to 17.28.2



	
	
	2168
	CR 0758 29.512 Rel-16 Correction to access network info report
	Huawei
	Not Pursued
	Ericsson: agrees with the CR with the following comment:
· Could you please clarify the role of PCC for N5GC devices?

· It is a clarification, and not a FASMO, so it would be more appropriate to introduce it under TEI17, 5WWC.
Huawei: What kind of clarification do you want? Could you please provide some text proposal? Current text is similar with the existing text in 29.514 as follows:
-    When the report of access network information described in subclause 4.2.5.11 includes the user location information, the "n3gaLocation" attribute shall be included in the "ueLoc" attribute and shall encode:

a)  if the UE connects via W-5GBAN access:

-    shall encode the Global Line Identifier in the "gli" attribute; and

-    may include the "w5gbanLineType" attribute to indicate whether the W-5GBAN access is DSL or PON; or

b)  if the UE connects via W-5GCAN access, the HFC Node Identifier in the "hfcNodeId" attribute.



	
	
	2169
	CR 0759 29.512 Rel-17 Correction to access network info report
	Huawei
	Revised to 2540
	Category F. To be moved to TEI17, 17.28.2.

	16.15
	Volume Based Charging Aspects for VoLTE
[VBCLTE]
	
	
	
	
	CP-191206

	16.16
	CT aspects of optimisations on UE radio capability signalling
[RACS]
	2209
	CR 0409 29.122 Rel-16 Clarification on Manufacturer Assigned URC
	Qualcomm Incorporated, Samsung
	Revised to 2493
	CP-200058 (CT4 leading)

Huawei: Huawei agrees with the CRs but with few small comments as follows:

· The new NOTE X should use hard space

· In the new NOTE, suggest to reword and using quotation marks for the attributes as: UTRAN capabilities shall not be included within the "racsParamEps" attribute and/or the "racsParam5Gs" attribute.

Qualcomm: I am fine with your proposed wording of the note. R1 is made available.
Huawei is fine with r1.

Samsung is fine with r1.

	
	
	2493
	CR 0409 29.122 Rel-16 Clarification on Manufacturer Assigned URC
	Qualcomm Incorporated, Samsung
	Agreed
	

	
	
	2210
	CR 0410 29.122 Rel-17 Clarification on Manufacturer Assigned URC
	Qualcomm Incorporated, Samsung
	Revised to 2494
	See 2209.

	
	
	2494
	CR 0410 29.122 Rel-17 Clarification on Manufacturer Assigned URC
	Qualcomm Incorporated, Samsung
	Agreed
	

	16.17
	Service Based Interface Protocol Enhancement
[SBIProtoc16]
	
	
	
	
	CP-191060 (CT4 leading)



	16.18
	CT aspects of eV2XARC
[eV2XARC]
	
	
	
	
	CP-201350 (CT1 leading)



	16.19
	CT aspects of 5G URLLC

[5G_URLLC]
	2170
	CR 0261 29.513 Rel-16 QoS flow binding for QoS monitoring
	Huawei
	Revised to 2541
	CP-192022 (CT4 leading)

Ericsson: Comments might be provided after the reception of the LS reply from SA2.
Huawei: The SA2 has agreed the LS and related CR. Please check S2-2103224 and s2-2102383.

Ericsson: After the reception of the LS reply from SA2, please find below the following comments:
· Update the date of the CR

· Add a note as the one below included in 23.503

-    When the PCF provisions a PCC rule with QoS Monitoring Policy, the PCC rule is bound to a new QoS Flow and no other PCC rules is bound to this QoS Flow.
NOTE X:    The binding of PCC rule with QoS Monitoring policy to a new QoS flow is only applicable to the Per QoS Flow per UE QoS Monitoring (as described in TS 23.501 [2] clause 5.33.3.2).
· Adapt the reason for change to the received LS and the approved SA2 CRs.

Nokia: I see a misalignment between the LS response and the updated 23.503 text.

The LS response says that PCC rules with DIFFERENT QoS Monitoring policies shall be bound to different QoS Flows, while the spec now says that EVERY PCC rule with a QoS Monitoring policy shall be bound to its own QoS Flow.

What about different PCC rules with the SAME QoS Monitoring policy? Can they be bound to the same QoS Flow? I know that the spec has precedence over an LS response, but I am not sure what the intention was…

Huawei: Our company prefers to made the revisions based on the agreement in the CR. R1 is made available.
Nokia: Minor editorial:

Should be either “no other PCC rule is bound” or “no other PCC rules are bound”, but we are fine with r1 and you may fix it directly in the final version.



	
	
	2541
	CR 0261 29.513 Rel-16 QoS flow binding for QoS monitoring
	Huawei
	Agreed
	Huawei: Final version uploaded.

	
	
	2171
	CR 0262 29.513 Rel-17 QoS flow binding for QoS monitoring
	Huawei
	Revised to 2542
	See 2170.

	
	
	2542
	CR 0262 29.513 Rel-17 QoS flow binding for QoS monitoring
	Huawei
	Agreed
	

	16.20
	Enhancement of 3GPP Northbound APIs [eNAPIs]
	
	
	
	
	CP-192184



	16.21
	CT Aspects of 5GS Transfer of Policies for Background Data [xBDT]
	
	
	
	
	CP-192182

	16.22
	CT aspects of SBA interactions between IMS and 5GC [eIMS5G_SBA]
	
	
	
	
	CP-192023 (CT4 leading)

	16.23
	CT aspects of application layer support for V2X services[V2XAPP]
	2214
	CR 0028 29.486 Rel-16 Correct referenced datatype for VAE_MessageDelivery
	ZTE
	Agreed
	CP-192077 (CT1 leading)



	
	
	2215
	CR 0029 29.486 Rel-17 Correct referenced datatype for VAE_MessageDelivery
	ZTE
	Agreed
	

	
	
	2216
	CR 0030 29.486 Rel-16 Correct resourceUri used in Message Delivery procedures
	ZTE
	Agreed
	Ericsson: Please remove "NF service consumer within" in the 1st change, to keep a reasonable description as “The  MessageDeliverySubscriptionData data structure shall include:”

ZTE: Since there are a lot of similar description in 29.486 as follows,  I prefer to keep it.
5.2.2.4.2 The NF service consumer within the MessageDeliveryData data structure shall include...
5.3.2.2.2 The NF service consumer within the FileDistributionData data structure shall include ...
5.4.2.2.2 The NF service consumer within the ApplicationRequirementData data structure shall include...
Ericsson: If take time to align all, I’m fine to keep it.



	
	
	2217
	CR 0031 29.486 Rel-17 Correct resourceUri used in Message Delivery procedures
	ZTE
	Agreed
	

	
	
	2218
	CR 0032 29.486 Rel-16 Correction of Individual Downlink Message Delivery resource name
	ZTE
	Agreed
	

	
	
	2219
	CR 0033 29.486 Rel-17 Correction of Individual Downlink Message Delivery resource name
	ZTE
	Agreed
	

	
	
	2220
	CR 0034 29.486 Rel-16 Correct service operation name for VAE_FileDistribution
	ZTE
	Agreed
	

	
	
	2221
	CR 0035 29.486 Rel-17 Correct service operation name for VAE_FileDistribution
	ZTE
	Agreed
	

	
	
	2222
	CR 0036 29.486 Rel-16 Correct serivce name and resourceUri for VAE_ApplicationRequirement
	ZTE
	Agreed
	

	
	
	2223
	CR 0037 29.486 Rel-17 Correct serivce name and resourceUri for VAE_ApplicationRequirement
	ZTE
	Agreed
	

	
	
	2224
	CR 0038 29.486 Rel-16 Correct service name and resourceUri for VAE_DynamicGroup
	ZTE
	Agreed
	

	
	
	2225
	CR 0039 29.486 Rel-17 Correct service name and resourceUri for VAE_DynamicGroup
	ZTE
	Agreed
	

	
	
	2226
	CR 0040 29.486 Rel-16 Termination of Downlink Message Delivery procedure
	ZTE
	Not Pursued
	Huawei: I think the change is not an essential correction. 29.486 is the same as other northbound API and there is separate clause to describe the DELETE operation. The CR is not needed from my point of view.

Same comment applies to the following CRs on the same topic.
ZTE: Which other northbound API do you mean, and they have resource creation procedure but no resource deletion procedure as well?

These CRs are not only for the completion, but also for the clarification, e.g. which service operation should be used for termination, there is no definition for that.

 

Further more, 2232/2233 contains more corrections, i.e., replacement of "Individual Application Requirement  " with " Individual Group Configuration".

and 2228/2229 also contains more corrections, i.e., replacement of “Individual Message Delivery” with “Individual File Distribution”.
Huawei: You can check 29.122 and 29.522.

ZTE: I checked 29.122&29.522, and found their skeleton structure are different with 29.486, e.g., 29.486 has a specific clause 5 defining services in detail, introducing service description, service operations and figures for procedures, it seems that the SBI template is used to create 29.486.

Do you want to strictly align 29.486 with 29.522, that means to restructrue the TS and remove the detail service related definition, or complete 29.486 as the CRs propose based on currect TS structure?

Huawei: Let’s check  the opinion from other companies during the CC. Anyway, it is not an essential correction. If  we agree to make some alignment, please do it in Rel-17.
ZTE: I can agree to do the changes in Rel-17. This CR should be not pursued.

Huawei: I am fine with the way forward.


	
	
	2227
	CR 0041 29.486 Rel-17 Termination of Downlink Message Delivery procedure
	ZTE
	Revised to 2495
	Huawei: See 2226.

ZTE: I can agree to do the changes in Rel-17. This CR should be Release 17, moved to TEI17.
Huawei: I am fine with the way forward.
Move to 17.28.2


	
	
	2228
	CR 0042 29.486 Rel-16 Termination of File Distribution procedure
	ZTE
	Revised to 2496
	ZTE: I can agree to do the changes in Rel-17. Only keep the correction of resource name, Individual Message Delivery->Individual File Distribution, change the CR title to "Correction of resource name in File Distribution termination procedure", and indicate no rel-17 mirror CR.
Huawei: I am fine with the way forward.
ZTE makes r1 available.


	
	
	2496
	CR 0042 29.486 Rel-16 Correction of resource name in File Distribution termination procedure
	ZTE
	Agreed
	

	
	
	2229
	CR 0043 29.486 Rel-17 Termination of File Distribution procedure
	ZTE
	Revised to 2497
	ZTE: I can agree to do the changes in Rel-17. Rel-17, move to TEI17.

Huawei: I am fine with the way forward.
2497 moved to 17.28.2


	
	
	2230
	CR 0044 29.486 Rel-16 Termination of Network Resource Reservation procedure
	ZTE
	Not Pursued
	ZTE: I can agree to do the changes in Rel-17. This CR should be not pursued.

Huawei: I am fine with the way forward.


	
	
	2231
	CR 0045 29.486 Rel-17 Termination of Network Resource Reservation procedure
	ZTE
	Revised to 2498
	ZTE: I can agree to do the changes in Rel-17.Rel-17 CR, move to TEI17.

Huawei: I am fine with the way forward.
2498 moved to 17.28.2


	
	
	2232
	CR 0046 29.486 Rel-16 Termination of Dynamic Group Configuration procedure
	ZTE
	Revised to 2499
	ZTE: I can agree to do the changes in Rel-17. Only keep the correction of resource name, Individual Application Requirement->Individual Group Configuration, change the CR title to "Correction of resource name in Dynamic Group Configuration procedure".
Huawei: I am fine with the way forward.
ZTE makes r1 available.


	
	
	2499
	CR 0046 29.486 Rel-16 Correction of resource name in Dynamic Group Configuration procedure
	ZTE
	Agreed
	

	
	
	2233
	CR 0047 29.486 Rel-17 Correction of resource name in Dynamic Group Configuration procedure
	ZTE
	Revised to 2500
	ZTE: I can agree to do the changes in Rel-17. See 2232. The rest changes of 2233 move to TEI17 CR.

Huawei: I am fine with the way forward.
ZTE makes r1 available.


	
	
	2500
	CR 0047 29.486 Rel-17 Correction of resource name in Dynamic Group Configuration procedure
	ZTE
	Agreed
	

	16.24
	xMB extension for mission critical services [MC_XMB-CT]
	
	
	
	
	CP-192253

	16.25
	CT aspects of enhancements for Common API Framework for 3GPP Northbound APIs [eCAPIF] 

	
	
	
	
	CP-192254

	16.26
	CT aspects of Service Enabler Architecture Layer for Verticals [SEAL]

	
	
	
	
	CP-192255 (CT1 leading)

	16.27
	CT aspect of single radio voice continuity from 5GS to 3G [5G_SRVCC]
	
	
	
	
	CP-193014 (CT4 leading)



	16.28
	Technical Enhancements and Improvements [TEI16]
Please use agenda 16.28.1 and 16.28.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI16 and the WI code of previous release (e.g. TEI16, SDCI-CT)
	
	
	
	
	

	16.28.1
	TEI16 for IMS/CS
	
	
	
	
	

	
	
	2471
	CR 1025 29.165 Rel-16 IMS data channel at the II-NNI
	Huawei, HiSilicon, Ericsson
	Agreed
	New tdoc to introduce it in Release 16. Category F.

Huawei makes a version available.

Huawei: The CR to Rel-16 C3-212471 got further offline comments:

- A blank row of Details for operator choice is necessary for each choice of Applicability.

-#For instance, the item number 5 in same table (Table C.3.1.13)  applies the manner.
R2 is made available.

NTT is fine with r2.

Ericsson is fine with r2.


	
	
	2470
	CR 1024 29.165 Rel-17 IMS data channel at the II-NNI
	Huawei, HiSilicon, Ericsson
	Revised to 2580
	Revision from 2262, TEI17. Category A.

Ericsson: I would like to confirm that your understanding is correct i.e., TS 29.165 does not describe the media capabilities which has the impact with SDP attributes only. "MTSI data channel" is described in TS 29.165 since the capability needs to support media feature tag over the II-NNI.
Huawei makes a version available.

Ericsson: CR revision is not updated, so revision is needed.


	
	
	2580
	CR 1024 29.165 Rel-17 IMS data channel at the II-NNI
	Huawei, HiSilicon, Ericsson
	Revised to 2593
	Final version uploaded.
Wrong revision.

	
	
	2593
	CR 1024 29.165 Rel-17 IMS data channel at the II-NNI
	Huawei, HiSilicon, Ericsson
	Agreed
	Ericsson is fine with the final version.

	16.28.2
	TEI16 for Packet Core
	2321
	CR 0770 29.512 Rel-16 Correction to QoS control in the VPLMN
	Ericsson
	Revised to 2512
	This CR impacts the Npcf_SMPolicyControl OpenAPI file with a backwards compatible correction.
Huawei: We have following comments on these two CRs:

1) Don’t see the requirement that SMF can provide a list of VPLMN default QoS

2) It’s not clear in stage 2 what parameters are included within the VPLMN default QoS. Not sure whether SubscribedDefaultQos is correct data type.

3) In subclause 4.2.4.5, descriptions regarding the session AMBR is not correct.

4) It shall be clarified that PCF shall consider the PLMN QoS constraints only when the UE is in the HR scenario and the PCF shall be able to update the session AMBR and default QoS when the UE comes back to the HPLMN.

5) The format of the NOTE is not correct in some changes.

Ericsson: 

1) my mistake. SA2 specifies only one. CT4 only specify one. So, though it would have been future proof to have a list (note that there is “no maximum” concept associated to a 5QI/ARP), I’m fine with leaving it to only one vplmnQos.
2) CT4 is considering that the VPLMN, in case of GBR default QoS flow, could also include the MBR and GBR. I could define a new data type for the VPLM req Qos in that sense, would it be ok?
3) ok, thanks. This is the change I’ve applied. Please, let me know if there is anything else to change. 
When the SMF detects that the default QoS supported in the VPLMN changes and if the "VPLMN-QoS-Control" feature is supported, the SMF shall notify of the change to the PCF by invoking the procedure defined in subclause 4.2.4.2, and shall include the new default QoS values supported in the VPLMN within the "vplmnDefQosList" attribute and the "VPLMN_DEF_QOS_CH" policy control request trigger within the "repPolicyCtrlReqTriggers" attribute. 
4) would something like the proposed text below satisfy the comment? 
NOTE  x:             Session AMBR constraints in the VPLMN stop applying to the PDU session when the UE is back in the HPLMN, and consequently the authorized Session AMBR can change
5) Will be corrected in r1.

Huawei:

For 2) add an EN.

For 4) the PCF shall authorize the session AMBR based on the operator's policy and, in the home routed roaming scenario, shall ensure that the authorized session AMBR value does not exceed the session AMBR value provided by the VPLMN, if available.

Ericsson: The comments have been accepted except the suggestion to include an Editor’s note

SA2, 23.502 indicates:

The QoS constraints from the VPLMN contains a 5QI and corresponding ARP value that the VPLMN can accept for the QoS Flow associated with the default QoS rule and the highest Session-AMBR that the VPLMN can accept.
NOTE 1:   The QoS constraints from the VPLMN are provided by the VPLMN to avoid the risk that V-SMF rejects the PDU Session in step 13 when controlling SLA with the HPLMN.
CT4 is aligned with it, adding the support of GBR Default QoS flow.

With this proposal, SA2, CT3 and CT4 are aligned. Is there anything specific Huawei intends to solve and is not covered yet with the proposed descriptions?.

Ericsson makes r1 available.
Perspecta Labs: Can we add Priority Level to the vPlmnQos in the CR? Since the default priority level associated with the 5QI can be overridden, the H-PCF would need to take into account the VPLMN constraints when selecting a Priority Level.

Huawei: I think for the VPLMN QoS constrains, the data type has been defined in CT4, we don’t need to define it again.

Ericsson makes r1 available accommodated to the CT4 model.
Huawei is fine with r1.

	
	
	2512
	CR 0770 29.512 Rel-16 Correction to QoS control in the VPLMN
	Ericsson
	Agreed
	

	
	
	2322
	CR 0771 29.512 Rel-17 Correction to QoS control in the VPLMN
	Ericsson
	Revised to 2513
	This CR impacts the Npcf_SMPolicyControl OpenAPI file with a backwards compatible correction.
See 2321.

	
	
	2513
	CR 0771 29.512 Rel-17 Correction to QoS control in the VPLMN
	Ericsson
	Agreed
	

	
	
	2342
	LS out   Rel-16 Reply LS on Server Domain Name Usage for Application Traffic Detection
	Huawei
	Revised to 2404
	Ericsson: Please receive my comments below
1) For The AF Application Identifier, please remove “(the association is done by the NEF which interacts with the PCF on behalf of the AF)”. 

2) For the following paragraph, please rewording “the NEF shall map the received AF Identifier to one AF application Identifier, wherein, only one AF application Identifier can be mapped by the NEF based on operator policy and/or local configuration.”     => “the NEF shall map the received AF Identifier to only one AF application Identifier based on operator policy and/or local configuration.”

3) Remove NOTE 2.

Nokia: I have one clarification question:

Did we remove NOTE 2 because we agreed it is inaccurate or because we agreed it is irrelevant?
Huawei: It’s correct but not so related with the question on the relationship among the identifiers asked by SA4. That’s why I put it as NOTE not normative text, and I am fine to remove it.
Nokia is fine with the revision.

Ericsson: Please add  “only” as mail comments  “the NEF shall map the received AF Identifier to only one AF application Identifier based on operator policy and/or local configuration.”
Then I’m fine.

To Nokia: NOTE2 is not so relevant and not complete.
Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	2404
	LS out   Rel-16 Reply LS on Server Domain Name Usage for Application Traffic Detection
	Huawei
	Approved
	

	
	
	2594
	CR 0099 29.561 Rel-16 Clarify 5GS interworking with EPS for EAP based secondary AUTH in RADIUS message flow
	Ericsson
	Agreed
	Revision of C3-212271, in 15.2.8.

WI code: TEI16, 5GS_Ph1-CT. Cat F.

	
	
	2595
	CR 0101 29.561 Rel-16 Clarify 5GS interworking with EPS for EAP based secondary AUTH in Diameter message flow
	Ericsson
	Agreed
	Revision of C3-212273, in 15.2.8.

WI code: TEI16, 5GS_Ph1-CT. Cat F.

	16.29
	OpenAPI version updates
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	Release 17
	
	
	
	
	

	17.1
	Rel-17 Work Items
Please use agenda item 17.1 for Discussion Papers or Working Plans not related to an existing  Work Item or submitted WID.
	2353
	Discussion Rel 17 Discussion paper on 5MBS status
	Huawei
	Noted
	Use a CT3/CT4 thread:

[CT3/CT4][5MBS][DP] [C3-212353/C4-212126] [Discussion paper on 5MBS status]

Nokia: 1. The DISC paper says: 

“SA4 is discussing with SA2 which protocols should be used for the following control plane (CP) and user plane (UP) interfaces:

•            Nx1 (CP) interface between MBSF/NEF and MB-SMF

•            Nx2 (CP) interface between MBSF/NEF and MBSTF

•            Nx3 (CP) between MBSF/NEF and PCF.”

as reported from our SA2 team, it is not correct that protocols were discussed. Discussions also focused on Nx2 interface between the MBSF/NEF and MBSTF Interface, where SA4 questioned if that interface is service based and SA2 did not decide but allowed SA4 to define detailed stage 2. For Nx1 and Nx3 SA4 is hardly involved.

2. The DISC paper says: 

"If however SA2 and SA4 decide to use SBI also for Nmb, Nx1, Nx2 and Nx3 interfaces, CT4 and CT3 may be involved in this work."

CT4/CT3 shall be responsible for the protocol selection for the reference points they are responsible for. So the question is which WG is responsible for the protocol definition (and selection) of Nx1, Nx2 and Nx3. 

3. The reference point between SMF and MB-SMF cannot be N16 as the services to be exposed by the MB-SMF have nothing in common with the existing N16 reference point. Stage 2 needs to be corrected (and e.g. S2-2102282 referenced by Horst below does so), and CT4 work is NOT "limited to enhancements to the existing N-interfaces" since a new CT4 TS is needed to define the MB-SMF services exposed to other 5GC NFs (e.g. AMF, SMF, MBSF/NEF). As per the comments we already made at the last CT4 meeting.

As shown e.g. in S2-2102282, there are several new interfaces introduced by 5MBS, that should be in CT4 and CT3 remit.
Rational for CT4 being responsible for the MB-SMF APIs:

- This is a CN internal interface, not related to policy, with 5GC NF consumers being AMF, SMF, MBSF/NEF. 

- the MB-SMF APIs will support in particular creating, update, deleting an MBS session, and starting/stopping multicast traffic. CT4 is responsible for the SMF API  to create/update/deletion PDU session, and in the legacy EPC, CT4 is also responsible for the Sm protocol definition to start/stop MBMS sessions.

Nokia: 5MBS is in discussion in SA2 still. This means that requirements to the reference points, the architecture and the naming of reference point could change. As a result, it is fine to submit the WID to CT3#116e.
Independent from the stage 2 discussions and possible requirement changes we will have some interfaces that will be in the scope of CT3 (assumption that SBI approach will be used). Some first comments to the allocation of reference points to working groups, which could make sense and which should be discussed to define the WID during  the next CT3/CT4 meeting finally:

CT3:

· Nmb3 (NEF related, MB control)

· Nmb4 (MB user plane level)

· Nmb5 (MB user plane level)

· Nmb6 (maybe something will be reused from N33)

· N7mb (policy related interface)

CT4:
· Nmb1

· N16mb (no more pure N16)

· N11mb

Nmb2
· Depends on the interface requirements (extension of xMB could mean an allocation to CT3, if not it could mean an allocation to SA4)
The DP is considered the first step to initiate the discussions for splitting the work in order to make a more stable proposal based on the progress of stage 2.

Further comments will be provided in the Exploders. Companies are welcome to provide comments.

Wait for this feedback from other companies and see whether some relevant information needs to be addressed in the future WID.

Huawei: S2-2102282 changes few assumptions, but SA2 hasn’t agreed that proposal yet. Let’s give SA2 some time to sort out things. There are too many moving parts right now.  

Nokia: Regardless of how interfaces are named, new NFs/network entities and new interfaces are defined in the architecture for 5MBS, and discussing the work split for the protocol work companies expect between CT4, CT3 and SA4, according to the ToRs of each WG, would help. 

Huawei:

I agree CT3 and CT4 should discuss the work split, as far as possible. My point was S2-2102282 proposes to change few important assumptions and therefore it will be premature for us to assume anything until SA2 agrees or rejects these. Below is the list of TS 23.247 provisions, which S2-2102282 challenges and which IMO prevent CT groups from decisions at this stage:
· [Proposal-1] Remove “The MB-SMF is an enhanced SMF and the MB-UPF is an enhanced UPF” in NOTE 1 in clause 5.1, as MB-SMF and MB-UPF are defined as new NFs.

· [Proposal-2] Define new reference points for MB-SMF and MB-UPF which are different from the ones for SMF and UPF. This implies CT4 should not enhance existing specs, but rather start new TSes.

· [Proposal-6] Remove Nx3 reference point.

· [Proposal-8] In service-based architecture, NEF should utilize Nmbsf provided by the MBSF, instead of xMB-C/MB2-C. In reference point architecture, define a new reference point (Nmb3) between the MBSF and the NEF.

· [Proposal-9] Define a new reference point (Nmb4) between the MBSTF and the AF/AS,  a new reference point (Nmb5) between the MB-UPF and the MBSTF, and a new reference point (Nmb6) between MBSF and AF/AS .

Having said that, we should try to sort out which interfaces will be owned by CT4 and which by CT3. I’m fine with your proposal, which I understood should be something like the following.

CT4: 

· between MB-UPF and UPF

· between MB-UPF and NG-RAN

· between MB-UPF and MBSTF

· between MB-UPF and AF/AS

· between MB-SMF and MB-UPF

· between MB-SMF and SMF 

· between MB-SMF and AMF

· between MB-SMF and MBSF

CT3:

· between PCF and MB-SMF

· between PCF and MBSF

· between PCF and NEF

· between MBSF and AF/AS

· between NEF and AF/AS

Not sure:

· between MB-SMF and NEF 

· between MBSF and MBSTF

Please share your views on the above.

Nokia: 

CT4: 
· between MB-UPF and UPF

· between MB-UPF and NG-RAN

· between MB-UPF and MBSTF  Nokia> No – we expect this UP interface to be defined by CT3 (like N6 is defined by CT3 in 29.561)

· between MB-UPF and AF/AS  Nokia> No – we expect this UP interface to be defined by CT3 (like N6 is defined by CT3 in 29.561)
· between MB-SMF and MB-UPF

· between MB-SMF and SMF 

· between MB-SMF and AMF

· between MB-SMF and MBSF

CT3:

· between PCF and MB-SMF

· between PCF and MBSF Nokia> there is no such interface defined to my knowledge; but yes, if there is one.
· between PCF and NEF

· between MBSF and AF/AS

· between NEF and AF/AS

Not sure:

· between MB-SMF and NEF Nokia> CT4 (similar to MB-SMF service exposed to MBSF)
· between MBSF and MBSTF Nokia> SA4, CT3, or even possibly CT4  
Ericsson: SA2 is still discussing on S2-2102282 with revisions, with the latest 5G MBS system architecture in reference point representation different from the one listed in Nokia yesterday mail.

And checking with our SA2 colleague information on related interfaces, still need to wait SA4 discussion and decision. 

Nmb2 has been discussed. It should be decided by  SA4 (maybe together with CT group). 

Nmb3 hasn’t been discussed. It should also be decided by SA4 (maybe together with CT group). 

Nmb1 hasn’t been discussed.

Currently still a number of system level issues is still under discussion and comparison in stage 2,

Prefer to still follow the same consideration till SA2 and SA4 finalize 5MBS architecture and decide what protocols will be used for 5MBS-specific interfaces, 

Then to be effective to discuss related CT base on stable Architecture and Reference Points from stage2.

Huawei: I believe the work split between CT3 and CT4 can be reviewed already now, despite somewhat shaky stage 2. Here is the ‘clean’ proposal for your convenience. Please give this a thought.
CT4: 

· between MB-UPF and UPF

· between MB-UPF and NG-RAN

· between MB-SMF and MB-UPF

· between MB-SMF and SMF 

· between MB-SMF and AMF

· between MB-SMF and MBSF

· between MB-SMF and NEF

CT3:

· between PCF and MB-SMF

· between PCF and NEF

· between MBSF and AF/AS

· between NEF and AF/AS

· between MB-UPF and MBSTF

· between MB-UPF and AF/AS

Pending SA2/SA4 decisions:

· between MBSF and MBSTF. Either SA4, CT3, or CT4  

Huawei to Nokia: Are there any objections to the below work split among CT3 and CT4 colleagues?

When we finalize this list, it will become CT working assumption. I will use this and also the outcome of the SA2/SA4 discussions when drafting the 5MBS WID for the next meeting.

Huawei shares a related SA4 LS.

Ericsson: SA4 LS with attached TR 26.802 v1.2.0 still missing evaluation and conclusion.
And ACTION:      SA4 kindly asks SA2 to:

1)  Let SA4 know if SA2 has any comments on the work split proposed in clause 7.3 in the attached draft TR 26.802.

2)  Consider renaming xMB-C to Nmbsf or Nx4, and xMB-U to Nmbstf or Nx5, in line with the 5GC reference point naming convention.

3)  Take into account SA4 design considerations for the Nx2 reference point documented in clause 5.3 of the attached draft TR 26.802.

4)  Keep SA4 updated on the progress of TS 23.247.

Ie. SA4 and SA2 close co-working still needed, including SA2 approved CR S2-2102282r04 in TS 23.247 and as mentioned Nmb3 and Nmb1 has not been discussed, 

The stage2 updates and potential impacts still need to be addressed, for your next meeting WID proposal consideration.



	17.1.1
	New or revised Work Items
	2032
	WID revised   Rel-17 Revised WID on CT aspects of Enhancement for Proximity based Services in 5GS
	CATT
	Revised to 2358
	Revision of CP-210292
Nokia: I would like to request clarification on the following:

1) Where does the requirement for defining an AF service for Direct Discovery authorization come from? The SA2 WID has nothing explicitly related to this and the selected authorization-related solutions of the SA2 TR (#17, #35, #36) list no impacts at all for the AF. I might have missed something, of course.

2) Shouldn't the NOTE for excluding L2 U2U relaying be added only after it has been agreed at SA2?

Huawei:

The added NOTE 4 and the bullet above it do not capture the current status in SA2. Indeed, both Layer 2 and Layer 3 U2U relay are not pursued for the time being in SA2. Therefore, we propose to reword this part as follows:
-    support the UE-to-Network relay and UE-to-UE relay for proximity based services in 5GS including relay selection and reselection, relay QoS, UE-to-Network relay authentication and authorization, etc.;

NOTE 4:         Whether Layer 2 and/or Layer 3 UE-to-UE relay for ProSe in 5GS is not pursued and whether Layer 3 UE-to-UE relay for ProSe in 5GS is/are pursued or not is subject to SA2’s conclusion. 
Also, can you please add Huawei to the list of supporting companies?

CATT:

1. A new AF service Naf_ProSe has been specified in last SA2 conference, please check latest 23.502.

2. From my RAN colleague, Layer-2 UE-to-UE relay is not in RAN objective. So it is not pursued by SA2. I think it is a consensus in SA2. I suggest you had better check with your SA2’s colleague. 

Nokia: I see. With regard to 2, yes, I know about the RAN plenary decision and the SA2 “intentions”, I just wondered if we should wait for the SA2 WID revision, but I guess not then, it’s fine.
CATT makes r1 available. Huawei and Hisilicon are added as supporting companies.
Huawei is fine with r1.
CT3 can endorse this proposal.

CATT: The latest ProSe WID proposal is revised based on CT1’s comments:

The changes include:

1. Remove the NOTE about UE-to-UE relay.
2. Reword the specification about AF ProSe Service TS. 
R2 is made available.

Huawei is fine with r2.

	
	
	2358
	WID revised   Rel-17 Revised WID on CT aspects of Enhancement for Proximity based Services in 5GS
	CATT
	Endorsed
	

	
	
	2036
	WID revised   Rel-17 Service Based Interface Protocol Improvements Release 17
	Huawei, China Mobile
	Revised to 2359
	Revision of CP-201075
Nokia: see comment to DP C3-212114/C4-212204 on the CT3/CT4 exploders.

Ericsson: believes that impacts that are applicable to all APIs should be done under same work item i.e. under SBIProtoc17 and therefore related NB TSs should not be removed from this work item.

Ericsson agrees that improvements applicable only to Northbound APIs should not be done under SBIProtoc17 work item. To make this clear, instead of removing CT3 NB TSs, a note should be added e.g.:

NOTE:   Improvements applicable only for Northbound APIs are not covered by this WID.

5G TS 29.535 is now under change control and needs to be added to the SBIProtoc17 work item.

For SBIProtoc17 work item target completion plenary# should indicate the release 17 stage 3 protocol freeze and therefore should be changed to CT#95 (March, 2022).

Nokia: has the same opinion as Ericsson (see C3/CT4 exploders) and the preference to use SBIProtoc17.
Huawei: As discussed during the CC, I fully agree with you all that the NB APIs respect the general API guidelines, but the NB APIs are not service based interfaces, which should not be included under the SBIProtoc17 WID. And in order to avoid confusion that some CRs need to change the WI during the discussion, it would be better to have a clean and decoupled scope between the NBI17 and SBIProtoc17 WID.

Hence, I would suggest, similar as eNAPIs and SBIProtoc16, to still remove the NB APIs from SBIProtoc17 WID but add a NOTE in the new NBI17 WID as follows:

NOTE: The common enhancement of NB APIs should respect the general API guidelines.

What do you think?
Ericsson:

To Huawei, you said in conference call that one of the reason for having to two separate WIDs is to not confuse delegates which work item to use when updating particular TS according to WID scope.

I have to admit that I am not sure that I can explain to someone how TS 29.517 which defines Naf_EventExposure service should be handled since in the scope of TS both trusted and untrusted AFs are covered:
· if we apply logic that all NB APIs should be moved to the NBI17 then it should be removed from SBIProtoc17.

· if we apply the logic that SBIProtoc17 covers ALL SBI interfaces then it should be kept in SBIProtoc17.

If TS 29.517 should be part only of one work item:

· If it is part of SBIProtoc17 then it should be clear in the NBI17 that NBI17 does not cover SBI-based NB APIs.

· If it is moved to NBI17 then it should be clear in the SBIProtoc17 scope that it excludes SBI for NB APIs.

The note you proposed to be added in NBI17 is also included in mail related to NBI17 WID, and then Ericsson will provide response.

Huawei: As I mentioned during the CC, I prefer to keep the TS 29.517 into the SBIProtoc17 WID since the common aspects can’t be defined in the TS twice and in different way as I know, taking the redirecting handling for example. We also handled TS 29.517 in the same approach in Rel-16. But I am open here.
R1 is made available where the completion date is updated, the clarification NOTE is added and the TS 29.535 is added as one impacted TS.

Nokia: If you would like to keep 29.517 in SBIProtoc17, it would be informative to add a short information for 29.517, why 29.517 is an exception in relation to northbound APIs (note says: no northbound APIs included) although it is a northbound API between NEF and AF (e.g. because of the reasoning Ericsson mentioned in the second bullet below, or SBI with reference to design principles of 29.501, …, ?). In any case it should be listed in one WID only.

Huawei will make a proposal of clarification of the criteria that justifies TS 29.517 being in SBIProtoc17.
Huawei makes r1 available.

Nokia: What do you think about (bracket because of the discussion what is an northbound interface, normally it is for me an interface for communication of from a lower level entity to a higher level entity, so the terminology can be used within the 3GPP domain, e.g. N7 could be interpreted as the northbound of SMF to PCF):
NOTE 1:  Only the services which are only be consumed by 5GC NFs are covered by this WID.

NOTE 2:  Protocol improvements and corrections applicable for 3GPP Northbound APIs (APIs between an 3GPP own entity and a higher level entity not owned by 3GPP) are not covered by this WID. A trusted domain entity is rated as an 3GPP own entity (means e.g. 3GPP TS 29.517 is listed in this WID).
Maybe you have an idea for something better. I do not find it very convenient to list 29.517 in SBIProtoc17, but if the group would like to have it in this way, it is a way forward. 
Ericsson: we prefer to add only one note ad proposed by Nokia,  but the second sentence should be removed. We agreed that all impacts on TS 29.517 will be covered within one work item, and second sentence may cause confusion related to untrusted AF. Therefore we propose to just add:
NOTE 2: Protocol improvements and corrections applicable for 3GPP Northbound APIs (APIs between an 3GPP own entity and a higher level entity not owned by 3GPP) are not covered by this WID.

Huawei is fine with the NOTE. R3 is made available.

Ericsson is fine with r3.

Nokia is fine with r3.

CT3 can endorse this proposal.


	
	
	2359
	WID revised   Rel-17 Service Based Interface Protocol Improvements Release 17
	Huawei, China Mobile
	Endorsed
	

	
	
	2038
	WID revised   Rel-17 Revised WID on Enablers for Network Automation for 5G - phase 2
	China Mobile Com. Corporation
	Revised to 2360
	Revision of CP-210290
Nokia: Given that only an ADRF NF (and no DRF NF) is defined in SA2, Nokia proposes the following corrections:
1) Remove the bullet “Potential support of Data Repository Functionality (DRF) API(s), which may be used to store collected data and analytics from and for multiple NF(s)”

2) Correct the bullet beneath it as “Support of Analytics Data Repository Function (ADRF) API(s), which may be used to store and retrieve collected data and analytics”

3) Remove DRF also from “Support DCCF, ADRF, MFAF and potential DRF registration, discovery and selection”
Ericsson:

Agree with Nokia’s comments on removing DRF contents, 

since although DRF is included in conclusion of TR 23.700-91 h00, while in TS 23.288 h00 only ADRF is presented instead, No presence of DRF. 

China Mobile makes r1 available.

Nokia is fine with r1.
China Mobile makes r2 available.

I have one more comment to ask experts for help.
Currently the TS name of 29.552 in both WID and website does not containing "stage 3". Is it possible and is it needed to change the WID to add "stage 3" at the end of the TS?
Ericsson: I’m fine with C3-212038r2.

I’m fine with 29.552 adding with stage 3 in the TS naming, just Sorry I don’t know the suitable procedure, maybe you could get advice from MCC / Chair.
China Mobile: R3 is made available. For the TS names, used "services" instead of "service" for the DCCF, ADRF, MFAF APIs.

Any further comments are welcome.

Intel: Please add Intel as additional supporting company.
China Mobile: I'll add intel as supporting company in the revision.
CT3 can agree with this proposal.


	
	
	2360
	WID revised   Rel-17 Revised WID on Enablers for Network Automation for 5G - phase 2
	China Mobile Com. Corporation
	Agreed
	

	
	
	2049
	WID revised   Rel-17 Revised WID on N7 Interfaces Enhancements to Support GERAN and UTRAN
	China Mobile Com. Corporation
	Revised to 2514
	Revision of CP-210186
CT4 could be impacted. See related CR.

SA2 final outcome requires CT4 impacts. Companies will check it.

Should be shared with CT4.

China Mobile: provides an updated WID with CT4 impacts. R1 is made available.

	
	
	2514
	WID revised   Rel-17 Revised WID on N7 Interfaces Enhancements to Support GERAN and UTRAN
	China Mobile Com. Corporation
	Agreed
	

	
	
	2110
	WID revised   Rel-17 CT aspects on Dynamically Changing AM Policies in the 5GC
	Ericsson
	Revised to 2361
	Huawei:

Regarding this revision of the TEI17_DCAMP WID, we have the following comments:
· In clause 4, penultimate bullet in CT3 part:

BSF new functionality to enable the discovery of the PCF-AM (for a UE) and to notify about the registration of a new PCF-SM (for thea PDU session) for a DNN, S-NSSAI and SUPI combination or a new PCF (for a UE). 

· In clause 5, TS 29.521 line of “Impacted existing TS/TR” table:

Updates to support the Dynamic Change of AM Policies in 5GC. Impacts to support the registration and discovery of the PCF for a UE. Impacts to support the notification of a new registered PCF for a PDU session or PCF for a UE.
· Regarding the removed NOTE under the “New specifications” table in clause 5, we are fine with it and hence with defining a new TS for the new Npcf_AMPolicyAuthorization service, especially that the numbering of TS 29.514 does not allow to add new services in a “nice” way.

This being said, we think that we need to have a discussion as a WG on how we handle similar situations as we cannot afford to continue having dedicated TSs per service. One proposal for the PCF case would be to define TS 29.534 as a general TS for this new Npcf_AMPolicyAuthorization but also for all the future PCF services. In this case, we would have to change its name. For future NFs defined by CT3, we believe that it is easier for everybody to define one single TS for all the services defined for a new NF.
Ericsson: Highlighted in yellow my understanding of current SA2 status:
5.2.13.2.8            Nbsf_Management_Notify service operation

Service Operation name: Nbsf_Management Notify
Description: BSF can notify NEF or AF or PCF for a UE of newly registered PCF for a PDU Session or of deregistered PCF for a PDU Session.

So far, there is no need to update the WID to support the BSF support of registration status of the PCF for a UE. We could update it when required.

For the rest of the comments I’m ok.

About “we need to have a discussion as a WG on how we handle similar situations as we cannot afford to continue having dedicated TSs per service”,

the DP 2109 “Discussion on Access and Mobility Policy Authorization service” deals about the reasons why Ericsson proposes a TS separated from existing TSs and the benefits of having it separated. 

It would be appreciated if you could clarify why your perception is that “CT3 cannot afford continue having dedicated TSs per service”.
Huawei: The description of the subscribe operation and the remaining descriptions in TS 29.502/29.503 say otherwise.

Therefore, I think that the description of the notify service operation misses this part.
Regarding the removed NOTE, let me further clarify:

· We are OK to define the new service in a new TS.

· What we are proposing is to make this new TS general enough so that it can contain all future PCF services. This comment is general and is not solely related to this case, as the objective from it is to discuss whether it would be beneficial to avoid having an endless number of TSs if we continue with the one TS per service approach. Also, defining 2 or more services in the same TS does not mean that these services are somehow related (e.g. TS 29.503, TS 29.509, TS 29.522, etc.).

Nokia: We agree with Huawei with regard to the scope of Nbsf_Management_Subscribe/Notify. Changes of a PCF for a UE can also be subscribed and notified, as also documented in step 2 of Figure 4.15.6.9.2-1 of 23.502.

We agree with trying to follow the “one TS per NF” principle wherever possible and meaningful (i.e., for new NFs or for NFs that have only one TS until now), but given the current situation of the PCF-related TSs, we propose to keep 29.534 for Npcf_AMPolicyAuthorization. 
To companies: provide arguments in favor or against having a common TS for remaining PCF provided services.
Huawei:

Regarding the discussion we had today on TS handling, please find below our proposal:
· As our intention is clearly to not stop the progress of the specification of the new Npcf_AMPolicyAuthorization service, we are fine to proceed with a dedicated TS for this service.

· For the next meeting, we propose to agree on the creation of a new TS, “Policy Control Function Services”, to contain all the services exposed by the PCF in the following way:

· For the existing PCF services defined in dedicated TSs, only have a reference to the relevant TS where the service is defined, e.g.:

5.2       Npcf_PolicyAuthorization Service

This service is specified in 3GPP TS 29.514 [xx].
6.1       Npcf_PolicyAuthorization Service API
This service API is specified in 3GPP TS 29.514 [xx].
· This TS will hence contain all the future PCF services.
This will enable to avoid having an endless number of TSs as we already explained and consolidate all PCF services in one single TS. If this approach is acceptable to all companies, we can of course apply it to other NFs under CT3’s responsibility.

Ericsson: The WID is updated covering the BSF impacts to notify about the registration of a new PCF for a UE. R1 is made available.

For the TS 29.534, I understand that PCC diverges in the way to document SBI services in CT4. That divergence doesn’t make the approach is wrong, only makes it different. In fact, there are aspects that make it better than grouping the SBI services per NF type. E.g., my concern about the “size” of a TS is more for big ones than for small ones, because my computer suffers with big size word docs (regular computer, so probably regular readers would suffer it in the same way). 

If we agree that there is no technical advantage because any relation between SBI services is documented in the corresponding interaction flows, we can continue with the current TS split for PCC services. We could take the discussion back for new NFs or per service basis. For PCF, I still think we should continue as we are. 

For the time being, I prefer not to generate a TS for Policy Control Services.

Huawei: First of all and as indicated during last Friday’s conf call, please note that we are fine with 2110_r1 and with having a dedicated TS for the new Npcf_AMPolicyAuthorization service.

Regarding the proposal to have a TS for all PCF services, we are also fine not to pursue it as it seems that the majority is not in favor. We maintain though our proposal to evaluate the possibility to have a single TS for all the services exposed by an NF in the future for other new or existing NFs.

Ericsson: The WID will be shared with CT4. If there are further comments provide them.

Huawei: No further comments from our side.

CT3 can agree with this WID. Waiting for the endorsement of CT4.



	
	
	2361
	WID revised   Rel-17 CT aspects on Dynamically Changing AM Policies in the 5GC
	Ericsson
	Agreed
	

	
	
	2114
	discussion   Rel-17 Open issues on 3GPP Northbound interfaces
	Huawei
	Noted
	Use a CT3/CT4 thread:

[CT3/CT4][WID][DP] [C3-212114/C4-212204] [Discussion Open issues on 3GPP Northbound interfaces]
Nokia: The following comment also relates to C3-212115 (NBI17) and C3-212036 (SBIProtoc17). Nokia agrees that a WI should cover aspects for northbound interfaces that cannot be allocated to other Rel-17 WIs directly.
Two approaches are possible:

· Enhancement of the CT4 WI SBIProtoc17 with missing specifications and not defining a separate WI in CT3 independent of the CT4 responsibility for northbound interfaces.

· As Huawei proposed: Definition of a new WI for the northbound interfaces and removal of specification from SBIProtoc17, which could force misunderstandings during Tdoc definition and the mapping to work items.

It is proposed that CT3 decides on the way to go forward, because the northbound interfaces are the main issue. Although the issues related to misunderstandings does no more hold true based on the second bullet, Nokia has a preference to agree on one WI (enhancement of SBIProtoc17) and not to introduce a further WI for the northbound interfaces. Both approaches are possible of course. The final decision should be done by CT3.

Ericsson: Ericsson agree to have Rel-17 new WID on those enhancement only applicable to Northbound Interfaces, which cannot be covered in SBIProtoc17, other Rel-17 WIDs or TEI17+older release WI.
So the scope of the WID proposed in the Discussion Paper need to be narrowed to be accepted:

Key Issue#2, those common SBI enhancement applicable to all APIs should be kept within current SBIProtoc17 WI and not under this work item because they are not specific to NB APIs.

       Key Issue#3, issues 6, 7, 8 are all function related have the related function WIDs some need stage 2 requirement like issue 6 , should be removed from the scope of this work item.

                             issue 9 need to specify the contents of the applicable alignment on NB related protocol(status code, error handling etc.) , excluding those required from stage 2 or decided within CT4.
Issue 6 will be removed.
Huawei: 
The NB APIs is not service based interfaces as 5GC APIs, stage 2 even didn’t define services for the SCEF northbound APIs, which should not be covered by the SBIProtoc17 WID. 

As C3-212114 explained, the common aspects of NB APIs are different with the common aspects of 5GC APIs, and CT3 always decouple the discussion on the enhancement of NB APIs and 5GC APIs. Besides, in order to avoid confusion that some CRs need to change the WI during the discussion, it would be better to have a clean and decoupled scope between the NBI17 and SBIProtoc17 WID, similar as eNAPIs WI and SBIProtoc16 WI.

I fully agree with you that the NB APIs shall respect the general API guidelines, hence, I can add an NOTE in the new WID as follows:

NOTE: The common enhancement of NB APIs should respect the general API guidelines.

What do you think?

Fine to removed issue#6 from the scope of NBI17, but issue#7 is the requirement from stage 2 based on TS 23.682 but miss to be defined in stage 3. For issue#8, since the notification destination can always be updated in each HTTP PUT request via modification procedure, hence, it can also be updated via the HTTP PATCH operation if defined, right?

Issue#9 is to solve issues similar as C3-211188  (the last known location report), since the southbound interface may define different logic with the northbound interface, which should be aligned. For sure, it will not include the issues which requires stage 2 requirement.

Nokia: The following comment also relates to C3-212115 (NBI17) and C3-212036 (SBIProtoc17). Nokia agrees that a WI should cover aspects for northbound interfaces that cannot be allocated to other Rel-17 WIs directly.
Two approaches are possible:

· Enhancement of the CT4 WI SBIProtoc17 with missing specifications and not defining a separate WI in CT3 independent of the CT4 responsibility for northbound interfaces.

· As Huawei proposed: Definition of a new WI for the northbound interfaces and removal of specification from SBIProtoc17, which could force misunderstandings during Tdoc definition and the mapping to work items.

It is proposed that CT3 decides on the way to go forward, because the northbound interfaces are the main issue. Although the issues related to misunderstandings does no more hold true based on the second bullet, Nokia has a preference to agree on one WI (enhancement of SBIProtoc17) and not to introduce a further WI for the northbound interfaces. Both approaches are possible of course. The final decision should be done by CT3.

Ericsson.

All the NB APIs is still need storage of YAML files in 3GPP Forge to pass the same 5GC API tool evaluation, the OpenAPI version and TS version in externalDocs field, Description, indentation requirements etc. SBI related common requirement is still applicable, in which the existing SBIProtoc17 WI has been already contributed valuable CRs.

And we have internal discussed, instead of adding above NOTE, we’d prefer to update the 1st sentence in clause 4 as follows:

The objective of this work item is to specify the technical enhancements and necessary changes to the 3GPP Northbound Interfaces and APIs, following the principles in TS 29.500 & TS 29.501 when possible, which are not covered by the other dedicated Wis.

Thanks accept remove issue#6. For issue#7, it’s is related to function, covered in TEI17_GroupEventMont scope. For issue#8, please add the scope “for the APIs that already support the PUT”, then fine to keep.

Issue#9 just need revision to specify the applicable scope, then fine to keep.

Huawei:

I am not saying the NB APIs will not follow the general API guidelines but considering the NB APIs are not suitable to be included under the SBIProtoc17 WI.
I am fine with the new added context to be added into the NBI17 WI to indicate that the NB APIs shall respect the general API guidelines.

For issue#8, it shall not be covered by the TEI17_GEM WI, but issue#8 has already been specified in TS 23.682 from Release-15.

Currently, the SCEF/NEF northbound already support to provide the list of configuration failure result to the SCS/AS or AF for one or more group members as defined via the “configResults” attribute within the MonitoringNotification data in clause 5.3.2.2.2 of TS 29.122, but unfortunately, the HSS/UDM didn’t support to provide the list of failed configuration result to the SCEF/NEF yet. Hence, issue#8 is proposed to define the missed Rel-15 requirement into stage 3, to complete the end to end procedure.
We should fully follow the stage 2 scope of TEI17_GEM WI in stage 3, not mixture any other grouping-based issues into the WI (just because the title of the WI is group-based event monitoring).

Ericsson: With the new added description, we accept NBI17 WID to cover all NB APIs and we prefer TS 29.517 to be also part of this NBI17 API, meanwhile keeping TS 29.517 in SBIProtoco17 for trusted AF Naf SBI scope.

Fine to keep issue 7.

Huawei: I will update the WID accordingly.


	
	
	2115
	WID new   Rel-17 Enhancements of 3GPP Northbound Interfaces
	Huawei
	Revised to 2362
	Nokia: see comment to DP C3-212114/C4-212204 on the CT3/CT4 exploders.

Ericsson: Please see comments to DP C3-212114/C4-212204 on the CT3/CT4 exploders.
and further comments as below

Clause 4 Objective, 

last bullet, please change “specific Rel-17 WIs” => “specific Wis”, since the former Release WI plus TEI17 should be used, not belong this new WID.

For ProSe PC2 interface, better to remove it together in clause 5, or if the potential impact could be identified then keep the same Potential description as in clause 5.

Clause 5, What’s the identify impact to TS 29.230 and TS 29.343? perception to the possible impact to TS 29.230 aroused by other function WI new feature requirement, prefer to remove it.
Ericsson: Would you refer to my latest comments to DP C3-212114 to update this WID ?

and please add Ericsson as Supporting Company.
Huawei makes r1 available.

The pending issue is that how to handle TS 29.517 as discussed under the email thread of C3-212036, we can further discuss it during today’s CC.

To Ericsson, I already put ProSe Pc2 interface as potential impact for TS 29.343 since it is also one of the northbound interfaces, and I didn’t list all the detailed SCEF/NEF related issues as described in C3-212114 into the WID since my understanding is that the WID should be kept as more general and more detailed issues can be figured out in future.
Nokia: Looks good so far.

Ericsson is fine with r1.
Deutsche Telekom: from our perspective we would like to remove TS29.503 and TS 29.518 from the affected Specs. In our understanding UDM and AMF are core network internal services.
CT3 agrees with the proposal. Waiting for CT4 endorsement.
Huawei to DT: It’s similar as eNAPIs, some enhancement will also be required for southbound interfaces to complete some end to end service capability exposure procedure.

Taking the issue#7 of the DP for example, it has been specified in TS 23.682 from Release-15.
Currently, the SCEF/NEF northbound already support to provide the list of configuration failure result (but only two failure reasons are defined, i.e. roaming not allowed and other) to the SCS/AS or AF for one or more group members as defined via the “configResults” attribute within the MonitoringNotification data in clause 5.3.2.2.2 of TS 29.122, but unfortunately, the HSS/UDM didn’t support to provide the list of failed configuration result to the SCEF/NEF yet. Hence, issue#7 is proposed to define the missed Rel-15 requirement into stage 3, to complete the end to end procedure. If more failure reasons are introduced by the HSS/UDM, then the SCEF/NEF northbound needs more enhancement.

That’s why I include the TS 29.503, TS 29.518 as impacted TSs under this WID to make sure the whole service capability exposure is aligned and completed, we consider NBI17 is the best WID to solve the kind of issues like issue#7.



	
	
	2362
	WID new   Rel-17 Enhancements of 3GPP Northbound Interfaces
	Huawei
	Agreed
	

	
	
	2116
	WID revised   Rel-17 Revised WID on eEDGE_5GC
	Huawei
	Revised to 2519
	Ericsson will send comments.

Ericsson: I’ve checked and fine with the CT3 updates in the Revised WID.
CT3 can consider this WID as endorsed.



	
	
	2519
	WID revised   Rel-17 Revised WID on eEDGE_5GC
	Huawei
	Endorsed
	

	
	
	2172
	discussion   Rel-17 Discussion on the enhancements of 5G PCC for interworking in Rel-17
	Huawei
	Noted
	Qualcomm: 

Under “5GS-EPS interworking scenario”, exactly which resource modification are you referring to, and what exactly is not supported?
b)            UE initiates a resource modification support

The UE-intiated resource modification is not supported when the UE establishes a PDN connection in the interworking scenario in TS 29.512.

Huawei: In current 29.512, we only support the UE uses the 5G-NAS to send the new packet filter and QoS requirement to request the QoS authorization and don’t support the UE uses the EPS-NAS to do that. But it is possible that UE request the QoS via the EPS-NAS.


	
	
	2173
	WID new   Rel-17 New WID on Rel-17 Enhancements of 5G PCC for interworking
	Huawei
	Revised to 2363
	Ericsson: Ericsson agrees that a new WI could cover the PCC aspects that cannot be allocated to other Rel-17 WIs directly and that could cover spill overs related to existing EPS functionality that could be beneficial to bring to 5GS if does not interfere with existing SA2 requirements (e.g., functionality not required by SA2 will not be included, as e.g. Volume Based Charging for N5 or the support of GCSE).
Taking that into account, the proposal is to reword accordingly the Objective clause, and be more concise on the topics it would address (instead of the generic protocol and interface enhancements), with an e.g. list of the topics to address.

PFD related functionality should be removed from this WID, since it has its own specific WID, right?

The title of the WID could indicate that it is the Rel-17 version of the en5GPccSer by changing the title to Rel-17 enhancements of 5G PCC related services.
Huawei makes r1 available.
Ericsson makes a proposal for clauses 3.4 & 5.

Huawei: Why do you remove volume based charging of IMS services from the WID?
Huawei makes r2 available.

Ericsson is fine with r2.

Nokia is also fine with the WID rev-2 and would be happy to be added to the list of supporting companies (Nokia and Nokia Shanghai Bell as usual).
Huawei makes r3 available.

Nokia is fine with r3.
Ericsson is fine with r3 and would like to be added to the list of supporting companies.



	
	
	2363
	WID new   Rel-17 New WID on enhancement of 5G PCC related services in Rel-17


	Huawei
	Agreed
	

	
	
	2208
	discussion   Rel-17 Discussion on work analysis for UASAPP
	Huawei
	Noted
	

	
	
	2213
	WID new   Rel-17 CT Aspects of Application Layer Support for Uncrewed Aerial Systems (UAS)
	Huawei
	Revised to 2355
	

	
	
	2355
	WID new   Rel-17 CT Aspects of Application Layer Support for Uncrewed Aerial Systems (UAS)
	Huawei
	Revised to 2364
	Samsung: I have the following comments and request your clarification.
1. In clause 2.3, other work items and dependencies 
a. if SA2 WID is already included, then SA2 study not needed. 
2. Justification clause talks about, “number of impacts on UE, core network (5GC and EPC)”. UASAPP work doesn’t have any impacts to UE and Core network. Hence, needs to be removed.

3. Following in justification clause is not needed. Conclusions of FS_UASAPP become part of normative work automatically, which will be covered in the SA6 work approved by SA in SP-200988

a.  and the conclusions of the Study phase (i.e. FS_UASAPP) that preceded it.

4. CT3 objectives includes potential enhancements to T8 and N33 APIs. To my knowledge, UASAPP work in SA6 did not agree any solutions that updates the core network services. SA6 solutions do consume them. The T8 and N33 enhancements should be included in the CT work resulting from SA2 WID. Can you clarify why these are included under this work?

5. Miscellaneous suggestions for CT3 objectives as below

a. Support/Enhancements of SEAL for the above mentioned services/APIs
b. Get UAV information in a range of UAV location to monitor UAV location deviation;

6. No CT4 impacts identified. May be, it is better to submit the CT4 for information to take their opinion as well?

Ericsson: I’d would like to add that in relation to CT3 objectives, the potential enhancements to Rx and N5 should not be covered by this WI either, but in the CT WI resulting from the SA2 work instead, and therefore should be removed.

Huawei to Samsung:

1. Ok. SID removed.
2. Can you please further clarify why you believe that the UASAPP WI does not have impacts on UE and CN?

3. Ok, removed.

4. Please refer to the discussion paper in 2208. Even if these impacts are going to be defined in SA2 in Stage 2, they should fall under the same WID in CT in Stage 3 in our opinion.
5. Added.
6. As per our analysis, there are no foreseen impacts to CT4 for the time being. Therefore, there is no need to involve CT4 for now.
R1 is made available.

Samsung:

Regarding, objectives impacting 3GPP core network services over T8 and N33, my point was, the parent work item for this WID as shown below is from SA6 work and not SA2 work. The SA2 impacts should be part of other CT WID “CT aspects for Support of Uncrewed Aerial Systems Connectivity, Identification, and Tracking [ID_UAS]” that was agreed last plenary. 

· Application layer support for Uncrewed Aerial System (UAS) – UASAPP (900025), SA6. 

Also, 2208 talks about key issues and conclusions from UASAPP work in SA6. Let me know if I missed anything. 

Qualcomm: I would second the opinions in the following: please remove impacts for Rx, T8 N5 for now till the impacts become very clear from SA2, this can be added as needed.

Can you also please elaborate on this:

Support of EES (Edge Enabler Server) and alignments with the Edge Enabler Layer

Does it imply: implementing support of EES (….)? Are we clear that there are no impact on Edge Enabler Layer itself in this WID?

Huawei: Please find my answers/comments below:
· Regarding the impacts to CN entities related to SA2 work, I understand that you all prefer to remove them from this WID. We are fine to proceed in this direction, but we need first to agree on where to put these impacts? UAS_ID WID or a brand new WID? I am not sure to understand how this should be handled, not only for this WID by the way.

· Regarding the impact “Support of EES (Edge Enabler Server) and alignments with the Edge Enabler Layer”, it is related to KI#10 of the TR and the associated Solution#16, where the EDGE framework is reused. My understanding is that it implies implementing the support of EES.

Samsung: To our my understanding, the CN impacts should be covered under UAS_ID WID, as SA2 WID is its parent WID. Basically like for EDGE, we have two CT WIDs resulting from SA2 and SA6 work, which are eEDGE_5GC and EDGEAPP. Any specific reason why the impacts to CN entities resulting from SA2 work, cannot be part of UAS_ID CT WID?
Huawei will propose a note to consider the CN impacts in the future. Companies will check if the note is suitable.

Qualcomm: Could you also please update the bullet as following:
-
Support of EES (Edge Enabler Server) and align the UAE layer with the Edge Enabler Layer.

to align with the TR. It’s also quite important that CT3 keeps in view that according to the TR evaluation, there is no expected impact on Edge Enabler Layer architecture.

Huawei: As per our discussion during last Friday’s conf call, please check the proposal in 2355_r2 where I have removed the impacts to 5G CN entities and added a NOTE to capture what we have discussed. I have also clarified the impacts to EDGE. R2 is made available.
Samsung: The proposed NOTE and updates to CT3 objectives are fine with me.
Ericsson is fine with the proposed changes.

Qualcomm: I am fine with changes except I propose to remove the text at the end of the note: adding reference to another WID is not clear at this point in time, and when it becomes clear it would need to be added to clause 2.3 (Other related Work Items and dependencies). So at this point in time its best to remove it:
NOTE 2:               It is FFS whether the impacts to 5GC network entities (e.g. T8 APIs, NEF NB APIs, Rx interface, Npcf_PolicyAuthorization), which are under the remit of SA2 in Stage 2, should be captured under this WID or under another WID.
With this change I would be fine with adding a note. Though I am still not clear on the issue that we are trying to address here, and any insights for my understanding would be appreciated: any specification added in stage-2 is added under a specific WID, which simply decides what corresponding WID to use to add the corresponding change in stage-3. The only exception I’ve seen is when there is so significant stage-2 provided that some aspects of this cannot be covered in an existing stage-3 WID, and hence we add a new WID in CT WGs by pointing to those stage-2 aspects that are not covered by existing stage-3 WIDs, but this is not the case here. So then I am still not clear what the issue is?
Qualcomm: Do you have an update on this? We can leave my question for now and see if we can integrate my proposed edit in the following.

Huawei: Your proposed change on the added NOTE’s text is fine for me, r3 is made available.

Regarding your question, I will get back to you asap.

Qualcomm is fine with that.

CT3 can endorse the WID.

Huawei:  Find a new version of the WID with the changes agreed in CT1 in  2355_r4. Please let me know if you have any further comments on it. I will upload the formal revision later today.

As for Qualcomm’s question: The problem here is that the Stage 2 WID is held by SA6 with impacts to SA2 and other WGs (e.g. SA3, SA4). The question is whether the aspects involving SA2 will be handled in SA2 under the same SA6 WID in Stage 2 or not, and then whether this translates to a single WID or several WIDs in CT WGs.
· The feedback that I had internally is that there should normally be only one single WID covering all Stage 2 aspects/work for a certain work item / functionality in Stage 3. One main example is 5G_eSBA, i.e. one WID In Stage 3 whereas the work has been conducted by several SA WGs (SA2, SA3, etc.) with even different WIDs.

· This being said, these SA6 WIDs are somewhat particular in the sense that there is a parallel WID in SA2 to define general CN related aspects and CT WGs have also followed this separation with 2 parallel WIDs also in CT WGs. In this sense, it is still not clear whether SA2 should define impacts coming from the SA6 WID under their existing WID and then in which one CT WG should carry out the SA2 work. The only example that I could find is V2XAPP WID that contains the impacts on CN entities.

· Anyway, let’s further think about it and decide later where to add these impacts as Stage 2 work in SA2 progresses. Hope this clarifies things.
Qualcomm is fine with the CT3 details.


	
	
	2364
	WID new   Rel-17 CT Aspects of Application Layer Support for Uncrewed Aerial Systems (UAS)
	Huawei
	Endorsed
	

	
	
	2354
	WID revised Rel-17 CT aspects of Enhanced application layer support for V2X services
	Huawei
	Endorsed
	Revision of CP-210273

LATE

CT3 agrees to endorse it.

	17.1.2
	Contributions on Work Items

Please use agenda item 17.1.2 for those (P-)CRs related to Work Items that are not approved yet and thus do not have an assigned agenda item.
	2033
	other    Skeleton of TS 29.xxx for 5G Application Function ProSe Service
	CATT
	Revised to 2446
	Nokia: if CT3 decides to introduce a new specification I propose to use the latest SBI template mentioned in 29.501, annex A:  https://www.3gpp.org/ftp/information/All_Templates/29.xxx-SBI-Stage3-Template.zip, but see the discussions for the WID C3-212032 to introduce the Direct Discovery authorization first (source of the requirement?).
Huawei: In addition to Nokia’s comment , I have the following comments:

· No Introduction and no Overview clauses.

· The "Contents" part should be updated.

· The "References" part is not aligned with the SBI TS Skeleton, it should contain the TSs already listed in the SBI TS Skeleton (e.g. 23.501, 23.502, 29.500, etc.).
CATT: I implemented the new AF ProSe Service TS based on SBA template. For sure, the TS is subject to the revised 5G_ProSe WID proposal. R1 is made available.

Huawei is fine with r1.
Ericsson: Besides, I’d comments below 2 concerns,

1) Whether Ok to agree the Skeleton of new TS before the plenary approval this TS and get the TS number allocated ?  If Not, better to follow the procedure as other TS skeleton. 

2) Since SBI template is considered to be applied for this 5G Application Function ProSe Service, upon it’s belong to Naf (Service-based interface exhibited by AF), right ?

CATT:         

1. From my past working experience, the revised WID proposal and the corresponding TS skeleton can be submitted and agreedd in CT plenary simultaneously. And selfishly, It also can speed up the process of 5G ProSe in CT3. 
2. Yes, it is another service  provided by Naf sbi.
Ericsson: I’m fine if this is according to the 3GPP procedures and MCC can do so.

Nokia is fine with r1.

	
	
	2446
	other    Skeleton of TS 29.xxx for 5G Application Function ProSe Service
	CATT
	Agreed
	

	
	
	2034
	other   Rel-17 Scope of TS 29.xxx for 5G Application Function ProSe Service
	CATT
	Revised to 2447
	Huawei: Proposes some changes in the Scope clause.

In addition, I have the following comment:
· The changes to the "References" part should all be reverted except the addition of TS 23.304. All the other TSs (e.g. TS 23.501, TS 23.502, etc.) should be mentioned already in the TS Skeleton. 

· TS 23.503 should also be added to the References clause.

CATT: I utilize the new SBA template. And the relevant references are updated. But I think TS 23.503 regarding UE policy has nothing to do with this TS. And it also does not exist in the SBA template. So I did not include it. R2 is made available.

Huawei is fine with r2.

	
	
	2447
	other   Rel-17 Scope of TS 29.xxx for 5G Application Function ProSe Service
	CATT
	Agreed
	

	
	
	2052
	CR 0390 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CommonData API
	Huawei
	Revised to 2414
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CommonData API.
Ericsson: 

1. Descriptions of TestNotification and WebsockNotifConfig: we should avoid adding unnecessary information like connection with supported feature, thus the second sentence should be removed from description.
2. Descriptions of LocationArea and LocationArea5G are identical, should we say for LocationArea5G that it represents a user location area when the UE is located in 5G?

3. Styles used in CR are corrupted i.e. style used for the OpenAPI file is not "PL" as in TS and style of note at the beginning of clause A.2 is not "NO" as in TS.

Huawei makes r1 available.
Huawei makes r2 available where it is corrected one additional text style issue.
Ericsson is fine with r2.


	
	
	2414
	CR 0390 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CommonData API
	Huawei
	Agreed
	

	
	
	2053
	CR 0391 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the MonitoringEvent API
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the MonitoringEvent API.

Ericsson has the following comments:
1. Descriptions of MonitoringEventSubscription: we should avoid adding unnecessary information like saying that same structure is used in the subscription request and subscription response, thus the second sentence should be removed from description. In the OpenAPI file it is visible in HTTP POST request and corresponding 201 response that MonitoringEventSubscription data type is included. Furthermore, MonitoringEventSubscription data type is also used in 200 OK response to HTTP GET request and this case is not mentioned.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

3. This CR overlaps with 2135 and merging is needed. Since 2135 contains more changes, our proposal is to use 2135 as a base.
Huawei: As indicated during today’s conf call, I am fine to merge this CR into 2135 and please feel free to remove the unnecessary text in the description fields that you have highlighted.
Ericsson: I merge documents and in addition removed reference identities of 3GPP TSs 23.682, 29.336, 29.128, and 29.214 since reference identities do not have any meaning in the OpenAPI file. See 2135. 


	
	
	2054
	CR 0392 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ResourceManagementOfBdt API
	Huawei
	Revised to 2415
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the ResourceManagementOfBdt API.
Ericsson: has the following comments:
1. Descriptions of Bdt: the second sentence saying that same structure is used in the subscription request and subscription response should be removed from description. It is visible in the OpenAPI file that Bdt data type is included in HTTP POST request and corresponding 201 response. Furthermore, Bdt data type is also used in 200 OK responses to HTTP GET and PATCH requests, but these cases are not mentioned.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	2415
	CR 0392 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ResourceManagementOfBdt API
	Huawei
	Agreed
	

	
	
	2055
	CR 0393 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ChargeableParty API
	Huawei
	Revised to 2416
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the ChargeableParty API.
Ericsson: has the following comments:
1. Descriptions of ChargeableParty: the second sentence saying that same structure is used in the subscription request and subscription response should be removed from description. It is visible in the OpenAPI file that ChargeableParty data type is included in HTTP POST request and corresponding 201 response. Furthermore, ChargeableParty data type is also used in HTTP PUT request and 200 OK responses to HTTP GET and PUT requests, but these cases are not mentioned.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	2416
	CR 0393 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ChargeableParty API
	Huawei
	Agreed
	

	
	
	2056
	CR 0394 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the NIDD API
	Huawei
	Revised to 2417
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the NIDD API.
Ericsson: has the following comments:
1. Descriptions of NiddConfiguration: we should avoid adding unnecessary information like saying that same structure is used in the configuration request and the configuration response, thus the second sentence should be removed from description.

2. Descriptions of ManagePort: we should avoid adding unnecessary information like connection with supported feature, thus the end of sentence "and is applicable for Rds_dynamic_port feature" should be removed from description.

3. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2417
	CR 0394 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the NIDD API
	Huawei
	Agreed
	

	
	
	2057
	CR 0395 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the DeviceTriggering API
	Huawei
	Revised to 2418
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the DeviceTriggering API.
Ericsson: has the following comments:
1. Descriptions of DeviceTriggering: the second sentence saying that same structure is used in the request and the response is not correct since DeviceTriggering data type is also included in 200 OK responses to HTTP GET and DELETE requests, but these cases are not mentioned. Proposal to change description to say DeviceTriggering data type represents device triggering related information.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2418
	CR 0395 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the DeviceTriggering API
	Huawei
	Agreed
	

	
	
	2058
	CR 0396 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the GMDViaMBMS APIs
	Huawei
	Revised to 2419
	This CR introduces backwards compatible corrections to the OpenAPI specification files of the GMDViaMBMS APIs.
Ericsson: has the following comments:
1. Clause A.8.1, description of TMGIAllocation: not correct to say that it represents the parameters to request the creation/replacement when it is also included in 200 OK response to HTTP GET and PATCH requests. Proposal to change description to say that TMGIAllocation data type represents an individual TMGI Allocation resource.

2. Clause A.8.2, description of ServiceCreation: proposal to change description to say that ServiceCreation data type represents an individual xMB Service resource.

3. Style used for the OpenAPI files in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2419
	CR 0396 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the GMDViaMBMS APIs
	Huawei
	Agreed
	

	
	
	2059
	CR 0397 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ReportingNetworkStatus API
	Huawei
	Revised to 2420
	Adding some missing description fields to data type definitions in OpenAPI specification files of the ReportingNetworkStatus API.
Ericsson: has the following comments:
1. Descriptions of NetworkStatusReportingSubscription: proposal to use the 1st sentence from clause 5.9.2.1.2 and say that it represents the subscription of reporting the network status.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2420
	CR 0397 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ReportingNetworkStatus API
	Huawei
	Agreed
	

	
	
	2060
	CR 0398 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CpProvisioning API
	Huawei
	Revised to 2421
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CpProvisioning API.
Ericsson: has the following comments:
1. Descriptions of CpInfo: we should avoid adding unnecessary information like same structure is used in the subscription request and the subscription response, thus the second sentence should be removed from description. Proposal to use the 1st sentence from clause 5.10.2.1.2 and say that it represents the resources for communication pattern parameter provisioning.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2421
	CR 0398 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CpProvisioning API
	Huawei
	Agreed
	

	
	
	2061
	CR 0399 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the PfdManagement API
	Huawei
	Revised to 2422
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the PfdManagement API.
Ericsson: style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.
Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2422
	CR 0399 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the PfdManagement API
	Huawei
	Agreed
	

	
	
	2062
	CR 0400 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ECRControl API
	Huawei
	Revised to 2423
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the ECRControl API.
Ericsson: has the following comments:
1. Descriptions of ECRData: we should avoid adding unnecessary information since in the OpenAPI file it is visible that ECRData is used in 200 OK responses to HTTP POST request. Thus, the second sentence should be removed from description.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2423
	CR 0400 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ECRControl API
	Huawei
	Agreed
	

	
	
	2063
	CR 0401 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the NpConfiguration API
	Huawei
	Revised to 2424
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the NpConfiguration API.
Ericsson: has the following comments:
1. Descriptions of NpConfiguration: the second sentence should be removed from description. NpConfiguration data type is also used in 200 OK responses to HTTP DELETE and PATCH requests, but these cases are not mentioned.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2424
	CR 0401 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the NpConfiguration API
	Huawei
	Agreed
	

	
	
	2064
	CR 0402 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the AsSessionWithQoS API
	Huawei
	Revised to 2425
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the AsSessionWithQoS API.
Ericsson: has the following comments:
1. Descriptions of AsSessionWithQoSSubscription: we should avoid adding unnecessary information. Thus, the second sentence should be removed from description. Hence, this data type is also included in 200 OK response to HTTP GET request. Proposal to update description to say that AsSessionWithQoSSubscription represents Individual AS Session with Required QoS Subscription resource.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2425
	CR 0402 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the AsSessionWithQoS API
	Huawei
	Agreed
	

	
	
	2065
	CR 0403 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the MsisdnLessMoSms API
	Huawei
	Revised to 2426
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the MsisdnLessMoSms API.
Ericsson: style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.
Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2426
	CR 0403 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the MsisdnLessMoSms API
	Huawei
	Agreed
	

	
	
	2066
	CR 0404 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the RacsParameterProvisioning API
	Huawei
	Revised to 2427
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the RacsParameterProvisioning API.
Ericsson: style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.
Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2427
	CR 0404 29.122 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the RacsParameterProvisioning API
	Huawei
	Agreed
	

	
	
	2067
	CR 0405 29.122 Rel-17 Removal of invalid unbreakable spaces is some attributes description in the GMDViaMBMS and ReportingNetworkStatus APIs
	Huawei
	Revised to 2428
	This CR introduces backwards compatible corrections to the OpenAPI specification files of the GMDViaMBMS and ReportingNetworkStatus APIs.
Ericsson: style used for the OpenAPI file in clause A.9 of this CR is corrupted i.e. "PL" style is not used as in TS.
Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2428
	CR 0405 29.122 Rel-17 Removal of invalid unbreakable spaces is some attributes description in the GMDViaMBMS and ReportingNetworkStatus APIs
	Huawei
	Agreed
	

	
	
	2068
	CR 0167 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CAPIF_Discover_Service_API
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CAPIF_Discover_Service_API.
Ericsson: this CR overlaps with 2136 which also removed unbreakable spaces and reference identity of TS 29.501 since it does not have any meaning in the OpenAPI file. We need to agree on merging process (2136 also overlaps with 2083, changes in clause A.2).

Huawei: I propose then to merge all the CRs 2068 à 2077 and 2083 from Huawei into 2136 à 2146 from Ericsson and add Huawei as a cosigning company. I will provide later further comments on the text of the added description fields.

Is this proposal OK for you?
Ericsson: I am ok with your proposal.


	
	
	2069
	CR 0168 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CAPIF_Publish_Service_API
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CAPIF_Publish_Service_API.

	
	
	2070
	CR 0169 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CAPIF_Events_API
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CAPIF_Events_API.

	
	
	2071
	CR 0170 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CAPIF_API_Invoker_Management_API
	Huawei
	Merged
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CAPIF_API_Invoker_Management_API.

	
	
	2072
	CR 0171 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CAPIF_Security_API
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CAPIF_Security_API.

	
	
	2073
	CR 0172 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CAPIF_Access_Control_Policy_API
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CAPIF_Access_Control_Policy_API.

	
	
	2074
	CR 0173 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CAPIF_Logging_API_Invocation_API
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CAPIF_Logging_API_Invocation_API.

	
	
	2075
	CR 0174 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the AEF_Security_API
	Huawei
	Merged  
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the AEF_Security_API.

	
	
	2076
	CR 0175 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CAPIF_API_Provider_Management_API
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CAPIF_API_Provider_Management_API.

	
	
	2077
	CR 0176 29.222 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the CAPIF_Routing_Info_API
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the CAPIF_Routing_Info_API.

	
	
	2078
	CR 0177 29.222 Rel-17 Missing data type in the CAPIF_API_Provider_Management_API Data Types tables
	Huawei
	Agreed
	Ericsson is fine with the CR.
Samsung: The proposed change also applies to Rel-16, so why this change is brought for Rel-17 only?

Huawei: I have the same answer as for 2079, i.e. this change is not FASMO in my personal opinion.

	
	
	2079
	CR 0178 29.222 Rel-17 Missing data type in the CAPIF_Routing_Info_API Data Types tables
	Huawei
	Revised to 2429
	Ericsson: update of table 8.10.4.1-2 is not correctly done, i.e. AefProfile data type needs to be added.

Samsung: The proposed change also applies to Rel-16, so why this change is brought for Rel-17 only?

Huawei makes r1 available with the comment from Ericsson.

Huawei to Samsung: I agree that the change applies also for Rel-16. The problem is that it does not really qualify for a FASMO change in my personal opinion. However, if everybody agrees that it should be corrected starting from Rel-16, I would be fine with it.
Ericsson is fine with r1.

	
	
	2429
	CR 0178 29.222 Rel-17 Missing data type in the CAPIF_Routing_Info_API Data Types tables
	Huawei
	Agreed
	

	
	
	2080
	CR 0179 29.222 Rel-17 Missing data type in the CAPIF_Security_API Data Types tables
	Huawei
	Agreed
	Ericsson is fine with the CR.
Samsung: The proposed change also applies to Rel-16, so why this change is brought for Rel-17 only?

Huawei: I also have the same answer as for 2078 and 2079 here as well.

	
	
	2081
	CR 0180 29.222 Rel-17 Missing data types in the CAPIF_Access_Control_Policy_API Data Types tables
	Huawei
	Agreed
	Ericsson is fine with the CR.
Samsung: This change is applicable for Rel-15 and 16. Any reason for this change is brought for Rel-17 only?

Huawei: I also have the same answer as for 2078/2079/2080 here as well.

	
	
	2082
	CR 0181 29.222 Rel-17 Missing data types in the CAPIF_Publish_Service_API Data Types tables
	Huawei
	Revised to 2430
	Samsung: This change is applicable for Rel-16 as well, any reason to bring it in Rel-17 only?

Ericsson: has the following comment:
· table 8.2.4.1-2: in OpenAPI file, DateTime defined in 29.571 is referenced, not DateTime defined in 29.122. In other APIs defined in this TS DateTime defined in TS 29.122 is used. There is no difference between definition of DateTime in TS 29.122 and 29.571 and changing reference to 29.122 in the OpenAPI file is backward compatible. Therefore, I am fine with the proposed change in table 8.2.4.1-2, but clause A.3 needs to be aligned with this change.

Update of clause A.3 can be done within this CR, or alternatively within merged 2069&2083&2137.

Huawei to Samsung:  I also have the same answer as for 2078/2079/2080/2081 here as well.
Huawei to Ericsson: I think that it is better to add this additional change in this CR in order to have a complete correction of the issue. Therefore, please check 2082_r1.
Ericsson is fine with r1.


	
	
	2430
	CR 0181 29.222 Rel-17 Missing data types in the CAPIF_Publish_Service_API Data Types tables
	Huawei
	Revised to 2552
	Update the CR cover page after including changes to the OpenAPI file.

	
	
	2552
	CR 0181 29.222 Rel-17 Missing data types in the CAPIF_Publish_Service_API Data Types tables
	Huawei
	Agreed
	

	
	
	2083
	CR 0182 29.222 Rel-17 Removal of invalid characters in some description fields in CAPIF APIs
	Huawei
	Merged 
	This CR introduces backwards compatible corrections to the OpenAPI specification files of CAPIF APIs.

	
	
	2084
	CR 0314 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the TrafficInfluence API
	Huawei
	Revised to 2458
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the TrafficInfluence API.
Ericsson: style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2458
	CR 0314 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the TrafficInfluence API
	Huawei
	Agreed
	

	
	
	2085
	CR 0315 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the NiddConfigurationTrigger API
	Huawei
	Revised to 2459
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the NiddConfigurationTrigger API.
Ericsson: style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2459
	CR 0315 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the NiddConfigurationTrigger API
	Huawei
	Agreed
	

	
	
	2086
	CR 0316 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the AnalyticsExposure API
	Huawei
	Revised to 2460
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the AnalyticsExposure API.

Ericsson: has the following comments:
1. Descriptions of AnalyticsExposureSubsc: we should avoid adding unnecessary information like saying that same structure is used in the subscription request and subscription response when in the OpenAPI file it is visible in HTTP POST request and 201 response that AnalyticsExposureSubsc data type is included, thus the second sentence should be removed from description. Furthermore, AnalyticsExposureSubsc data type is also used in 200 OK response to HTTP GET so this case is not mentioned.

2. Description of AnalyticsFailureEventInfo: second space before word "including" should be removed.

3. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2460
	CR 0316 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the AnalyticsExposure API
	Huawei
	Agreed
	

	
	
	2087
	CR 0317 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the 5GLANParameterProvision API
	Huawei
	Revised to 2461
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the 5GLANParameterProvision API.
Ericsson: has the following comments:
1. Descriptions of 5GLanParametersProvision: not correct to say that it represents the parameters to request the creation/replacement when it is also included in in 200 OK responses to HTTP GET and PATCH requests. Proposal to change description to say that it represents an individual 5GLAN parameters provision subscription resource.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2461
	CR 0317 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the 5GLANParameterProvision API
	Huawei
	Agreed
	

	
	
	2088
	CR 0318 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ApplyingBdtPolicy API
	Huawei
	Revised to 2462
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the ApplyingBdtPolicy API.
Ericsson: has the following comments:
1. Descriptions of AppliedBdtPolicy: proposal to change description to "Represents an applied BDT policy " like in clause 5.8.3.3.2, the 1st sentence.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2462
	CR 0318 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ApplyingBdtPolicy API
	Huawei
	Agreed
	

	
	
	2089
	CR 0319 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the IPTVConfiguration API
	Huawei
	Revised to 2463
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the IPTVConfiguration API.
Ericsson: has the following comments:
1. Descriptions of IptvConfigData: saying that it represents the parameters to request the creation/replacement is not correct since IptvConfigData data type is also included in 200 OK responses to HTTP GET and PATCH requests, but these cases are not mentioned. Proposal to change description to say IptvConfigData data type represents an individual IPTV Configuration resource.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2463
	CR 0319 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the IPTVConfiguration API
	Huawei
	Agreed
	

	
	
	2090
	CR 0320 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the LpiParameterProvision API
	Huawei
	Revised to 2464
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the LpiParameterProvision API.
Ericsson: has the following comments:
1. Descriptions of LpiParametersProvision: not correct to say that it represents the parameters to request the creation/replacement when it is also included in in 200 OK response to HTTP GET request. Proposal to say that it represents an individual LPI Parameters Provisioning resource.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2464
	CR 0320 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the LpiParameterProvision API
	Huawei
	Agreed
	

	
	
	2091
	CR 0321 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ServiceParameter API
	Huawei
	Revised to 2465
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the ServiceParameter API.
Ericsson: has the following comments:
1. Descriptions of ServiceParameterData: proposal to say that it represents an individual Service Parameter Subscription resource.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2465
	CR 0321 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ServiceParameter API
	Huawei
	Agreed
	

	
	
	2092
	CR 0322 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ACSParameterProvision API
	Huawei
	Revised to 2466
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the ACSParameterProvision API.
Ericsson: has the following comments:
1. Descriptions of AcsConfigurationData: proposal to say that it represents an individual ACS configuration subscription resource.

2. Style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2466
	CR 0322 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the ACSParameterProvision API
	Huawei
	Agreed
	

	
	
	2093
	CR 0323 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the MoLcsNotify API
	Huawei
	Revised to 2467
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the MoLcsNotify API.
Ericsson: style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2467
	CR 0323 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the MoLcsNotify API
	Huawei
	Agreed
	

	
	
	2094
	CR 0324 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the AKMA API
	Huawei
	Revised to 2468
	This CR introduces backwards compatible corrections to the OpenAPI specification file of the AKMA API.
Ericsson: style used for the OpenAPI file in this CR is corrupted i.e. "PL" style is not used as in TS.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2468
	CR 0324 29.522 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the AKMA API
	Huawei
	Agreed
	

	
	
	2095
	CR 0021 29.486 Rel-17 Additional corrections to HTTP custom headers handling for Northbound APIs
	Huawei
	Revised to 2469
	This CR does not impact the OpenAPI specification file of VAE_ServiceContinuity API.
Ericsson has the following comments:
1. this CR corrects C3-211201 approved under work item SBIProtoc17 but Ericsson agrees to correct/align clause 6.5.2.3.1 under NBI17 work item; and

2. CR title is "Additional corrections …" but only one change within CR is done. However, approved C3-211201 replaced TS 29.500 with 29.122 but TS identity was not changed to "22" in clause 6.4.2.3.1. Therefore, CR should be revised to correct identity of TS 29.122 in clause 6.4.2.3.1 and then no need to correct CR title.

Huawei: I have just checked TS 29.486 (h00 version) and it seems that the error your highlighted has been corrected by the rapporteur when implementing the CR. Therefore, I have only changed the title (removing “s” to “corrections”) of the CR in 2095_r1.
Ericsson: I am happy that rapporteur corrected error in clause 6.4.2.3.1 when implementing C3-211201.

I am fine with r1 version.



	
	
	2469
	CR 0021 29.486 Rel-17 Additional corrections to HTTP custom headers handling for Northbound APIs
	Huawei
	Agreed
	

	
	
	2096
	CR 0019 29.549 Rel-17 Correction of invalid characters in OpenAPI specification files
	Huawei
	Merged with2147 and 2148 into 2431
	This CR introduces backwards compatible changes to the OpenAPI specification file of the SS_LocationReporting and SS_GroupManagement APIs.
Ericsson: this CR overlaps with 2147 and 2148.
We need to agree on merging process and my proposal is to merge 2147 and 2148 into revised 2096 and add Ericsson as a co-signing company.

Huawei is fine with the proposal. R1 is made available.
Ericsson is fine with r1.

	
	
	2431
	CR 0019 29.549 Rel-17 Correction of invalid characters in OpenAPI specification files
	Huawei, Ericsson
	Agreed
	

	
	
	2121
	CR 0406 29.122 Rel-17 Support redirection for pure 4G SCEF northbound APIs
	Huawei
	Agreed
	This CR introduces backward compatible corrections on OpenAPI files for GMDviaMBMSbyMB2 API, GMDviaMBMSbyxMB API and ReportingNetworkStatus API.
Ericsson is fine with this CR.


	
	
	2434
	CR 0407 29.122 Rel-17 MonitoringEvent API: TAB and missing "description" fields
	Ericsson, Huawei
	Agreed
	2135 merged with 2053 (see 17.4)
Huawei is fine with this CR.

	
	
	2435
	CR 0186 29.222 Rel-17 DiscoverService API: Unbreakable spaces and missing "description" field
	Ericsson, Huawei
	Agreed
	2136 merged with 2068 and 2083 (see 17.4).

Huawei is fine with r1.

	
	
	2436
	CR 0187 29.222 Rel-17 PublishService API: Unbreakable spaces and missing "description" fields
	Ericsson, Huawei
	Agreed
	2137 merged with 2069 and 2083 (see 17.4).

Huawei is fine with r1.



	
	
	2437
	CR 0188 29.222 Rel-17 Events API: Unbreakable spaces and missing "description" fields


	Ericsson, Huawei
	Agreed
	2138 merged with 2070 and 2083 (see 17.4).

Huawei is fine with r1.

	
	
	2438
	CR 0189 29.222 Rel-17 InvokerManagement API: Unbreakable spaces and missing "description" fields
	Ericsson, Huawei
	Agreed
	2139 merged with 2071 and 2083 (see 17.4).

Huawei is fine with r1.

	
	
	2439
	CR 0190 29.222 Rel-17 Security API: Unbreakable space and missing "description" fields
	Ericsson, Huawei
	Agreed
	2140 merged with 2072 and 2083 (see 17.4).

Huawei is fine with r1.

	
	
	2440
	CR 0191 29.222 Rel-17 AccessControlPolicy API: Unbreakable spaces and missing "description" fields
	Ericsson, Huawei
	Agreed
	2141 merged with 2073 and 2083 (see 17.4).

Huawei is fine with r1.

	
	
	2441
	CR 0192 29.222 Rel-17 LoggingAPIInvocation API: Unbreakable spaces and missing "description" fields
	Ericsson, Huawei
	Agreed
	2142 merged with 2074 and 2083 (see 17.4).

Huawei is fine with r1.

	
	
	2442
	CR 0193 29.222 Rel-17 Auditing API: Unbreakable spaces


	Ericsson, Huawei
	Agreed
	2143 merged with 2083 (see 17.4).

Huawei is fine with r1.

	
	
	2443
	CR 0194 29.222 Rel-17 

AEFSecurity API: Unbreakable spaces and missing "description" fields
	Ericsson, Huawei
	Agreed
	2144 merged with 2075 and 2083 (see 17.4).

Huawei is fine with r1.

	
	
	2444
	CR 0195 29.222 Rel-17 API_Provider_Management API: Missing "description" fields
	Ericsson, Huawei
	Agreed
	2145 merged with 2076 and 2083 (see 17.4).

Huawei is fine with r1.

	
	
	2445
	CR 0196 29.222 Rel-17 RoutingInfo API: Unbreakable spaces and missing "description" fields
	Ericsson, Huawei
	Agreed
	2146 merged with 2077 and 2083 (see 17.4).

Huawei is fine with r1.

	17.2
	Stage 3 of Multimedia Priority Service (MPS) Phase 2
[MPS2]
	2018
	discussion   Rel-17 Discussion on MPS for DTS
	Perspecta Labs
	Noted
	CP-201207

Only minor enhancements would be expected if the CRs are agreed.



	
	
	2019
	CR 1700 29.212 Rel-17 29.212 MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson, T-Mobile USA
	Revised to 2379
	Huawei: We have following comments on this CR.

1) The requirement of handling for the PCC/QoS rules that had the same QCI/ARP as the original default bearer is informative as a NOTE in stage 2. Specify it in a NOTE also in stage 3.

2) If only the default bearer is upgraded, why do we need to specify the behaviour of PCC rule provisioning.

3) If the QoS rule is applicable to this scenario, the interaction between the PCRF and BBERF shall be specified.

4) The descriptions of new event trigger is not consistent with existing event triggers.

Perspecta Labs:

1. We believe that stage 2 should not have used a note to define how to handle rules bound to the default bearer. The information in stage 2 is more than just helpful information, it defines how to do something. In stage 3, we need to define how to handle the rules bound to the default bearer. It should be normative text, not in a note. Note that normative text is provided in clause TS 29.213 clause 5.3 for the handling of PCC rules for Priority EPS Bearer Service, to ensure that particular PCC rules remain mapped or bound to the Default Bearer. 

2. The mention of PCC rules is for rules bound to the default and support the aforementioned note in TS 23.203.

3. TS 29.212 clause 4a.5.14.1.2 (for Priority EPS Bearer Service) simply states that: “The PCRF shall derive the QoS Rules from the applicable PCC Rules. The PCRF shall provision the BBERF with the applicable QoS Rules…”  We can add something like this for MPS for DTS.

4. Our intention was to make the description of the new event trigger consistent with existing event triggers. Can you identify the inconsistency or suggest a change to the text?
Huawei:

1. A NOTE is enough to address it.

2. If we agree to add a NOTE, PCC rule provisioning can be removed.

3. Yes, please do it.

4. Huawei makes a suggestion.

Perspecta Labs:

Items 1, 2: I believe that we need to specify how the rules mapped to the default are handled, with normative text. I will agree to a note if we cannot make it normative.

Item 4: I agree to your change but with an added note about the rules mapped to the default. The note would become normative if I can convince you about items 1, 2.

Perspecta Labs makes r1 available. Changes are:

· Moved text about PCC rules to a note. 
· Added statement about deriving QoS rules and provisioning them to the BBERF

· Aligned text in 5.3.7 to match that in other events in 5.3.7.

· In 5.3.7, added EN: “Editor's Note: Based upon ongoing discussions in SA2, this text might need to change to use an existing value for reporting success.”

Perspecta Labs makes r2 available. Similar changes as proposed to TS 29.512.

Huawei:

1) I think we don’t need refer the 4.5.19.1.1 for the setting of the QCI. It can be easy to describe that set the QCI of the default bearer as appropriate for MPS for DTS

2) As we have described the handling for QoS rule in the NOTE, please remove the sentence: The PCRF shall derive the QoS Rules for the default bearer and shall provision the BBERF with the applicable QoS Rules as described in clause 4a.5.10.1.

3) I just realized that if you would like to cover the BBERF case, it should be described under the subsclause 4a.5.14.1. And the QoS handling shall be removed from the clause 4.5.19.1.x.

Perspecta Labs makes r3 available. The changes are:

1. Removed 4 instances of “under consideration of the requirement described in clause 4.5.19.1.1”

2. Removed it.

3. Added a new clause in 4a.5.14.1.

Huawei: there’s still some issue in rev 3.

1) Remove the whole sentence in the 3rd change: The PCRF shall provision the BBERF according to 4a.5.14.1.x.

2) The Supported feature for Gxx interface is missed.

3) Please also update the cover page, it shall be #115e
Perspecta Labs: I agree to 2 and 3. 

For item 1, why did you ask to add 4a.5.14.1.x if you don’t want to refer to it?
Huawei: The clause just describes the handling for Gx interface. Don’t need to touch the Gxx interface. You can check 4.5.19.1.1, and there’s no anything about Gxx.

Perspecta Labs makes r5 available. The changes are:

1) Removed reference to BBERF clause

2) Added feature to Gxx supported features table

3) Fixed cover page



	
	
	2379
	CR 1700 29.212 Rel-17 29.212 MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson, T-Mobile USA
	Agreed
	

	
	
	2020
	CR 0743 29.213 Rel-17 29.213 MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson
	Revised to 2521
	Huawei needs to check if it needs to be revised.

Huawei: The NOTE can be revised to: Subscription checks do not apply for the invocation of MPS for DTS when the PCF performs the authorization.

Perspecta Labs makes r1 available.
Huawei is fine with r1.

	
	
	2521
	CR 0743 29.213 Rel-17 29.213 MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson
	Agreed
	

	
	
	2021
	CR 1654 29.214 Rel-17 29.214 MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson, T-Mobile USA
	Revised to 2381
	Huawei: We have following comments on this CR.

1) Don’t see the requirement that AF shall first the authorization request to the PCF.

2) Don’t see the requirement that the AF shall provide the APN to the PCRF.

3) Don’t see the requirement that the AF may request the PCRF to provide the EPC-level identifies.

Perspecta Labs: 
1. There are requirements in TS 22.153 to support UEs with MPS subscriptions and UEs without MPS subscriptions. When the UE has an MPS subscription, the user can be authorized by the AF or by the PCRF. Support for PCRF authorization for a UE with MPS subscription was requested by one of the service provider that co-signed this CR. When the UE does not have a MPS subscription, the AF must request credentials from the user and must perform the authorization. However, the AF does not know whether the UE has or does not have an MPS subscription. Therefore, the AF may request the PCRF to authorize the UE but it will fail for a UE without MPS subscription. The AF can then attempt to do the authorization by requesting credentials from the UE. Once the AF has authorized the user, the AF must then be able to make the MPS for DTS invocation request in a way that the PCRF doesn’t again attempt to perform the authorization (which would again fail for a UE without an MPS subscription).
2. In S2-2102050: “NOTE 1: MPS for Data Transport Service can be applied to any APN other than the well-known APN for IMS.” If the service can be applied to any APN, then the APN needs to be provided.
3. In TS 22.153 clause 9.3.3: “The system shall support means to authenticate and authorize an MPS for DTS session request from a UE with an MPS subscription. The system shall support means to authenticate and authorize a Service User request for an MPS for DTS session from a UE that does not have an MPS subscription.” There is no specific requirement for the AF to authorize a subscribed UE but only the AF can authorize a UE without MPS subscription. For the AF to query the HSS, the AF needs EPC-level identities.

Huawei:

1. I can understand you explanation. But it is not described in stage 2. Could you please point it out?

2. We need a normative stage 2 requirement if we specify it in stage 3.

3. We need a normative stage 2 requirement if we specify it in stage 3.
Perspecta Labs:

1. Agreed CR S2-2102051 has: “The PCRF shall not perform any subscription check for MPS for Data Transport Service requests.” But that means that the AF has to do the authorization. One of the cosigning operators wanted the option of the PCRF to do the authorization. We plan to add the option to stage 2.

2. We can make it a note to match stage 2.

3. Agreed CR S2-2102051 has: “The PCRF shall not perform any subscription check for MPS for Data Transport Service requests.” To do the authorization for subscribed UEs, the AF needs access to the HSS. The AF has the IP address of the UE, to access the HSS for the UE, the AF needs EPS level identity  information.

Perspecta Labs makes r1 available. The changes are:

· Removed option to have PCRF do authorization
· Removed option for PCRF authorization from 4.4.x

· Removed enums from 5.3.x

· Removed ability of AF to specify the APN

· Removed text about requesting UE identities 

Huawei: Please see my further comment below.

1) I think the PCF needs to perform the authorization, e.g. based on the operator’s policy when the PCF receive the service information request.  This is a very normal operation for the PCF in our specification. What I don’t agree is that you propose to have a separate request for authorization.

2) Please add a clarification of default value for MPS-Action AP.

3) Please add feature applicability for the SUCCESSFUL_QOS_UPDATE.

4) Please remove the one time report limitation from the SUCCESSFUL_QOS_UPDATE. This limitation is not needed from my point of view. The AF can enable or disable many times for the DTS, but the SUCCESSFUL_QOS_UPDATE can be valid during the lifetime of the AF session.

Perpecta Labs makes r2 available. The changes are:

The changes are:

1. the PCRF cannot perform MPS authorization for a UE that is not subscribed to MPS. Do you mean that the PCRF performs authorization as usual but does not check for an MPS subscription? How about this:

“When the MPS-Action AVP is set to ENABLE_MPS_FOR_DTS (1) and included the AAR command, and if allowed by local policy, the PCRF does not check the user's MPS subscription details and shall upgrade the QoS of the default bearer to MPS, as specified in 3GPP TS 29.212 [8].”
2. Added default information:

DISABLE_MPS_FOR_DTS (0)

Disable MPS for DTS. This is the default value applicable if this AVP is not supplied.
3. Added this to the end of the SUCCESSFUL_QOS_UPDATE text:

Applicable to functionality introduced with the MPSforDTS feature as described in clause 5.4.1.
4. Removed the one-time limitation. 

The concern is that the AF gets notified if the default QoS is modified for some other reason, i.e. not by the AF’s request. I propose adding a note: The PCRF will only send the notification SUCCESSFUL_QOS_UPDATE to the AF for updates to the default bearer that are requested by the AF.
Huawei: In general, I’m fine with the revision. There are some further comments:

1) Add detail subclause number of 29.212 for the handling.

2) The AF may also include in the AAR command the Specific-Action AVP with the value SUCCESSFUL_QOS_UPDATE to request notification when the PCRF has successfully acted upon the invocation/revocation request indicated in the MPS-Action AVP.

3) The PCRF shall install the corresponding dynamic PCC/QoS rules and event trigger for the MPS for DTS request using the corresponding procedures specified in 3GPP TS 29.212 [8] if the AF request the notification. 

Perspecta Labs:

1. I understand that 3GPP prefers not to refer to particular clauses in another TS, they can change (unlikely, but possible). For MPS for DTS, the reader should be able to find related text in other TSs fairly easily because it’s all contained in a few appropriately titled clauses. In 29.214, most references do not supply the clause number.
2. A revocation can also be successful, the AF need to know that the revocation request is successful, that the QoS was successfully changed.

3. I made the change.

R3 is made available.
Huawei: Please update the cover page with #115e when you upload the final version.


	
	
	2381
	CR 1654 29.214 Rel-17 29.214 MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson, T-Mobile USA
	Agreed
	

	
	
	2022
	CR 0749 29.512 Rel-17 29.512 PCC support for MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson, T-Mobile USA
	Revised to 2380
	This CR includes a backwards compatible feature addition to the OpenAPI file of Npcf_PolicyAuthorization.
Huawei: We have following comments on this CR.

1) It is not correct that Priority PDU connectivity services invoked by the AF is only applicable to the MPS for DTS

2) 29.214 shall be referred also.

3) The requirement of handling for the PCC/QoS rules that had the same 5QI/ARP as the original default bearer is informative as a NOTE in stage 2. Specify it in a NOTE also in stage 3.

4) If only the default bearer is upgraded, why do we need to specify the behaviour of PCC rule provisioning.

5) The descriptions of new event trigger is not consistent with existing event triggers.

6) Default bearer shall be changed to default QoS flow in several places.
Perspecta Labs:

1. I agree that Priority PDU connectivity services are not only applicable to MPS for DTS and you are right that “i.e.” implies that it is. The intention is to leverage existing Priority PDU connectivity services mechanisms for MPS for DTS. “e.g.” on the other hand, implies that MPS for DTS is only an example of a Priority PDU connectivity service. How about “At the time the Priority PDU connectivity services is invoked based on the subscription profile stored in the UDR (i.e. Indication for support of Priority PDU connectivity service and MPS Priority Level are set in the UDR) or by the AF (i.e.e.g., MPS for DTS is invoked with the "mpsAction" attribute as described in 3GPP TS 29.514 [17]), the PCF shall upgrade …”

2. I will add the reference in clause 4.2.6.2.12.1.
3. The same as for TS 29.212: We believe that stage 2 should not have used a note to define how to handle rules bound to the default bearer. The information in stage 2 is more than just helpful information, it defines how to do something. In stage 3, we need to define how to handle the rules bound to the default bearer. It should be normative text, not in a note. Note that normative text is provided in clause TS 29.213 clause 5.3 for the handling of PCC rules for Priority EPS Bearer Service, to ensure that particular PCC rules remain mapped or bound to the Default Bearer. 

4. This is for the PCC/QoS rules that had the same 5QI/ARP as the original default bearer.
5. Our intention was to make the description of the new event trigger consistent with existing event triggers. Can you identify the inconsistency or suggest a change to the text?
6. I will fix it.

Huawei: I’m ok with your proposal for the 1st question. Please also check my response in thread for 2019.

Perspecta Labs:

Items 3, 4, same as 2019 items 1, 2: I believe that we need to specify how the rules mapped to the default are handled, with normative text. I will agree to a note if we cannot make it normative.

Item 5, same as 2019 item 4: I agree to your change but with an added note about the rules mapped to the default. The note would become normative if I can convince you about items 3, 4.

 Perspecta Labs makes r1 available. The changes are:

· Fixed API in cover sheet
· Added reference in 4.2.6.2.12.1 to 29.214

· Moved text about PCC rules to a note in 4.2.6.2.12.x.

· Changed 2 instances of “default bearer” to “default QoS flow” 

· Removed ‘with the “mpsAction attribute”’ from 4.2.6.2.12.1

· In 4.2.6.1.12.x, added EN: “Editor's Note: Based upon ongoing discussions in SA2, this text might need to change to use an existing value for reporting success.”

Huawei: As we agree now, the feature is only used to update the QoS for default flow. The update of the ARP and 5QI shall not performed by the PCC rule provisioning procedure, i.e. it shall be performed by the authorized default QoS provisioning procedure. Please check the whole CR and fix it.

Perspecta Labs makes r2 available. Some changes proposed in the text.
Huawei:

1) We don’t need refer the 4.2.6.2.12.1 for the setting of the QCI. It can be easy to describe that set the 5QI of the default QoS Flow as appropriate for MPS for DTS

2) The PCF provisions the authorized default QoS in clause 4.2.3.6, not in clause 4.2.6.6. 

3) 29.214 shall be referred in the last paragraph.

Perspecta Labs: R3 is made available. The changes are:

1. I agree that it’s unnecessary. Removed “under the consideration of the requirements described in clause 4.2.6.2.12.1” from 4.2.6.2.12.x, four instances.
2. Fixed it.

3. Added the reference. 

I also plan to remove the one-time designation from the SUCC_QOS_UPDATE event.

Huawei: Pleas update the cover page and remove the one-time designation from the SUCC_QOS_UPDATE event.

Perspecta Labs makes r4 available. Changes are: cover sheet fix and removal of one-time designation.



	
	
	2380
	CR 0749 29.512 Rel-17 29.512 PCC support for MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson, T-Mobile USA
	Agreed
	

	
	
	2023
	CR 0257 29.513 Rel-17 29.513 PCF control of MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson
	Revised to 2522
	Huawei: The NOTE can be revised to: Subscription checks do not apply for the invocation of MPS for DTS when the PCF performs the authorization.

Perspecta Labs makes r1 available.
Huawei is fine with r1.

	
	
	2522
	CR 0257 29.513 Rel-17 29.513 PCF control of MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson
	Agreed
	

	
	
	2024
	CR 0293 29.514 Rel-17 29.514 AF Session for control of MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson, T-Mobile USA
	Revised to 2382
	This CR includes a backwards compatible feature addition to the OpenAPI file of Npcf_PolicyAuthorization.

Huawei: We have following comments on this CR.

1) Don’t see the requirement that AF shall first the authorization request to the PCF.

2) Don’t see the requirement that the AF shall provide the DDN to the PCF.

3) Don’t see the requirement that the AF may request the PCF to provide the EPC-level identifies.

4) Don’t see the requirement that the new trigger shall be set with one-time.

Perspecta Labs:

1. Same comment as for TS 29.214: There are requirements in TS 22.153 to support UEs with MPS subscriptions and UEs without MPS subscriptions. When the UE has an MPS subscription, the user can be authorized by the AF or by the PCRF. Support for PCRF authorization for a UE with MPS subscription was requested by one of the service provider that co-signed this CR. When the UE does not have a MPS subscription, the AF must request credentials from the user and must perform the authorization. However, the AF does not know whether the UE has or does not have an MPS subscription. Therefore, the AF may request the PCRF to authorize the UE but it will fail for a UE without MPS subscription. The AF can then attempt to do the authorization by requesting credentials from the UE. Once the AF has authorized the user, the AF must then be able to make the MPS for DTS invocation request in a way that the PCRF doesn’t again attempt to perform the authorization (which would again fail for a UE without an MPS subscription).
2. Same comment as for TS 29.214: In S2-2102050: “NOTE 1: MPS for Data Transport Service can be applied to any APN other than the well-known APN for IMS.” If the service can be applied to any DNN, then the DNN needs to be provided.
3. Same comment as for TS 29.214: In TS 22.153 clause 9.3.3: “The system shall support means to authenticate and authorize an MPS for DTS session request from a UE with an MPS subscription. The system shall support means to authenticate and authorize a Service User request for an MPS for DTS session from a UE that does not have an MPS subscription.” There is no specific requirement for the AF to authorize a subscribed UE but only the AF can authorize a UE without MPS subscription. For the AF to query the HSS, the AF needs EPC-level identities.

4. The AF makes a request, which will succeed either zero or one time. The report for success will therefore be a one-time event.
Huawei: Please check my response in the thread for 2021.

Perspecta Labs:

1. Agreed CR S2-2102052 has: “Upon successful authorization, the AF forwards the MPS for Data Transport Service requests to the PCF…” The AF is doing the authorization. One of the cosigning operators wanted the option of the PCRF to do the authorization. We plan to add the option to stage 2.
2. We can make it a note to match stage 2.

3. Agreed CR S2-2102052 has: “Upon successful authorization, the AF forwards the MPS for Data Transport Service requests to the PCF…” To do the authorization for subscribed UEs, the AF needs access to the HSS. The AF has the IP address of the UE, to access the HSS for the UE, the AF needs EPS level identity  information.

Perspecta Labs makes r1 available. The changes are:

· Removed option to have PCRF do authorization
· Removed option for PCRF authorization from 4.2.2.12.y

· Removed option for PCRF authorization from 4.2.3.12

· Removed enums from 5.6.3.x

· Removed two enums from the API annex

· Removed ability of AF to specify the DNN from 4.2.2.12.y and 4.2.3.12

· Removed text about requesting UE identities, and removed the corresponding applicability table entries 

Perspecta Labs: R2 is made available. The changes are similar to those in the CR for 29.214:

· Added “and allowed by local policy” to places where the PCF does not check the MPS subscription.
· Added default information to the MpsAction enumeration table entry
Huawei: I think SUCCESSFUL_QOS_UPDATE is not a one-time report trigger. Please remove it from the CR.

Perspecta Labs: R3 is made available. I removed the one-time designations.

Huawei: Please correct the meeting number in the cover page when you upload the final version.
Perspecta Labs: R4 is made available. Changes:

· Fixed meeting number in cover page

· Removed MPSforDTS from applicability column of UeIdentityInfo in 5.6.1



	
	
	2382
	CR 0293 29.514 Rel-17 29.514 AF Session for control of MPS for DTS
	Perspecta Labs, CISA ECD, AT&T, Verizon, Ericsson, T-Mobile USA
	Agreed
	

	17.3
	PFD Management Enhancement
[pfdManEnh]
	2174
	CR 0034 29.251 Rel-17 Response of partial pull
	Huawei
	Revised to 2366
	CP-210183

Incorrect spell of WI.
Ericsson: In cover page, please correct the WI pdfManEnh => pfdManEnh, and Cat B => Cat F.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2366
	CR 0034 29.251 Rel-17 Response of partial pull
	Huawei
	Agreed
	

	17.4
	Service Based Interface Protocol Improvements Release 17

[SBIProtoc17]
	2132
	CR 0272 29.520 Rel-17 Support of optional HTTP custom header fields
	Ericsson
	Revised to 2432
	CP-201075 (CT4 leading)

Huawei: We have the following minor editorial comments on this CR:
The Nnwdaf_EventsSubscription Service API shall support the mandatory HTTP custom header fields specified in subclause 5.2.3.2 of 3GPP TS 29.500 [6] and may support the optional HTTP custom header fields specified in subclause 5.2.3.3 of 3GPP TS 29.500 [6].

The Nnwdaf_AnalyticsInfo Service API shall support the mandatory HTTP custom header fields specified in subclause 5.2.3.2 of 3GPP TS 29.500 [6] and may support the optional HTTP custom header fields specified in subclause 5.2.3.3 of 3GPP TS 29.500 [6].

Other comments field in the cover sheet: “This CR does not require a version update ofimpact the OpenAPI specification files of the Nnwdaf_EventsSubscription and Nnwdaf_AnalyticsInfo APIs.”

Ericsson makes r1 available.
Huawei is fine with r1.


	
	
	2432
	CR 0272 29.520 Rel-17 Support of optional HTTP custom header fields
	Ericsson
	Agreed
	

	
	
	2133
	CR 0103 29.521 Rel-17 Support of optional HTTP custom header fields
	Ericsson
	Revised to 2433
	Huawei: For this CR, we have the same editorial comments as for 2132.

Ericsson makes r1 available.
Huawei is fine with r1.


	
	
	2433
	CR 0103 29.521 Rel-17 Support of optional HTTP custom header fields
	Ericsson
	Agreed
	

	
	
	2134
	CR 0048 29.523 Rel-17 Support of optional HTTP custom header fields
	Ericsson
	Agreed
	

	
	
	2135
	CR 0407 29.122 Rel-17 MonitoringEvent API: TAB and missing "description" fields
	Ericsson
	Merged with 2053 into 2434
	This CR introduces backward compatible correction to the OpenAPI file MonitoringEvent API.
Ericsson makes 2135 r1 available.

Revision moved to 17.1.2.

	
	
	2136
	CR 0186 29.222 Rel-17 DiscoverService API: Unbreakable spaces and missing "description" field
	Ericsson
	Merged with 2068 and 2083 into 2435
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_Discover_Service_API.

Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2137
	CR 0187 29.222 Rel-17 PublishService API: Unbreakable spaces and missing "description" fields
	Ericsson
	Merged with 2069 and 2083 into 2436
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_Publish_Service_API.
Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2138
	CR 0188 29.222 Rel-17 Events API: Unbreakable spaces and missing "description" fields
	Ericsson
	Merged with 2070 and 2083 into 2437
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_Events_API.
Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2139
	CR 0189 29.222 Rel-17 InvokerManagement API: Unbreakable spaces and missing "description" fields
	Ericsson
	Merged with 2071 and 2083 into 2438
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_API_Invoker_Management_API.
Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2140
	CR 0190 29.222 Rel-17 Security API: Unbreakable space and missing "description" fields
	Ericsson
	Merged with 2072 and 2083 into 2439
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_Security_API.
Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2141
	CR 0191 29.222 Rel-17 AccessControlPolicy API: Unbreakable spaces and missing "description" fields
	Ericsson
	Merged with 2073 and 2083 into 2440
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_Access_Control_Policy_API.
Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2142
	CR 0192 29.222 Rel-17 LoggingAPIInvocation API: Unbreakable spaces and missing "description" fields
	Ericsson
	Merged with 2074 and 2083 into 2441
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_Logging_API_Invocation_API.
Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2143
	CR 0193 29.222 Rel-17 Auditing API: Unbreakable spaces
	Ericsson
	Merged with 2083 into 2442
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_Auditing_API.
Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2144
	CR 0194 29.222 Rel-17 AEFSecurity API: Unbreakable spaces and missing "description" fields
	Ericsson
	Merged with 2075 and 2083 into 2443
	This CR introduces backward compatible correction to the OpenAPI file AEF_Security_API.

Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2145
	CR 0195 29.222 Rel-17 API_Provider_Management API: Missing "description" fields
	Ericsson
	Merged with 2076 and 2083 into 2444
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_API_Provider_Management_API.
Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2146
	CR 0196 29.222 Rel-17 RoutingInfo API: Unbreakable spaces and missing "description" fields
	Ericsson
	Merged with 2077 and 2083 into 2445
	This CR introduces backward compatible correction to the OpenAPI file CAPIF_Routing_Info_API.
Ericsson makes r1 available.

Revision moved to 17.1.2.

	
	
	2147
	CR 0020 29.549 Rel-17 LocationReporting API: Removal of unbreakable spaces
	Ericsson
	Merged  
	This CR introduces backward compatible correction to the OpenAPI file SS_LocationReporting.

	
	
	2148
	CR 0021 29.549 Rel-17 GroupManagement API: Removal of unbreakable spaces
	Ericsson
	Merged 
	This CR introduces backward compatible correction to the OpenAPI file SS_GroupManagement.

	
	
	2150
	discussion    Control of Multiple PRA reports
	Ericsson
	Noted
	Use a CT3/CT4 thread:

[CT3/CT4] [SBIProtoc17][DP] [C3-212150/C4-212385] [Discussion Control of multiple PRA reports] 

Nokia: These proposed functional changes and potential new requirements (affecting CT3 and CT4 APIs) should be discussed in SA2.

Huawei: We share the same opinion as Nokia.

Ericsson: Our intention with the DP was to gather the feedback CT might have on the indicated topic, i.e., if there is an agreement in the identified problem and the related aspects CT would solve. The proposed solution as such was included more as an example, to provide a starting point for the discussion.

The discussion in the DP does not intend to include functional changes on the report of UE presence in a PRA, from the point of view that there is no enhancement to the SA2 specified functionality, in the definition of the feature, since the same kind of reports can be requested/generated, without changing the existing architecture or the interaction model between NFs.

The discussion intends to focus on the optimization of the interface(s) (PCF-SMF, PCF-AMF, and SMF-AMF) to avoid the increase of signaling that has been observed occurs when the UE is moving across the borders of the cells that delimit, e.g. the PRA. 

From that point of view, we considered that the discussion could be under stage 3 responsibility and tackled in CT, of course, if you share the understanding that these kind of optimizations could be tackled in this group.  



	
	
	2448
	CR 0001 29.535 Rel-17 Adding a missing description field to data type definitions in OpenAPI specification files of the Naanf_AKMA API
	Huawei
	Agreed
	Revision of 2097, moved from AKMA-CT (17.7).

Huawei: I have taken them all onboard in 2097_r1.

· CR title updated to “Adding a missing description field to data type definitions in OpenAPI specification files of the Naanf_AKMA API”

· Work item code changed to SBIProtoc17.

R1 is made available.
Ericsson is fine with r1.

	17.5
	IMS Stage-3 IETF Protocol Alignment

[IMSProtoc17]
	
	
	
	
	CP-201167 (CT1 leading)

	17.6
	Study on enhanced IMS to 5GC Integration Phase 2
[FS_eIMS5G2]
	
	
	
	
	CP-201358 (CT1 leading)

	17.7
	Authentication and key management for applications based on 3GPP credential in 5G [AKMA-CT]
	2097
	CR 0001 29.535 Rel-17 Adding some missing description fields to data type definitions in OpenAPI specification files of the Naanf_AKMA API
	Huawei
	Revised to 2448
	CP-203107

This CR introduces backwards compatible corrections to the OpenAPI specification file of the Naanf_AKMA API.

Ericsson: Ericsson has the following comments:
1. Proposal to change work item to SBIProtoc17 since the missing description fields in data type definitions in the OpenAPI file should be done under SBIProtoc17 work item.

2. CR title indicates that more than one description field is missing and also summary of change, but only description of AkmaKeyInfo is missing and is added.

Revision moved to SBIProtoc17 (17.4).

	
	
	2098
	CR 0002 29.535 Rel-17 Missing data type in the Naanf_AKMA Service API Data Types tables
	Huawei
	Merged with 2253 into 2553
	ZTE: This CR clashes with 2253 from ZTE, and I think 2253 can be merged into 2098 since it contains more changes.
Huawei: . I am fine to merger 2253 into 2098 as you proposed and add ZTE as a cosigning company. Please hence check 2098_r1. R1 is made available

ZTE is fine with r1.


	
	
	2553
	CR 0002 29.535 Rel-17 Missing data type in the Naanf_AKMA Service API Data Types tables
	Huawei, ZTE
	Agreed
	

	
	
	2251
	CR 0330 29.522 Rel-17 Correction of TS title for 29.535 in references
	ZTE
	Agreed
	Huawei: The title seems correct from the official website. But I am also fine if the title is updated officially with ‘stage 3’.

ZTE: The coverpage of TS 29.535 is correct including "stage 3", but the title in 3GPP website is wrongly missing "stage 3", I don't know whether we should  align with the website or the TS coverpage.

MCC updates the title in the website.

	
	
	2252
	CR 0003 29.535 Rel-17 Adding Clause 5.1.4.3.1
	ZTE
	Agreed
	

	
	
	2253
	CR 0004 29.535 Rel-17 Complete specific Data Types table
	ZTE
	Merged 
	

	
	
	2254
	CR 0005 29.535 Rel-17 Custom operation URI
	ZTE
	Revised to 2449
	This CR introduces backward compatible correction to the OpenAPI file for Naanf_AKMA API.
Ericsson: I think the advantage of the original custom operation naming is clear with the specific operation on register anchor key or retrieve application key.
Now the updates cannot present this contents.

And considering start with a verb is all applicable in TS 29.501,

“For custom operations, the last path segment of the URI via which the operation is invoked shall be a verb, or shall start with a verb.”

Prefer updates to registeranchorkey and retrieveapplicationkey, 

If you could consider accept above proposal, Would you add Ericsson as cosigner?
ZTE: There is an example for naming convention in 29501 using dash after the verb as follows:

Example 6:

…/sessions/terminate-all

To be more readable, could we also use dash, i.e.  "register-anchorkey" and "retrieve-applicationkey" ?

r1 is uploaded for your check.

Ericsson is fine with r1.


	
	
	2449
	CR 0005 29.535 Rel-17 Custom operation URI
	ZTE, Ericsson
	Agreed
	

	
	
	2255
	CR 0006 29.535 Rel-17 Terminology alignment of AKMA Application Key information
	ZTE
	Agreed
	

	17.8
	CT aspects on PAP/CHAP protocols usage in 5GS [PAP_CHAP]
	
	
	
	
	CP-210251


	17.9
	CT aspects for enabling Edge Applications [EDGEAPP]
	2263
	Work Plan   Rel-17 EDGEAPP - Workplan
	Samsung Electronics Iberia SA
	Noted
	CP-203106

WP aligned with stage 2. On track.

Companies are welcome to contribute.



	
	
	2264
	pCR  29.558 Rel-17 Pseudo-CR on Update to Terms and Abbreviations
	Samsung Electronics Iberia SA
	Postponed till next meeting
	Huawei: We can’t find where the new added abbreviations are used in the TS or the contributions in this meeting.

We prefer to introduce the abbreviations when used in the main body of the TS.

Samsung: The abbreviations added are based on recent updates in stage 2 TS 23.558. We anticipate that some of these updates are applicable for CT3 work and potentially to be used in future for various contributions. Not all terms and abbreviations were taken from SA6 TS. Let me know.

Huawei: I checked the TS 29.558, only the following sentence mentions the Edge Enabler Layer, which I consider should be removed:

This clause will provide the overview of the EdgeApp services, along with core network capabilities utilized by the Edge Enabler layer.

Hence, I suggest to change the proposal of this pCR to remove above sentence.

Samsung: The highlighted text by you is a guidance text, which will be removed as rapporteur updates. 

I agree with you and Huawei’ s comments, as the terms are not referred by the TS 29.558 normative text currently, I suggest we postpone this pCR. 

Will bring back the terms and abbreviations as they are introduced in the TS normative text. 



	
	
	2265
	pCR  29.558 Rel-17 Pseudo-CR on Correction to EAS and EES identifiers in Registration APIs
	Samsung Electronics Iberia SA
	Withdrawn
	Huawei: We prefer not to indicate the reference in stage 2 to the stage 3 attributes, and the description of ‘easId’ attribute already indicates it is the EAS Identifier.

Samsung: In some of the earlier discussions/contributions on other topics, it was agreed that where ever applicable, for clarity sake, the attributes shall be pointed to the exact definitions. With that spirit, I have made this update. Let me know if I missed something.
When there is a detailed definition of the ID we can refer to it.


	
	
	2266
	pCR  29.558 Rel-17 Pseudo-CR on Eees_UELocation Service description
	Samsung Electronics Iberia SA
	Revised to 2367
	Huawei:

Please find our comments as follows:

1. 5.1&5.y.2.1: the update operation is included by the Subscribe service operation for all other services, hence, it would be better to follow the same way; I am fine either send a LS to SA6 to update their specification or directly add a NOTE in TS 29.558 that the UpdateSubscription operation is covered by the Subscribe operation;

2. 5.y.2.2.2&5.y.2.3.2&: prefer to remove ‘as specified in 3GPP TS 29.572 [r29572]’ from ‘location QoS as specified in 3GPP TS 29.572 [r29572]’;

3. 5.y.2.2.2: for the GET service operation, it more like RPC style, hence, HTTP POST should be used not GET, similar as GET service operation for Naanf API in AKMA WI;

4. 5.y.2.2.2&5.y.2.3.2&5.y.2.4.2: suggest to indicate the exact 3GPP functions which exposure the 3GPP core network capabilities, for example, the SCEF as defined in 29.122, the NEF as defined in TS 29.522;

5. 5.y.2.6.2: whether the EES needs to interact with the 3GPP functions when receipt of the unsubscribe request from the EAS?

Comment 3 is also applicable for 2267.

Ericsson: TS 29.523 is not referred in this pCR, better to remove it.

For the req-resp. model, we can use the same approach as in SEAL location retrieval; otherwise it cannot be GET but custom operation POST.

Samsung to Huawei:

1) It is not clear to me how update operation is included within Subscribe service operation. Which services you are referring to? Please clarify. The subscribe operation is generally a POST on the "Subscriptions" collection resource which creates a Individual Subscription Resource. Update of subscription will be PATCH/PUT on Individual subscription resource.
2) Will do
3) I think both GET and POST (Custom operation) are done in the past. Naanf_AKMA API uses /applicationkeyretrieve custom operation.  In 29.520, Nnwdaf_AnalyticsInfo Service API uses GET operation on "/analytics" resource to fetch analytics report and this is the only resource and operation for this API. Why do you think RPC style is better than REST type operation GET?
4) These specifications define the services from specific 3GPP functions as defined in the TS. If you want, for clarity sake, will add the 3GPP function names.
5) OK, will add a statement that the EES may unsubscirbe to the corresponding 3GPP core network subscriptions.
Samsung to Ericsson:

On TS 29.523, this reference is referred in the api definition pCR in 2267. Sorry for confusion. All references are placed in this pCR.

On custom operation, Since this is request/response type service operation, using subscribe/notify model is not right. Can you clarify why GET based definition is not appropriate?
Samsung: Regarding rational for using GET Method to fetch UE Location information, I received a feedback yesterday during conference call that GET operation is preferable only when there is clarity on how the resource is created. As per stage 2 TS 23.558, the EES may return the UE location information if available locally in cache, which can be part of the resource “ue-location”. If the local cache is not present then EES fetches UE location information with assistance of downstream services. Let me know your views. 

Samsung to Huawei: Regarding separate update subscription service operation, as suggested, I have reviewed CT3 TSs, where subscription update is part of “Subscribe” operation and my understanding is that they are aligning to the corresponding stage 2 TSs. For example, 29.591 defines subscription creation and updation in “Subscribe” operation, which aligns with service operations defined in TS 23.502. However, in EDGEAPP case, stage 2 TS 23.588 has defined a separate service operation for Subscription create and update. This is done on purpose by SA6 to avoid conflated service operations. Hence, we should go by SA6 definition of separate service operations as proposed in the pCR. Hope this clarifies.
AT&T: Regarding #1: We need separate operations for subscription creation (POST /subscriptions) and updating an individual subscription (PATCH or PUT /subscriptions/{subscriptionId}. This is inline with what is expected by the RESTful app developers in the industry who are going to be exposed to such APIs as Location API .

Regarding #3: using GET operation perfectly makes sense. For cases where the number of query parameters are huge and since the URI length may be of a concern we may go with a POST operation to send in a query. But for Location API, the number of query parameters is very small. So no reason to go with POST as opposed to GET.

Huawei: Regarding #1, I fully understand your concern, but since all other service-based or Restful-based APIs define the HTTP PUT/PATCH operation under the Subscribe service operation, e.g. TS 29.508, 29.520, 29.517, 29.591 etc. I thought the Subscription service operation covers not only creation of subscription but also update of subscription. That’s why I suggest to align the Eees API definition with those APIs. But I double checked TS 29.222, there is Update service operation for Publish API, hence, I am open and also fine to define the dedicate update service operation in current TS.

Regarding #3, our understanding is that it all depends on whether further actions need to be triggered by the server at reception of the request, query parameters are used just to filter what the server needs to return. For Eees_UELocation API, after receipt of the request, the EES (mostly) needs to trigger to obtain the UE location information by consuming the 3GPP core network APIs. Then, POST is more suitable.
AT&T: Regarding 3:

I see  as to why you were suggesting POST over GET. For the following reasons I still believe GET is more appropriate :

· EES may already have the location info of the UE (i.e. EES may not need to request CN/NEF for the location of the UE)

· HTTP POST offers no advantage over GET for cases where EES would need to rely of CN/NEF southbound APIs to retrieve UE’s location in order to return a response to the client (AF/EAS). The reason is that, both HTTP POST and GET requests are synchronous operations and the call would wait until a response is available or the HTTP request times out. This is due to the fact that NEF to GMLC API is also synchronous (the request waits until a reply is received within a set HTTP request timer). If the NEF southbound API to GMLC (for UE Location query) was an Asynchronous operation where the HTTP response had to provided to NEF later on over an Event (e.g. because GMLC had to do a lot of processing before returning the location info), then there was no choice but to say we’ll use a POST operation from EAS and possibly EES would return an HTTP 202 Accepted (not HTTP 200 OK) in response to the POST operation. However, as mentioned earlier, I believe NEF also relies on a synchronous API request towards GMLC. If that’s the case then using POST to perform UE Location query (between EAS and EES) offers no advantage over GET.

Ericsson: For #3 POST vs GET operation, please find our further comments below inline why need POST for correct UE location retrieval.  

The same comments applicable to 2267, 2268, 2269 on POST operation needs.

TS 29.501 clause 4.2.2 bullet c) specifies HTTP GET method shall not be used for non-safe operations and non-idempotent operations.  For UE location retrieval, when the consumer invokes 2 consecutive location request, the returned results are possible NOT the same upon the moving UE location changed, 

so here the correct actual UE location retrieval is non-idempotent. for volatile information retrieval, it shall use RPC-style POST.

Samsung: With respect to non-idempotent and fail safe operations, fetching of UE location information doesn’t change UE’s location at EES. However, the EES fetches the latest or cached UE location information. So, if there are consecutive GET operations on EES for same UE’s location, then the location information in the response is same, as along as the UE’s location hasn’t changed. When the UE’s location changes, then as you mentioned, the changed location reflects in UE location information response. So, essentially, the GET request from EAS to EES, doesn’t change the UE’s location. This is same with GET operation in any context, where if there is change in collection resource, the GET response changes accordingly. 

Regarding 2268 and 2269, there is no change in UE identifier with multiple consecutive requests. A given UE information should fetch the same UE identifier, provided the UE identifier is not changed by EES or the core network as applicable.

Agree, technically, both GET and POST (Custom) achieve the objective. 

Having said the above, if companies think Custom operation with POST is the appropriate way, to move forward, I am fine to change the procedure to custom operation. Let me know.

AT&T: GET by nature is safe and an idempotent operation so I didn’t understand as to why you think GET Location could be “non-safe operations and non-idempotent”. That is the Client can perform multiple GETs and that has no side-effect on the resource on the server and it’ll always return the latest representation of the resource!

In my humble view it is a wrong interpretation of the HTTP spec (RFC 7231) to think that if multiple GETs on a resource returns a different value, then it should be concluded that the operation is not idempotent and therefore shouldn’t use GET (and should use POST). If making multiple requests produce the same result (not the same value), then the operation is Idempotent!
If the client makes multiple identical GET Location request, it has the same effect as making a single GET request (i.e. produces the same result on the server i.e. it is safe; no side effects), while the response itself may not be the same (e.g. a resource's state may change between requests).
Another reason that I believe, it is a wrong interpretation to think that if simply repeating a request returns different response values then it not idempotent is this: We know as per RFC, DELETE operation is Idempotent (i.e. repeating it multiple times would yield the same result… the resource is removed). However, we know that repeating DELETE may actually produce different response by the server: the first time the server may respond with 200 or 204  and if the client repeats the same DELETE request, the server would probably respond with a 404 NOT FOUND. Should we then say DELETE is not Idempotent because the server returns different response when the request was repeated? No, not really. The fact that repeating DELETE (like GET) produces the same result (with no side effect even though the response value is different given the latest representation of the resource), it is idempotent.
CT3 agrees to go for POST due to:

· In case extra info (auth info) is needed that cannot go in a header GET is not appropriate

· When the server needs to find the info somewhere else using a different operation than GET, GET is considered as not the best method.

· No resource handling
Add an EN “It is FFS the use of GET based on CT4 clarification on the use of GET”.

· Samsung makes r1 available. Updated Eees_UELocation_Get service operation with usage of POST operation.
· Added an EN (Editor’s Note: It is FFS, usage of GET method for Eees_UELocation_Get service operation is based on clarification from CT4)  in clause 5.y.2.2.2. 

· In 5.y.2.2.2&5.y.2.3.2, removed ‘as specified in 3GPP TS 29.572 [r29572]’ from ‘location QoS as specified in 3GPP TS 29.572 [r29572]’

· As suggested, in 5.y.2.2.2&5.y.2.3.2&5.y.2.4.2, indicated the exact 3GPP functions which exposure the 3GPP core network capabilities, for example, the SCEF as defined in 29.122, the NEF as defined in TS 29.522; 

· In 5.y.2.6.2, added a statement to clarify that EES may unsubscribe to the corresponding 3GPP core network subscriptions.

· Update service description in 5.y.2.5.2 to include PUT method. 

Huawei: Only one issue is that why the custom operation with resource is defined not the custom operation without associated resource?

Samsung: The resource defines the collection of location information of UEs. As per stage 2 TS 23.558, the UE location information may be available locally at EES. Hence the custom operation on the /ue-location resource was used.

Huawei: We consider that the UE location information may be available locally does not mean that the resource should be held by the EES, and does not justify thus the creation of a resource structure. The UE location information can be the information in a kind of cache.

Samsung: I see your point, but to my understanding, we should opt for custom operation without resources, ONLY when it is not viable to define a resource. Also, going by your reasoning, every operation can be custom operation without resource, i.e an executable function with input and output parameters. 
In this pCR, I feel it is viable and also beneficial to define a resource to have a resource representation handle any future enhancements on UE location information. The EAS is getting the UE location from the cache/store at the EES , so the EES is storing the UE location information locally and can be represented by a resource. 

Resources are the basic building blocks of REST. Do you have any reason why custom operation with resource shouldn’t be used? I don’t see a problem severe enough to not create a resource.
AT&T: I also agree with Samsung and the reasons he brought .

I thought we, in 3GPP, a few years ago decided to revamp our interfaces in favor of where the industry is going and that is RESTful interfaces and hence 3GPP decided on SBA/SBI. Ii seems to me that here we are trying with a reverse mentality of trying to shy away from  REST and do thing in the old way.

Along with the discussion we had yesterday on the conf call, it may be better to open up this discussion with CT4 in the context of required clarification in 29.501 in regards to “custom” APIs and when and why it should be used as it seems to me that what is causing all such misunderstandings in the usage of custom API has resulted from lack of clarity in 29.501.

Huawei to AT&T: I fully agree with you. We should try to design the API in RESTful style whenever possible, if not, then RPC (custom operation), but as we discussed during the CC, the majority consider GET may cause some risks which is still unclear, that’s why we agree to send the LS to CT4 for clear design guidelines. 

For the issue whether the resource is needed or not for the custom operation, I also agree in yesterday’s CC to send the question to CT4 for more clarification, since the guideline is unclear and it will also impact quite many APIs design.

Ericsson: We had similar discussion in the past for SEAL LM API and TS 29.549, 5.2.3 captures the location retrieval by re-using resource based design.

Now if we are going to define a custom operation for EdgeApp location retrieval, do we need to forbid the “one-time” & “immediate” report in the location event subscription? If not, it seems we will have two options for the consumer which provide the same function.

Maybe more time is needed to consider a holistic solution.

Huawei: I agree with you, this is another issue which can also be considered.

If CT3 agrees that for immediate reporting, the location information should be provided in the corresponding response, and no new resource is created in the EES, then maybe reusing is possible, but if the location information can only be provided in a dedicated POST request for notification, then that’s not request/response communication type as I know.

Samsung to Ericsson: Regarding your comment on using SEAL Location retrieval mechanism for the Eees_UELocation_Get service operation. Here are my thoughts why I didn’t take this approach
· As per stage 2 TS 23.558, for Eees_UELocation_Get service operation, the UE location is either returned if available locally cached or retrieved from 3GPP core network.

· With your suggestion of immRep and One-time, the server returns the event report only if available. However, with this feature, it doesn’t handle the case of retrieving from core network which is applicable for Eees_UELocation_Get service operation. 

Hence for Eees_UELocation_Get service operation, I used a separate resource and method to fetch UE location information. 

Let me know your views. 
Samsung to Huawei: With regard to your comment on custom operation without resources, as I understood, are you ok with a EN in the pCR and request clarification from CT4 in the LS. Let me know. 
Huawei: Considering quite many solutions on the table, and not sure which way should be used, to make our lives more easier in this meeting, it would be better to leave the request/response part open and removed from the CRs. E.g. remove the text under subclause 5.y.2.2.2 of 2266 but add an EN that ‘the definition of Eees_UELocation_Get service operation is FFS.’ 

Then we further discuss in next meeting which way go forward, reuse the subscribe/notify part with immediate reporting mechanism as Ericsson  mentioned, or GET/POST after receipt of CT4’s reply.

That would be the best approach currently, what do you think?

Samsung: As suggested, for now, we can move on with rest of the API and leave Eees_UELocation_Get service operation definition for FFS and align based on CT4 response. 

· Rev 2 removes the Eees_UELocation_Get service operation content 

· Adds an EN that definition of Eees_UELocation_Get service operation is FFS.

R2 is made available.

Huawei is fine with r2.

Ericsson to AT&T: Just to explain for GET method, only consider “non-idempotent” in original mail, Thanks a lot your detail on RFC 7231 descriptions and share your thought!

Now upon the LS sent to CT4 on 29.501, we can wait on the related reply.

Ericsson is fine with r2.
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	pCR  29.558 Rel-17 Pseudo-CR on Eees_UELocation Service description
	Samsung Electronics Iberia SA
	Agreed
	

	
	
	2554
	LS on clarification on the API design principles 
	Samsung Electronics Iberia SA
	Approved
	CC: CT1, SA4, SA5
Samsung makes r1 available.

Qualcomm: What I am missing in the draft is the reason why we are not clear about the issue? We had long discussions on this, but do we have any agreeable concern on using GET for the case mentioned, which we can include to clarify the draft? I think if there is no agreeable concern to add, we can still send the LS, but the question becomes a bit vague then.
Samsung: To my understanding, as per some companies, the reason to use custom (POST) operation against GET, is that EES does additional processing (like fetching from 3GPP core network services) to respond to EAS with UE location information. But such a criteria is not clear in TS 29.501, hence the LS. The concern raised to use GET is that, it is not a simple information retrieval procedure, but additional processing is done at EES, which may alter the state of local cache.

Let me know if this is not clear or you have any suggestions.
Qualcomm is fine with r1.

Samsung: the rev2 version is updated with questions related to custom operations without resources. R2 is made available.
Ericsson: For Question 3) Can a resource be associated only with custom operation?

Wonder why should this Question be raised, seems not clear.

Upon Q2, prefer change to a more clear Question 3) What is the criteria to use customer operation with resource ?

Samsung: As discussed in the conference call yesterday, Question 3 is specifically to clarify Huawei’s concern on whether a resource can exist with only a custom operation. 

Regarding question 2, my understanding is, being RESTful APIs, we should define resources and the operations (CRUD, Custom) on them. Hence, for RESTful APIs, we need clarity on when to use custom operation without resources.
Huawei: For ‘for RESTful APIs, we need clarity on when to use custom operation without resources’ , my understanding is that if the custom operation is used, then not Restful API but RPC API, right?

Please find further comments on r2:

· reword Question 1) to ‘Which HTTP method (a standard HTTP GET or a custom HTTP POST) should be used for the NF service consumer to retrieve information from the service producer in above scenario?’;

· Reword question 2) to ‘If a custom operation is used, then what is the criteria to decide whether associated resource is needed or not?’;

· Remove ‘CT3 requests CT4 to update their specification TS 29.501 accordingly with the clarification to the Questions above. ’ from section 1 Overall description;

· In the section 2, reword to ‘CT3 kindly asks CT4 to answer the above questions and update their specification(s) if needed.’

Question 3 is also unclear to us, we consider that question 2 is good enough. Hence, suggest to remove question 3.

Ericsson: then suggest to directly use the wording in Question 3) Whether a resource can exist with only a custom operation?
Samsung makes r3 available.
Revision 3 contains the following:

· All the comments from Huawei, except for question 3 are incorporated.

· Regarding Question 3, as suggested by Ericsson and since the question is very specific to the concern raised, we prefer to keep it.  Question 2 is generic clarification on the criteria.

· hope this is OK for Huawei. OR, please suggest any alternate text. 

Huawei: But question 3) Can a resource be associated only with custom operation? in r3 is not exactly the question as Ericsson suggested. Right?

And question 2 already covers question 3 as I know, since we agree as question 2 that custom operation can be designed with resource or without resource.

But if the majority prefer to ask Question 3, then I am also fine.

Please reword it to: Whether a resource can be associated only with a custom operation?
Samsung: R4 is made available:

· Updated question 3.
· Updated title to “LS on Clarification on the API design principles”.

To Chair: since the LS is no more specific to query operation, the LS title can be generalized to “LS on Clarification on the API design principles”. 
Huawei is fine with the title and with r4.
Ericsson: I’m also general fine with r4, just to see whether “fetch” scope to be clarified.

Since upon our internal discussion, we have some consideration on “resource” needs mainly on the “fetch” model between EES and 5GC NF, 

if the “fetch” model is limited to only request/response without subscription seems fine without resource, 

If the “fetch” model including subscription/notification, then resource is needed.

Samsung to Ericsson: Let us discuss this further based on response from CT4.
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	pCR  29.558 Rel-17 Pseudo-CR on Eees_UELocation API definition
	Samsung Electronics Iberia SA
	Revised to 2368
	Huawei: Please find our comments as follows:
6. Same comment for 2266, for the GET service operation, it more like RPC style, hence, HTTP POST should be used not GET, similar as GET service operation for Naanf API in AKMA WI;

7. The Accuracy data as defined in TS 29.122 can be reused to indicate the location granularity, hence, LocationFormat is no needed;

8. HTTP PUT can also be one possible operation to update the subscription;

9. Some places use EES, but Edge Enabler Server is used in some other places, better to align and using EES due to the EES already listed in the Abbreviation clause;

10. 8.y.5.2.3&8.y.5.2.6: prefer not to indicate the reference in stage 2 to the stage 3 attributes due to all the IE definition aligns with the stage 2 reference which already mentioned in the Scope clause;

11. 8.y.5.2.3: group id can be external group Id as defined via the ExtGroupId as defined in 29.503 or an internal group Id via the GroupId as defined in 29.571;

12. 8.y.5.2.3: for my clarification, why EAS ID is included?

13. 8.y.5.2.4: notification destination is not required to be changed in the PATCH operation;

14. The OpenAPI file is missed, but we are fine to add an EN in this meeting which can be solved in future meetings.

Ericsson: As comments in C3-212266, for the req-resp. model, we can use the same approach as in SEAL location retrieval; otherwise it cannot be a GET but custom operation POST
For 8.y.5.2.2 LocationFormat, shouldn’t it be ENUM instead of bitmap?

For 8.y.5.2.3 LocationSubscription, stage 2 doesn’t have EAS ID in location subscription.

For 8.y.5.2.4 LocationSubscriptionPatch, notificationDestination shall be Optional.

For 8.y.5.2.6 LocationEvent, repType is not really needed since the location report is split to two IEs (one is actual loc and another is predictive loc).

Samsung to Huawei:

1. As explained in 2266, please clarify why custom operation over GET should be used? Both styles are used in the past.
2. Are you suggesting to use "Accuracy" as defined in clause 5.3.2.4.7 of TS 29.122? That enumeration data type doesn’t cover civic address. Whereas, as per stage 2 TS 23.558, Civic address is one of the formats in which the requestor can request the location information. Also, if the requestor wants to express more than one location formats, then LocationFormat data type suits such requirement.

3. Are you proposing PUT as additional method along with PATCH to update the subscription? Last meeting, it was insisted by many companies to take PATCH method approach for resource updation.

4. Sure, will update Edge Enabler Server to EES.

5. As responded for 2265, in some of the earlier discussions and contributions on other topics, it was agreed that where ever applicable, for clarity sake, the attributes shall be pointed to the exact definitions. With that spirit, I have taken this approach. Let me know if i missed something.

6. As per TS 23.558, group ID can be either external or internal group id. Hence the attribute description refers to TS 23.558 definition. Are you proposing to replace that with the text you proposed?

7. As specified earlier in other specifications, the identifier of the subscriber is included in the subscription request and response. Also, this is definitely needed in Individual Subscription resource to identify the subscriber of the subcription.

8. You mean, notificationDestination shouldn’t be Mandatory or NOT present at all? Subscriber can wish to update its notification destination as well right?

9. We intend to bring the openAPI files, once the API definitions are stable to some extent. Else, we land up in multiple changes across the API definition clauses and the openAPI files. We are following this approach for all the APIs.

Samsung to Ericsson:

On the custom operation, as clarified in 2266, since this is request/response type service operation, using subscribe/notify model is not right. Can you clarify why GET based definition is not appropriate?

On LocationFormat, if the requestor wants to express more than one location formats, then LocationFormat data type suits such requirement. Hence we chose this approach.

On LocationSubscription, Location subscription is s a single data type for both request and response. It is needed to bind the subscription with the identifier of the requestor. Hence EAS ID is added.

On LocationSubscriptionPatch, Agree, will update.

On LocationEvent, I see your point. Don’t remember now, why I included repType. Will remove from 8.y.5.2.6 and the repType ENUM as well.

Ericsson: See 2266.
Samsung: As discussed during the conference call today, r1 is made available with implementation of the following:
· Replaced GET method with Custom (POST) operation. Removed content from 8.y.2.2.3, and updated 8.y.2.2.4 accordingly.

· Added an EN (Editor’s Note: It is FFS, usage of GET method on Location Information of UEs resource, to fetch the location information of UE, is based on clarification from CT4) in clause 8.y.2.1.

· Defined HTTP PUT method in 8.y.2.4.3.3.

· Replace all instances of Edge Enabler Server with EES.

· Removed stage 2 references from the attribute descriptions in  8.y.5.2.3&8.y.5.2.6

· In 8.y.5.2.3, updated “groupId” attribute description as ExtGroupId or GroupId as defined in 29.571.

· 8.y.5.2.4: notification destination made optional. This information element is present in stage 2 TS 23.558. 

· Include 204 No Content as possible response for PUT and PATCH methods

· For 8.y.5.2.6 LocationEvent, repType is removed

· RepType data type remove the enumerations. 

· New Data type LocationRequest  is defined in 8.y.5.2.7 to handle the POST request.

Let me know if you are fine with this revision. 
Samsung: As discussed for 2266, the pCR is revised to rev2.
· Removed “ue-location” resource and the related custom operation “fetch”.  No additional EN is added, as the service description covers the EN.

· Removed “LocationRequest” Data type, as it was related to Eees_UELocation_Get service operation. 

Let me know if rev2 is fine. 
Huawei: I noticed our comments are not fully considered, please find our comments on r2:

· Remove the EN in subclause 8.y.2.1;

· Remove ‘None’ in subclause 8.y.3;

· No need to define LocationFormat, but reuse Accuracy, which is fully satisfy stage 2 requirement;

· 8.y.5.2.3: the data type of group id should not be just string but ExtGroupId or GroupId, two attributes can be defined, one for external, another for internal

· 8.y.5.2.3: put EN for FFS that whether EAS ID is needed

· 8.y.5.2.4: remove the NOTE due to common sense for PATCH operation

· 8.y.5.2.5: array not Array

Samsung: I accept all your comments except one.  

Regarding, Locationformat, as I clarified earlier, ACCURACY data type suggested by you doesn’t cover civic address. Whereas, as per stage 2 TS 23.558, Civic address is one of the formats in which the requestor can request the location information. Also, if the requestor wants to express more than one location formats, then LocationFormat data type suits such requirement. Hence I defined a new data type. 

Is the reasoning acceptable?

Huawei: My understanding is that the LocationFormat just includes some Boolean value, which is not so correct, how to indicate the cell Id level or TAI level accuracy by using the LocationFormat?

Samsung: “LocationFormat” is included in the subscription request. The appropriate attributes of this data type can be set to true (“nwArea”, “cvcAddr” and “geoArea”) accordingly. Let me know if something is missing. 

I don’t see the granularity at Cell level and TAI in TS 23.558. I am open to re-use an existing Data type, but I didn’t find any that matching stage 2 requirements. 

Huawei: Please check TS 23.558, 8.6.2.2.2.

1.   The EAS sends UE location request to the EES. The UE location request shall include the UE Identifier. It may also include location granularity to indicate requested format of the location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.), which can be understood by the EAS and location QoS.
Otherwise, if only set the value of nwArea is true, how the server knows the precise requested accuracy? E.g. Cell Id level or TAI Id level?
Samsung: My intent was to cover cell ID and TAI generically under network area. I see your point now. 

Since Civic address is missing, how about defining a new Enumeration in this API, with the following ?
Huawei: If that’s the only one value missed in the Accuracy, it would be better to extend the Accuracy in TS 29.122, since anyway, the location information is retrieved from 3GPP network.

Due to time limitation, I would suggest to remove LocationFormat from the CR and put an EN for further study. 

Hope that’s okay to you.

Samsung: If you agree to extend the Accuracy in TS 29.122, I will use Accuracy from TS 29.122 in this pCR, with an EN on inclusion of civic address in location accuracy. 

Is that ok?
Huawei: That’s also fine to me.
Samsung makes r3 available:
Please find the rev3 HERE , with the implementation of all your comments as follows
· Removed the EN in clause 8.y.2.1;

· Removed ‘None’ in clause 8.y.3;

· Removed LocationFormat data type.

· Added support for Accuracy data type from TS 29.122.

· Added EN on inclusion of Civic Area format in Accuracy.

· 8.y.5.2.3: 

· Two attributes defined : grpID (of Type GroupId) and extGrpId (of Type ExternalGroupId)

· Updated Table NOTE with these new attributes

· 8.y.5.2.3: Added EN for FFS that whether EAS ID is needed

· 8.y.5.2.4: removed the NOTE.

· 8.y.5.2.5: array

Let me know if r3 is fine.

Huawei is fine with r3.
Ericsson is fine with r3.

	
	
	2368
	pCR  29.558 Rel-17 Pseudo-CR on Eees_UELocation API definition
	Samsung Electronics Iberia SA
	Agreed
	

	
	
	2268
	pCR  29.558 Rel-17 Pseudo-CR on Eees_UEIdentifier Service description
	Samsung Electronics Iberia SA
	Revised to 2369
	Huawei:

Please find our comments on 2268 as follows:

1. For the GET service operation, it more like RPC style, hence, HTTP POST should be used not GET, similar as GET service operation for Naanf API in AKMA WI;

2. 5.z.1&5.z.2.2.2:Prefer to remove ‘as defined in 3GPP TS 23.558 [2]’ for the UE identifier;

Comment 1 also applies to 2269

Ericsson: For 2268+2269, It should be custom operation POST because there is no existing “resource” there in EES to retrieve.

For 2269, 8.z.5.2.2 Table Note for UserInformation should say “only one of …”

Ericsson: See 2266.
Samsung: R1 is made available with implementation of custom operation (POST) and other comments. 
· Clause 5.z.2.2.2 (Eees_UEIdentifier_Get service operation) updated with POST method related text. 

· Added EN (Editor’s Note: It is FFS, usage of GET method for Eees_UEIdentifier_Get service operation is based on clarification from CT4) to clause 5.z.2.2.2.

· From 5.z.1 and 5.z.2.2.2, removed ‘as defined in 3GPP TS 23.558 [2]’ for the UE identifier

Samsung: Please find the rev2 , with the update to the EN as follows
· Editor’s Note: It is FFS, usage of GET method or custom operation without resource, for Eees_UEIdentifier_Get service operation is based on clarification from CT4

Let me know if rev2 is fine. 
Huawei is fine with r2.

Ericsson is fine with r2.


	
	
	2369
	pCR  29.558 Rel-17 Pseudo-CR on Eees_UEIdentifier Service description
	Samsung Electronics Iberia SA
	Agreed
	

	
	
	2269
	pCR  29.558 Rel-17 Pseudo-CR on Eees_UEIdentifier API definition
	Samsung Electronics Iberia SA
	Revised to 2370
	Huawei: See 2268.
Ericsson: See 2268.

Ericsson: See 2266.
Samsung: R1 is made available with implementation of custom operation (POST) and other comments. 
· Added custom operation (POST) in 8.z.2.2.4 and removed 8.z.2.2.3 related to GET method.  

· Added EN (Editor’s Note: It is FFS, usage of GET method on Identifier Information of UEs resource, to fetch the UE identifier, is based on clarification from CT4) to clause 8.z.2.1.

· Table 8.z.5.2.2 (UserInformation) updated with “only one of …”

Samsung: Please find rev2 HERE , with update to the EN in 8.z.2.1, as follows:
· Editor’s Note: It is FFS, usage of GET method on Identifier Information of UEs resource or custom operation without resource, to fetch the UE identifier, is based on clarification from CT4.

Let me know if rev2 is fine. 
Huawei: Only one concern is to remove ‘None’ from clause 8.z.3.

Samsung makes r3 available.
Huawei is fine with r3.

Ericsson is fine with r3.

	
	
	2370
	pCR  29.558 Rel-17 Pseudo-CR on Eees_UEIdentifier API definition
	Samsung Electronics Iberia SA
	Agreed
	

	
	
	2520
	TS 29.558 v0.3.0
	Samsung Electronics Iberia SA
	
	

	17.10
	Reliable Data Service Serialization Indication 

[RDSSI]
	
	
	
	
	CP-203234 (CT1 leading)

	17.11
	CT aspects on Dynamically Changing AM Policies in the 5GC [TEI17_DCAMP]
	2031
	Work Plan    Work Plan for TEI17_DCAMP WI
	Ericsson India Private Limited
	Noted
	CP-210291

On track. Details missing for the new TS.



	
	
	2108
	CR 0046 29.523 Rel-17 Support of notifications of SAR changes
	Ericsson
	Revised to 2406
	This CR impacts the Npcf_EventExposure OpenAPI file with a backwards compatible feature.
Nokia: Just a white space is missing in the citation of 29.507.

Ericsson makes r1 available.
Nokia is fine with r1.

	
	
	2406
	CR 0046 29.523 Rel-17 Support of notifications of SAR changes
	Ericsson
	Agreed
	

	
	
	2109
	discussion    Discussion on Access and Mobility Policy Authorization service
	Ericsson
	Noted
	

	
	
	2111
	pCR  29.534 Rel-17 TS skeleton for Access and Mobility Policy Authorization service specification
	Ericsson
	Agreed
	

	
	
	2122
	CR 0294 29.514 Rel-17 Adding PCF as the consumer of the Npcf_PolicyAuthorization service to support DCAMP
	China Telecommunications, Ericsson
	Revised to 2407
	ZTE: A minor comment: "NOTE1" and "NOTE2" in the 3rd change are missing unbreakable spaces.
Nokia: Some further comments:

1) Replace N24 with N43 (N24 is between V-PCF and H-PCF, N43 is between PCF for a UE and PCF for a PDU Session).

2) Maybe adding the PCF as a consumer in the architecture figure should be rather done via a "loop" arrow (as is usually done for e.g. the UPF-to-UPF N9 interface) instead of a new box?

3)  Change "separated" to "separate" or "different" in 4.1.2.

4) Change "the PCF for a UE is a NF service consumer of the PCF for the PDU session that subscribes to these events" to "the PCF for a UE may act as an NF service consumer of the PCF for the PDU session by subscribing to such events" in 4.1.3.2.
China Telecom: For comments 1), 3) ,4), I have revised the CR correspondingly.

And for the second comment, since the PCF for a PDU session and a PCF for a UE is not the same, I think it's more clear to use a new box and marked as "PCF(for the UE)".

Pls check if you are OK with r2? R2 is made available.
Nokia is fine with r2.

Ericsson: If possible, and agreeable, in 4.1.2, just before the end of the clause, a new NOTE could be added to indicate that “When the N43 reference point exists, the PCF for the UE interacts with the PCF for the PDU session”.

Otherwise, I’m fine with r2
China Telecom: The N43 is the specific reference point between the PCF for a UE and the PCF for the PDU Session, so my view is that there is no need to add the NOTE.
Ericsson: The purpose of the NOTE was to clarify why the architecture figures do not include a PCF (for the PDU session) but do include a PCF (for the UE), since as you mention, the N43 is between them. 

I agree it might be redundant for an expert reader, but not so obvious for a new one.

Anyhow, as I mentioned, it is a clarification nice to have, but not essential.

If you still prefer to bind to r2, I’d be fine with it.

Huawei: Two additional comment on my side:
· I think that either “PCF for the UE / PDU session” or “PCF for a UE / PDU session” expression should be used everywhere. Otherwise, it becomes confusing in my opinion.

· Regarding the figures, I think that there is no need to update figure 4.1.2-1 and figure 4.1.2-2 should be updated by adding a loop to the existing PCF box. Indeed, the added text in the other clauses clarifies that it is the PCF for a UE that consumes this service and hence it does not matter in the figure whether it is the PCF for a UE or the PCF or a PDU session that consumes the service as long as we have a service bus with PCF connected to it. Otherwise, we need to precise in the figure as well that the NF producer is the PCF for a PDU session.

Nokia: I personally agree in principle with both comments, BUT:

· I think that SA2 did not manage to consistently use only one of the expressions “PCF for a UE” and “PCF for the UE” either, because the one or the other fits the context (and the grammar) better depending on the sentence. I think we can accept their co-existence as well.

· We decided yesterday during the call to NOT use loops but separate boxes in such figures (applicable also to other CRs, I proposed the loop like you…)

Huawei:

· I agree. My point was that when the grammar does not require us to use “the” or “a”, we should have a common wording. What about using neither one of them, i.e. “PCF for UE” / “PCF for PDU session”.

· Then, no need to change figure 4.1.2-2 in this case or with add a box with only “PCF” in it. Adding a box with “PCF for UE” is for me more confusing than anything else. N43 is between two PCFs, right? Not specifically between PCF for UE and PCF for PDU session.

Ericsson: About

· N43 is between two PCFs, right? Not specifically between PCF for UE and PCF for PDU session
23.503, 5.2.1 indicates
The N43 reference point enables communication between the PCF for a UE and the PCF for the PDU Session.

About replacing PCF for a/the UE/PDU session by PCF for UE/PDU Session could create the perception of a reader out the context of this discussion that either “the” or “a” is missing…
I’d prefer to leave the text as it is.

China Telecom: From my point of view, I prefer to leave the figure as it is now. 
And if you think it will make some confusion, I think a NOTE can be added below the figure 4.1.2-2 as Ericsson suggested that "When the N43 reference point exists, the PCF for the UE interacts with the PCF for the PDU session”. Since the PCF for the UE is indicated in the figure, then it is clear to know that the producer is the PCF for the PDU session.

And in clause 4.1.3.2 and 4.2.1, there are some existing descriptions/NOTE to differentiate the PCF for the UE or the PCF for the PDU session.

What's more, it's ok for me to unify the wording with "PCF for the UE" and "PCF for the PDU session" to describe the NF consumer and the NF producer.

Pls let me know if it's fine to you all, and i'll revise the CR then.
Huawei: . Please find below further comments / answers from my side.
· I am really not comfortable with the figures as they are now and strongly believe that they are confusing. Please check my proposal in “2122_r2 AEM”.

https://www.3gpp.org/ftp/tsg_ct/WG3_interworking_ex-CN3/TSGC3_115e/Inbox/Draft/PCC/TEI17_DCAMP 

· Regarding the wording, I still prefer “PCF for UE / PDU session” instead of “PCF for a/the UE/PDU session”, as it is at least neutral and avoid grammatical mistakes that are more annoying, at least to me J and I am sure it would be the case for the readers of the 3GPP specifications.

If it is really not agreeable to you, I can live with having the wording “PCF for the UE/PDU session” everywhere.

China Telecom: I'm OK with the revision of "2122_r2 AEM".
Huawei: Please find below some comments on this revision.
· There are changes over changes that have not been removed.

Therefore, this CR needs to be revised.



	
	
	2407
	CR 0294 29.514 Rel-17 Adding PCF as the consumer of the Npcf_PolicyAuthorization service to support DCAMP
	China Telecommunications, Ericsson
	Revised to 2591
	

	
	
	2591
	CR 0294 29.514 Rel-17 Adding PCF as the consumer of the Npcf_PolicyAuthorization service to support DCAMP
	China Telecommunications, Ericsson
	Agreed
	

	
	
	2125
	CR 0166 29.507 Rel-17 Enabling Dynamic Changes of AM Policies in AMPolicyControl
	Nokia, Nokia Shanghai Bell
	Revised to 2408
	Ericsson: agrees with the proposed CR with the following comments:
· The description of when to create/update/remove the BSF binding information with the UE Id to PCF relationship should be specified in 29.513 instead of in this specification (29.512 also follows this approach and does not describe BSF interactions). Changes in 4.2.2.1 and 4.2.5 should be removed

· Clause 4.2.4.2, please, consider to add after figure 4.2.4.2-1 a text that introduces that the UpdateNotify operation may be triggered by N43 request. E.g.

The PCF may decide to update Access and Mobility policies related to an Individual AM Policy Association, e.g. in response to information provided to the PCF via the Npcf_AMPolicyAuthorization service (see 3GPP TS 29.534 [xx]), or in response to an internal trigger within the PCF. The PCF and shall then send for this purpose an HTTP POST request with "{notificationUri}/update" as URI (where the Notification URI was previously supplied by the NF service consumer) and the PolicyUpdate data structure as request body encoded as described in subclause 4.2.3.3.
If agreed, replace reference to 29.521 by 29.534

Nokia makes r1 available.

Huawei: In addition to Ericsson’s comments, please find below further comments from our side:
· We fully agree with the comments from Ericsson.

· For the 2nd and 3rd change, a reference to where these notifications are defined should also be added.

· The changes to clause 2 should be at the beginning of the CR.

Ericsson is fine with r1.

Nokia makes r2 available.

Huawei is fine with r2.

	
	
	2408
	CR 0166 29.507 Rel-17 Enabling Dynamic Changes of AM Policies in AMPolicyControl
	Nokia, Nokia Shanghai Bell
	Revised to 2598
	Wrong revision number.

	
	
	2598
	CR 0166 29.507 Rel-17 Enabling Dynamic Changes of AM Policies in AMPolicyControl
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2126
	CR 0752 29.512 Rel-17 Application Detection triggering for dynamic AM policy changes
	Nokia, Nokia Shanghai Bell
	Revised to 2409
	Ericsson: agrees with the proposed CR with the following comment:
· The currently proposed text seems to indicate that the subscription check is not performed when the App Detection is requested via N5, while it should be.

Please, consider a rewording similar to the one proposed below:
If the ADC feature is supported, the PCF determines that application detection is required because e.g. an internal/external trigger or because the PCF has received from an NF service consumer (e.g. another PCF) a subscription to the event for application traffic detection start/stop together with the event identifier, and the user subscription indicates that application detection and control is requiredenabled, or the PCF has received from an NF service consumer (e.g. another PCF) a subscription to the event for application traffic detection start/stop, the PCF may instruct the SMF to detect application(s) by installing or activating PCC rule(s). 

Nokia: You are right, I re-formulated as you suggested with minor changes (re-ordered sentence and removed “together with the event identifier”, because it is already required in / implied by the aforementioned subscription, right?).

Ericsson: I meant “together with the application identifier”, but I know it is dependent on the agreement we make for N5.

I’d agree on your current proposal, and complete it later on as/if necessary.

I’m ok with r1

Huawei: Please find below further comments from our side.
· Please add a reference to the relevant clauses in TS 29.514 in the introduced text.

· Remove the second “because”: “…because of e.g. an internal/external trigger or because the PCF has received from an NF service …”

Otherwise, this CR is fine for us.

Nokia: R2 is made available. Note that the specific clause in 29.514 is added by C3-212149 at this meeting, do you think it is ok for the rapporteur like this or better handle with EN?
Huawei: 2126_r2 is fine for us, please just add a comma between the TS number and the clause in the formal revision: “(see TS 29.514 [17], clause 4.2.6.x1)”.
Regarding your question, I think that the rapporteur can handle this. No need to go through ENs in my opinion. Just maybe highlight it in yellow, i.e. “4.2.6.x1”, so that it is more visible for the rapporteur.

Ericsson: Just one minor thing:
TS 29.512 uses the term “subclause” instead of clause “(see TS 29.514 [17], subclause 4.2.6.x1)”

Nokia: In r3 I implemented your latest comments and removed the “changes on changes”. R3 is made available.

Ericsson is fine with r3.
Huawei is fine with r3.

	
	
	2409
	CR 0752 29.512 Rel-17 Application Detection triggering for dynamic AM policy changes
	Nokia, Nokia Shanghai Bell
	Revised to 2599
	Wrong revision number.

	
	
	2599
	CR 0752 29.512 Rel-17 Application Detection triggering for dynamic AM policy changes
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2149
	CR 0295 29.514 Rel-17 Support of subscription to application detection notification for a PDU session
	Ericsson, China Telecom
	Revised to 2410
	This CR impacts the Npcf_PolicyAuthorization OpenAPI file with a backwards compatible feature.
ZTE: 

1) 4.2.6.x1, would you please further indicate the behaviour of PCF, like ”the PCF shall set the appropriate subscription to Application Detection for the corresponding PCC rule(s) as described in 3GPP TS 29.512 [8].”
2) when I put "The NF service consumer shall include" and "to remove the subscription to notifications(...), omitting the event(...)" together, the sentence is strange, the rewording is required.

Nokia:

Some further comments from Nokia on this CR:

1) Does the FFS in 4.2.5.x1 and 4.2.6.x1 refer to a) subscribing to app start/stop for multiple apps in one message or to b) subscribing to an event that is triggered only if all of the indicated apps either start or stop "more or less at the same time"? I think that "a" should be obviously supported and it's an optimization that can be implemented without contradicting any stage 2 requirement (e.g., by not using the session-level afAppId but an array of AppIds in AfEventSubscription applicable only to ADC), while "b" is not aligned with stage 2 requirements, which clearly define a single application identifier in the inputs.

2) The term "Application identifier" should be written as "AF Application identifier" to be consistent with the rest of the TS, both in the text of the detailed clauses and in the definition of clause 3.1 (if we agree to add this definition now, although the term has been there since many versions).

3) Remove the extra "the" from "for the detected the application's traffic" in 4.2.5.x1.

4) "encoding" vs "encodeing" (btw I would replace both with "encoded by" or "encoded as").

5) "ADC" is used only as a feature name and not as an abbreviation, so I would not put it in the abbreviations list (I mean, none of the feature names is really an English word anyway).

6) I would change the last bullet of 4.2.6.x1 as "to remove the subscription to notifications about the start and stop of the applications traffic, an "events" array within the PUT request as described in subclause 4.2.6.2, without including any event with the "event" attribute value "APP_DETECTION"" (because otherwise it implies that the new "events" array must be otherwise the same as "previously provided", although it may differ also in all other event entries).

Ericsson: All the proposed comments but the update of the “application identifier term” and more than one app Id are addressed in r1. 
1) It is referring to a). The FFS is because I needed to check more deeply the SA2 requirements. If we agree to support the request the detection of more than one application in N43 it will also affect the Nnef related interfaces, and UDR data model, so that it is possible to require so per DNN and S-NSSAI combination. I intended to tackle the complete discussion in the next meeting. But I’m fine with having it now and move in this direction for the affected APIs, if we all agree on it.
2) An AF Application Identifier is an application identifier, as defined in clause 3.1, only in the ADC context, otherwise it is an identifier that refers to specific policies in the PCF to derive the related QoS settings in the PCC rule (as described in 29.513). I feel we should keep different concepts because they’re not exactly the same thing.  
3) Done

4) Done

5) I’ll remove it from the abbreviations. I used the same name as in N7, and it might be better to use a new one, since what this feature is really bringing is the subscription to notifications of Application start/stop. “ApplicationDetectionEvents” is the new proposed name. Attribute names and data type are also replacing “adc” by “ad” or “Adc” by “AppDetection”.
ZTE is fine with r1.
Huawei will provide further comments.

Nokia to Ericsson: I see your point but I still see two problems with the “AF application identifier” vs “Application identifier” issue:

1) If the application identifier of 4.2.5.x1 etc is something different than the AF application identifier of the rest of the document, then I think we should use a different attribute for it, and not the “afAppId”. Even if it technically works (for now…), I think that it could lead to incompatible interpretations... What do you think?

2) I don’t know if there are similar cases in other TSs, but in general I am not sure that it is a good idea to define “Red apple” and “My red apple” saying (or even worse, “assuming”) that my red apple is NOT a red apple. For me, it is legitimate to interpret the AF Application Identifier as being an Application Identifier, i.e., it would be legitimate for people to think that what you write in the definition of Application Identifier applies also for the AF Application Identifier everywhere. The fastest solution that I see (though still not very beautiful) is to at least define also the AF application identifier (separately than the application identifier, including a NOTE that highlights that the two are different).

Huawei: Please find below further comments from our side on 2149_r1.
· Clause 4.2.6.1: “-            Subscription to application (e.g. start, stop) detection notifications.”

· Clause 4.2.6.x1:

“This procedure is used by a NF service consumer to request the PCF tohe create a subscription to application (e.g. start, stop) detection notifications, whenif the "ApplicationDetectionEvents" feature is supported.”

“-            to indicate to the PCF the application's traffic to detect, the application identifier in the "afAppId" attribute included at AF session level in the "ascReqData" attribute of the HTTP POST request;”

· Regarding comment 1 from Nokia, we have a preference to keep this optimization to next meeting. We need a bit more time to evaluate it. Would it be ok for you?

· The description of the NF service consumer behaviour in clause 4.2.6.x1 is a bit confusing. One can get confused between the two possible cases, POST or PUT. I propose to really separate and clarify the two cases.

· There is an extra full stop in the description of the “afAppId” within the AppDetectionReport data type definition in clause 5.6.2.x1.

Ericsson to Nokia: I agree with your comments and in the revised CR I’ve changed the definitions as follows:
· AF Application Identifier: An identifier that refers to the particular service the NF service consumer session belongs to. In the context of application detection control, it may refer to the application identifier used by the PCF in the PCC rule as specified in 3GPP TS 29.512 [8]. And I have removed the definition of Detected Application Traffic, since it will not be used in the context of this TS.

· I’m moving the CR in the direction of supporting the subscription to more than one AF App Ids, though I’d still keep the Editor’s Note, to check later and ensure consistency among the affected APIs, and this way satisfy as well the concern from Abdessamad.

Ericsson to Huawei: your comments have been mainly accepted, but with some rewording I was considering prior to their reception. Let me know if it is also ok with you. Detailed reply on how the comments are considered.
Nokia: I think this is a very good approach, please just replace “it may refer” with “it refers” (or do I miss something?).

Ericsson: “it refers” is also fine for me. But may be it is better “it also refers”, since the AF application identifier always refers to the particular service. Would that be ok?

Ericsson: makes r3 available with the proposed comment included: “may refer” -> “refers”
Nokia is fine with r3.
Huawei is fine with r3.

	
	
	2410
	CR 0295 29.514 Rel-17 Support of subscription to application detection notification for a PDU session
	Ericsson, China Telecom
	Revised to 2590
	Huawei: There is one last comment related to a small issue that I have just noticed when checking the formal revision: AFNF service consumer
Can you please revise the CR to correct it?
Ericsson makes a new version available.

Huawei is fine with that version.


	
	
	2590
	CR 0295 29.514 Rel-17 Support of subscription to application detection notification for a PDU session
	Ericsson, China Telecom
	Agreed
	

	
	
	2292
	pCR  29.534 Rel-17 Pseudo-CR on Scope of TS
	Ericsson
	Revised to 2411
	Nokia: Should we better use the term "contexts" instead of the term "sessions" if this is indeed agreed to be done consistently in the rest of the sections (as proposed in the CRs for clauses 4, 5 etc.)?

Ericsson: r1 replaces session by context

R1 is made available.
Nokia is fine with r1.

Huawei: Please find below further comments from our side.
“The Access and Mobility Policy Authorization service is provided by the Policy Control Function (PCF). This service creates access and mobility policies as requested by thean authoriszed NF service consumer (i.e.g. the AF, or the NEF) for the Access and Mobility Policy Context to which the related NF service consumer’s context (i.e.g. the AF, or the NEF) is bound.”

This is mainly to keep the door open for future reuse of this service for other use cases potentially involving other NFs.
Ericsson makes r2 available.

Huawei is fine with r2.


	
	
	2411
	pCR  29.534 Rel-17 Pseudo-CR on Scope of TS
	Ericsson
	Agreed
	

	
	
	2299
	pCR  29.534 Rel-17 Pseudo-CR on architecture aspects of the Npcf_AMPolicyAuthorization service
	Ericsson
	Revised to 2515
	Huawei: Please find below our comments on this CR:
· Clause 4.1.2:

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Policy and Charging control related 5G architecture is also describeddefined in 3GPP TS 23.503 [ref14] and 3GPP TS 29.513 [ref15].

The only known NF service consumers of the Npcf_AMPolicyAuthorization service are the Application Function (AF) and the Network Exposure Function (NEF).

The Npcf_AMPolicyAuthorization service is provided by the PCF and consumed by NF service consumers (e.g. the AF, and the NEF), as shown in figure 4.1.2-1 for the SBI representation model and in figure 4.1.2-2 for the reference point representation model.

· Clause 4.1.2: What do you mean by “N5 per UE”? In my opinion, the “per UE” part is not needed and can be confusing (e.g. one can understand that there is one N5 interface per UE). We do not specify “N5 per PDU session” in TS 29.514. Therefore, I propose to remove this part.

Ericsson: N5 per UE is defined in 23.503 when describing the applicability of the events to the different services. But I’m fine to remove it from here. If there are any other opposing views, please let me know it. R1 is made available.
Huawei: 2299_r1 is fine for us, there is just one minor changes that was not taken into account:
(e.g. AF and NEF)  à (e.g. AF, NEF)

Can you please take it into account in the formal revision?

As per Ericsson comment, I would not say that it is “defined” in 23.503 as there is no associated definition/concept. It is only used in Table 6.1.3.18-1 (at least, it is the only one that I was able to find) to differentiate with the existing usage of the N5 interface.
Anyway, thanks for agreeing to remove this “per UE” mention.

Ericsson makes r2 available.
Huawei is fine with r2.


	
	
	2515
	pCR  29.534 Rel-17 Pseudo-CR on architecture aspects of the Npcf_AMPolicyAuthorization service
	Ericsson
	Agreed
	

	
	
	2300
	pCR  29.534 Rel-17 Pseudo-CR on Description of NF service consumers and PCF
	Ericsson
	Revised to 2516
	Huawei: Please find below our comments on this CR:
Clause 4.1.3.1: There is no need to describe the functionalities that are not relevant to this new service. Huawei makes a proposal.

Clause 4.1.3.2: Huawei makes a proposal.

Ericsson makes r1 available.

Huawei: 2300_r1 is hence fine for us, there are just some minor editorial issues remaining.
Can you hence please take them into account in the formal revision?
Ericsson makes r2 available.

Huawei is fine with r2.


	
	
	2516
	pCR  29.534 Rel-17 Pseudo-CR on Description of NF service consumers and PCF
	Ericsson
	Agreed
	

	
	
	2302
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization Service Operations
	Ericsson
	Revised to 2517
	Huawei: Please find below our comments on this CR:
· Clause 4.2.1: Huawei makes a proposal.

· Apart from aligning with TS 29.514, is there any specific reason to have the Notify service operation listed before the Subscribe/Unsubscribe service operations? In my opinion, it is more straightforward to list it at the end of the table.
· You are using the wording “UE-registration context”, can you please further explain to what you put behind it and where it is defined/used in Stage 2? I could not find this terminology in Stage 2 (rather uses the wording “application context”) and I am hence not sure if we should use it. This may be easily misinterpreted as if the resource is created by the AMF when the UE registers to the network.

Ericsson: Comments are accepted. 

The Notify operation was before subsc/unsubsc operations because it was defined this way in 23.502, but I agree it is better to place it at the end, so the suggested change has been applied.

R1 is made available.

Huawei is fine with r1.

	
	
	2517
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization Service Operations
	Ericsson
	Agreed
	

	
	
	2303
	pCR  29.534 Rel-17 Pseudo-CR on API Name and Version of the Npcf_AMPolicyAuthorization service
	Ericsson
	Agreed
	

	
	
	2305
	pCR  29.534 Rel-17 Pseudo-CR on Resource Structure
	Ericsson
	Revised to 2412
	ZTE: For the resource name, "Individual UE-registration context", "Individual Application UE-registration Context", "Individual application UE-registration context", which one is correct?

Ericsson: With the resource name, I’d like to indicate that it contains the application/service requirements for the UE-registration context, so far, the access and mobility policies (SAR and RFSP) of the UE registration context.

So, if it is agreeable, the resource name should be “Individual application UE-registration context”, using capital letters only in “Individual”.

ZTE: “Individual application UE-registration context” is fine for me.

Ericsson makes r1 available. Further updates might be required, since, overall, how to name what the resource contains is still under discussion…

Huawei: Please find below our comments on this CR:
· There is a typo in the service name in Figure 5.3.1-1: “npcf-am-policyauthorization”.

· The wording “Application UE-registration Context” needs to be improved in our opinion. Maybe just remove the word “registration” that is a bit confusing: “Application UE context”.

This would also impact the naming of the data types, e.g. “AppUeRegistrationContextData” à “AppUeContextData”.

· “AM Events Subscription”: It is maybe better to use “AM Policy Events subscription”.

· Table 5.3.3.3.3-3, Table 5.3.4.3.3-3: the table notes should be updated with “DELETE” instead of “POST”.

· Table 5.3.3.3.2-3: the table notes should be updated with “PATCH” instead of “POST”.

Ericsson: All the comments have been accepted (with the terminology “Application AM context”). R2 is made available.
Huawei is fine with r2.


	
	
	2412
	pCR  29.534 Rel-17 Pseudo-CR on Resource Structure
	Ericsson
	Agreed
	

	
	
	2306
	pCR  29.534 Rel-17 Pseudo-CR on HTTP usage by the Npcf_AMPolicyAuthorization service
	Ericsson
	Agreed
	

	
	
	2307
	pCR  29.534 Rel-17 Pseudo-CR on Notifications for the Npcf_AMPolicyAuthorization service
	Ericsson
	Revised to 2518
	Huawei: we have the same comments as 2305 on the terminology.

Ericsson makes r1 available.

Huawei is fine with r1.

	
	
	2518
	pCR  29.534 Rel-17 Pseudo-CR on Notifications for the Npcf_AMPolicyAuthorization service
	Ericsson
	Agreed
	

	
	
	2308
	pCR  29.534 Rel-17 Pseudo-CR on Error handling, Feature negotiation and Security
	Ericsson
	Agreed
	

	
	
	2309
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Create service operation
	Ericsson
	Revised to 2413
	Nokia: I have the following comments:
1) The introduced definitions are based a lot on re-using the terms they are trying to define and the meaning of "UE registration" and its relationship to the well-established NAS-based "UE registration" are not very clear.

2) There is no application detection information in AMPolicyAuthorization, therefore 4.2.2.3 and the respective bullet in 4.2.2.1 should be removed.

Unfortunately, the “UE registration” part of comment 1 applies to many other pCRs of TEI17_DCAMP and I would like to discuss this using this contribution, because I am not sure I understand what a “UE-registration context” means.

Comment 2 applies also to 2314.
Ericsson:

1) I’m trying to refer to the UE registration context of interest for the AF applications, NF service consumers, which as per current requirements contain indications of related access and mobility policies. Wording proposed.

2) if the modification of an AM Policy depends on the detection of the activation/deactivation of a service/application, the service and the activation/deactivation condition needs to described in the Npcf_AMPolicyAuthorization, right?
Nokia:

1) I am not sure that SAR and RFSP are “registration-related”. For me they are more “subscription-related”. But I first need to clarify what you mean with “UE registration related context”. Do you mean a) the stuff that is provided by the AF as input to the AMPolicyAuthorization service or b) the AM policies that are used in order to satisfy the inputs of the AF? If you mean “a”, then please remove “via policies”, because then the “UE registration related context” is provided directly by the AF and is not controlled via policies. If you mean “b”, then replace “control” with “influence”. These are the minimum suggested changes. Once we have clarified, I may provide a more extensive/complete suggestion. The definition starts with almost exactly the same words that it tries to define, i.e., “application UE-registration context”, and I don’t think we can do this. But before we try to fix this, let’s clarify the subsequent parts. You write “the AF indicates the context” and then you write “the context is described in terms of required AM policies” => you imply “the AF indicates required AM policies”, which is not accurate. The AF indicates its requirements (e.g., high throughput), which can be translated by the PCF to AM Policy changes. Therefore, we are back to my question in the previous comment and maybe you can re-formulate this statement depending on if your answer is “a” or “b”?

2) The modification of an AM Policy that is caused by invocation of the AMPolicyAuthorization service does not depend on application detection information. This is done only in the case of AMInfluence (which is irrelevant for this TS). The AMPolicyAuthorization is supposed to be used by an AF that knows if and when an application has started (via methods that are AF-internal, are not related with “application detection” in our sense, and are out of scope for this TS). See 23.502 clause 4.15.6.9.2. Your SA2 colleagues fought hard in favor of what I just wrote.

Ericsson: 

1) I meant that there are applications that require that resources related with the UE context in the AMF, as the RFSP or restricted areas, are reconfigured, and to do so an AF will interact with the PCF providing a description of what the application wants, of how the application wants to reconfigure the UE context in the AMF, which will be enforced by the PCF via policies. In that sense, I refer to the staff that the AF provides to the PCF within the AMPolicyAuthorization. I’m fine with removing via policies. A new text is proposed.

2) I will remove it from now and check it further internally.

Nokia: I would like to propose to remove the dash in all the appearances of “UE-registration” and update the definitions as follows (building upon your latest suggestions):

Application Function (AF): Element acting on behalf of application(s) that require the control of AF application UE registration context, which can in turn lead to e.g. Service Area Restrictions and/or RFSP changes.

AF application UE registration context: Information about the capabilities that an AF application requires from the access network, which can be translated by the PCF to access and mobility policies. It is established by the AF before or during the use of the service that requires it.

I would personally also consider replacing “UE registration context” with “AM-related requirements” or similar, but I can live with the above.

What do you think?

Ericsson: 

For the Application Function, I’m ok with the proposal. An application that require the control of AF application UE registration context is a bit redundant, but I understand the preference to differentiate it, so OK.

For the AF application UE registration context, ok.

For the last comment, let’s live for the time being with UE registration context. We can revisit it later. Reason is that as N5 determines AF settings/requirements for the PDU session, I’d like to have, for the time being, this service generic to determine AF settings/requirements for the UE context.

Huawei: Please find below further comments from our side.
· First of all, I would like to say that we fully agree with comment 2 from Nokia.

· Then, regarding the terminology, I think that it is important to clarify it now. As I indicated in another email related to one of the CRs on clause 5, this “AF application UE registration context” is really confusing and I proposed to simplify it to “AF application context” to align with what is defined in Stage 2. However, I think that even the latter is not clear enough. Therefore, as we are talking about an AF requesting (or influencing) the PCF to take into account its requirements and adapt based on them the current or future AM policies, I think that the wording “AF application AM-related requirements context” deserves further consideration. It is clearly longer, but at least captures better what we are defining here. Maybe we can simplify it to “AM-related requirements context”, what do you think?

· Once this terminology issue is sorted out, I may provide further comments.

Ericsson: The comment provided to 2305_r2 suggesting to use “AF application UE context” is specific enough to differentiate it from the PDU session context a service requires, and in this sense is aligned with the separation specified in 23.503. 
It also reflects that it refers to a UE, with an existing context in the AMF, which is also an important part of the definition of this service. 

Otherwise I’d prefer to simply refer to “AF application context”, as you propose below, so that we keep what the AF provides independent of what the PCF does with it…which might have been the initial purpose of SA2.

Huawei: . If this is agreeable to everybody, I would be fine with the terminology “AF application context” as it is at least aligned with Stage 2 (“application context”, TS 23.502) and is clearly less confusing. I still think however that something like “AM-related requirements context”, “AM application context” or something similar could be even better.

Let’s see what Nokia and the others think about “AF application context”.

Nokia: I also prefer something with “AM” inside, e.g. “AF application AM context/requirements”, “AM-related requirements”, or “AM application context”.

I can also live with “AF application UE context”, but I think “AF application context” is not accurate enough, because, as has been mentioned, such context could also be understood to be PDU Session related.

Ericsson: I can live with something with AM inside for the time being and time will tell us.

So if it is what you prefer, I will proceed with “AF application AM context”.

Huawei: The wording “AF application AM context” is fine for me. 

Nokia: “AF application AM context” is fine for me as well.

Ericsson: R2 is made available, including the definitions as follows:
Application Function (AF): Element acting on behalf of applications(s) that require the control of the Access and Mobility context of a UE, which can in turn lead to e.g. Service Area Restrictions and/or RFSP changes.

AF application AM context: Information about the capabilities that an AF application requires from the access network for a registered UE. It is established by the AF before or during the use of the service that requires it.
NF service consumer AM context: Information about the capabilities that a NF service consumer requires from the access network for a registered UE.

In addition, the text is being adapted as follows:

· Application UE-registration context -> Application AM context;

· Naming of the data types is corrected e.g. from AppUeRegistrationContextData to AppAmContextData; 

· AM Events Subscription -> AM Policy Events Subscription; and

· Resource collection …/app-ue-contexts -> …/app-am-contexts.

Nokia is fine with r2.
Huawei: I am globally fine with 2309_r2, there is just one last comment on the naming: 
· "{apiRoot}/npcf-am-policyauthorization/{apiVersion}/app-am-contexts/{appUeContextId}", appUeContextId should be changed to appAMContextId in order to be aligned with the other changes.

Huawei: It should be appAmContextId, sorry for the mistake.
Ericsson makes r3 available.

Huawei is fine with r3.

	
	
	2413
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Create service operation
	Ericsson
	Agreed
	

	
	
	2314
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Update service operation
	Ericsson
	Revised to 2555
	Huawei: Please find below our comments on this CR.
· Same terminology issues as the other CRs (e.g. 2309, etc.).

· Clause 4.2.3.1: “Modification of application detection control information.” à This bullet is not needed as per Nokia’s comments to 2309 that we fully share.

· In this sense, clause 4.2.3.3 needs to be removed.

· Clause 4.2.3.2: Some editorial corrections.
· What is “ffs1”? if it is something that is going to be defined in next meeting, then no need to include the second part of the sentence above (highlighted in yellow).
Ericsson makes r1 available.
Huawei: 2314_r1 is fine for us, there is just one occurrence where the terminology was not updated ("Individual Application UE registration Context"). Can you please update it in the formal revision?
Ericsson makes r2 available.
Huawei is fine with r2.


	
	
	2555
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Update service operation
	Ericsson
	Agreed
	

	
	
	2315
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Delete service operation
	Ericsson
	Revised to 2556
	Huawei: Please find below our comments on this CR.
· Same terminology issues as the other CRs (e.g. 2309, 2314, etc.).

· Where is defined clause 4.2.6.3 that is reference in the text that is just below Figure 4.2.4.2-1? I cannot find it in the other CRs.

· Unbreakable space should be used instead of normal space between “Figure” and “4.2.4.2-1”.

· Regarding this part “Afterwards, the PCF shall revert the access and mobility policies allocated for the UE-registration context corresponding to the deleted AF application UE-registration context information. In order to do that, the PCF shall initiate the update of the access and mobility policies procedures specified in 3GPP TS 29.507 [r1]”

· Our understanding is that updating the AM policies is optional. Can you please further clarify why you propose to use “shall” which makes it mandatory? Also, please provide the associated Stage 2 reference.

Ericsson:
· Ok

· It is a mistake and it is removed in r1. It was referring to the Subscription service operation when the AF application AM context does not exist yet. But for AM Policy Authorization Events and requested policies are so tightly bound that I do not think it will ever apply. It is FFS in 4.2.5
· Corrected
· this requirement derives from 23.503, 6.1.2.6.1 “At the time the AF request expires, the PCF removes the context provided by the AF and then checks if the Access and Mobility related policies needs to be updated at the AMF.” I agree the proposed wording in the CR is stronger than the one required by SA2. I’ve updated it in r2 to indicate the PCF shall determine whether policies need to be reverted.
R1 is made available.

Huawei: For last bullet:
I suggest to rather reformulate as follows, in order to stay aligned with Stage 2. The word “revert” may be inaccurate in my opinion. 
Afterwards, the PCF shall determine whether the access and mobility policies allocated forof  the concerned UE corresponding to the deleted AF application AM context information areneed to be revertedupdated or not. If it is sothe PCF determines that an update is needed, the PCF shall initiate the update of the access and mobility policies of the concerned UE as per the procedures specified in 3GPP TS 29.507 [r1].

Please let me know if this proposal is OK for you.
Ericsson makes r2 available.
Huawei: 2556 (2315_r2) is fine for us, there just one omission to correct in the formal revision. No need to share a new version.
Afterwards, the PCF shall determine whether the access and mobility policies of the concerned UE need to be updated or not. If the PCF determines that an update is needed, the PCF shall initiate the update of the access and mobility policies of the concerned UE as per the procedures specified in 3GPP TS 29.507 [r1].


	
	
	2556
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Delete service operation
	Ericsson
	Agreed
	

	
	
	2316
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Subscribe service operation
	Ericsson 
	Revised to 2557
	Huawei: Please find below our comment on this CR.
· Same terminology issues as the other CRs (e.g. 2309, 2314, etc.).

Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	2557
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Subscribe service operation
	Ericsson 
	Agreed
	

	
	
	2317
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Unsubscribe service operation
	Ericsson
	Revised to 2558
	Huawei: Please find below our comment on this CR.
· Same terminology issues as the other CRs (e.g. 2309, 2314, etc.).

· “UnSubscribe” should be replaced by “Unsubsribe” in the service operation name in clause 4.2.6 title.

· Clause 4.2.6.2, proposal of changes.
Ericsson makes r1 available.

Huawei: I have noticed though that the second and third comments/bullets were not considered. Can you please provide a feedback on them?

Ericsson: R2 is made available.
Huawei is fine with r2.

	
	
	2558
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Unsubscribe service operation
	Ericsson
	Agreed
	

	
	
	2318
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Notfiy service operation
	Ericsson
	Revised to 2559
	Huawei: Please find below our comment on this CR.
· Same terminology issues as the other CRs (e.g. 2309, 2314, etc.).

Ericsson: Terminology is updated according to the agreed terms. R1 is made available.
Huawei is fine with r1.

	
	
	2559
	pCR  29.534 Rel-17 Pseudo-CR on Npcf_AMPolicyAuthorization_Notfiy service operation
	Ericsson
	Agreed
	

	
	
	2319
	pCR  29.534 Rel-17 Pseudo-CR on Data model for the Npcf_AMPolicyAuthorization API
	Ericsson
	Revised to 2560
	Huawei: Please find below our comment on this CR.
· Same terminology issues as the other CRs (e.g. 2309, 2314, etc.).

· Why not defining the “events” attribute of the AmEventsSubscData data type as an enumeration? There is anyway one possible value for the moment (i.e. service area coverage change), right?

· Same comment for the “evNotifs” attribute of the AmEventsNotification data type.

· Any specific reasoning behind defining the “termCause” of the AmTerminationInfo as a string?

Ericsson:
· No comment

· That’s my current understanding as well. I plan to cover all these details consistently in the service procedures, datamodel and OpenAPI file in the coming meetings. I defined it as string to be able to build a self-contained OpenAPI file. In r1 I’m including an Editor’s Note clarifying it.

· Same reason as with the “events” attribute. r1 is including an Editor’s Note about it.

· Same as with evNotifs and events. The purpose of these initial CRs was to cover the definition of the outer data types used within the HTTP methods, and postpone for the coming meetings the inner details. r1 is also proposing an Editor’s Note to indicate the encoding of the termCause attribute is FFS.
R1 is made available.
Huawei: we are fine with adding ENs as long as we agree that this can be changed/adapted in the upcoming meetings. We are fine with 2319_r1 with one last comment as follows:
· Description of the AmEventsSubscRespData data type:

It represents a response to an AM Policy Events Subscription resourcerequest and contains the created/updated AM Policy Events Subscription resource. It and may also include the Notification of the events met at the time of subscription.

It is represented as a non-exclusive list of two data types: AmEventsSubscData and AmEventsNotification.

Ericsson: The purpose of the Editor’s note is to indicate that it will evolve in the coming meetings. R2 is made available.
Huawei is fine with r2.


	
	
	2560
	pCR  29.534 Rel-17 Pseudo-CR on Data model for the Npcf_AMPolicyAuthorization API
	Ericsson
	Agreed
	

	
	
	2320
	pCR  29.534 Rel-17 Pseudo-CR on OpenAPI file
	Ericsson
	Revised to 2561
	Huawei: Please find below our comment on this CR.
· Same terminology issues as the other CRs (e.g. 2309, 2314, etc.).

Ericsson: Terminology is aligned to the latest agreements. R1 is made available.
Huawei is fine with r1.

	
	
	2561
	pCR  29.534 Rel-17 Pseudo-CR on OpenAPI file
	Ericsson
	Agreed
	

	
	
	2295
	pCR  29.534 Rel-17 Pseudo-CR on Overview of the Npcf_AMPolicyAuthorization service
	Ericsson 
	Revised to 2562
	Huawei: Please find below our comments on this CR.
· Same terminology issues as the other CRs (e.g. 2309, 2314, etc.).

· Some proposed changes to the introduced text.
Ericsson makes r1 available.
Huawei: 2295_r1 is fine for us, there is just one small typo (“udpate”) in the second paragraph. Can you please correct it in the formal revision?
Ericsson makes r2 available.
Huawei is fine with r2.

	
	
	2562
	pCR  29.534 Rel-17 Pseudo-CR on Overview of the Npcf_AMPolicyAuthorization service
	Ericsson 
	Agreed
	

	
	
	2565
	TS 29.534 v0.1.0
	Ericsson
	
	

	17.12
	N7 Interfaces Enhancements to Support GERAN and UTRAN [TEI17_NIESGU-CT]
	2352
	CR 0772 29.512 Rel-17 Support of event trigger for GERAN and UTRAN access over N7 interface
	China Mobile Com. Corporation
	Revised to 2502
	CP-210186

LATE

This CR introduces a backwards compatible new feature to the OpenAPI file.
Ericsson: agrees with the proposed CR with the following comments:
· A new feature to control the support of 2G3G interworking would be required e.g. "2G3GInterworking".

· RAI_CH event is not described in the OpenAPI file (it is only described in the related description)

· UTRA and GER radio access types are already specified in 29.571 (Editor's Note could be removed).

China Mobile: The feature control has been added in the revision. Could it be little bit shorter? e.g. "2G3GIWK". RAI_CH event corrected. The extention for "UserLocation" maybe needed. R1 is made available.
Ericsson:

· I’m fine with making the feature name shorter. Only please:
· Remove it from 5.6.2.x table

· In 5.6.3.6, add “, S-GW or, if the feature "2G3GIWK" is supported, the SGSN),” and “If the feature "2G3GIWK" is supported, iIf the "RAI_CH" is provisioned”
· In B.3.2.1, B.3.2.2, “session through the EPC/UTRAN network and the feature "2G3GIWK" is supported, the SMF+PGW-C shall” and “through the EPC/GERAN network and the feature "2G3GIWK" is supported, the SMF+PGW-C shall”

· B.3.4.3 add “UE handed over from the EPC/GERAN or EPC/UTRAN and the feature "2G3GIWK" is supported, or 5GS to EPC/E-UTRAN”

· and B.3.4.5 add, “EPC/UTRAN, and the feature "2G3GIWK" is supported” and “EPC/GERAN, and the feature "2G3GIWK" is supported”

· In B.3.2.2 the Editor’s note can be removed (already included in 29.571)

· Agree with keeping the Editor’s note for the extension of user location.

China Mobile: All your comments are taken into account with only small rewording. In 5.6.3.6  “If the feature "2G3GIWK" is supported, and iIf the "RAI_CH" is provisioned”
R2 is made available.
Ericsson: Only comment is that B.3.2.2 is missing the update , “session through the EPC/UTRAN network and the feature "2G3GIWK" is supported, the SMF+PGW-C shall” and “through the EPC/GERAN network and the feature "2G3GIWK" is supported, the SMF+PGW-C shall”
Otherwise r2 is fine for me.
China Mobile makes r3 available.

Ericsson is fine with r3.


	
	
	2502
	CR 0772 29.512 Rel-17 Support of event trigger for GERAN and UTRAN access over N7 interface
	China Mobile Com. Corporation
	Revised to 2575
	

	
	
	2575
	CR 0772 29.512 Rel-17 Support of event trigger for GERAN and UTRAN access over N7 interface
	China Mobile Com. Corporation
	Agreed
	

	17.13
	CT aspects on Dynamic Management of Group-based Event Monitoring [TEI17_GEM-CT]
	
	
	
	
	CP-210185

	17.14
	CT aspects on Same PCF Selection for AMF and SMF [TEI17_SPSFAS-CT]
	2123
	CR 0259 29.513 Rel-17 Supporting the same PCF selection for AMF and SMF in 5GS scenario
	China Telecommunications
	Merged 
	CP-210071 (CT4 leading)

Remove the suffix ‘-CT’ of WI code
Huawei: We have following comments on this CR.

1) PCF instance id instead of PCF ID is specified in 29.513. 

2) Merged the CR with C3-212175

China Telecom: I think you mixed up the comments for the two CRs.I agree to merge 2123 and 2124 into 2175.
And one comment on 2175: 

-    Same PCF Selection Indication, if available. 
should be added in clause 8.3 as it in 2123.

Ericsson: I agree with the provided comments.

In addition, in 2175, in the coversheet, please, update the dates of the meeting (they should be 14th to 23rd), and in the other comments section remove the text “The CR does not impact the OpenAPI file.”



	
	
	2124
	CR 0260 29.513 Rel-17 Supporting the same PCF selection for AMF and SMF in the EPS to 5GS mobility scenario
	China Telecommunications
	Merged
	Remove the suffix ‘-CT’ of WI code
Huawei: We have following comments on this CR.

3) New text shall be added after the next paragraph.

4) Merged the CR with C3-212175



	
	
	2175
	CR 0263 29.513 Rel-17 Selecting the same PCF for AMF and SMF
	Huawei
	Merged with 2123 and 2124 into 2383
	China Telecom: See 2123.

Nokia: In clause 8.2, I would re-formulate as:

“PCF Selection Assistance Info and PCF Instance Id(s) serving the established PDU Sessions/PDN Connections received from UDM. In case PCF Selection Assistance Info and PCF Instance Id(s) are received from the UDM, the AMF selects a PCF instance that matches one of the received PCF Instance Id(s) serving a combination of DNN and S-NSSAI that is included in the PCF Selection Assistance Info. If multiple DNN, S-NSSAI combinations are provided, the AMF selects the DNN,S-NSSAI using local configuration. In case PCF instance Id(s) are not received, e.g. EPS interworking is not supported, the AMF selects the PCF instance by considering other above factors.”
Ericsson: As indicated during the merging discussion, in this CR, please, in the coversheet, update the dates of the meeting (they should be 14th to 23rd), and in the other comments section remove the text “The CR does not impact the OpenAPI file.”

Huawei makes r1 available.

China Telecom is fine with r1.

Ericsson is fine with r1.
Nokia is fine with r1.

	
	
	2383
	CR 0263 29.513 Rel-17 Selecting the same PCF for AMF and SMF
	Huawei, China Telecom
	Agreed
	

	17.15
	CT aspects of Access Traffic Steering, Switch and Splitting support in the 5G system architecture; Phase 2 
[ATSSS_Ph2-CT]
	
	
	
	
	CP-210136 (CT1 leading)

	17.16
	CT aspects of support of enhanced Industrial IoT
[IIoT-CT]
	2261
	Work Plan   Rel-17 Status and work plan for IIoT
	Nokia, Nokia Shanghai Bell
	Noted
	CP-210279 (CT1 leading)

Progress ongoing based on SA2 work.



	
	
	2176
	CR 0760 29.512 Rel-17 Support Time Sensing Communication other than TSN
	Huawei
	Revised to 2454
	This CR introduces a backwards compatible feature to the OpenAPI file.
Nokia: It is difficult to follow the changes, if the reason for change does not make a reference to the agreed stage 2 CR (holds true for some other CRs as well). It would propose to add this reference (assume TSN as one realization that comes from  S2-2102020) to the reason for change (maybe could be done for other stage 3 CRs when required and possible as well) and to explain, why we require a further supported feature. I think this is mainly related to the introduction of the optional IPv4 and IPv6 in table 5.6.2.41 and that two bridge realizations are possible (table 5.8 indicates that TSN and TSC are different bridge realizations).
Note the architecture for AF requested support of Time Sensitive Communication and/or Time Synchronization is FFS in stage, but I think, it is understood the we require the IP addresses.

Huawei: I think form N7 point of view, main difference between the TSN and TSC is that TSC support IP type PDU session. Although architecture for AF requested support of Time Sensitive Communication and/or Time Synchronization is FFS in stage 2, but the procedure is stable and clear. R1 is made available.
Ericsson: I agree that a reason for change more descriptive of the stage 2 agreed change helps to identify e.g. whether the CR is complete/correct and the proposed changes. And I support and appreciate the effort to complete it. Minor typo in the coversheet of r1.
The comments I have for this CR are more related with clarifications, with some exceptions:

· For all the TSN/TSC related clauses, replace “AF” by “TSN AF or NEF”. Interworking with AF is under discussion in SA2, not settled down yet (as far as I know) 

· 4.1.4.2.1: Remove TSN instead of replacing it by TSC (TSC TSCAI is redundant)

· Changes in 4.2.2.1 and 4.2.2.19 are very TSN specific. Could you please indicate where from SA2 can be inferred they apply to any TSC application? Otherwise, and Editor’s Note should be added.

· TimeSensitiveCommunication feature should be defined as an extension of TimeSensitiveNetworking, or? What is it intended to cover? Is it not the support of Time Sensitive Communication applications (TSN and non-TSN (Ethernet or IP based)) requiring time synchronization and deterministic QoS?

Huawei:

Ok with the first two comments.

Third comment: The changes in these clauses make the descriptions more generic. See 23.502, clause 4.3.2.2.1.

Last comment: From N7 interface point of view:  For TimeSensitiveNetworking, it doesn’t support IP based bridge but only support TSN-based downlink time synchronization and deterministic QoS. For TimeSensitiveCommunication, I assume that it has the similar capability except it supports IP-based bridge and specific QoS parameter, e.g. survival time. For the  time synchronization, I understand it is an independent  feature, it could be supported based on the 
TimeSensitiveNetworking or TimeSensitiveCommunication.

Nokia:

For the last comment, my current understanding of S2-2102020 (although there is an editor’s not for the TSC and synchronization aspect) is that time synchronization may not be required for TSN, but it could be done. The same for TSC. So Huawei’s understanding seems correct. On the other hand the extension of TSC to TSN is the IP bridge and the specific QoS. Therefore, TSC is an extension to TSN in this sense and can use TSN capabilities.
Huawei: Please check the revision 3 as below. In this revision, I updated:

1) Make a clarification in table 4.1.4.2.1 for the BAT and periodicity.

2) Remove the TimeSensitiveCommunication from the Applicability column for the attributes which have been defined in TimeSensitiveNetworking.  We assume that TimeSensitiveCommunication is an extension of  TimeSensitiveNetworking.

Nokia is fine with r3. Editorial, up to you, not important (word indicates more concise language would be better, e.g. relating, about,):
· TSCAI input container description, burst arrival time:  Indicates the burst arrival time relatingin reference to TSN GM for TSN and or external GM for non-TSN applications at ingress port.

· Periodicity: Same in the bracket

Maybe we can later add a note explaining what TSC means (extension of TSN, I assume we will get the question, why we replace TSN, but having TSN AF), but this could be done during solving the editor notes in 4.2.2.1.

Huawei: Could you  please confirm if you are ok with revision 3?

Nokia is fine with r3.

Ericsson: SA2 has just discussed in 144E meeting very relevant and impacting CRs dealing with the terminology related to the Time Sensitive Communication applications when generalizing TSN.
I find it very, very premature to agree the proposed CRs because for sure there will be more changes in the next meetings we’ll need to deeply discuss. We should start stage 3 normative phase once SA2 is stable, as agreed in the WIDs, because it is the only way we can progress efficiently.

Anyhow, in relation to this CR then, for this meeting, I think we could only agree on the generalization of the clock and the support of IP type PDU sessions. Taking it into account, I’d like to reflect in the CR:

· Cover page: indicate TSC communications in Rel-17 will support IP type PDU session and remove anything related to bridge.

·  4.1.3.1: please add an Editor’s Note indicating that Time Sensitive Communication related support is FFS.

· 4.2.2.19: Rephrase the Editor’s Note to indicate that how this procedure is impacted to extend the support to other Time Sensitive Communication applications than TSN is FFS.

· 4.2.3.23, 4.2.3.24, 4.2.4.23: please add an Editor’s Note indicating that how this procedure is impacted to extend the support to other Time Sensitive Communication than TSN needs to be completed.

· 5.6.2.41, TimeSensitiveNetworking feature, as per current definition, should not be included in the table.

· 5.6.3.6: add an Editor’s Note indicating that the support of the report of port management information for other Time Sensitive Communication applications than TSN needs to be completed.

· 5.8: Feature number should be x1. Add an Editor’s note indicating that the feature support for the support of other Time Sensitive Communication applications than TSN may change.

Huawei makes r4 available. Ask for confirmation of the revision.

Ericsson: I’m missing the following comment:
·  4.1.3.1: please add an Editor’s Note indicating that Time Sensitive Communication related support is FFS.

Huawei makes the final version available.

	
	
	2454
	CR 0760 29.512 Rel-17 Support Time Sensing Communication other than TSN
	Huawei
	Agreed
	

	
	
	2177
	CR 0296 29.514 Rel-17 Support Time Sensing Communication other than TSN
	Huawei
	Revised to 2455
	This CR introduces a backwards compatible correction to the OpenAPI file.
Nokia: I think a reference to a stage 2 CR in the reason for change would be fine (see comment to 2176 as well). When we say that we require TimeSensitiveNetworking and TimeSensitiveCommunication now. Is it better to say in other places 5GS bridge and not replacing TSN bridge by TSC bridge or removing TSN only (e.g. in 4.2.3.25, probably holds true in other places like in “problem description”, … as well).
Ericsson: In addition to the comments from Nokia, please consider:
· There is a typo “NeF”.

· Clauses 4.2.5.16, 5.5.4.1, 5.6.2.40 are very TSN specific. Can they be generalized to any TSC App? If not clear, and Editor’s note should be added.

· As for 2176, TimeSensitiveCommunication should comprise TimeSensitiveNetworking feature. The definition should be also in line with the proposal to 2176.

Huawei makes r1 available.
Nokia: we say in a lot of places, like 4.2.2.2: If the "TimeSensitiveNetworking" or "TimeSensitiveCommunication" feature …, but Ericsson mentioned “TimeSensitiveCommunication should comprise TimeSensitiveNetworking feature”.  I would say the “or” (and/or) is not wrong, but it is not really complete for the reader. Ericsson’s comment is correct and we require I kind of explanation, I think. Seems not sufficient that this inclusion is interpreted out of the supported features defined. I do not have a real proposal currently. Maybe a note mentioning: “Functionality provided by TSC includes the functionality of TSN always, but not the other way around”. If we would like to think about it a little bit an editor’s note would be fine as well, e.g. “The final specification text related to issue TimeSensitiveCommunication comprises TimeSensitiveNetworking functionlality is FFS.”

Probably this holds true for other CRs as well.

Could we generally say on the cover pages of the CR, if it is the introduction of a features (but note with this CR the OpenAPI is not changed, means no OpenAPI influence): 

This CR introduces a backwards compatible feature to the OpenAPI file.
Huawei: I revised the CR according to the discussion during the CC. R2 is made available.
Could you please confirm if you are ok with the revision.

Nokia is fine with r2.
Ericsson: Similar comments to the ones provided to 29.512:
· Cover page: indicate TSC communications in Rel-17 will support IP type PDU session and remove anything related to bridge.

· 4.2.2.24, 4.2.2.25, 4.2.2.31, 4.2.3.24, 4.2.3.25, 4.2.5.13: please add an Editor’s Note indicating that how this procedure is impacted to extend the support to other Time Sensitive Communication than TSN needs to be completed.

· 4.2.5.16, 5.5.4.1, 5.5.4.3.1, 5.6.2.40: please, add an Editor’s Note indicating how and whether this procedure applies to Time Sensitive Communication applications other than TSN is FFS

· 5.6.3.7 does not contain any change, and should be removed (?) from the CR.

· 5.8: Add an Editor’s note indicating that the feature support for the support of other Time Sensitive Communication applications than TSN may change.

Huawei makes r3 available. Ask for confirmation of the revision.

Ericsson: The only remark is that 5.6.3.7 needs to be removed from the affected clauses.


	
	
	2455
	CR 0296 29.514 Rel-17 Support Time Sensing Communication other than TSN
	Huawei
	Agreed
	

	
	
	2178
	CR 0761 29.512 Rel-17 Support survival time
	Huawei
	Revised to 2456
	This CR introduces a backwards compatible feature to the OpenAPI file. The TscaiInputContainer data type is updated in 29.514.
Nokia: It would be fine to include a reference to the agreed stage 2 CR into the reason to allow a better follow up of the description.
Ericsson: In addition to the comments from Nokia, please consider the following ones:
· Complete the definition in 4.1.4.2.1, e.g. add that it is expressed in reference to the TSN GM for TSN and external GM for non-TSN applications)

· Make attribute names shorter

· Don’t use “covert” but “correct”

· Refer homogeneously, i.e., use the same terms along the document when referring to TSCAI Survival Time.

Also, all the CRs for this WI have the end date for the meeting on 25th.  Officially, it is the 23rd.

Huawei: I accept the most comment except Don’t use “covert” but “correct”.

I change the “covert” to “convert”. R1 is made available.

Ericsson is fine with r1.

Nokia is fine with r1.


	
	
	2456
	CR 0761 29.512 Rel-17 Support survival time
	Huawei
	Agreed
	

	
	
	2179
	CR 0297 29.514 Rel-17 Support survival time
	Huawei
	Revised to 2457
	Nokia: A reference to the agreed stage 2 CR would be fine. Why do we introduce the survival time for TimeSensitiveCommunication only? Does it make sense to use it for TimeSensitiveNetworking as well? I think, there is no restriction by stage 2. Correct?
Ericsson: consider the following comments:
· Please, make attribute names shorter

· 4.2.2.24:

· indicate the clock reference with the survival time is expressed in time. 

· missing full stop “.”.

· 5.6.3.9, correct the applicability column considering that only has to be filled in for the new attributes and the new feature.

Huawei:

To Nokia: TimeSensitiveNetworking is a feature defined in 29.516 which supports the 5GS bridge integrated with TSN. TimeSensitiveCommunication is a defined feature supporting TSN and Non-TSN. Survival time is supported by TimeSensitiveCommunication feature and it can be applicable to 5GS bridge integrated with TSN and non-TSN

To Ericsson: I don’t understand your last comments. I understand TimeSensitiveCommunication is only applicable survival time.

R1 is made available.
Ericsson: I meant that TimeSensitiveCommunication comprises TimeSensitiveNetworking feature, right? At least that’s how it is described in 4.2.2.24. Then in 5.6.2.39 the applicability column for periodicity, and burstArrivalTime is not impacted. 

In this revision I’m realizing that in 5.6.1 the Uinteger Reference is missing “3”  3GPP TS 29.571 [12]. 
Nokia: At least S2-2100217 mentions: If the UPF sends a Clock Drift Report to the SMF as described in clause 5.27.2 in TS 23.501 [2], the SMF adjusts the Burst Arrival Time, Periodicity, and optionally Survival Time from a TSN grandmaster clock to the 5G clock and sends the updated TSCAI to NG-RAN.

Seems it is only a new optional TDSCAI independent from TSC. It relates to a 5GS Bridge, I think. Correct?

Ericsson: I think the question is related to the clarification I asked about what is intended to control via the new proposed feature, since:

· TSN communications support is updated with Survival Time

· TSC Applications (non-TSN) also support Survival Time

Then, a new feature, TSC could cover TSN, enhancements to TSN and the support of non-TSN applications.
Huawei: 

Currently, Survival Time is only applicable to the 5GS bridge integrated with TSN. I check with our SA2 delegate, SA2 agree to extend it to non-TSN in this meeting.

From my point of view, the new feature comprise the TimeSensitiveNetworking. It will support TSN, Non-TSN and also support new parameters, e.g. Survival time.
R2 is made available.
Nokia: 

As a result I suppose TSN may integrate
TSCAI from Rel16

Ethernet based bridge

With add-on from Rel-17

· Survival time

· Time snych.

TSC

· All TSN capabilities as mentioned above

· Specific QoS

· IP bridge

If there is something unclear we should add an editor’s note.

Huawei: I’m not sure what do you mean “ TSN” and “TSC”.

TimeSentiveNetworking and TimeSentiveCommunication are two features.

TimeSentiveNetworking is defined in Rel-16 and will not be exnteded in Rel-17. Within this feature, 5GS only can be integrated with TSN. But TimeSynchorization  feature can be supported based on TimeSentiveNetworking.

TimeSentiveCommunication will support functionalities of TimeSentiveNetworking, IP-based bridge, Survival time. TimeSynchorization  feature also can be supported based on TimeSentiveCommunication.

Nokia: I agree that both are features. TSN (I meant TimeSensitiveNetworking) was introduced with Rel-16 and we can say it is not enhanced in Rel-17,  but can use survival time capabilities and time synchronosation capabilities introduced with TSC (TimeSensitiveCommunication). I think, this is what is meant with  TimeSensitiveCommunication comprises TimeSensitiveNetworking. Correct? I think there is no special feature only used for TSN. This also means as you say TSC provides the features of  TSN with the two add-ons specific QoS and IP bridge support.

Huawei: If we want to extend the TimeSensitiveNetworking to support the survival time, we need to define a separate supported feature for survival time. It will be the same as TimeSychronizaiton feature. SurvivalTime feature requires the support of TimeSensitiveNetworking or TimeSensitiveCommunication. If you prefer this way, I can do that.

Nokia: My reference for that is e.g. S2-2100217 in the main text: … SMF adjusts the Burst Arrival Time, Periodicity, and optionally Survival Time … On the other hand the same CR says in the reason for change: Incorporate the agreed conclusions from TR 23.700-20 regarding Survival Time for deterministic communications to the specifications for Release 17.
In addition the main text of S2-2102018 says: … TSC Assistance Container: describes the TSC stream traffic characteristics (burst arrival time, periodicity, survival time (all in reference to TSN/TSC GM), and Flow direction) needed for TSCAI determination (as described in clauses 5.27 and 5.28 of TS 23.501 [2]);

Therefore, my interpretation is that  stage 2 request survival time is about all TSN/TSC GM. Do you have a different opinion about the SA2 requirements?

We could add an editor’s note related to survival time, if the stage 2 requirement is unclear.
Huawei: In this week, SA2 will agree a CR that survival time is also applicable to the non-TSN network. Do you have change request now?

Nokia: No, I do not have it. Must be checked still.

Huawei: I defined a new supported feature for the survival time. R3 is made available.

Nokia: Looks fine. Let’s wait until tomorrow for a final decision.

Nokia: based on some discussions, I propose:
· Survival time is a generic capability available for any PDU Session (either TSC or TSN) which is why we added to the general section. I did  not get an information related to a CR you mentioned below. Every colleague, who answered has the same understanding. Survival time applicability to both TSN and TSC (in release 17).

· TSN is one type of TSC.

· Time synchronization seems to be under the TSC supports the capabilities, because Rel16 already supports the gPTP (IEEE Std 802.1AS) as part of TSN (for Ethernet PDUs only). What Rel17 adds are the more generic AF exposure and time synchronization distribution methods, like IEEE Std 1588-2019 (ref: S2-2102032).

· Table 5.6.2.39: Indicates the survival time in terms of maximum number of messages an

· There were couple of related CRs agreed in the last week SA2 #144e meeting (I did no check the CRs itself):

· S2-2103053 Correction for Survival Time (23.501 CR2769) – clarifies the Survival time in TSCAI and principle how SMF utilizes these values

· S2-2102507 Update for Survival Time (23.502 CR2656) – no significant impact, just updating Survival time as an optional parameter

· S2-2103054 TSC Assistance Container Determination by PCF (23.501 CR2809) – Defines TSC Assistance Container parameter optionality and adds Time domain as new parameter: I propose to add an editor’s note below 5.6.2.39: Further TSCAI parameters are for FFS.
· Clause 4.2.2.24, third bullet, maybe we can say: “the survival time in terms of maximum number of messages in reference to the TSCAI periodicity TSN GM for TSN or external GM for non-TSN applications within the "SurTimeInMsg" attribute or the survival time in time units in reference to the TSCAI periodicity TSN GM for TSN or external GM for non-TSN applications within the "SurTimeInTime" attribute if the "SurvivalTime" feature is supported.

· What SA2 agreed is that survival time is only for periodic traffic so burst periodicity should be applied always when survival time is applied. SA2 also agreed to have one message per burst. Therefore, there is actually one to one mapping between survival time definition in term of number of messages and in term of time unit. I propose to add an editor’s note below 5.6.2.39, because we should check this in detail for the next meeting: “It is FFS whether further description are required related to the applicability of parameters.”: 
Related to the table of capability in this email thread it means:

TSN capability defined in Rel16

· Periodicity

· Burst arrive time

· Ethernet based bridge

· With add-on from Rel-17

· Survival time

TSC
· All TSN capabilities as mentioned above

· Specific QoS

· IP bridge

· Time snych.

It is also fine for me to add an editor’s note related to time synchronization like (in order not to forget a further thinking about that, but maybe it is not 2179, but a different CR, to be checked): Further analysis of the handling of time synchronization is FFS. 

Ericsson: I’m not sure we need an additional feature to indicate the support of Time Survival, separated from the generic one. I’m fine with defining it but adding an Editor’s note that indicates whether Survival Time feature separated from TimeSensitiveCommunications is required is FFS.
In 4.2.2.24, the survival time in terms of maximum number of messages does not include, itself, any time reference, so it can be removed “in reference to…”

-    the survival time in terms of maximum number of message in reference to the TSN GM for TSN or external GM for non-TSN applications within the "SurTimeInMsg" attribute or the survival time in time units in reference to the TSN GM for TSN or external GM for non-TSN applications within the "SurTimeInTime" attribute if the "SurvivalTime" feature is supported.
Survival time has also been discussed in SA2#144E. If there is no dependency between this CR and the discussed SA2 CRs, please add an Editor’s note indicating that the definition of the Survival time might require further alignment with SA2.

Nokia: I thought about the supported feature as well. I agree that it is not required in any case because it is optional and Rel-17. Therefore, an editor’s note is fine. For the other comment: See my comment in another email for C3-212179 as well.

Huawei: If we don’t define feature for survival time, which feature will be used to control the survival time? TimeSensitiveCommunication? In this case, we can’t guarantee that survival time is supported if only TimeSensitiveNetworking is supported? Or we assume that TimeSensitiveNetworking will not support survival time.
Huawei makes r4 available.

Nokia: Survival time must be supported for TSN as well, but editor’s not allows a further discussion.

Ericsson: Please, correct the text below as follows:
· Either remove “in reference to the TSCAI periodicity”; or

· place it in relation to the survival time in number of messages, e.g.:

· -    the survival time in terms of maximum number of messages, in reference to the TSCAI periodicity, within the "SurTimeInMsg" attribute or the survival time in time units in reference to the TSCAI periodicity within the "SurTimeInTime" attribute if the "TimeSensitiveCommunication" feature is supported.
Huawei makes r5 available. Ask for confirmation of the revision.

Ericsson is fine with r5.

Nokia assumes that r5 is the final version and is ok with it.



	
	
	2457
	CR 0297 29.514 Rel-17 Support survival time
	Huawei
	Agreed
	

	
	
	2180
	CR 0408 29.122 Rel-17 Support Time Sensitive Communication
	Huawei
	Revised to 2371
	This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson:

5.14.2.1.x, 5.14.2.1.y and A.14, Would you explain the needs of time domain, and why the data type is string?
5.14.2.1.y, This data type is defined in the same way as the "MediaComponent" data type , should be changed to ”TscQosRequirement” data type.

In cover page reason for change, Would you describe the specific TS and related clause on this requirement ?

“ Stage 2 has agreed that AF can request the time sensitive communication via the NEF and the AsSessionWithQoS is enhanced. “

Huawei: I have added agreed SA2 CR number in the cover page.

For the time being, it is not clear what kind of data type can be used for domain time in stage 2. I added FFS for this issue.

R1 is made available.
Ericsson is fine with r1.

Nokia is fine with r1.


	
	
	2371
	CR 0408 29.122 Rel-17 Support Time Sensitive Communication
	Huawei
	Agreed
	

	
	
	2181
	CR 0326 29.522 Rel-17 Support Time Sensitive Communication
	Huawei
	Revised to 2372
	Ericsson: The same comments to C3-212180 also apply to this TS 29.522 CR.

Huawei makes r1 available.
Ericsson is fine with r1.

It is good to keep the editor’s note for time domain. Revision is fine for me as well.



	
	
	2372
	CR 0326 29.522 Rel-17 Support Time Sensitive Communication
	Huawei
	Agreed
	

	
	
	2182
	CR 0762 29.512 Rel-17 Support time synchronization
	Huawei
	Postponed till next meeting
	This CR introduces a backwards compatible feature to the OpenAPI file.
Nokia: It would be fine to add a reference to the agreed stage 2 CR into the reason for change.
The supported feature defines: Indicates that the 5GS bridge supports the time Synchronization. This feature requires the support of TimeSensitiveNetworking or TimeSensitiveCommunication.

Should it be and/or to get the support more generally?

Ericsson: I could not find the SA2 requirement. I might have missed it. Could you please indicate the source?

Huawei: The main requirements are described in S2-2102023 and 02024

Ericsson: You may help me to speed up the revision of this CR.

I’m missing the PCRT in 23.503, tables 6.1.3.5-1 and 6.1.3.18. Is it somewhere in 23.503 I still don’t see?
Huawei: In order to support the time synchronization, the network shall be able to support the BMCA procedure. In this case, the PCF subscribes the notification of PTP port state change as defined in CR S2-2102023 and 2071. But the 23.503 has not been updated. If you have concern, I can add a FFS for PTP_PORT_STATE_CH.



	
	
	2183
	CR 0298 29.514 Rel-17 Support time synchronization
	Huawei
	Postponed till next meeting
	This CR introduces a backwards compatible feature to the OpenAPI file.
Nokia: Same comment as for 2182:

It would be fine to add a reference to the agreed stage 2 CR into the reason for change.

The supported feature defines: Indicates that the 5GS bridge supports the time Synchronization. This feature requires the support of TimeSensitiveNetworking or TimeSensitiveCommunication.

Should it be and/or to get the support more generally?

Ericsson: I could not find the SA2 requirement. I might have missed it. Could you please indicate the source?



	
	
	2184
	CR 0327 29.522 Rel-17 The procedure of time synchronization exposure
	Huawei
	Revised to 2373
	Ericsson: In cover page reason for change, Would you describe the specific stage 2 TS and related clause on this NEF new service and the new API requirement ? why not support in the existing one ?
4.4.4.x.1, It seems the /fetch operation is a custom operation then it should be POST method.

And for the naming of the OpenAPI, it’s a bit longer, so concerns whether stage 2 have such new API name ? 

Huawei: The requirements are described in S2-2102032 and S2-2102033. In stage 2, the Nnef_ParameterProvision is extended to support the time synchronization parameters provisioning. But stage 3, we have an agreement to use the separate API to provision different sets of parameters. E,g. 5GLANParameterProvision API, LpiParameterProvision API

For 4.4.4.x.1: According to current stage 2 requirement, only the UE identities are included in the request message. I understand GET message is appropriate for this usage. But I can accept POST method.  For the naming of API, it can be like that “Nnef_TimeSynExposure”.
Huawei: Regarding the POST or GET method issue.

We can compare the Nbsf_Management service.

PCF invokes POST message to create the resource {apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}.

AF invokes GET message with UE identify to retrieve the resource {apiRoot}/nbsf-management/v1/pcfBindings.

I understand it is similar with what we are defining here.
Samsung: In relation to yesterday’s query on POST vs GET, following is as per clause C4 (Custom Operation) in 29.501,
        "POST is the only method allowed with a custom operation URI."
My understanding is that POST is the only method allowed for custom operations. Can you please clarify this.
Huawei: I revised the CR and adopted the POST method. Please check the revision. R1 is made available.
Samsung: The rev1 is fine with me. 

My comment was to align to either of these, POST on Custom Operation or GET on a resource.. 

Ericsson is fine with r1.
Ericsson: API name to be shorten to 3gpp-time-sync.
Nokia: fine for me, if you would like to introduce the OpenAPI in this way.
Nokia: We require a reason for the custom operation. Can we clarify in the reason for change, why the custom operation with POST is the specified to fetch information although GET is the usual solution for CRUD methods with information retrieval. I mean: What is the advantage of the custom operation with POST in relation to the usual retrieval via GET respectively we selected the custom operation for information retrieval, because of [asynchronously: if the NF service consumer when sending a request cannot expect to receive an immediate final response, …, or other reasons]? I do not think that a hint to another procedure (like bdt) is sufficient.

Huawei makes r2 available.
Huawei: Add the SA2 CR number in the cover page. R3 is made available.
Nokia: I have to apologize to insist on the reasoning. I understand that using of fetch is based on deriving time synchronization capability on BMIC/PMIC information and interaction with UDM as well. Possibly it is good to replace “In this case, the custom operation POST is proposed to fetch the time synchronization capability.” By “Due to the background process, the custom operation POST is proposed to fetch the time synchronization capability.”

Huawei makes r4 available.
Nokia: only minor comments:
· Reason for change: CT3 has an agreement in the past that a dedicated API is defined to support different s of parameter provision. Assume you mean: … different sets of parameter provisions.

· 4.4.x.1: … customized operation URI "{apiRoot}/3gpp-time-sync/v1/fetch". , tThe HTTP POST message shall include the …

Huawei makes r5 available.
Nokia is fine with r5.

	
	
	2373
	CR 0327 29.522 Rel-17 The procedure of time synchronization exposure
	Huawei
	Agreed
	

	
	
	2185
	CR 0328 29.522 Rel-17 The resource and methods of time synchronization exposure
	Huawei
	Revised to 2374
	Nokia: without checking the details (maybe a little bit more time required), I think, from general point of view it looks ok. A reference to the agreed stage 2 CR (reason for change), which is the basis for the operations would be fine.  

Probably we require a clause in the procedure section as well.
Ericsson: In cover page reason for change, Would you describe the specific stage 2 TS and related clause on this NEF new service and the new API requirement ? why not support in the existing one ?

And suggest to shorten apiName: 3gpp-time-sync

Huawei: The requirements are described in S2-2102032 and S2-2102033. I will add them in the cover page.

Please also see the response to 2184.
Huawei makes r1 available.

Ericsson is fine with r1.

Ericsson: API name to be shorten to 3gpp-time-sync.
Nokia: fine for me, if you would like to introduce the OpenAPI in this way.
Nokia: I think we can go on with the CR (it is sufficient if reason for fetch with POST is in the other CR finally). Could you add the SA2 Tdoc number on the cover page, please.
Huawei makes r3 available.

Nokia is fine with r3.


	
	
	2374
	CR 0328 29.522 Rel-17 The resource and methods of time synchronization exposure
	Huawei
	Agreed
	

	
	
	2186
	CR 0329 29.522 Rel-17 The OpenAPI file of time synchronization exposure
	Huawei
	Revised to 2375
	Incorrect tdoc number.

This CR does not impact the OpenAPI file.
Nokia: will we introduce the OpenAPI this meeting or should we wait until the next meeting whether a change of the operations is required in the meantime (see editor’s note as well). 
Ericsson: In reason for change, Would you describe the specific stage 2 TS and related clause on this NEF new service and the new API requirement ? why not support in the existing one ?

Summary of change: Not procedure, need to be updated accordingly.

And suggest to shorten apiName: 3gpp-time-sync

Huawei to Nokia: There’s another meet before the plenary. We can agree this CR as a basis and update it in the next meeting. 

Huawei to Ericsson: Please check the response to 2184. Ok for the last comment.
Huawei: According to the stage 2 requirement, I almost completed the data type definitions for time synchronization exposure retrieval. R1 is made available.
Ericsson: API name to be shorten to 3gpp-time-sync, same apply to 2184r1 and 2185r1.
Nokia: fine for me, if you would like to introduce the OpenAPI in this way.

Huawei: I think you mean that the resource URI shall be shorten to 3gpp-time-sync, right?

Nokia: I do not take so much care about the name. I am also fine with Maria’s proposal 3gpp-time-sync.
Huawei makes r3 available.
Wrong file. Huawei makes r4 available.

Nokia: Naming is ok for me. My proposal was to postpone the API, but I understand you will progress with the CR.

Huawei: Currently the API is completed with Fetch operation. I understand we have a progress in this case.

Nokia: My understanding was that it is required to use fetch due to the background process and get is not a good solution. Is this correct?

Huawei: Update the other comment field of cover page. Please check it. R5 is made available.
Nokia: 
Could we include a general Editor’s note like: The OpenAPI is classified as preliminary currently. 

I do not know, whether the fetch discussion can also have an influence on the TimeSyncExposure API.
Huawei makes r6 available.
Nokia is fine with r6.


	
	
	2375
	CR 0329 29.522 Rel-17 The OpenAPI file of time synchronization exposure
	Huawei
	Agreed
	

	17.17
	CT aspects of Enhanced support of Non-Public Networks

[eNPN-CT]
	
	
	
	
	CP-210139 (CT1 leading)

	17.18
	Enhancement of Network Slicing Phase 2
[eNS_Ph2]
	
	
	
	
	CP-210288 (CT4 leading)

	17.19
	CT aspects for Support of Uncrewed Aerial Systems Connectivity, Identification, and Tracking
[ID_UAS]
	2212
	Work Plan   Rel-17 ID_UAS CT4 Work plan
	Qualcomm Incorporated
	Noted
	CP-210287 (CT1 leading)

As stage 2 evolves there will be a more detailed proposal.



	17.20
	CT Aspects of 5G eEDGE

[eEDGE_5GC]
	2117
	Work Plan   Rel-17 CT3 work plan for eEDGE_5GC WI
	Huawei
	Noted
	CP-210284 (CT1 leading)

On track. Nokia would like to volunteer for the work. Ericsson will check.  



	
	
	2187
	CR 0763 29.512 Rel-17 Add user plane lantecy requirement in PCC rule
	Huawei
	Revised to 2384
	Spec version incorrect.

Nokia: See 2260.

Ericsson: consider the following comments:
· 5.6.1, editorial: the definition sentence should start with capital letters and finish with a full stop.

· 4.2.6.2.6.2, could you clarify how these parameters influence the UP path change? whether the User Plane Latency requirements refer to the current UP path or to the target UP path, i.e., whether they are a condition for triggering a UP path or whether they are a condition for the selection of the UP path. Or? This description should go at the end of this clause, as one bullet under “When the PCC rules are installed, the SMF may (…)

· 5.6.2.10 typo “continas”.

· 5.8, for the feature description: is it foreseen other updates in this service than the latency requirements? Right now the description is not very descriptive.

· A.2: 

· Sibling elements return a warning. Please remove the description field for the attribute upLatReq.

· UserPlaneLatencyRequirements. Here is where the description can be included, and should be included.

· If possible, remove also the typo from the CR title “lantecy”

Huawei: I add an editor’s note for comments on feature name. R1 is made available.
Ericsson: Minor typo: the “;” needs to be “.”

-    Within the UserPlaneLatencyRequirements data structure, the PCF may include the maximum allowed user plane latency within the "maxAllowedUpLat" attribute and/or user plane latency preference within the "upLatPrefer" attribute;
Is the concern about the eEDGE feature name common to all the APIs including in this meeting the latency requirements? Cannot we solve the name topic in this meeting? For me the name, as such, is ok. What I was missing was a more precise description of the functionality behind the feature.

And, sorry for not seeing it before: when describing the functionality, add “if feature “eEDGE" is supported”.
Huawei: Regarding the feature issue, there may be other functionalities will be added under this feature as we just start this work item. Can we leave it open for the time being?
Could you please provide the text proposal for the feature?

Ericsson: Feature name EnEDGE as in 29.519, and about the definition “indicates the support of Edge relocation considering user plane latency and EAS IP address replacement in 5GC”.

Would it work?
Huawei accepts and makes r2 available.
File empty. Huawei makes r3 available. Ask for confirmation of the revision.

Ericsson is fine with r3.



	
	
	2384
	CR 0763 29.512 Rel-17 Add user plane latency requirement in PCC rule
	Huawei
	Agreed
	

	
	
	2257
	CR 0331 29.522 Rel-17 Procedures for ECS address provisioning
	Huawei
	Agreed
	Nokia: See 2260.

CT3 considers there is no need to refer to CT4 CRs in the coversheet.
Nokia is fine with 2257.

	
	
	2258
	CR 0332 29.522 Rel-17 API definition for ECS address provisioning
	Huawei
	Agreed
	This CR introduces a new OpenAPI file for ECSAddressProvision API.
See 2260.

Ericsson: I can’t find the data type “EcsServerAddr” in the latest TS 29.571 h10, Would you add the related dependent CR of CT4 in cover page ?

And please add EN FFS for the target of the UE Id (GPSI or ext group id or other identity).
Huawei to Ericsson: For my clarification, why the EN should be added? I can’t find the requirement from stage 2.

For adding the CT4 CR dependency, I just realized that we agreed before that no need to add the dependency in the same CT3/CT4 meeting. @Chair: would you please give some guidance on this?

Huawei: It shall be 29.571 in the cover page.
Ericsson will check if there is a stage 2 requirement for the UE id.
Nokia is fine with it.
Ericsson: I’ve checked fine with r0, upon CC discussion that the dependent type CT4 CR needn’t be specified in CT3 CR cover page, just need updates the 29.571 data type CR approval result in email.

And I’ve checked no requirement on target of the UE Id in current SA2 docs.



	
	
	2259
	CR 0333 29.522 Rel-17 Support of User Plane Latency requirement
	Huawei
	Revised to 2377
	This CR introduces backward compatible feature into the OpenAPI file for TrafficInfluence API.
Nokia: See 2260.

Ericsson: Clause 2, TS 23.548 is Stage 2, not Stage 3 specification.

And missing updates in TrafficInfluSubPatch.

Huawei makes r1 available.
Nokia: It seems the single quote at the end of the data type references is missing in the OpenAPI in this CR as well.

Huawei makes r2 available.

Nokia is fine with r2.

Ericsson is finewith r2.

	
	
	2377
	CR 0333 29.522 Rel-17 Support of User Plane Latency requirement
	Huawei
	Agreed
	

	
	
	2260
	CR 0254 29.519 Rel-17 Support of User Plane Latency requirement
	Huawei
	Revised to 2387
	This CR introduces backward compatible feature into the OpenAPI file for Nudr_DataRepository API.
Nokia: 

1) There is a typo, "continas" vs "contains"
2) Is a reference to a CT4 CR missing in the cover page?

Comment 1 applies also to C3-212187 and C3-212259.

Comment 2 applies also to C3-212257 and C3-212258.

Ericsson: consider the following comments:
· 6.4.1, 

· It would be preferrable to have the same feature name along the different services, i.e., better to replace EEDGE, by eEDGE. Is the corresponding 29.504 CR submitted to CT4?

· End the description sentence with a full stop “.”.

· 6.4.2.2

· Feature name, as above.

· Typo in the description “continas”

· A.2, missing “’” at the end of the $ref.

Huawei to Ericsson: All the comments are acceptable, I will update the cover page by adding the dependency of CT4 CR, but for the feature name, since all the features defined in TS 29.504 use Capital letter as the 1st letter of feature names. Hence, it would be better to align within the same TS.
Huawei to Nokia: I am fine with the comments and will update the cover page with the dependency of CT4 CR.
Ericsson: I was not aware of that convention that all features should start with capital letters.

 I was looking for consistency among the different interfaces. If in CT3 we agree on EEDGE name for the new feature covering Edge Computing impacts in the affected APIs, I’ll be fine with it.

Huawei: R1 is made available.

To Nokia: since no need to add the dependency after discussion, are you okay with 2257 and 2258? If yes, then I will withdraw 2376 (the revision of 2257).

BTW: The corresponding 29.571 CR is C4-212216 (CR#0269).

Nokia: I am fine with 2257, 2258, and r1 of 2260.

I am also fine with “EnEDGE” as a feature name, but I haven’t checked its consistent usage across CRs, I trust the eEDGE_5GC CR authors for this…

Ericsson is fine with r1.

	
	
	2387
	CR 0254 29.519 Rel-17 Support of User Plane Latency requirement
	Huawei
	Agreed
	

	17.21
	Enhancement to the 5GC Location Services - Phase 2

[5G_eLCS_ph2]
	
	
	
	
	CP-210075 (CT4 leading)

	17.22
	CT aspects of proximity based services in 5GS
[5G_ProSe]
	2035
	CR 0313 29.522 Rel-17 AF-based ProSe service parameter provisioning
	CATT
	Merged 
	CP-210292 (CT1 leading)

Missing “Other Comments” with impacts in the OpenAPI

Huawei: This CR clashes with my CR 2104. I propose hence to merge it into 2104 if you are ok with the proposal that I made for 2104, i.e. wait for CT1 to finish their work in TS 24.555 before deciding on how ProSe parameters will be separated.
CATT: Ok, please merge my paper in the revision of CR 2104.

Huawei makes r2 available.


	
	
	2102
	CR 0258 29.513 Rel-17 5G ProSe related updates to PCC procedures
	Huawei
	Revised to 2385
	Ericsson: In the CR changes, please, consider to:
· Consolidate in clause 5.5.8 the AF-Based service parameter provisioning for V2X and the new clause for ProSe communication. The procedure is common, being the main change whether ProSe or (and/or?) V2X policies are requested and delivered to the UE, if applicable.

· add in 5.6.2.1.2 “ProSe” as follows:

5. The PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy and/or updated V2X N2 PC5 policy, if the "V2X" feature is supported, and/or updated ProSe N2 PC5 policy, if the "ProSe" feature is supported. The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 6 in subclause 5.6.1.2. 
Huawei makes r1 available.

Ericsson: I’m fine with r1. Just don’t forget to update 5.5.1 before uploading (remove bullet 9 and update bullet 7)

Huawei: Yes, this is noted. I will take care of it in the formal revision.



	
	
	2385
	CR 0258 29.513 Rel-17 5G ProSe related updates to PCC procedures
	Huawei
	Agreed
	

	
	
	2103
	CR 0253 29.519 Rel-17 5G ProSe related updates to Nudr
	Huawei
	Revised to 2563
	This CR introduces backwards compatible changes to the OpenAPI specification file of the Nudr_DataRepository API for Application Data.
CATT: In TS 24.555, multiple 5G ProSe configuration parameter type will be defined, which, at least, include ProSe direct discovery, ProSe direct communication, ProSe path selection, ProSe usage reporting configuration and rules for charging policy. ProSe policy for UE-to-network relay, UE-to-UE relay are premature in SA2,  and the relevant ProSe policies are not specified in SA2. 
I think the separation of ProSe Policy based on the Uu or PC5 interface type is not a good categorization method. 

Huawei: I have no strong opinion to use the Uu / PC5 separation of ProSe Policies, this was just to align with how it was done for V2X. Can you please share the references or CRs/pCRs of TS 24.555 that you are talking about. From Stage 2 in TS 23.304, I can only see ProSe direct discovery and ProSe direct communication which includes ProSe path selection.
CATT: The type of ProSe Policy will be discussed in the coming CT1 meeting. I mean at least the separation based on ProSe direct communication, ProSe direct discovery, and so on is a common approach. And CT3 can move forward towards this direction. Specifically, how many types of ProSe policy will be defined in CT1 is uncertain as there is no a very clear description in SA2. 

        But if there is a conclusion in CT1, we will inform you asap. 

Huawei: I think that we should wait for CT1 to perform this work. In this sense, please check the proposal in 2103_r1. R1 is made available.
CATT: I am OK with it. Let’s wait for CT1’s conclusion.
Ericsson: Similar as comments to C3-212104, I’m quite concerned on the suitable attributes and data types, since both TS 24.554 and TS 24.555 only contains skeleton, with almost empty contents. 

No detail configuration parameters has been defined yet.
Then it’s not sure whether the existing ParameterOverPc5 and ParameterOverUu will be purely used for V2X, why not reused also by ProSe, then only need to introduce ProSe specific parameters.
Hence seems quite early to define this, why not wait CT1 conclusion then make the corresponding alignment in this specification ?
Huawei: That is why the added ProSe parameters were reverted in 2103_r1 and the ENs added as proposed by CATT, i.e. in order to wait for CT1’s work to finish.

The CR is however needed in my opinion in order to clarify that the current ParameterOverPc5 and ParameterOverUu are applicable for V2X as it is not explicitly stated in this TS, whereas it is the case in other TSs.
Ericsson: I’ve further checked now aligned with both CR removed new parameters , and also considering TS 29.522 clause 4.4.20 have below for V2X communication in procedure description,
-             service parameters for at least one of the following:

-             V2X service parameters via:

a)           configuration parameters for V2X communication over PC5 within the "paramOverPc5" attribute; and/or

b)           configuration parameters for V2X communication over Uu within the "paramOverUu" attribute.

Then I’m fine with your changes, please just update to remove the change on change and track of change in the cover page.

Huawei: I will of course clean-up the revised CR before submitting it.

	
	
	2563
	CR 0253 29.519 Rel-17 5G ProSe related updates to Nudr
	Huawei
	Agreed
	

	
	
	2104
	CR 0325 29.522 Rel-17 5G ProSe related updates to the Nnef_ServiceParameter Service
	Huawei
	Merged with 2035 to 2378
	This CR introduces backwards compatible changes to the OpenAPI specification file of the Nnef_ServiceParameter API.
CATT: I have the following comments:

(1) Reference [aa] and [bb] are not cited in the normative content.

(2) It is proposed to remove reference [31], as there is no citation for it. 

(3) It is propose to categorize the ProSe policy according to the ProSe type defined in TS 24.555. 

(4) In subclause 4.4.20， since it is specified that “service parameters for at least one of the following”, I think conjunction “or” is enough, but not “and/or”, for the following bullets. 

Huawei:

(1) Ok

(2) I am OK to remove it, but I don’t know if it will mess up the numbering of the references clause. I guess that I should remove it without updating the reference number of the following references, right? Cf. 2104_r1.
(3) OK, I am fine to wait for CT1’s work on this. Then I propose to revert the changes related to the added ProSe configuration parameters and replace them by editor’s notes indicating that these parameters will be defined in TS 29.555 by CT1. Please check 2104_r1.
(4) This change was removed in 2104_r1.
R1 is made available.
CATT: Some problems:
1. TS 23.287 should be removed. But I think the reference number should remain and add “Void” as showed in [15]. 

2. Whether it is the correct expression? 

- service parameters for at least one of the following:

-    V2X service parameters via:

a)   configuration parameters for V2X communications over PC5 within the "paramOverPc5" attribute; or
b)  configuration parameters for V2X communications over Uu within the "paramOverUu" attribute; or
-    ProSe service parameters via:

a)  configuration parameters for ProSe communications.
Huawei: For 1, thanks for showing me how to handle it I will correct it in 2104_r2 that I will provide later.

For 2, do you mean that we can have only one of the listed service parameters at a time? (i.e. either V2X paramOverPc5, V2X paramOverUu or config parameters for ProSe, and we cannot have for example V2X paramOverPc5 and V2X paramOverUu or V2X paramOverUu and config parameters for ProSe)

CATT: For 2, I mean one or more ( V2X paramOverPc5, V2X paramOverUu and config parameters for ProSe). 
I will give an example in 24.501：

a) at least one of the following bits in the 5GMM capability IE of the REGISTRATION REQUEST message set by the UE, or already stored in the 5GMM context in the AMF during the previous registration procedure as follows:

1) the V2XCEPC5 bit to "V2X communication over E-UTRA-PC5 supported"; or

2) the V2XCNPC5 bit to "V2X communication over NR-PC5 supported";

    Here, the first "or" is used to  link a) and b) in V2X service parameters. The second "or" is to link - V2X service parameters and - ProSe service parameters.

Huawei:In my opinion:

· “or” means either one or the other, not all. This means in this case that only one service parameter type shall be provided.

· “And/or” provides all the possible cases that should be supported in this case, i.e.:

· Only one of the listed service parameter; or

· A combination of the listed service parameters; or

· All the listed service parameters.

· “At least” means that the minimum is to have one of the service parameters.

That is why I still prefer to have to use “and/or” as already defined in the current version of the spec, unless there is a requirement from Stage 2 that specifies that we should have only one of the service parameters.

Ericsson: I can’t find TS 24.544 as "Proximity based services (ProSe) in 5G system (5GS) protocol aspects; Stage 3". Only TS 24.554 is allocated for this naming.

And both TS 24.554 and TS 24.555 draft version currently only have skeleton without detail contents, so the related EN FFS should be described, including data type and encoding.

CATT to Huawei: I understand what you said. For me, if “at least one of the following” is included, it means all the combination of the following bullets is possible. So it is not need to use “and/or”. “and” or “or” is enough. 

E.g. in 29.522:

at least one of the "locArea" and the "snssai" attribute should be included, if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepRequs" attribute is mobility related;

NOTE:  At least one of the "multicastV4Addr" or "multicastV6Addr" attribute shall be provided.

I prefer to use “and” or “or” as the conjunction. And it is up to you now that it is not technical issue. 
Huawei to Ericsson: The mistake 29.544 instead of 29.554 was corrected in 2104_r1. 

Regarding your second comment, can you please further clarify your point? The ENs were added as CT1 is currently working on defining the encoding of ProSe Policy and parameters and the associated protocol aspects and to indicate that CT3 is waiting for this work to be finalized.

Huawei to CATT: OK, I see your point. In this case, I would prefer to not have any conjunction at all. Would it be acceptable for you? Please check 2104_r2.
Nokia: But we still need to add a feature and mention it in the added bullet of 4.4.20, right?

Huawei: I agree that a new feature is needed. Please hence check the proposal in 2104_r3.

R3 is made available.
Nokia is fine with r3.

CATT: Your revision fixed my concern.
Ericsson: I’ve checked now fine with the aligned updates in this CR, please just remove the change on change and track of change in the cover page.
Huawei: I will of course clean up the revised CR before submitting it.


	
	
	2378
	CR 0325 29.522 Rel-17 5G ProSe related updates to the Nnef_ServiceParameter Service
	Huawei, CATT
	Agreed
	

	
	
	2105
	CR 0153 29.525 Rel-17 5G ProSe related updates to the Npcf_UEPolicyControl Service
	Huawei
	Revised to 2386
	This CR introduces backwards compatible changes to the OpenAPI specification file of the Npcf_UEPolicyControl API.
CATT: My comments are:

(1) Reference [bb] is not cited in the normative content.

(2) TS 24.544 should be TS 24.554.

(3) “ueProSePolReq” attribute needed to be involved in this bullet.                                                                                                                                                                 -        the received UE policy delivery protocol message defined in Annex D of 3GPP TS 24.501 [15] or defined in subclause 7.2.1.1 of 3GPP TS 24.587 [24] encoded as "uePolReq" attribute;

(4) In 4.2.2.2.y, the type of ProSe Policy is subject to CT1’s description. The same as subclause 4.2.4.1.

(5) I suggest to add  an EN specify It is FFS whether other ProSe PC5 capability or not will be defined in subclause 5.6.3.a.

Huawei:

(1) Removed

(2) Corrected.

(3) Do you mean that a separate attribute needs to be defined for 5G ProSe? In my opinion, the existing “uePolReq” should be reused as it is intended to contain all requests for UE policies. 
Please check the proposed changes/clarifications in 2105_r1.

(4) I agree. Please check the proposal in 2105_r1 where I have added editor’s notes to capture this.
(5) I agree. Please check the proposal in 2105_r1 where I have added editor’s notes to capture this.
R1 is made available.
CATT is fine with r1.

Ericsson: In the CR changes, please, consider to:
· Add the new references to the updated normative text. If I’m not wrong, so far they are only included as part of Editor’s note, so they should be included when the Ed note is solved, if applicable, otherwise they need to be removed.

· UePolReq could contain the req for one or more type of policies, right? If it is the case “or” -> “and/or”

· 4.2.2.1 

-    Iif the UE indicates the support of V2X communications over PC5 reference point and the "V2X" feature is supported, the (H-)PCF shall determine the applicable N2 PC5 policy, as detailed in subclause 4.2.2.3, based on the operator’s policy;

-    if the UE indicates the support of ProSe communications over PC5 reference point and the "ProSe" feature is supported, the (H-)PCF shall determine the applicable N2 PC5 policy, as detailed in subclause 4.2.2.3, based on the operator’s policy;
clarify it is the applicable V2X N2 PC5 policy in the first bullet ant the applicable ProSe N2 PC5 policy.

if the PCF determines that N2 PC5 policy needs to be provisioned and for the V-PCF when receiving the N2 PC5 policy from the H-PCF, it the V-PCF shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the N2 PC5 policy according to subclause 4.2.2.3;.
clarify it is the V-PCF the one which uses the Namf serv

· 4.2.2.3 : why in this case it is being re-used the clause for V2X N2 PC5 Policies instead of re-creating a new one for ProSe N2 PC5 policies?

· 4.2.4.1, similar question as above

· 4.2.4.z -> title of the clause should be shortened to “UE policy provisioning for ProSe communications”

· 5.6.3.a -> why do you envision PC5 Capability data type could not be re-used for ProSe? 

Huawei: Please check 2105_r2 (and 2105_r3) and let me know if it is OK for you.

· 24.554 is used both in the introduced normative text and the editor’s notes. TS 24.555 is only used in editor’s notes.
I don’t understand why you want to remove them. They are both referenced and used in the introduced changes in the CR.

· Agree to use and/or. Tables 5.6.2.3-1 and 5.6.2.4-1 and clauses 4.2.2.1/4.2.3.1 have been updated accordingly in 2105_r2.
· On 4.2.2.3, If you have a preference for having a dedicated clause for 5G ProSe, it is fine for me. Please check 2105_r3 that contains this proposal. Otherwise, we can stick with 2105_r2 as clause 4.2.2.3 can be used for both V2X and ProSe in my opinion.
Please let me know of your preference.

On 4.2.4.1, Please further clarify.
Please note that I have updated this clause on  2105_r2 to align with the other changes introduced.

· On 4.2.4.z: Done in 2105_r2.
· On 5.6.3.a: This is because Stage 2 does not support PC5 LTE RAT for ProSe. Cf. clause 4.3.4 of TS 23.304. Therefore, I think that it is better to have a separate data type.
Ericsson: The references need to be included when they’re called from the normative text. An Editor’s Note will be removed when solved but the non-used reference cannot be simply removed, but “voided”, leaving an unnecessary trace. The Editor’s note can refer any TS, spec, RFC without having to include it in the list of references.

On 4.2.2.3 there are so many communalities between them that also other clauses as 4.2.2.2.1.x could have reused the one for V2X. A proposal is made.

On 5.6.3.a, Ok, let’s continue with your proposal for the time being then.

For the rest of the updates, I’m fine.
Huawei: On the references, OK, that is clearer now. Thus, I removed the reference to 24.555 in 2105_r4 and kept only 24.554.
On 4.2.2.3, ] I thought of it but still prefer the proposal in 2105_r3 (keep 4.2.2.3 for V2X and define new 4.2.2.v for ProSe) for the simple reason that 4.2.2.3 is already referenced in other TSs (e.g. TS 29.513) and I think that we should avoid having to search for all the TSs where this clause is referenced and change them.

Please hence check 2105_r4 that is based on 2104_r3 for this matter and let me know if it is OK for you.
R4 is made available.

Ericsson is fine with r4.


	
	
	2386
	CR 0153 29.525 Rel-17 5G ProSe related updates to the Npcf_UEPolicyControl Service
	Huawei
	Agreed
	

	17.23
	Enablers for Network Automation for 5G - phase 2
[eNA_Ph2]
	2048
	discussion   Rel-17 Work Plan of eNA_Ph2
	China Mobile Com. Corporation, Huawei
	Noted
	CP-210290

Nokia: Nokia appears only in a few items with question marks, therefore we would like to clarify and volunteer to contribute to data management-, analytics aggregation-, and context transfer-related topics of issues 3 and 4 and time coordination topics in issues 4 and 8. We also intend to potentially contribute to issues 5, 6, and 7 (DCCF, ADRF, MFAF services), but I guess this does not need to be captured in the work plan?
China Mobile: Your support is appreciated. The work plan with question marks are maded based on current stage 2 contributions. Any intresting and volunteer for other topic are welcome. 
I'll mark your interest topics in the work plan.

Any other comments and volunteers are welcome.
Ericsson will provide detailed comments offline.

KDDI: KDDI may work on time coordination topic in issues 4 and 8 based on SA2 contribution. I’ll let you know, if there are any other topics I’m interested in.
China Mobile will update the work plan accordingly.


	
	
	2118
	TS or TR cover  29.552 Rel-17 Skeleton of TS 29.552 v0.0.0
	Huawei
	Revised to 2388
	Nokia: Looks good, but I would propose to put the generic procedures (i.e., currently 5.1 to 5.6) and the analyticsID-specific procedures (i.e. currently 5.7 to 5.20) in separate clauses in order to avoid a complete mix as things are added in the future.

Ericsson: I agree with Nokia’s comments to separate the analyticsID specific procedure, to be extended later for new analyticsID.

The skeleton procedures seems following TS 23.288 Clause 6, with below differences wonder what’s the reason for these?

1) Analytics Subscription Transfer in TS 23.288, Analytics Context Information Transferring in TS 29.552.

2) WLAN performance analytics in TS 23.288, while missing in TS 29.552.

Huawei: Using ‘transferring’ not ‘transfer’ is to align with other title, e.g. ML Model provisioning. And my intention of using ‘Analytics Context Information Transferring’ as title not ‘Analytics Subscription Transferring’, is because ‘Analytics Subscription Transferring’  seems only applicable for the Subscribe/Notify Nnwdaf_EventsSsubscription API, which may cause misunderstanding. ‘Analytics Context Information Transferring’ is more suitable for both the Subscribe/Notify Nnwdaf_EventsSsubscription API and Request/Response Nnwdaf_AnalyticsInfo API. Hope it’s okay to you.
Nokia is fine with r1.

Ericsson is fine with r1.


	
	
	2388
	TS or TR cover  29.552 Rel-17 Skeleton of TS 29.552 v0.0.0
	Huawei
	Revised to 2567
	Huawei: The information within the Table of Change History is corrected, please check C3-212118_r2.



	
	
	2567
	TS or TR cover  29.552 Rel-17 Skeleton of TS 29.552 v0.0.0
	Huawei
	Agreed
	

	
	
	2119
	pCR  29.552 Rel-17 Scope clause of TS 29.552
	Huawei
	Revised to 2389
	Nokia: Ok, but I would change the statement "Detailed stage 3 procedures are provided in 3GPP TS 29.520 etc" to "Detailed definition of the involved services are provided in 3GPP TS 29.520 etc" or similar, because the "detailed procedures" are IMHO indeed to be captured in 29.552. The figures of the other TSs aren't really procedures but rather operation descriptions/illustrations.

Huawei makes r1 available.
Nokia: It should be “definitions” instead of “definition” (because of the “are” later) but I’m fine with the revision.


	
	
	2389
	pCR  29.552 Rel-17 Scope clause of TS 29.552
	Huawei
	Agreed
	

	
	
	2120
	pCR  29.552 Rel-17 Abbreviation clause of TS 29.552
	Huawei
	Agreed
	

	
	
	2127
	CR 0131 29.508 Rel-17 Partitioning criteria for applying sampling in specific UE partitions in SMF exposure
	Nokia, Nokia Shanghai Bell
	Revised to 2390
	This CR introduces a backwards compatible correction to the OpenAPI file.
Huawei: agrees with the CRs but have few following comments:

1. The feature added by C3-212311/2310/2313 is also applicable for this IE;

2. Based on TS 23.288, one or more criteria can be provided per subscription, hence, should be in array;

3. 5.6.2.2: ‘it may be included…’ should change to ‘it may only be included…’

4. Other comments in the cover page: should be backward compatible feature

For my clarification, Application Id can also be one possible value of Partitioning Criteria based on S2-2005790, but why is not introduced into the normative specification in stage 2?
Nokia: I agree with all the comments and I will provide revisions accordingly.

I honestly cannot answer your question about the Application Id, I don’t know, it might still be added in stage 2 later (or not)
Ericsson to Nokia: Reason for change, since TS 23.502 h00 already contains the updates, better to update with clause 4.15.1 instead of S2-2101374.

And another comments is to the dependent TS 29.571 CR 0271 (C4-212286), I’d prefer to change the Enumeration value and the Description for “SLICE” to be “SNSSAI”, to align with TS 23.502 definition.

Ericsson to Huawei: For the Enumeration: PartitioningCriteria to be defined in TS 29.571, my perception is to be also used in AMF EE, Application Id seems is not applicable to AMF, and not such context information for UE partition.

Nokia to Ericsson: I will change the reference in the reason for change as you requested.

However, I don’t think I can do something for the CT4 CR. Your CT4 colleagues will have to comment in CT4, right? Then my CT4 colleague will decide about how to address this.

With regard to your comment to Huawei, the current SA2 spec does not specify the applicability of each enum value in each NF, implying that -at the moment- everything is theoretically possible. AFAIK there will be SA2 CRs soon in order to limit the usage of some criteria to some NFs, but this does not concern only the AppId. As with the potential addition of the AppId (or not), I recommend to just wait for SA2 to specify applicability restrictions and then add them (probably via table NOTES) in our specs.

Ericsson: Fine, I’ll advice our CT4 colleague to give the comment on “SLICE” to be “SNSSAI”.

And we have the same comments that AppId is not included in SA2 specification, I just comments my perception on the partition type applicability, agree with you the justification of TS 23.288 rely on SA2.

Nokia makes r1 available.
Huawei: Find few comments as follows:

· Cover page: no need to add the dependency of CT4 CR as discussed under 2258, but can be further discussed in today’s CC;

· 5.8: no need due to already introduced by 2311/2310/2313;

BTW: please do not forget to remove changes over changes in next revision.
Nokia: Isn’t it better to include the feature in all CRs and let the rapporteur merge, in case any of the CRs gets postponed or similar? What about the new CRs for 29.591 and 29.520, is there any CR already adding the feature for them?

Ok for the rest.
Huawei: But my understanding is that we should always avoid the overlapping among different CRs.

For TS 29.520, 2130 should introduce the new feature since 2357 will be postponed till next meeting as I know.

Nokia: removed the new feature definitions and the CT4 CR dependencies, I cleaned up the cover page and the “changes on changes” in the content, and I used the newly assigned TDoc numbers, so they should be ready to upload as they are (by changing only the file name, of course). R2 is made available.
Huawei is fine with r2.

Ericsson is fine with r2.

ZTE is fine with r2.


	
	
	2390
	CR 0131 29.508 Rel-17 Partitioning criteria for applying sampling in specific UE partitions in SMF exposure
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2128
	CR 0047 29.523 Rel-17 Partitioning criteria for applying sampling in specific UE partitions in PCF exposure
	Nokia, Nokia Shanghai Bell
	Revised to 2391
	This CR introduces a backwards compatible correction to the OpenAPI file.
ZTE: ReportingInformation data type, which contains the new added attribute “partitionCriteria”, is referred by “evtReq” attribute in NnwdafEventsSubscription data type in 29.520, therefore if the CR is agreed it should be indicated in 29.520 whether the “partitionCriteria” is applicable to “evtReq”. 

Nokia: Good point, I overlooked this, do you think this can be resolved at this meeting or should I bring a CR next time?

Ericsson: See 2127.

Nokia makes r1 available.
Huawei: I think TS 29.520 should not be extended with the Partitioning criteria, since TS 23.502 Table 4.15.1-1 states it is only for NWDAF data collection, which implies it will only be included when the NWDAF collects data from other NFs via Nnf_EventExposure service.

Nokia: Table 4.15.1-1 has an “e.g.” before the “for NWDAF data collection” and therefore, strictly speaking, it does not exclude the NWDAF event exposure. Further, 23.288 has NWDAF as a service consumer of Nnwdaf_EventsSubscription (at least for aggregation).

HOWEVER, I agree with Huawei that the (currently not properly implemented?) intention of stage 2 seems to be the non-applicability of the partitioning criteria to the NWDAF events.

We have three options:

1) Upload a CR that adds partitioning criteria in 29.520

2) Upload a CR that excludes partitioning criteria in 29.520

3) Upload no CR

I am fine with doing 2 now (to have a basis) and then change it to 1 if stage 2 clarifies their requirement accordingly.

Since it is a bis meeting, I guess we can also go for option 3, but since option 3 leads to an incomplete 29.520 specification, we should do certainly do either 1 or 2 at the next meeting.

What do you think?

ZTE: I prefer option 2.
Huawei: I am not sure whether the Criteria should be provided into all or some of the NWDAF services, and if it’s applicable for all the NWDAF services, the solution can’t be completed in this meeting anyway since the NWDAF data management and ML Mode Provision services have not been specified yet,.

Hence, I prefer Option 3, to clarify it in next meeting , still within the same Plenary cycle. 

In order to avoid missing the definition in further meeting, I am fine to add an EN in TS 29.520 that whether the Partitioning criteria is applicable for NWDAF service(s) is FFS.

Is that okay to you?

Nokia: I am afraid we will not have clear stage 2 requirements out of the current SA2 meeting either (which means that the EN might stay in the spec even after our May meeting), I am ok with Huawei’s suggestion.

To ZTE, are you fine if I just add the EN or do you still prefer option 2?
ZTE: An EN can be acceptable to me.

Nokia: removed the new feature definitions and the CT4 CR dependencies, I cleaned up the cover page and the “changes on changes” in the content, and I used the newly assigned TDoc numbers, so they should be ready to upload as they are (by changing only the file name, of course). R2 is made available.

Huawei is fine with r2.

Ericsson is fine with r2.
ZTE is fine with r2.


	
	
	2391
	CR 0047 29.523 Rel-17 Partitioning criteria for applying sampling in specific UE partitions in PCF exposure
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2129
	CR 0039 29.517 Rel-17 Partitioning criteria for applying sampling in specific UE partitions in AF exposure
	Nokia, Nokia Shanghai Bell
	Revised to 2392
	ZTE: This CR on 29.517 only considers the case data collection directly from AF, however for the case data collection from AF via NEF, the corresponding changes are missing in 29.591 Nnef_EventExposure, that is, it should be indicated that the "eventsRepInfo" attribute may include "partitionCriteria" attribute.
Nokia: Good point… do you think I can resolve this in this meeting?

ZTE: Either resolve them in this meeting or next meeting is fine for me, it depends on you.
Ericsson: See 2127.

Nokia makes r1 available.
Nokia: removed the new feature definitions and the CT4 CR dependencies, I cleaned up the cover page and the “changes on changes” in the content, and I used the newly assigned TDoc numbers, so they should be ready to upload as they are (by changing only the file name, of course). R2 is made available.

Huawei is fine with r2.

Ericsson is fine with r2.

ZTE is fine with r2.


	
	
	2392
	CR 0039 29.517 Rel-17 Partitioning criteria for applying sampling in specific UE partitions in AF exposure
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2130
	CR 0270 29.520 Rel-17 Adding time when analytics needed and revised time to analytics subscriptions
	Nokia, Nokia Shanghai Bell
	Revised to 2393
	This CR introduces a backwards compatible correction to the OpenAPI file.
Huawei: Please find our comments as follows:

1. A new feature similar as C3-212311-2313 should be added into each service to support the revised waiting time;

2. Prefer to use ‘rvWaitTime’ as the attribute name;

3. 4.3.2.2.2&5.2.6.2.2: the AnalyticsInfo API is one-time request/response message, if the NWDAF rejects the API request due to the data can’t be provided before the Time when analytics information is needed, based on TS 23.288, the revised waiting time is part of error response not a successful one, hence, a 4XX/5XX error should be respond to the consumer which also includes the revised waiting time, not the AnalyticsData in the 200 OK response. Then, the consumer can re-request the API after the indicated time. Hence, the attribute should be included in the ProblemDetails in an error response.
4. An application error should be defined in subclauses 5.1.7.3 and 5.2.7.3 to support when only one even is subscribed/requested by the consumer during the subscription/request but the event is rejected due to the notification/data cannot be sent before the Time when analytics information is needed, a 4XX/5XX error code should also be indicated;
5. A new value should be added into NwdafFailureCode (Table 5.1.6.3.13-1) to support when partial events are rejected due to each event notification cannot be sent before the Time when analytics information is needed;
6. The new ‘rvWaitTime’ attribute should be introduced into the FailureEventInfo (Table 5.1.6.2.35-1) to optionally indicate the revised waiting time when the ‘failureCode’ attribute sets to the new enumeration value of NwdafFailureCode;

7. 5.1.6.2.5: the attribute may only be included if the "timeAnaNeeded" attribute during the event subscription is provided;

8. 5.1.6.2.5&5.1.6.2.7: NOTE 2 is implementation specific, prefer to not describe in the Table;

9. Other comments in the cover page: backward compatible feature
Nokia: I have some questions for clarification for the following of your comments:

3. You mean by extending ProblemDetails in 29.571, right? Or is it possible to specify this API-specifically within 29.520?

8. The reason I added this NOTE is that stage 2 defines the revisedTime as a “time interval”, so I added this NOTE to avoid that people think there is a misalignment. If you think it is not necessary we can remove it but I think it is practically saying how a stage 2 requirement is addressed. What do you think?
Huawei:

3.I checked the definition of ProblemDetails in 29.571, the detail attribute seems not suitable to include the revised waiting time. I would suggest to define a new data type in the 4XX/5XX error response, similar as the NiddDownlinkDataDeliveryFailure as defined in TS 29.122. The new data includes the ProblemDetails, and the revised waiting time.

8. We still prefer to remove the NOTE due to implementation issue.
Nokia makes r1 available.

Huawei asks to be cosigner.

Huawei: After double checked TS 23.288, it states that the revised waiting time is sent to the consumer only when the time when the analytics is needed is reached, during Nnwdaf_EventsSubscription_Notify and Nnwdaf_AnalyticsInfo_Response. Hence, the NWDAF will not provide the revised waiting time to the service consumer in the subscription response.

Based on above, please find some further comments on r1 as follows:

· 4.2.2.4.2&4.3.2.2.2&5.1.6.2.7: suggest to reword the description;

· 5.1.3.2.3.1&5.1.3.3.3.2&5.1.6.2.35&5.1.7.1: the changes should be removed due to above bullet;

· 5.1.6.1: remove the new data type

· 5.1.6.2.x: should remove and move the definition to 5.2.6.2.x under Nnwdaf_AnalyticsInfo API, and prefer to change the name more general, e.g. to ‘ReqFailureCause’, which can be easily extended in future with more failure reasons, and put P column of the rvWaitTime attribute as conditional which shall be included when the "cause" attribute set to  ‘UNSATISFY_REQUESTD_ANALYTICS_TIME’;

· 5.2.6.1: remove the data type from Table 5.2.6.1-2 but add into Table 5.2.6.1-1;

· 5.1.6.3.13&5.1.7.3: prefer to use ‘UNSATISFY_REQUESTD_ANALYTICS_TIME’, and update other places accordingly;

I updated the CR based on our comments as the attachment, please check whether you are fine with it. And Huawei would like to co-sign the CR.

Nokia: I provided r2, doing the following small changes upon on your revision:

- Cleaned up cover page and used new TDoc number

- Added some full stops and some parentheses in the new text of 4.2.2.4.2 to enhance readability due to the length of the sentence.

- Renamed "UNSATISFY_REQUESTD_ANALYTICS_TIME" to "UNSATISFIED_REQUESTED_ANALYTICS_TIME"

- Added Description and Applicability for ReqFailureCause in 5.2.6.1

- Fixed very few very minor editorials and typos (e.g. "Detiails" vs "Details", "a" vs "an", "It may/shall" vs "May/Shall").

- Removed changes on changes
R2 is made available.
Huawei: I am fine with r2.

Please remove the small change over change in subclause 5.2.6.2.x when uploading the final version. 
Nokia makes r3 available.

Huawei is fine with r3.

	
	
	2393
	CR 0270 29.520 Rel-17 Adding time when analytics needed and revised time to analytics subscriptions
	Nokia, Nokia Shanghai Bell, Huawei
	Revised to 2596
	Wrong revision number.

	
	
	2596
	CR 0270 29.520 Rel-17 Adding time when analytics needed and revised time to analytics subscriptions
	Nokia, Nokia Shanghai Bell, Huawei
	Agreed
	

	
	
	2131
	CR 0271 29.520 Rel-17 Adding NWDAF as NWDAF services consumer due to analytics aggregation
	Nokia, Nokia Shanghai Bell
	Revised to 2394
	Huawei: agrees with the CR but only concern is that the NWDAF can only be the consumer for the Transfer service operation. The NWDAF can’t be the consumer for Subscribe/Unsubscribe operations for Nnwdaf_EventsSubscription API and Request operation for Nnwdaf_AnalyticsInfo API, based on Table 7.1-1 of TS 23.288.

ZTE: Aggregation NWDAF as the consumer of Nnwdaf services is missing in Service Architecture figures.
Nokia: 23.288 clause 6.1A.3.1 specifies the NWDAF indeed as a consumer for the Subscribe/Unsubscribe operations for Nnwdaf_EventsSubscription API and Request operation for Nnwdaf_AnalyticsInfo API, so Table 7.1-1 will have to be fixed.
Huawei: I agree, our SA2 colleagues also told me that there is a contribution to update the Table 7.1-1 in this SA2 meeting. 

And I am fine to update the figure as ZTE suggested.

Nokia: Please check r1 with updated architecture figures. R1 is made available.
ZTE is fine with r1.

Huawei is fine with r1.


	
	
	2394
	CR 0271 29.520 Rel-17 Adding NWDAF as NWDAF services consumer due to analytics aggregation
	Nokia, Nokia Shanghai Bell
	Revised to 2597
	Wrong revision number.

	
	
	2597
	CR 0271 29.520 Rel-17 Adding NWDAF as NWDAF services consumer due to analytics aggregation
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2310
	CR 0049 29.523 Rel-17 Support of Mute reporting
	Huawei
	Revised to 2395
	This CR introduces backward compatible feature to the OpenAPI file of Npcf_EventExposure API.
Nokia: I have the following comments:
1) for RETRIEVAL in 4.2.2.3 I recommend writing "if it is set to "RETRIEVAL" in the request, the PCF shall send the stored events to the NF service consumer and remove them from its cache, and mute the event notification again and store available events.". Maybe obvious, but better if it's written…

2) I would extend the Description of notifFlag as "Indicates the notification flag, which can be used to mute/unmute notifications and to retrieve events stored during a period of muted notifications".

3) Shouldn't the Notification Flag be defined in 29.571 if it is used in so many APIs?
Try a late CR to TS 29.571.
Ericsson: Upon the Notification Flag is included in ReportingInformation type keeping used by TS 29.591 and TS 29.517 unchanged, 

Just to define this new data type in TS 29.571 to be commonly used by more API like Namf_EE is fine.

Then C3-212311 also need to be updated accordingly.

Huawei to Nokia:

On 1) I would prefer not to add above highlight part since other specifications never mention ‘remove sth from its cache’. It’s implementation specific. Hope that’s okay to you.

On 2) Fine

On 3) Already shared the late CR as C4-212399 in CT3/CT4 email list. If can’t be progress in this CT4 meeting, I will remove the change on the OpenAPI file and add EN for future update of OpenAPI file in the revisions of 2310 and 2311, hope that’s okay to you.
Huawei to Ericsson: The late CR as C4-212399 to define the NotificationFlag as a common data into the TS 29.571 has been shared into the CT3/CT4 email lists. 

If it can’t be progressed in this CT4 meeting, I will remove the change on the OpenAPI file and add EN for future update of OpenAPI file in the revisions of 2310 and 2311, hope that’s okay to you.

Nokia: Fine for 2 and 3.

For 1, I don’t like my wording either, but I think that in the rest of the text there is nothing that prevents the PCF from sending events A,B the first time, events A,B,C,D the second time, events A,B,C,D,E the third time, and so on. Maybe I am exaggerating and it is just “common sense”…

Huawei makes r1 available.
Nokia is fine with r1.

Check CT4 status.

	
	
	2395
	CR 0049 29.523 Rel-17 Support of Mute reporting
	Huawei
	Agreed
	

	
	
	2311
	CR 0132 29.508 Rel-17 Support of Mute reporting
	Huawei
	Revised to 2396
	This CR introduces backward compatible feature to the OpenAPI file of Nsmf_EventExposure API
Huawei makes r1 available.
Nokia is fine with r1.

Check CT4 status.

	
	
	2396
	CR 0132 29.508 Rel-17 Support of Mute reporting
	Huawei
	Agreed
	

	
	
	2312
	CR 0043 29.591 Rel-17 Support of Mute reporting
	Huawei
	Agreed
	

	
	
	2313
	CR 0040 29.517 Rel-17 Support of Mute reporting
	Huawei
	Agreed
	

	
	
	2323
	CR 0288 29.520 Rel-17 Service introduction for Nnwdaf_DataManagement
	Huawei, China Mobile
	Revised to 2397
	Ericsson: In reason for change, please specify the exact TS and clause of stage 2, and remove the extra “the” in 2323.
Huawei makes r1 available.

Ericsson is fine with r1.

Nokia: Shouldn’t the “Initiated by” column be written as “NF service consumer (e.g. XXX)” instead of listing the NFs?
Huawei makes r2 available.

Nokia: I am fine with r2, but the change in 2323 is not needed because “example” is in the column title, while in 2324 I think that “e.g.” is needed inside the parentheses.

Huawei: It would better to give all the exampled consumers in the column, to avoid misunderstanding.

And the way used here fully align with other SBI TSs, e.g. TS 29.517, 29.512 etc. But also some other TSs include the ‘e.g.’, I think both ways are fine, since the example is indicated already as the column title. But I am open.

Hope that clarifies.
CT3 agrees to have a list of NF service consumers in the “example consumers” column. It is not a requirement to keep it updated. These changes are non-FASMO.


	
	
	2397
	CR 0288 29.520 Rel-17 Service introduction for Nnwdaf_DataManagement
	Huawei, China Mobile
	Agreed
	

	
	
	2324
	CR 0289 29.520 Rel-17 Service operations for Nnwdaf_DataManagement
	Huawei, China Mobile
	Revised to 2398
	Ericsson: In reason for change, please specify the exact TS and clause of stage 2.

Huawei makes r1 available.

Ericsson is fine with r1.

Nokia: Shouldn’t the “Initiated by” column be written as “NF service consumer (e.g. XXX)” instead of listing the NFs?
Huawei makes r2 available.

Nokia: I am fine with r2, but the change in 2323 is not needed because “example” is in the column title, while in 2324 I think that “e.g.” is needed inside the parentheses.
CT3 agrees to list the exact list of applicable NF service consumers in the “Initiated by” column. Changes in this column are considered FASMO.


	
	
	2398
	CR 0289 29.520 Rel-17 Service operations for Nnwdaf_DataManagement
	Huawei, China Mobile
	Agreed
	

	
	
	2325
	CR 0290 29.520 Rel-17 Nnwdaf_DataManagement Service API
	Huawei, China Mobile
	Revised to 2399
	Ericsson: In reason for change, please specify the exact TS and clause of stage 2, 

and the OpenAPI A.a  Nnwdaf_DataManagement API is empty, either remove or have EN.

Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	2399
	CR 0290 29.520 Rel-17 Nnwdaf_DataManagement Service API
	Huawei, China Mobile
	Agreed
	

	
	
	2326
	CR 0291 29.520 Rel-17 Service introduction for Nnwdaf_MLModelProvision
	Huawei, China Mobile
	Revised to 2400
	Ericsson: In reason for change, please specify the exact TS and clause of stage 2.

Huawei makes r1 available.

Ericsson is fine with r1.

Nokia: Shouldn’t the “Initiated by” column be written as “NF service consumer (e.g. XXX)” instead of listing the NFs?
Huawei makes r2 available.

Nokia: Similar to 2323 and 2324, the change in 2326 is not needed, while the change in 2327 needs IMHO “e.g. in the parentheses.


	
	
	2400
	CR 0291 29.520 Rel-17 Service introduction for Nnwdaf_MLModelProvision
	Huawei, China Mobile
	Agreed
	

	
	
	2327
	CR 0292 29.520 Rel-17 Service operations for Nnwdaf_MLModelProvision
	Huawei, China Mobile
	Revised to 2401
	Ericsson: In reason for change, please specify the exact TS and clause of stage 2.
Huawei makes r1 available.

Ericsson is fine with r1.

Nokia: Shouldn’t the “Initiated by” column be written as “NF service consumer (e.g. XXX)” instead of listing the NFs?
Huawei makes r2 available.

Nokia: Similar to 2323 and 2324, the change in 2326 is not needed, while the change in 2327 needs IMHO “e.g. in the parentheses.


	
	
	2401
	CR 0292 29.520 Rel-17 Service operations for Nnwdaf_MLModelProvision
	Huawei, China Mobile
	Agreed
	

	
	
	2328
	CR 0293 29.520 Rel-17 Nnwdaf_MLModelProvision Service API
	Huawei, China Mobile
	Revised to 2402
	Ericsson: In reason for change, please specify the exact TS and clause of stage 2.

and the OpenAPI A.b      Nnwdaf_MLModelProvision API is empty, either remove or have EN.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	2402
	CR 0293 29.520 Rel-17 Nnwdaf_MLModelProvision Service API
	Huawei, China Mobile
	Agreed
	

	
	
	2329
	CR 0264 29.513 Rel-17 Clean up of Network Data Analysis procedures
	Huawei
	Revised to 2403
	ZTE: There is a missing change as follows:
5.5.5 BDT warning notification procedure, step1 refers to subclause 5.4.2, however subclause 5.4.2 is removed.
Huawei makes r1 available. 

ZTE is fine with r1.


	
	
	2403
	CR 0264 29.513 Rel-17 Clean up of Network Data Analysis procedures
	Huawei
	Agreed
	

	
	
	2356
	CR 0044 29.591 Rel-17 Partitioning criteria for applying sampling in specific UE partitions in NEF event exposure
	Nokia, Nokia Shanghai Bell
	Agreed
	See comments on C3-212129.

Nokia makes r0 available.

Huawei: agrees with the r0 but with few comments as follows:

· 4.2.2.2.2 & 4.2.2.2.3: change ‘the AF shall first partition…’ to ‘the NEF shall first partition…’

· 5.1.8: should be removed due to already added by C3-212312.
R1 is made available.

Huawei is fine with r1. 
Please not forget to remove the changes over changes when uploaded.



	
	
	2357
	CR 0294 29.520 Rel-17 Partitioning criteria for applying sampling in specific UE partitions in NWDAF event exposure
	Nokia, Nokia Shanghai Bell
	Agreed
	See comments on C3-212128.

Check if the CR is needed.

Nokia makes r0 available. Note that I added two ENs because one of them refers to the 29.523-defined ReportingInformation, while the other one refers to the 29.520-defined similar attributes used in the AnalyticsInfo API.
Huawei is fine with r0.


	
	
	2566
	TS 29.552 v0.1.0
	Huawei
	
	

	17.24
	BEst Practice of PFCP

[BEPoP]
	2343
	LS out   Rel-17 LS reply on the support of L2TP with CUPS
	Ericsson
	Revised to 2569
	CP-210074 (CT4 leading)

LATE
Provide comments by email
Huawei provides comments in r2.

Ericsson: Upon SA2 approved CRs has accepted Ericsson comments removing UE subscription related description, then the last 2 paragraphs in r1 is not needed.

For the VSA/AVP, fine in general, 

Just upon Tunnel-Password need SA3 evaluation result, so I just add the last sentence: “For Tunnel-Password and security protection, CT3 prefer to wait SA3 evaluation on security related requirement.” Ericsson makes r3 available.

Huawei is fine with r3.


	
	
	2569
	LS out   Rel-17 LS reply on the support of L2TP with CUPS
	Ericsson
	Approved
	

	
	
	2345
	CR 0536 29.061 Rel-17 Updates to support L2TP for CUPS
	Ericsson
	Revised to 2488
	LATE
Provide comments by email
Huawei: As there is no any progress in this CT4 meeting, I propose to only keep the 1st paragraph and add an editor’s note to indicate that detail procedure is FFS.
Ericsson: Fine, I’ve removed the other parts just keep the 1st paragraph and adding an EN. R1 is made available.

Huawei is fine with r1.


	
	
	2488
	CR 0536 29.061 Rel-17 Updates to support L2TP for CUPS
	Ericsson
	Agreed
	

	
	
	2346
	CR 0537 29.061 Rel-17 Updates to support L2TP in RADIUS message flow
	Ericsson
	Noted
	LATE – Sent for Information (13/04)

	
	
	2347
	CR 0538 29.061 Rel-17 Updates to support L2TP in Diameter message flow
	Ericsson
	Noted
	LATE – Sent for Information (13/04)

	
	
	2348
	CR 0107 29.561 Rel-17 Updates to support L2TP for CUPS
	Ericsson
	Noted
	LATE – Sent for Information (13/04)

	
	
	2349
	CR 0108 29.561 Rel-17 Updates to support L2TP in RADIUS message flow
	Ericsson
	Noted
	LATE – Sent for Information (13/04)

	
	
	2350
	CR 0109 29.561 Rel-17 Updates to support L2TP in Diameter message flow
	Ericsson
	Noted
	LATE – Sent for Information (13/04)

	17.25
	CT aspects of 5GC architecture for satellite networks

[5GSAT_ARCH-CT]
	2211
	CR 0681 29.512 Rel-17 Satellite backhaul change policy control request trigger
	Qualcomm Incorporated
	Revised to 2507
	CP-210149 (CT1 leading)

Revision of C3-210261

This CR provides backward compatible changes to the OpenAPI for Npcf_SMPolicyControl
Huawei: We have following comments:

1) New procedure of reporting is not needed.

2) No requirement of reporting the networking instance in stage 2.

3) Simplify the name of the new trigger.

4) Description of the new trigger in the OpenAPI file is missed.

5) Copy the whole OpenAPI file in the CR.

Nokia: In addition to Huawei’s comments:

1) The descriptions should be clear that the change can also be between different satellite categories (and not only between satellite and non-satellite).

2) Is "Network Instance" the appropriate information to be forwarded to the PCF? It may be used by the PCF to derive (based on local config) the backhaul category, but it doesn't say much to the PCF. An enum with sat/non-sat categories would be more appropriate, but if we stick to the "Network Instance" info we should change from a string to more concrete types (Dnn, Snssai?)

(Note that 2 is partially overlapping with Huawei’s comment)
Qualcomm makes r1 available.

Ericsson agrees with this CR with the following comments:

· PCF is informed about “Satellite Category Backhaul” and not Network Instance ((23.503, 6.1.3.5)
· “Backhaul category” is missing in the SM Policy Association creation.

Which result in the following specific comments:

· New change to cover in 4.2.2.2 the reception of the satellite backhaul category during the SM Policy Association creation
· Chapter 5.6.1 needs to define a new data type for satellite category backhaul
· Chapter 5.6.2.3 needs to be updated to include the attribute with sat category backhaul
· In 5.6.2.19, satCatBackhaul attribute should replace networkInstance one
· In 5.6.3.6, changes proposal
· In 5.6.3.x1, proposal for the definition of the satellite category backhaul 
· And then the abbreviations would need to be updated
· The OpenAPI file needs the corresponding updates
If these comments are agreeable, Ericsson would like to cosign the CR.
Nokia: I support Ericsson’s comments, plus please add NON_SATELLITE also in the OpenAPI enum definition (was missing in the e-mail).

Qualcomm: I am implementing this, in the meanwhile SA2 just approved a CR on this topic that needs the terminology to be aligned. I am fine to implement this but as far as I understood from my SA2 colleagues its still not clear if “Satellite category backhaul information” is a standalone data type just used on Npcf? Nonetheless I am implementing this as is for now and will share a draft shortly.

Qualcomm makes r2 available.

Also please note that
· The new NTN NR satellite categories include GEO, MEO, LEO and also “other satellite” indicating satellites not falling in the three categories.

· To be absolutely aligned with S2-2102449 (TS 23.503 CR 0554) we should not have non-satellite as a category of satellites, which makes sense. However, what we had implemented is simpler so I propose to keep it.

Your comments are welcome.

Nokia: looks ok to me, please update the added text in 5.6.3.6 as follows:

If "SatBackhaulCategoryChg" feature is supported, and if "SAT_CATEGORY_CHG" is provisioned, NF service consumer notifies the PCF when there is a change of the backhaul which is used for the PDU session between satellite categories (i.e., GEO, MEO, LEO, or other satellite) or between a satellite and a non-satellite backhaul. The NF service consumer shall include the satellite or non-satellite backhaul category within the "satBackhaulCategory" attribute together with the "SAT_CATEGORY_CHG" policy control request trigger within the "repPolicyCtrlReqTriggers" attribute.
Otherwise it says that only a change “between satellite and non-satellite” shall be notified (and not when the change is e.g. between “GEO” and “MEO”)…

Ericsson: I agree with the comment from Nokia, plus the minor editorial of adding “the” before “NF service consumer”.
Also, there are some formatting issues in the OpenAPI file. There are hardspaces that should be blank spaces (as in the NotificationControlIndication data type).
And a minor typo in the table title 5.6.3.6-1 should be 5.6.3.x1-1.

Qualcomm makes r3 available.
Nokia is fine with r3.

Ericsson is fine with r3.

	
	
	2507
	CR 0681 29.512 Rel-17 Satellite backhaul change policy control request trigger
	Qualcomm Incorporated, Ericsson
	Agreed
	

	17.26
	CT aspects of Enhanced application layer support for V2X services

[eV2XAPP-CT]
	2188
	CR 0022 29.486 Rel-17 Support Local MBMS
	Huawei
	Revised to 2450
	CP-210273 (CT1 leading)

The CR introduces a backward compatible feature to the OpenAPI file of VAE_FileDistribution service
Ericsson: Reason for change, Please specify the stage 2 TS and clause covering local MBMS support for V2X file distribution.
Huawei makes r1 available.
Huawei makes r2 available.
Ericsson: Cover page, Clauses affected: 6.2.6.2.x(new) need to be added.

And MB2-U or xMB-U interface information is specified in clause 9.18 of TS 23.286, Why only xMB-U interface information is provided in 6.2.6.2.x              Type: LocalMbmsInfo ?

Huawei makes r3 available.
Ericsson needs further check.

Ericsson: Upon internal checking on MB2-U or xMB-U interface information awareness, and further study clause 9.18 and related clauses in TS 23.286, 
It’s not clear on the VAE server pre-configured local MBMS information parameters ( MBMS eNB, MBMS GW, MB2-U or xMB-U interface of the operator network deployment not disclose to 3rd party application) should be added VAE_FileDistribution API, 

Only clear description on “Such local MBMS information can be pre-configured in the VAE server based on service requirements or deployment needs.”

Hence we’d prefer only implement localMbmsActInd, Not implement localMbmsInfo in this CR, and can have EN on related FFS.
Huawei: I’m ok to keep the local MBMS activation indication only in this meeting. But in order to have a progress in the next meeting, do we need to send a LS to SA6? Huawei makes r4 available.
Ericsson is fine with r4.


	
	
	2450
	CR 0022 29.486 Rel-17 Support Local MBMS
	Huawei
	Agreed
	

	
	
	2189
	CR 0023 29.486 Rel-17 Introduction of VAE_HDMapDynamicInfo service
	Huawei
	Revised to 2451
	Ericsson: Reason for change, Please specify the stage 2 TS and clause covering VAE_HDMapDynamicInfo service.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2451
	CR 0023 29.486 Rel-17 Introduction of VAE_HDMapDynamicInfo service
	Huawei
	Agreed
	

	
	
	2190
	CR 0024 29.486 Rel-17 Procedure of VAE_HDMapDynamicInfo service
	Huawei
	Revised to 2452
	Ericsson: Reason for change, Please specify the stage 2 TS and clause covering VAE_HDMapDynamicInfo service procedure, resources, methods and datatype.

Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	2452
	CR 0024 29.486 Rel-17 Procedure of VAE_HDMapDynamicInfo service
	Huawei
	Agreed
	

	
	
	2191
	CR 0025 29.486 Rel-17 Resources and methods of VAE_HDMapDynamicInfo service
	Huawei
	Revised to 2453
	See 2190.

Huawei makes r1 available.

Ericsson: For 2191r1, clause 6.x.6.2.3 & 6.x.6.2.4, prefer to change attribute ueInfo => nearbyUeInfo, Type UeInfo => NearbyUeInfo  to be more clear.
Huawei makes r2 available.


	
	
	2453
	CR 0025 29.486 Rel-17 Resources and methods of VAE_HDMapDynamicInfo service
	Huawei
	Agreed
	

	
	
	2192
	CR 0026 29.486 Rel-17 OpenAPI file of VAE_HDMapDynamicInfo service
	Huawei
	Revised to 2564
	The CR introduces a backward compatible feature to the OpenAPI file of VAE_HDMapDynamicInfo service.
Huawei makes r1 available.

	
	
	2564
	CR 0026 29.486 Rel-17 OpenAPI file of VAE_HDMapDynamicInfo service
	Huawei
	Agreed
	

	17.27
	CT aspects on support for Signed Attestation for Priority and Emergency Sessions

[TEI17_SAPES]
	
	
	
	
	CP-210272 (CT1 leading)

	17.28
	Technical Enhancements and Improvements [TEI17]
Please use agenda 17.28.1 and 17.28.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI17 and the WI code of previous release (e.g. TEI17, SDCI-CT)
	
	
	
	
	

	17.28.1
	TEI17 for IMS/CS
	2262
	CR 1024 29.165 Rel-17 IMS data channel at the II-NNI
	Huawei, HiSilicon / Bill
	Revised to 2470
	TEI17

Use Rel-17 instead of Release-17 in coverpage.

Ericsson: has the following comments:
1. Support of MTSI data channel was added in SA4 in release 16, so we believe that the corresponding support in 29.165 should also be added from release 16. Also related impacts in CT3 PCC TSs was added in release 16. In CT WGs we did not create a dedicated work item and all impacts corresponding to MTSI data channel was done within TEI16 work item. Therefore, I do not see any other option but to accept that impacts on TS 29.165 are covered by TEI16 work item only.

2. TS 29.165 only covers interface between IBCFs and corresponding TrGWs i.e. Ici and Izi reference points, as shown in clause 5.1. Added figure does not fit and should be removed.

3. Missing that "+sip.app-subtype" media feature tag with a value of "webrtc-datachannel" in the Contact header field parameter of INVITE and UPDATE requests and in 18x and 2xx responses to INVITE and UPDATE requests shall be supported at the II-NNI.

4. Title of new clause should clearly indicate that we are adding support of data channel according TS 26.114 and not for IMS telepresence according TS 24.103 or WebRTC according to TS 24.371. Our proposal is to change title to "MTSI Data channel" and to include abbreviation for MTSI in clause 3.3.

5. Possibility for inter-operator agreement on support of MTSI data channel over II-NNI is not specified (update of annex C).

In case you agree with our comments, Ericsson would like to cosign CR.

NTT: In my understanding, TS 29.165 does not describe the media capabilities which has the impact with SDP attributes only. The SDP attributes are covered by subclause 6.1.2.1 of TS 29.165 and Annex A.3 of TS 24.229. However, in this case, "MTSI data channel" is described in TS 29.165 since the capability needs to support media feature tag over the II-NNI. Is my understanding correct?

We agree with Ericsson’s comments. The proposed figure and the related text does not much the scope of TS 29.165, then the figure should be removed. About the option item, we have following comments.
- the new Clause number should be added to the References column of Table C.3.3.4 (Media feature tags).

- the capability should be added in Table C.3.3.8.
NTT: I incorrectly indicated the table number. This feature affects both roaming II-NNI and non-roaming II-NNI. Then it should be added into Table C.3.1.13.
TEI16 is accepted.
Revision moved to 16.28.1.

	
	
	2151
	CR 1076 29.163 Rel-17 Addition of missing abbreviations.
	NTT corporation
	Revised to 2472
	TEI17

Ericsson: I am fine with C3-212151 and I agree with adding IMS-CCR-IWCS work item code as you indicated to CT3 reflector.
NTT will revise the CR.


	
	
	2472
	CR 1076 29.163 Rel-17 Addition of missing abbreviations.
	NTT corporation
	Agreed
	

	17.28.2
	TEI17 for Packet Core
	2051
	CR 0252 29.519 Rel-17 Correction to OSD handling
	Ericsson
	Revised to 2503
	This CR includes a backwards compatible feature to the Nudr_DataRepository AP for Policy Data.
Huawei: agrees with the CR but please correct Table 5.2.6.3.2-2/3 to 5.2.12.3.x-2/3.

Ericsson makes r1 available.
Huawei is fine with r1.

Huawei: I just noticed that the table of location header is missed for the creation resource in the PUT operation. Could you please take a small revision?

Ericsson accepts the comment.
Huawei is fine with r2.

	
	
	2503
	CR 0252 29.519 Rel-17 Correction to OSD handling
	Ericsson
	Revised to 2568
	

	
	
	2568
	CR 0252 29.519 Rel-17 Correction to OSD handling
	Ericsson
	Agreed
	

	
	
	2107
	CR 1655 29.214 Rel-17 Correction to Netloc-Untrusted-WLAN
	Ericsson
	Agreed
	Huawei:

We have following comments:
1) It is not correct to describe in the cover page that if the AVP applies for Netloc it also applies for Netloc-Trusted。

2) The corrections to the AVPs are wrong.

Ericsson: Why it is not correct to indicate that if the AVP applies to Netloc it also applies for Netloc-Trusted? You mean that instead of applies I should say “supported if applicable”?



	
	
	2193
	CR 0027 29.486 Rel-17 Correct the subclause number of reference
	Huawei
	Agreed
	Ericsson: Please update Cat F => Cat D, since the updates is just 5.2.KK => 5.2.10.

Huawei: I think it should be F. The procedure can’t be performed without the correction.

Ericsson: The 5.2.KK is all related to 307/308 redirection added in last meeting, KK left seems is the editorial missing updates during TS alignment.

Anyway, for this CR now I’m fine to keep Cat F, while later hope not to have this kind of Cat F.



	
	
	2194
	CR 0764 29.512 Rel-17 Correction to policy control request trigger
	Huawei
	Agreed
	

	
	
	2195
	CR 0765 29.512 Rel-17 Correction to usage monitoring for Non-3GPP
	Huawei
	Revised to 2504
	ZTE: I don't understand the reason for change:

The "refUmData" attribute shall always be provided, and the "refUmN3gData" attribute may be provided if the usage only to non-3GPP needs to be accumulated.

For MA PDU session, I understand it is possible that only non-3GPP access type is available, and in that case  "refUmData" attribute may not be provided.
I mean, when only non-3GPP is available,  only "refUmN3gData" attribute can be provided, right?

Huawei: Please check the NOTE 6 in table 5.6.2.6.  The "refUmData" attribute applies to both accesses if there is no "refUmN3gData" attribute included.
No. "refUmN3gData" is provided only when the traffic via the non-3GPP access needs to be counted separately. If separate accounting for non-access is not needed,  "refUmData" attribute is provided.
ZTE: 

1. Which clause defines that?  

2.  If both 3GPP and non-3GPP access types are available at MA PDU session establishment, "refUmData" attribute and "refUmN3gData" attribute may be provided for 3GPP and non-3GPP respectively, but if 3GPP access type becomes unavailable,  you mean PCF shall remove the "refUmN3gData" attribute and use "refUmData" attribute for non-3GPP access type instead?

Huawei: NOTE 6 in table 5.6.2.6. defines it: For a MA PDU Session, Usage Monitoring Data decision referred by the "refUmData" attribute applies to both accesses if there is no "refUmN3gData" attribute included. If there is a "refUmN3gData" attribute included, the Usage Monitoring Data decision referred by the "refUmN3gData" attribute applies to non-3GPP access and the Usage Monitoring Data decision referred by the "refUmData" attribute applies to 3GPP access.

The PCF doesn’t care whether both accesses or one access is available when it makes usage monitoring control policy. If PCF determine separate accounting for 3GPP access and non-3GPP access is needed , it provides "refUmData" attribute and "refUmN3gData" attribute; otherwise, it only provides "refUmData" attribute.

Come back to your question: if 3GPP access type becomes unavailable, you mean PCF shall remove the "refUmN3gData" attribute and use "refUmData" attribute for non-3GPP access type instead. Answer is No. PCF will not update the policy. All the traffic will be accounted by the monitoring control instance referred by "refUmN3gData" attribute.
ZTE: I think the PCF could be more flexible. At the MA PDU session establishment, it is possible that regardless of the availability of access types, PCF provides both "refUmData" attribute and "refUmN3gData" attribute when PCF determines separate accounting is needed, and it is also possible that PCF provides the corresponding attributes based on the access type SMF reported, e.g., if only non-3GPP access type is available and PCF determines separate accounting is needed, the PCF provides  "refUmN3gData" attribute for non-3GPP only, later on, the PCF provides "refUmData" for 3GPP access type once PCF gets aware that 3GPP access type becomes available.

I understand current version of specification does not exclude the latter case.

Huawei: Why do we put this complicated logic on the PCF?  NOTE 6 is very clear that "refUmData" attribute is applicable to both accesses if "refUmN3gData" attribute is not provided. There’s no implementation that PCF can provide "refUmN3gData" attribute only. You also can check clause 4.2.6.3.4.  It is the same as what I said.
ZTE: Clause 4.2.6.3.4 states "the PCF may enable the control of the PDU session level Usage Monitoring information depending on what access type is used to carry service data flows". I don't think NOTE 6 implies that the PCF cannot provide "refUmN3gData" attribute only. If we agree the limitation that "refUmData" attribute should be always provided, it's a NBC change.
Huawei: I would suggest to make an alignment with subcaluse 4.2.6.3.4 as follows:
4.2.6.3.5              Usage Monitoring Control
…

When the traffic of a service data flow or a group of service data flows is excluded from the traffic of the PDU session, the UsageMonitoringData data structure referred within the "refUmData" attribute and , and/or within the "refUmN3gData" attribute when the "ATSSS" feature is supported, shall include the "exUsagePccRuleIds" attribute as defined in subclause 4.2.6.5.3.1. When the "ATSSS" feature is supported, the PCF may request the usage monitoring control for the non-3GPP access separately as defined in subclause 4.2.6.3.4.
…

ZTE: I am fine with the proposed alignment.
Ericsson: The original text proposed during the last meeting was only dealing with the exclusion of certain SDFs from the usage control of the PDU session. This exclusion could be done for the requested PDU session level UM, of course, if it was requested, jointly or separately for the different access types, in case of ATSSS. So the and/or was correct… Adding an “if available” was somehow redundant.

With the proposed clarification, it seems we’re missing the original purpose of the text. I would not delete it. If any clarification is needed about how UM is handled for a MA PDU session the new proposed text could be included with a NOTE (… for the non-3GPP access separately from the 3GPP access as defined…)

Huawei: My new proposal is fully aligned with existing descriptions before introduction your change in the last meeting. Please check it.
The diferent usage monitoring data shall be referred by the "refUmData" attribute and the "refUmN3gData" attribute. It shall be correct here. R1 is made available.
Ericsson: refUmData and refUmN3gData refer to different UsageMonitoringData policy decisions, as specified for ATSSS.
To Huawei: if you could check the repetition below is ok, I’d be fine with the proposed changes.

When the traffic of a service data flow or a group of service data flows is excluded from the traffic of the PDU session, the UsageMonitoringData policy decisiondata structure referred within the "refUmData" attribute, and/or the UsageMonitoringData policy decision referred within the "refUmN3gData" attribute when the "ATSSS" feature is supported, shall include the "exUsagePccRuleIds" attribute as defined in subclause 4.2.6.5.3.1.

Huawei: I confirm that I am also fine with the text introduced, the repetition is not avoidable in this case in my opinion.

Ericsson: Why it cannot be avoided?
Huawei: This is because otherwise the requirement will not be clear in my humble opinion.


	
	
	2504
	CR 0765 29.512 Rel-17 Correction to usage monitoring for Non-3GPP
	Huawei
	Agreed
	

	
	
	2196
	CR 0167 29.507 Rel-17 GCI report
	Huawei
	Postponed till next meeting
	Ericsson: If I’m not wrong, the GCI report in the location information has to do with N5GC devices, right? 

Could you please indicate how PCC controls this kind of devices? 

I could not find it out in the specs.

Huawei: I think GCI can be reported when the 5G RG connects to the 5GC via W-5GCAN. I don’t see the limitation that it only can be report for the N5GC devices. 

Even GCI is not used by the PCC, the application may be interested with it.

Ericsson: I did not find “I think GCI can be reported when the 5G RG connects to the 5GC via W-5GCAN.” . Could you provide the related reference?



	
	
	2197
	CR 0299 29.514 Rel-17 GCI report
	Huawei
	Postponed till next meeting
	Ericsson: If I’m not wrong, the GCI report in the location information has to do with N5GC devices, right? 

Could you please indicate how PCC controls these kind of devices? 

I could not find it out in the specs.
See 2196.


	
	
	2198
	CR 0154 29.525 Rel-17 GCI report
	Huawei
	Postponed till next meeting
	Ericsson: If I’m not wrong, the GCI report in the location information has to do with N5GC devices, right? 

Could you please indicate how PCC controls these kind of devices? 

I could not find it out in the specs.
See 2196.


	
	
	2199
	CR 0168 29.507 Rel-17 GLI report
	Huawei
	Revised to 2571
	Ericsson: After having a closer look at these CRs we’ve just detected the CR date is incorrect.

Could you correct it?



	
	
	2571
	CR 0168 29.507 Rel-17 GLI report
	Huawei
	Agreed
	

	
	
	2200
	CR 0155 29.525 Rel-17 GLI report
	Huawei
	Revised to 2572
	Ericsson: After having a closer look at these CRs we’ve just detected the CR date is incorrect.

Could you correct it?



	
	
	2572
	CR 0155 29.525 Rel-17 GLI report
	Huawei
	Agreed
	

	
	
	2201
	CR 1701 29.212 Rel-17 Clarifiction of PCF Requested Usage Report
	Huawei
	Revised to 2573
	Ericsson: The proposed change makes a meaningful text is removed, and thus the corresponding requirement, which ends up in a NBC change.

The original text indicates that the PCF shall only request the report of accumulated usage in a response message if it has not been reported in the corresponding request message. 

Huawei: From the functionality point of view, the PCF shall be able request the accumulated usage at any time. I think it is not the intention to limit the PCF to request the usage only within the CCA in our specification. The current text just wants to clairfy that the PCF shall not request the usage within the CCA corresponding  to a CCR which has reported the usage for the same monitoring key.

In the definition of Usage-Monitoring-Report, it has been defined the AVP can be sent within an RAR.

Same logic shall apply to 5G.
Nokia: A solution could possibly be to keep the sentence “ The PCF shall …” as it is, but to describe the Rel-17  enhancement in a separate sentence with “may”.
Ericsson: Could you please, rephrase, with a different words, the text the CR intends to remove?

Just to see we are understanding the same in the text the CR proposes to remove.

Huawei: I didn’t catch your point. Could you please. Could you please provide the text proposal?

Ericsson: when the PCEF provides accumulated usage in the CC-Request for a monitoring key, the PCRF cannot request the report of accumulated usage for the same monitoring key in a CC-Answer. Do you agree with it?

The proposed text removes the previous condition just because (?):

The PCRF may require PCEF to report accumulated usage for one or more monitoring keys in a RAR command or a CC-Answer when the PCEF has not provided accumulated usage in the CC-Request for the same monitoring key(s).

As you mentioned below in the email, 5.6.3.62 already specifies that the request of usage report can be done by a RAR or CAA. 

The original text cannot be removed because it settles a condition by which the request of usage report cannot be done in a CAA (only).
Huawei makes r1 available.

Ericsson: The RAR cannot be included, because it is not triggered by the CCR reporting usage… they are unrelated procedures.
Huawei: I’m totally confused. RAR is not triggered by the CCR of course, but it can be triggered by the PCF internally. I propose to clarify PCRF can’t request the PCEF to report the usage via a RAR which is not related to a CCR. I understand you agree with this point, right?

Huawei: I add a separate sentence to describe that the PCRF may also require the PCEF to report accumulated usage for one or more monitoring keys in a RAR command.

Please check rev2.
Ericsson: The PCRF can request the report of accumulated usage with a CCA and RAR as indicated in 5.3.62. 

We don’t see the change is necessary, and the proposed change is not correct.
Huawei: As described in the cover page, the current text will make a confusion that the PCF only can request the usage in the CCA command. 

I still don’t understand why the proposed change is not correct. Could you please have a text proposal？
For the 5G CR, do you think it is ok for the PCF to request the usage in the UpdateNotify request? If yes, where can we find the answer in the specification? If no, why can’t we have an enhancement?
Ericsson: 29.152 already specifies that the PCF can request usage within the requested data.

We have proven that the original text is correct.

We have already described in the specification that it is possible to request the report of usage with an Update Notify.

Why do we need this CR?

The current text says that the PCF cannot request usage in a CCA when it was reported in the CCR, it does not say that the PCF only can request usage in the CCA command…

Why is it not correct the current text? I don’t understand it.

Huawei: In the text, it only mentions that the PCF shall require the SMF to report accumulated usage in the response. I don’t understand why we can’t add a clarification that PCF can request accumulated usage in the POST request explicitly without any reduction. 

Huawei: Please check following text proposal:

When usage monitoring is enabled, the PCRF may request the PCEF to report accumulated usage for one or more enabled monitoring keys regardless if a usage threshold has been reached by sending to the PCEF within the Usage-Monitoring-Information AVP the Usage-Monitoring-Report AVP set to the value USAGE_MONITORING_REPORT_REQUIRED. The PCRF shall only require PCEF to report accumulated usage for one or more monitoring keys in a CC-Answer when the PCEF has not provided accumulated usage in the CC-Request for the same monitoring key(s) or in a RAR command.

Ericsson: Please, keep the existing text unchanged because it is not possible to change it without incurring in a NBC change.
The clarification you may be looking for and I don’t think it is necessary would be something like:

29.212

When usage monitoring is enabled, the PCRF may request the PCEF to report accumulated usage for one or more enabled monitoring keys regardless if a usage threshold has been reached by sending to the PCEF, within a CC-Answer or RA-Request, within the Usage-Monitoring-Information AVP with the Usage-Monitoring-Report AVP set to the value USAGE_MONITORING_REPORT_REQUIRED. The PCRF shall only require PCEF to report accumulated usage for one or more monitoring keys in a CC-Answer when the PCEF has not provided accumulated usage in the CC-Request for the same monitoring key(s).
Huawei makes r2 available.
Ericsson: “AVP within the” should be “with”.


	
	
	2573
	CR 1701 29.212 Rel-17 Clarifiction of PCF Requested Usage Report
	Huawei
	Agreed
	Huawei makes the final version available.
Ericsson is fine (although still consider it unnecessary).

	
	
	2202
	CR 0766 29.512 Rel-17 Clarifiction of PCF Requested Usage Report
	Huawei
	Revised to 2574
	See 2201.

	
	
	2574
	CR 0766 29.512 Rel-17 Clarifiction of PCF Requested Usage Report
	Huawei
	Agreed
	Huawei makes the final version available.
Ericsson is fine (although still consider it unnecessary).

	
	
	2203
	CR 0767 29.512 Rel-17 Correct the disabling usage monitoring
	Huawei
	Revised to 2505
	ZTE: Some typos:
for predefined PCC rule(s),deactivate all the predefined PCC rule referecing to the usage monitoring control instance and active the newpredefined PCC rule(s) only with the difference thatthe reference to thecorresponding usage monitoring control instanceis not included
Ericsson: In the past meeting it was agreed that for a predefined PCC rule the removal of the UsageMonitoringData instance would result in the SMF disables UM. 

This behavior simplifies the configuration in the PCF, SMF and UPF, and the signaling load in the related interfaces.

We still understand that it is beneficial for usage monitoring control.

Huawei: If we agreed with it, it is not aligned with the description here : The PCF shall not remove a provisioned policy decision data or condition data from the SMF when the associated reference(s) from the PCC rule(s) or session rule(s) are still valid. 
Ericsson: In the case of the predefined PCC rule the PCF is not providing the associated UM reference since it is locally configured in the PCC rule in the SMF, so it is a very specific case.

I agree with the other changes in the CR, and with only those changes the CR would be ok for me.

Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	2505
	CR 0767 29.512 Rel-17 Correct the disabling usage monitoring
	Huawei
	Agreed
	

	
	
	2204
	CR 1702 29.212 Rel-17 Eroror handling for the deferred rule
	Huawei
	Agreed
	CR category B in coverpage but the Tdoc is reserved for category F. Huawei: use cat B for the CR and update 3GU.

	
	
	2205
	CR 0768 29.512 Rel-17 Correct the Redundant PDU Session indication
	Huawei
	Agreed
	

	
	
	2206
	CR 0769 29.512 Rel-17 Correct the offline charging only
	Huawei
	Revised to 2506
	Ericsson agrees with the proposed CR with the comment that the NOTE 2 doesn't have to be applied.
Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	2506
	CR 0769 29.512 Rel-17 Correct the offline charging only
	Huawei
	Agreed
	

	
	
	2207
	CR 0097 29.561 Rel-17 Clarification of accouting for the interworking scenario
	Huawei
	Revised to 2479
	Ericsson: Please find my comments below:
Cover page, 

Reason for change:         Some clarifications are needed for the accounting procedure in the interworking scenario, on mapping the QoS flow to the EPS bearer.

                            Summary of change:      Make the clarification on QoS flow in the Accounting Session mapping to the EPS bearer if the UE has moved to the EPS.

Consequences if not approved: Not aligned description for the QoS flow mapping to the EPS bearer if the UE has moved to the EPS.

Clauses affected: the 2nd 11.2.2 => 11.2.3

Please remove Other comments.

11.2.3 & 12.2.3 last sentence, updates with:

“to delete the EPS bearer corresponding to the QoS flow in the accounting session if the UE has moved to the EPS. remove the ending words: ”and the accounting session was updated”

And please add Ericsson as cosigner.

Huawei: agree with most of your comments except the last one, i.e. to delete the EPS bearer corresponding to the QoS flow in the accounting session if the UE has moved to the EPS.
I think the SMF+PGW-C maps the accounting session to the EPS bearer. So the blue text is not needed.
Ericsson: Since the account session can have 2 optional implementation, one is each QoS flow with one account session, another is multiple QoS flow within the same accounting session.
Then, seems better to be updated as:

to delete the EPS bearer corresponding to the mapped QoS flow accounting session if the UE has moved to the EPS.

Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	2479
	CR 0097 29.561 Rel-17 Clarification of accouting for the interworking scenario
	Huawei, Ericsson
	Agreed
	

	
	
	2256
	CR 0048 29.486 Rel-17 Common default HTTP response
	ZTE
	Revised to 2480
	This CR introduces backward compatible correction to the OpenAPI file for VAE_MessageDelivery API.
This CR introduces backward compatible correction to the OpenAPI file for VAE_FileDistribution API.
Huawei: It shall be 29.571 in the cover page.

ZTE: r1 with correct coverpage is uploaded.
Huawei is fine with r1.

	
	
	2480
	CR 0048 29.486 Rel-17 Common default HTTP response
	ZTE
	Agreed
	

	
	
	2274
	CR 0102 29.561 Rel-17 Updates 5GS interwroking with EPS for EAP based re-auth in Diameter message flow
	Ericsson
	Revised to 2570
	Huawei will check.
Huawei: Please find the following comments from our side.
1) The "EUTRA" within the 3GPP-RAT-Type to indicated the UE is in EPS not available for re-authentication is optional to be included in the response.

2) 3GPP-RAT-Type is not included in the RAA command currently.

Ericsson makes r1 available.

Huawei is fine with r1.

	
	
	2570
	CR 0102 29.561 Rel-17 Updates 5GS interwroking with EPS for EAP based re-auth in Diameter message flow
	Ericsson
	Agreed
	

	
	
	2286
	CR 0334 29.522 Rel-17 Correction to UserPlaneEvent applicability in AsSessionWithQoS API
	Ericsson
	Revised to 2606
	Huawei: The CR seems no needed due to the difference already described in the Table 5.3-1, ‘The events (i.e. LOSS_OF_BEARER, RECOVERY_OF_BEARER and RELEASE_OF_BEARER) do not apply for 5G’
Ericsson: Table 5.3-1 events are the Enumeration UserPlaneEvent: LOSS_OF_BEARER, RECOVERY_OF_BEARER and RELEASE_OF_BEARER ( without “INDICATION_OF” in the enumeration value)

which is different from this procedure CR signaling event on Rx interface as defined in 3GPP TS 29.214, 

Since in last meeting the difference in below paragraph has been added,

description about the INDICATION_OF_SUCCESSFUL_RESOURCES_ALLOCATION event and INDICATION_OF_FAILED_RESOURCES_ALLOCATION event apply to the SUCCESSFUL_RESOURCES_ALLOCATION event and FAILED_RESOURCES_ALLOCATION event respectively.

So, all need to declare below not applicable signaling event enumeration values to be completed in procedure description.

-    description about the INDICATION_OF_RELEASE_OF_BEARER, INDICATION_OF_LOSS_OF_BEARER and INDICATION_OF_RECOVERY_OF_BEARER events are not applicable in this specification.

Huawei: Huawei proposed similar approach as 2286 by C3-190127. But Ericsson preferred to describe the difference in the Table of Reused API, hence, the CR was revised to C3-190399 and agreed.

Hence, 2286 is no needed.

Ericsson: Just to focus on current CR change, to compare the 5G difference with below paragraph in clause 4.4.13 on request to be notified about the transmission resource status,
If the authorization performed by the SCEF is successful, then the SCEF shall act as an AF to interact with the PCRF via the Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13] and trigger a PCRF initiated IP-CAN Session Modification. The SCEF shall also request to be notified about the transmission resource status, i.e. INDICATION_OF_SUCCESSFUL_RESOURCES_ALLOCATION, INDICATION_OF_RELEASE_OF_BEARER, INDICATION_OF_FAILED_RESOURCES_ALLOCATION, and optionally INDICATION_OF_LOSS_OF_BEARER and INDICATION_OF_RECOVERY_OF_BEARER. If the time period and/or traffic volume are received from the AF, the SCEF should subscribe to the PCRF on the USAGE_REPORT event.

Is refer to the Rx i/f Specific-Action AVP event subscription mapped to Npcf_PolicyAuthorization API  , which is different from UserPlaneEventReport with Enumeration UserPlaneEvent in AsSessionWithQoS API.
Hence I think this CR is still needed address to the correct event notification Subscription from NEF to PCF, not impacted by the existing clause 5.3 declared applicability of event report in AsSessionWithQoS API.

Huawei: Event I don’t consider it’s really needed, I am fine to add such difference in the procedure in Rel-17. Huawei added a small correction in r1.


	
	
	2606
	CR 0334 29.522 Rel-17 Correction to UserPlaneEvent applicability in AsSessionWithQoS API
	Ericsson
	Agreed
	

	
	
	2291
	CR 0341 29.122 Rel-17 Updates to AF Application Identifier in ChargeableParty API
	Ericsson
	Revised to 2481
	Revision of C3-211340
This CR introduces backward compatible corrections into the OpenAPI files applicable to ChargeableParty API.
Huawei: Based on S2-2102175/2176, the flow description should not be included if the application identifier is provided via the N33 interface.

Hence, the CRs need update accordingly, and please also add the dependency of SA2 TS 23.502 CR, since TS 23.682 is only applicable for the SCEF not the NEF.

Other comments in the coverpage should be ‘backward compatible feature’.

ZTE: 1st change, If the SCS/AS includes the AF Application Identifer in the HTTP POST request
2nd change, afAappId-> afAppId

And a question, why it is unlike 2293 that afAppId cannot be updated?

Ericsson makes r2 available.

Ericsson makes further updates and makes r3 available.

Huawei: From NOTE 2 of Table 5.14.2.1.2-1, it seems NBC approach, since only one of IP address or Mac address shall be included in previous releases, the SCEF/NEF in previous release will reject the request if the Application Id is provided in the request.
To make a BC approach, please check our further comments as follows:

· Change the AF application identifier to external application identifier, and use exterAppId as the new attribute name

· 4.4.4: Recall the 1st change, instead, add a new sentence in the last of the 2nd parag. ‘If the feature AppId is supported, either the Flow description or an external application identifier shall be included.’

· 4.4.4: no need to add ‘the SCEF shall send the AF Application Identifier directly to the PCRF via the Rx interface’, since stage 2 does not require that the SCEF can directly forward an external application id to the PCRF, and we consider the external application id can’t be directly forwarded to the core network.

· NOTE  2 of 5.5.2.1.2: recall the change of afAppId, but add a new sentence in the last that ‘If the AppId feature is supported, one of the "ipv4Addr", "ipv6Addr", "exterAppId" or "macAddr" shall be provided.’

· 5.5.2.1.3: NOTE 2-> NOTE x

· 5.5.4: Use AppId as the feature name, change the description column to ‘Indicates support of dynamically providing the Application Id via the API.’

Ericsson makes r4 available.

Huawei is fine with r4.

ZTE is fine with r4.

	
	
	2481
	CR 0341 29.122 Rel-17 Updates to AF Application Identifier in ChargeableParty API
	Ericsson
	Agreed
	

	
	
	2293
	CR 0342 29.122 Rel-17 Updates to AF Application Identifier in AsSessionWithQoS API
	Ericsson
	Revised to 2482
	Revision of C3-211341

This CR introduces backward compatible feature into the OpenAPI file applicable to AsSessionWithQoS API.

Huawei: See 2291.

ZTE: in the 1st change,
- there should be a full stop before "if the AF_AppId is supported", since this new feature is not applicable for the existing text.

- HTTP POST, HTTP PUT or HTTP PATCH message

- As per " if the AF_AppId is supportedandtheAF ApplicationIdentiferis includedin the HTTP POST,HTTPPUT or PATCHmessage, the SCEF shall send theAF ApplicationIdentifier to the PCRF via the Rx interface, and if required, map the SCS/AS Identifier to ASP Identity and Sponsor Identity, ",   only if the AF_AppId is supported and the AF Application Identifer is included in the HTTP POST/PUT/PATCH message, the SCEF shall map the SCS/AS Identifier to ASP Identity and Sponsor Identity, but I don't think the ASP Identity mapping has relationship with AF Application Identifier.

Ericsson makes r1 available.

Ericsson makes further updates and add AT&T as cosigner. R2 is made available.

Huawei: See 2291.

Ericsson makes r3 available.

Huawei is fine with r3.

ZTE is fine with r3.

	
	
	2482
	CR 0342 29.122 Rel-17 Updates to AF Application Identifier in AsSessionWithQoS API
	Ericsson, AT&T
	Agreed
	

	
	
	2294
	CR 0347 29.122 Rel-17 Update DNN and S-NSSAI in ChargeableParty API
	Ericsson
	Revised to 2483
	Revision of C3-211350
This CR introduces backward compatible corrections into the OpenAPI files applicable to ChargeableParty API.
Huawei: We agree with the CRs but with few comments as follows:

· the two optional attributes does not deserve a new feature from our point of view, the feature EthChgParty_5G is good enough. If the SCEF/NEF can’t recognize the attributes if provided, just ignore them and will not reject the request or cause error.

· the WI in the coverpage should align with stage 2;

· Other comments in the coverpage: backward compatible feature;

· remove ‘the NEF may interact with NRF by using Nnrf_NFDiscovery service (as defined in 3GPP TS 29.510 [n]) to retrieve the BSF address;’ from 2296 since the whole TS does not mention the NRF-related interaction from Rel-15. 

Ericsson makes r1 available.

Huawei: For 2294_r1, the new attributes should be under EthChgParty_5G feature as I know which is used only for Ethernet address case. Right? If yes, the Applicability column in the table should be updated accordingly.
ZTE: Please fix the typo for work item name "Verticla_LAN"  on the cover page of 2294_r1 and 2296_r1.
Ericsson makes r2 available.

Huawei is fine with r2.
Chair: Remove 5GMS3 as WI code.

Ericsson: I’ve removed PUT in 2296, and upon Chair mentioned 5GMS3 should be removed also agreed by Huawei, I’d keep the original WIs. R3 is made available.
Huawei is fine with r3.
ZTE is fine with r3.

	
	
	2483
	CR 0347 29.122 Rel-17 Update DNN and S-NSSAI in ChargeableParty API
	Ericsson
	Agreed
	

	
	
	2296
	CR 0270 29.522 Rel-17 Update DNN and S-NSSAI in ChargeableParty procedure
	Ericsson
	Revised to 2484
	Revision of C3-211351
Huawei: See 2294.

ZTE: 
in the HTTP POST/PUT request, the AF may include the AF session subscribed "dnn" attribute and/or "snssai" attribute;
Can dnn/snssai attribute be updated or not?

If YES, however PUT method is not supported for ChargeableParty API in 29.122, only PATCH method is supported, but ChargeablePartyPatch data type does not include dnn/snssai attributes as per 2294.

If NO, HTTP PUT request should be removed.

Ericsson makes r1 available.

Huawei: For 2296_r1, should add the description in red ‘in the HTTP POST/PUT request, the AF may include the AF session subscribed "dnn" attribute and/or "snssai" attribute only if the "macAddr" attribute is provided;’

ZTE: HTTP PUT is still in 2296_r1.
In addition, please fix the typo for work item name "Verticla_LAN"  on the cover page of 2294_r1 and 2296_r1.
Ericsson makes r2 available.

Huawei is fine with r2.
Chair: Remove 5GMS3 as WI code.

Ericsson: I’ve removed PUT in 2296, and upon Chair mentioned 5GMS3 should be removed also agreed by Huawei, I’d keep the original WIs. R3 is made available.
Huawei is fine with r3.

ZTE is fine with r3.


	
	
	2484
	CR 0270 29.522 Rel-17 Update DNN and S-NSSAI in ChargeableParty procedure
	Ericsson
	Agreed
	

	
	
	2297
	CR 0348 29.122 Rel-17 Update DNN and S-NSSAI in AsSessionWithQoS API
	Ericsson
	Revised to 2485
	Revision of C3-211352
This CR introduces backward compatible corrections into the OpenAPI files applicable to AsSessionWithQoS API.

Huawei: We agree with the CRs but with few comments as follows:

· the two optional attributes does not deserve a new feature from our point of view, the feature EthAsSessionQoS_5G is good enough. If the SCEF/NEF can’t recognize the attributes if provided, just ignore them and will not reject the request or cause error.

· the WI in the coverpage should align with stage 2;

· Other comments in the coverpage: backward compatible feature;

· remove ‘the NEF may interact with NRF by using Nnrf_NFDiscovery service (as defined in 3GPP TS 29.510 [n]) to retrieve the BSF address;’ from 2298 since the whole TS does not mention the NRF-related interaction from Rel-15. 

Ericsson makes r1 available.

Huawei: For 2297_r1, the attribute name should be dnn not Dnn and the new attributes should be under EthAsSessionQoS_5G feature as I know which is used only for Ethernet address case. Right? If yes, the Applicability column in the table should be updated accordingly.
Ericsson makes r2 available.

Huawei: I am fine with 2297_r2.
Please remove 5GS_Ph1-CT, Vertical_LAN from the coverpage when upload the final version.

Chair: Remove 5GMS3 as WI code.

Ericsson: I just change back to keep the original WIs including TEI17, since the approved Rel-17 TS 23.502 CR 2491 including TEI17 WI. R3 is made available.

Huawei is fine with r3.


	
	
	2485
	CR 0348 29.122 Rel-17 Update DNN and S-NSSAI in AsSessionWithQoS API
	Ericsson
	Agreed
	

	
	
	2298
	CR 0271 29.522 Rel-17 Update DNN and S-NSSAI in AsSessionWithQoS API procedure
	Ericsson
	Revised to 2486
	Revision of C3-211354
See 2297.

Ericsson makes r1 available.

Huawei: For 2298_r1, should add the description in red ‘in the HTTP POST request, the AF may include the AF session subscribed "dnn" attribute and/or "snssai" attribute only if the "macAddr" attribute is provided;’
Ericsson makes r2 available.

Huawei: I am fine with 2298_r2.

Please remove 5GS_Ph1-CT, Vertical_LAN from the coverpage and add ‘/PUT’ into 2298 as ZTE suggested when upload the final version.

Chair: Remove 5GMS3 as WI code.

Ericsson: I just change back to keep the original WIs including TEI17, since the approved Rel-17 TS 23.502 CR 2491 including TEI17 WI. R3 is made available.

Huawei is fine with r3.


	
	
	2486
	CR 0271 29.522 Rel-17 Update DNN and S-NSSAI in AsSessionWithQoS API procedure
	Ericsson
	Agreed
	

	
	
	2301
	CR 0106 29.561 Rel-17 Complete AAA triggered re-authentication flow for Diameter
	Ericsson
	Agreed
	WI misaligns with 3GU. 3GU needs to be updated.

Huawei: Please find below our comments on this CR:
· Can you please explain why the interaction between the AMF and the UE shall be mentioned in this specification?

Huawei: As per Ericsson explanation I have further checked quickly and I am fine to keep this clarification.



	
	
	2304
	CR 0534 29.061 Rel-17 Editorial fix
	Ericsson
	Agreed
	

	
	
	2344
	CR 0535 29.061 Rel-17 Updates to support CUPS
	Ericsson
	Agreed
	LATE


	
	
	2495
	CR 0041 29.486 Rel-17 Termination of Downlink Message Delivery procedure
	ZTE
	Agreed
	Revision of 2227.

ZTE: Please check r1 which only focus on resource name correction. R1 is made available.
Huawei is fine with r1.



	
	
	2497
	CR 0043 29.486 Rel-17 Termination of File Distribution procedure
	ZTE
	Agreed
	Revision of 2229.

ZTE: Please check r1 which only focus on resource name correction. R1 is made available.
Huawei is fine with r1.



	
	
	2498
	CR 0045 29.486 Rel-17 Termination of Network Resource Reservation procedure
	ZTE
	Agreed
	Revision of 2231.

ZTE: Please check r1 which only focus on resource name correction. R1 is made available.
Huawei is fine with r1.



	
	
	2501
	CR 0049 29.486 Rel-17 Termination of Dynamic Group Configuration procedure
	ZTE
	Agreed
	R1 is made available.

Huawei is fine with r1.



	
	
	2540
	CR 0759 29.512 Rel-17 Correction to access network info report
	Huawei
	Agreed
	Revision from 2169 (see 16.14)

Huawei makes r0 available. Ask for confirmation of the revision.
Ericsson is fine with the revision.



	
	
	2531
	CR 0310 29.522 Rel-17 Correction of AaaUsage
	KDDI
	Revised to 2602
	Revision of 2026. Cat-D. WI: TEI17, Vertical_LAN

KDDI makes r3 available.

Chair is fine with the revision. Just update tdoc number in the coversheet. 

Wrong revision number.


	
	
	2602
	CR 0310 29.522 Rel-17 Correction of AaaUsage
	KDDI
	Agreed
	

	
	
	2533
	CR 0312 29.522 Rel-17 Correction of AccessRightStatus
	KDDI
	Revised to 2603
	Revision of 2028. Cat D. Change WI: TEI17, 5WWC.

KDDI makes r2 available.

Chair is fine with the revision. Just update tdoc number in the coversheet.

Wrong revision number.



	
	
	2603
	CR 0312 29.522 Rel-17 Correction of AccessRightStatus
	KDDI
	Agreed
	

	
	
	2344
	CR 0535 29.061 Rel-17 Updates to support CUPS
	Ericsson
	Agreed
	LATE
Moved from 17.24.

	
	
	2605
	CR 0250 29.519 Rel-17 Correction to Charging Information
	Ericsson India Private Limited
	Agreed
	

	
	
	2604
	CR 0751 29.512 Rel-17 Correction to Charging Information
	Ericsson
	Agreed
	

	17.29
	OpenAPI version updates
	
	
	
	
	

	17.30
	Inclusive language in TSs & TRs
	
	
	
	
	

	18
	Work Organization
	
	
	
	
	

	18.1
	Work Plan Review
	2012
	Work Plan    Status of CT3 Work Items
	CT3 chair
	Revised to 2592
	SCHEDULED FOR FRIDAY SESSION



	
	
	2592
	Work Plan    Status of CT3 Work Items
	CT3 chair
	Noted
	

	
	
	2015
	Work Plan    WI status report from MCC
	MCC
	Noted
	

	
	
	
	
	
	
	

	18.2
	Specification Review
	
	
	
	
	SCHEDULED FOR FRIDAY SESSION

	18.3
	Next meetings, allocation of hosts
	
	
	
	
	SCHEDULED FOR FRIDAY SESSION

	18.4
	Calendar
	2016
	other    Meeting Calendar
	MCC
	Noted
	SCHEDULED FOR FRIDAY SESSION



	
	
	
	
	
	
	

	19
	Joint Sessions
	
	
	
	
	

	20
	Summary of results
	
	
	
	
	SCHEDULED FOR FRIDAY SESSION

	21
	Any other business
	
	
	
	
	SCHEDULED FOR FRIDAY SESSION

	22
	Closing of the meeting
	
	
	
	
	SCHEDULED FOR FRIDAY at 15:00 UTC


PLEASE NOTE THAT THE TIME SCHEDULE GIVES A ROUGH ESTIMATION AND MAY CHANGE DEPENDING ON THE AMOUNT OF CONTRIBUTIONS, ON THE FINAL APPROVAL OF THE AGENDA AND ON THE COORDINATION WITH OTHER WGs’ SCHEDULES.
Procedure after CT3#115e meeting:
Implementation of CRs in the TSs (draft versions, used only for CR handling):

1. Rapporteurs will implement the CRs agreed in the CT3 meetings both main body and OpenAPI specification for SBI-related TSs, TS 29.061, 29.561 and TS 29.513 by Wednesday, April 28th, 17:00 CEST (15:00 UTC). Changes will be identified with the tdoc number. Rapporteurs will also generate the yaml file by using a proper text editor (e.g. NotePad++). An email will be sent in the CT3 reflector informing about that.
TSs will be stored in: https://www.3gpp.org/ftp/Email_Discussions/CT3/CT92e/CT3%23115e
OpenAPI specifications will include the new API versions and the updated externalDocs in the yaml file. The TS will not be updated.
2. Rapporteurs will store in the same directory by Friday, April 30th, 12:00 CEST (10:00 UTC) the updated TSs in a zip file that will contain the yaml file and will inform about that in the CT3 Reflector. Rapporteurs will also upload the yaml files in ETSI Forge. The stored version will also include corrections on the topics identified by the rapporteur in the implementation process. In that case, the rapporteur will describe the changes in the email.
New TSs:
1. Rapporteurs will implement the pCRs agreed in the CT3 meetings for both main body and OpenAPI specification when applicable by Tuesday, 27th 17:00 CEST (15:00 UTC). Rapporteurs will also generate the yaml file when applicable by using a proper text editor (e.g. NotePad++)
TSs will be stored in: https://www.3gpp.org/ftp/Email_Discussions/CT3/CT92e/CT3%23115e
2. Rapporteurs will store in the same directory by Thursday, April 29th, 17:00 CEST (15:00 UTC) the updated TSs in a zip file that will contain the yaml file (when applicable). Rapporteurs will also upload the yaml files in ETSI Forge (when applicable). The shared version will also include corrections on the topics identified by the rapporteur in the implementation process. In that case, the rapporteur will describe the changes in the email.
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