	
3GPP TSG-CT WG3 Meeting #115e	C3-212413
E-Meeting, 14th – 23rd April 2021

Source:	Ericsson
Title:	Pseudo-CR on Npcf_AMPolicyAuthorization_Create service operation
Spec:	3GPP TS 29.534 v0.0.0
Agenda item:	17.11
Document for:	Decision

1. Introduction

2. Reason for Change
The Npcf_AMPolicyAuthorization_Create service operation needs to be defined.
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.534 v0.0.0.

*** First Change ***
[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc68594612]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[ref14]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[r1]	3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".

*** Next Change ***
[bookmark: _Toc510696581][bookmark: _Toc35971373][bookmark: _Toc68594614]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Application Function (AF): Element acting on behalf of applications(s) that require the control of the Access and Mobility context of a UE, which can in turn lead to e.g. Service Area Restrictions and/or RFSP changes.
AF application AM context: Information about the capabilities that an AF application requires from the access network for a registered UE. It is established by the AF before or during the use of the service that requires it.
NF service consumer AM context: Information about the capabilities that a NF service consumer requires from the access network for a registered UE.
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.

*** Next Change ***
[bookmark: _Toc510696591][bookmark: _Toc35971383][bookmark: _Toc68594624]4.2.2	Npcf_AMPolicyAuthorization_Create service operation<Service operation 1>
[bookmark: _Toc510696592][bookmark: _Toc35971384]4.2.2.1	General
This clause provides a general description of the service operation.
The Npcf_AMPolicyAuthorization_Create service operation authorizes the request from the NF service consumer, and optionally communicates with Npcf_AMPolicyControl service to determine and install in the AMF the access and mobility policies according to the information provided by the NF service consumer.
The Npcf_AMPolicyAuthorization_Create service operation creates a NF service consumer related AM context in the PCF.
The following procedures using the Npcf_AMPolicyAuthorization_Create service operation are supported:
-	Initial provisioning of access and mobility related service information.
-	Subscription to access and mobility policy changes outcome.

*** Next Change ***
[bookmark: _Toc510696593][bookmark: _Toc35971385]4.2.2.2	Initial provisioning of access and mobility related service information<Procedure 1 using service operation 1 of service 1>
This procedure is used to set up an NF service consumer AM context (e.g. an AF application AM context) for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [ref14].
Figure 4.2.2.2-1 illustrates the initial provisioning of service information for the AM context.


Figure 4.2.2.2-1: Initial provisioning of service information for the AM context
When a NF service consumer requires an AM context is being established in the 5GS and the related access and mobility requirements are available at the NF service consumer, the NF service consumer shall invoke the Npcf_AMPolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI representing the "Application AM contexts" collection resource of the PCF, as shown in figure 4.2.2.2-1, step 1.
The NF service consumer shall include in the "AppAmContextData" data type in the payload body of the HTTP POST request a partial representation of the "Individual Application AM Context" resource, that shall include:
-	the notification URI where the PCF requests to the NF service consumer the termination of the application AM context encoded as "termNotifUri" attribute;
-	the SUPI encoded as "supi" attribute; and
-	the access and mobility service requirements for the registered SUPI.
Editor's Note:	It is FFS the complete list of attributes the NF service consumer may include in the creation request.
The NF service consumer may also include the "evSubsc" attribute of "AmEventsSubscData" data type to request the notification of access and mobility policy changes events. The NF service consumer shall include:
-	the notification URI where the NF service consumer receives the events notification encoded as "eventNotifUri" attribute; and
-	the events to subscribe to in the "events" attribute. For each subscribed event, the "AmEventSubscription" data type shall include the event identifier and may include additional event subscription information.
Editor's Note:	It is FFS the stage 3 details of the complete list of AM events and the additional subscription information the NF service consumer may subscribe to.
The events subscription data is provisioned in the "AM Policy Events Subscription" sub-resource.
The PCF shall check whether the received access and mobility related service information requires access and mobility policies to be created and provisioned in the AMF. Provisioning of access and mobility policies shall be carried out as specified at 3GPP TS 29.507 [r1].
Editor's Note:	Error responses are FFS.
If the PCF created an "Individual Application AM Context" resource, the PCF shall send to the NF service consumer a "201 Created" response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the "201 Created" response:
-	a Location header field; and
-	an "AppAmContextRespData" data type in the payload body.
The Location header field shall contain the URI of the created Individual application AM context resource i.e. "{apiRoot}/npcf-am-policyauthorization/{apiVersion}/app-am-contexts/{appAmContextId}".
The "AppAmContextRespData" data type payload body shall contain the representation of the created "Individual application AM context" resource within the "AppAmContextData" data type. When the request included event subscription information:
-	the "AppAmContextData" data type shall also include the "AM Policy Events Subscription" sub-resource representation within the "evSubsc" attribute; and
-	when the PCF determines the subscribed event(s) is already met, the "AppAmContextRespData" data type shall include the corresponding event(s) notification within the "evNotifs" attribute of the "AmEventsNotification" data type.
The acknowledgement towards the NF service consumer should take place before or in parallel with any required access and mobility policy provisioning towards the AMF.
NOTE:	The behaviour when the NF service consumer does not receive the HTTP response message, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than a success indication, are outside the scope of this specification and is based on operator policy.

*** Next Change ***
[bookmark: _Toc510696594][bookmark: _Toc35971386]4.2.2.3	Subscription to access and mobility policy changes outcome
<Procedure 2 using service operation 1 of service 1>
And so on if there are more than 2 procedures that need to be described for the service.
Clauses 5.2.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.
Editor's Note:	It is FFS.

*** End of Changes ***

image1.emf
1. POST «�app-am-contexts

2. "201 Created"

NF service 

consumer

PCF


Microsoft_Visio_Drawing.vsdx
1. POST …/app-am-contexts
2. "201 Created"
NF service consumer
PCF



