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1. Introduction

2. Reason for Change
The Npcf_AMPolicyAuthorization_Notify service operation needs to be defined.
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.534 v0.0.0.

*** First Change ***
[bookmark: _Toc494194743][bookmark: _Toc528159052][bookmark: _Toc529259064]4.2.7	Npcf_AMPolicyAuthorization_Notify service operation
[bookmark: _Toc494194744][bookmark: _Toc528159053][bookmark: _Toc529259065]4.2.7.1	General
The Npcf_AMPolicyAuthorization_Notify service operation enables to notify to the NF service consumers that the previously subscribed event for the existing AF application AM context occurred or that the AF application AM context is no longer valid.
The following procedures using the Npcf_AMPolicyAuthorization_Notify service operation are supported:
-	Notification about AF application AM context event.
-	Notification about AF application AM context termination.

*** Next Change ***
[bookmark: _Toc494194745][bookmark: _Toc528159054][bookmark: _Toc529259066]4.2.7.2	Notification about AF application AM context event 
This procedure is invoked by the PCF to notify the NF service consumer when a certain, previously subscribed, AF application AM context event occurs, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [ref14].
Figure 4.2.7.2-1 illustrates the notification about AF application AM context event.


Figure 4.2.7.2-1: Notification about AF application AM context event
When the PCF determines that the event for the existing AF application AM context, to which the NF service consumer has subscribed to, occurred, the PCF shall invoke the Npcf_AMPolicyAuthorization_Notify service operation by sending the HTTP POST request (as shown in figure 4.2.7.2-1, step 1) to the NF service consumer using the callback URI received in the subscription creation (or modification), as specified in clauses 4.2.2.2, 4.2.3.2 and 4.2.5.2. The PCF shall provide in the body of the HTTP POST request the "AmEventsNotification" data type including:
-	the AM Policy Events Subscription resource identifier related with the notification in the "evSubsUri" attribute; and
-	the list of the reported events in the "evNotifs" attribute. For each reported event, the "AmEventNotification" data type shall include the event identifier and may include additional event information.
The notification of other specific events using the Npcf_AMPolicyAuthorization_Notify request is described in the related clauses.
Editor's Note:	Detailed description of AM Policy Authorization related events is FFS.
Upon the reception of the HTTP POST request from the PCF indicating that the subscribed event occurred, the NF service consumer shall acknowledge that request by sending an HTTP response message with the corresponding status code.
If the HTTP POST request from the PCF is accepted, the NF service consumer shall acknowledge the receipt of the event notification with a "204 No Content" response to HTTP POST request, as shown in figure 4.2.7.2-1, step 2.
Editor's Note:	Error responses are FFS.

*** Next Change ***
[bookmark: _Toc494194746][bookmark: _Toc528159055][bookmark: _Toc529259067]4.2.7.3	Notification about AF application AM context termination 
This procedure is invoked by the PCF to notify the NF service consumer that the AF application AM context is no longer valid, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [ref14].
Figure 4.2.7.3-1 illustrates the notification about AF application AM context termination.


Figure 4.2.7.3-1: Notification about AF application AM context termination
When the PCF determines that the AF application AM context is no longer valid, the PCF shall invoke the Npcf_AMPolicyAuthorization_Notify service operation by sending the HTTP POST request (as shown in figure 4.2.7.3-1, step 1) using the callback URI received in the "Individual application AM context" resource creation, as specified in clause 4.2.2.2. The PCF shall provide in the body of the HTTP POST request the "AmTerminationInfo" data type including:
-	the Individual application AM context resource identifier related to the termination notification in the "resUri" attribute; and
-	the AF application AM context termination cause in the "termCause" attribute of the "AmTerminationCause" data type, indicating the termination cause.
Editor's Note:	Termination causes are FFS.
Upon the reception of the HTTP POST request from the PCF requesting the AF application AM context termination, the NF service consumer shall acknowledge that request by sending an HTTP response message with the corresponding status code.
If the HTTP POST request from the PCF is accepted, the NF service consumer shall acknowledge the receipt of the AF application AM context termination request with a "204 No Content" response (as shown in figure 4.2.7.3-1, step 2) and shall invoke the Npcf_AMPolicyAuthorization_Delete service operation to the PCF as described in clause 4.2.4.
Editor's Note:	Error responses are FFS.

*** End of Changes ***
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