

	
[bookmark: _Hlk44665606]3GPP TSG-CT WG3 Meeting #115e	C3-212037
E-Meeting, 14th – 23th April 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.519
	CR
	0250
	rev
	-
	Current version:
	17.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Correction to Charging Information

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C3

	
	

	Work item code:
	5G_eSBA
	
	Date:
	2021-03-17

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	Rel-15 specified CHF high availability by defining a primary/secondary CHF.

In Rel-16, 3GPP specified the NF set (or NF service set) concept, which ensures NF instance (or NF service instance) availability within a NF set (NF service set). 
NF set (NF service set) concept is also applicable to CHF. 

However, 3GPP has not specified any logic to select another NF instance in a different NF Set for an existing context if failure happens to a NF instance in the current NF Set.

I.e., in relation to CHF, the foreseen scenarios to achieve redundancy for a CHF in Rel-16 would be
· If CHF Set is not supported (e.g. Rel-15 CHF), CHF redundancy is achieved via primary and secondary CHF address(es).
· If CHF Set(s) are supported, redundancy may alternatively be achieved via the availability of CHF instances in a NF Set (see C4-211237 agreed in CT4#102e).
The redundancy mechanism based on sharing the CHF context between a primary and secondary CHF set is out of current specifications.

The secondary CHF address (and secondary instance Id and secondary set id) could be omitted for CHF(s) that rely only on instance/set redundancy mechanism.


	
	

	Summary of change:
	Adapt the Nudr API to be able to provide primary/secondary and/or instance/set redundancy information. The possibility to provide redundancy information based only in instance/set CHF info is controlled by the feature “CHFsetSupport”.

	
	

	Consequences if not approved:
	It is not possible to provide CHF redundancy information based only on CHF instance/set information.

	
	

	Clauses affected:
	5.4.1, 5.4.2.15

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact the OpenAPI file

	
	

	This CR's revision history:
	



Page 1


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
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This subclause specifies the application data model supported by the API.
Table 5.4.1-1 specifies the data types defined for the Nudr_DataRepository for Policy Data service based interface protocol.
Table 5.4.1-1: Nudr_DataRepository specific Data Types for Policy Data
	Data type
	Section defined
	Description
	Applicability

	AmPolicyData
	5.4.2.2
	Contains the AM policy data for a given subscriber.
	

	BdtData
	5.4.2.9
	Contains the background data transfer data.
	

	BdtDataPatch
	5.4.2.27
	Contains the modifiable background data transfer data
	

	BdtPolicyStatus
	5.4.3.5
	[bookmark: _Hlk54193645]Contains the validation status for a negotiated BDT policy.
	

	DnnRouteSelectionDescriptor
	5.4.2.20
	Contains the route selector parameters per DNN.
	

	UpdatedItem
	5.4.2.26
	An updated resource fragment, represented by its location in a resource and its data type.
	ConditionalSubscriptionwithPartialNotification

	LimitIdToMonitoringKey
	5.4.2.16
	Contains the limit identifier and the corresponding monitoring key for a given S-NSSAI and DNN.
	

	NotificationItem
	5.4.2.25
	Contains the list of resource fragments included in the notification triggered by the modification of a given resource fragment.
	ConditionalSubscriptionwithPartialNotification

	OsId
	5.4.3.2
	Operating System supported by the UE.
	

	Periodicity
	5.4.3.4
	Indicates a type of time period.
	

	PlmnRouteSelectionDescriptor
	5.4.2.18
	[bookmark: _Hlk337775]Contains the route selectors for a serving PLMN.
	

	PolicyDataChangeNotification
	5.4.2.11
	Contains changed policy data for which notification was requested.
	

	PolicyDataForIndividualUe
	5.4.2.28
	Contains policy data sets for a given subscriber.
	

	PolicyDataSubscription
	5.4.2.10
	Identifies a subscription to policy data change notification.
	

	PolicyDataSubset
	5.4.3.29
	Indicates a policy data subset (e.g. AM policy data, SM policy data).
	

	SmPolicyData
	5.4.2.5
	Contains SM policy data for a subscriber.
	

	SmPolicyDataPatch
	5.4.2.21
	Contains modifiable SM policy data for a subscriber.
	SessionManagementPolicyDataPatch

	SmPolicyDnnData
	5.4.2.15
	Contains SM policy data for a DNN and S-NSSAI.
	

	SmPolicyDnnDataPatch
	5.4.2.23
	Contains modifiable SM policy data for a DNN and S-NSSAI.
	SessionManagementPolicyDataPatch

	SmPolicySnssaiData
	5.4.2.14
	Contains SM policy data for an S-NSSAI.
	

	SmPolicySnssaiDataPatch
	5.4.2.22
	Contains modifiable SM policy data for an S-NSSAI.
	SessionManagementPolicyDataPatch

	SnssaiRouteSelectionDescriptor
	5.4.2.19
	[bookmark: _Hlk337836]Contains the route selector parameters per SNSSAI.
	

	SponsorConnectivityData
	5.4.2.8
	Contains the sponsored data connectivity related information for a sponsor identifier.
	

	ResourceItem
	5.4.2.24
	Represents list of fragments of a resource, i.e. a list of subsets of resource data monitored for notification of data changes.
	ConditionalSubscriptionwithPartialNotification

	ItemPath
	5.4.3.2
	Represents a fragment of a resource, i.e. a subset of resource data.
	ConditionalSubscriptionwithPartialNotification

	TimePeriod
	5.4.2.12
	Contains the periodicity for the defined usage monitoring data limits.
	

	UePolicySetPatch
	5.4.2.17
	Contains the UE policy data that can be modified by the PCF.
	

	UePolicySection
	5.4.2.3
	Contains the UE policy section.
	

	UePolicySet
	5.4.2.4
	Contains the UE policy set for a given subscriber.
	

	UsageMonLevel
	5.4.3.3
	Indicates the level of the usage monitoring instance (PDU Session level or per Service)
	

	UsageMonData
	5.4.2.7
	Contains remain allowed usage data for a subscriber.
	

	UsageMonDataLimit
	5.4.2.6
	Contains usage monitoring control data for a subscriber.
	

	UsageMonDataScope
	5.4.2.13
	Contains SNSSAI and DNN combinations to which the UsageMonData instance belongs to.
	



Table 5.4.1-2 specifies data types re-used by the Nudr_DataRepository for Policy Data service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nudr_DataRepository for Policy Data service based interface.
Table 5.4.1-2: Nudr_DataRepository re-used Data Types for Policy Data
	Data type
	Reference
	Comments
	Applicability

	BdtReferenceId
	3GPP TS 29.122 [9]
	Indicates the background data transfer reference ID for the transfer policy.
	

	BdtReferenceIdRm
	3GPP TS 29.122 [9]
	This data type is defined in the same way as the "BdtReferenceId" data type, but with the "nullable: true" property.
	EnhancedBackgroundDataTransfer

	BitRate
	3GPP TS 29.571 [7]
	String representing a bit rate that shall be formatted as follows:
pattern: "^\d+(\.\d+)? (bps|Kbps|Mbps|Gbps|Tbps)$"
Examples: 
"125 Mbps", "0.125 Gbps", "125000 Kbps".
	

	Bytes
	3GPP TS 29.571 [7]
	String with format "byte" as defined in OpenAPI Specification [3], i.e., base64-encoded characters.
	

	ChargingInformation
	3GPP TS 29.512 [12]
	The address(es), and if available, the instance ID and the set ID of the Charging Function.
	

	DateTime
	3GPP TS 29.571 [7]
	String with format "date-time" as defined in OpenAPI Specification [3].
	

	Dnn
	3GPP TS 29.571 [7]
	Data Network Name.
	

	NetworkAreaInfo
	3GPP TS 29.554 [13]
	Represents a network area information.
	

	OperatorSpecificDataContainer
	3GPP TS 29.505 [15]
	Container for operator specific data
	

	PatchResult
	3GPP TS 29.571 [7]
	
	

	PatchItem
	3GPP TS 29.571 [7]
	Data structure used for JSON patch.
	

	PduSessionType
	3GPP TS 29.571 [7]
	PDU Session Type.
	

	Pei
	3GPP TS 29.571 [7]
	Personal Equipment Identifier.
	

	PlmnId
	3GPP TS 29.571 [7]
	PLMN Identity.
	

	PresenceInfo
	3GPP TS 29.571 [7]
	Presence Reporting Area Information.
	

	ProblemDetails
	3GPP TS 29.571 [7]
	Used in error responses to provide more detailed information about an error.
	

	Snssai
	3GPP TS 29.571 [7]
	Identifies the S-NSSAI.
	

	SscMode
	3GPP TS 29.571 [7]
	SSC mode.
	

	SupportedFeatures
	3GPP TS 29.571 [7]
	Used to negotiate the applicability of the optional features
	

	TrafficDescriptor
	3GPP TS 29.122 [9]
	Identifies the traffic descriptor of the background data.
	

	TransferPolicy
	3GPP TS 29.554 [13]
	Represents a transfer policy.
	

	Uinteger
	3GPP TS 29.571 [7]
	Unsigned Integer, i.e. only value 0 and integers greater than 0 are allowed.
	

	Uri
	3GPP TS 29.571 [7]
	String providing an URI.
	

	UsageThreshold
	3GPP TS 29.122 [9]
	Usage Thresholds (a data volume expected to be transferred per UE and/or time duration in seconds).
	

	VarUeId
	3GPP TS 29.571 [7]
	String represents the SUPI or GPSI.
	



*** 2nd Change ***
5.4.2.15	Type SmPolicyDnnData
Table 5.4.2.15-1: Definition of type SmPolicyDnnData 
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dnn
	Dnn
	M
	1
	DNN associated with the data
	

	allowedServices
	array(string)
	O
	1..N
	List of subscriber's allowed service identifiers
	

	subscCats
	array(string)
	O
	1..N
	List of categories associated with the subscriber
	

	gbrUI
	BitRate
	O
	0..1
	Maximum aggregate UL bitrate that can be provided across all GBR QoS Flows in the DNN
	

	gbrDl
	BitRate
	O
	0..1
	Maximum aggregate DL bitrate that can be provided across all GBR QoS Flows in the DNN
	

	adcSupport
	boolean
	O
	0..1
	Indicates whether application detection and control can be enabled for a subscriber. The default value is "FALSE".
	

	subscSpendingLimits
	boolean
	O
	0..1
	Indicates whether the PCF must enforce policies based on subscriber spending limits. The default value is "FALSE".
	

	ipv4Index
	IpIndex
	O
	0..1
	Information that identifies which IP pool or external server is used to allocate the IPv4 address.
	

	ipv6Index
	IpIndex
	O
	0..1
	Information that identifies which IP pool or external server is used to allocate the IPv6 address.
	

	offline
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PDU session. The default value is "FALSE".
	

	online
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PDU session. The default value is "FALSE".
	

	chfInfo
	ChargingInformation
	O
	0..1
	The address(es) and, if available, the CHF instance ID(s) and the CHF set ID(s) of the Charging Function. (NOTE)
	

	refUmdLimitIds
	map(LimitIdToMonitoringKey)
	O
	1..N
	A reference to the "UsageMonitoringDataLimit" or "UsageMonitoringData" instances for this DNN and SNSSAI that may also include the related monitoring key(s). The key of the map is the limit identifier.
	

	mpsPriority
	boolean
	O
	0..1
	Indicates subscription to the MPS priority service; priority applies to all traffic on the PDU Session. The default value is "FALSE".
	

	mcsPriority 
	boolean
	O
	0..1
	Indicates subscription to the MCS priority service; priority applies to all traffic on the PDU Session. The default value is "FALSE".
	

	imsSignallingPrio
	boolean
	O
	0..1
	Indicates subscription to the IMS signalling priority service; priority only applies to IMS signalling traffic. The default value is "FALSE".
	

	mpsPriorityLevel
	integer
	O
	0..1
	Relative priority level for the multimedia priority services
	

	mcsPriorityLevel
	integer
	O
	0..1
	Relative priority level for the mission critical services
	

	praInfos
	map(PresenceInfo)
	O
	1..N
	Presence reporting area information. Each PresenceInfo element shall include the Presence Reporting Area Identifier within the "praId" attribute and, for a UE-dedicated presence reporting area, may also include the list of elements composing the presence reporting area.
A "praId" may indicate a Presence Reporting Area Set.
The "praId" attribute within the PresenceInfo data type shall also be the key of the map.
The attribute "presenceState" shall not be present.
	

	bdtRefIds
	map(BdtReferenceIdRm)
	O
	1..N
	Identifies transfer policies of background data transfer.
Any string value can be used as a key of the map.
	EnhancedBackgroundDataTransfer

	locRoutNotAllowed
	boolean
	O
	0..1
	Identifies whether AF influence on traffic routing is allowed or not. Set to "true" if no local routing is allowed; otherwise set to "false". The default value is "false".
	

	NOTE:	When the feature "CHFsetSupport" is supported, the "secondaryChfAddress" may be omitted. If the feature "CHFsetSupport" is not supported in the UDR or the PCF(s) or the CHF consumer(s) (see 3GPP TS 29.512 [12], subclause 4.2.2.3.1) of a PLMN, the network configuration shall ensure that a secondary CHF address is configured in the UDR.



*** End of Changes ***
