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	Reason for change:
	1- 
When a conditioned PCC rule is provisioned, there is a corner case where the PCF is providing activation time = deactivation time. This case is not specified.

In addition a time condition for a PCC rule is always semantically correct, since it is specified the behaviour when the activation/deactivation time are present/omitted and when the activation time occurs before/after the deactivation time, either in the future or in the past. Therefore, the description of the error “INCORRECT_COND_DATA” is incorrect.

2- 
23.503, table 6.4-1 indicates that there is always an unconditional value for the authorized session AMBR and the authorized default QoS available in the SMF.

NOTE 3:   There is always an unconditional value for the Authorized Session-AMBR and Authorized default 5QI/ARP available at the SMF. The initial value is received as Subscribed Session-AMBR/Subscribed default 5QI/ARP, and the PCF can overwrite it with these parameters. 

However, the specification is missing the indication that there is always an applicable session rule provisioned in the SMF.

3- 
Table 5.6.3.17 sets as an example of incorrect condition data an activation time that occurs after the deactivation time. However, that could be a valid combination, and should be replaced.

	
	

	Summary of change:
	1. Update clause 4.2.6.2.7 to indicate that when activation=deactivation time, the PCC rule is rejected with the error INCORRECT_COND_DATA.
2. Update clause 4.2.6.3.1 to indicate that a there is always an applicable session rules provisioned in the SMF.
3. Update 5.6.2.9 to clarify that at least one of the "accessType" or "ratType" attributes shall be present in an access type conditioned session rule.
4. Update table 5.6.3.9 to correct the example in the description of the “INCORRECT_COND_DATA” value.
5. Update 5.6.3.17 table, to set as an example of incorrect condition data an inconsistency between the access type and the RAT type. 

	
	

	Consequences if not approved:
	Incorrect specification that leads to misinterpretations and implementation mistakes.

	
	

	Clauses affected:
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	Other comments:
	This CR does not impact the OpenAPI file.

	
	

	This CR's revision history:
	Revision 1: activation time = deactivation time is specified as an error situation. Table 5.6.2.9 specifies that an access type conditioned session rule shall include at least one fo the access type or RAT type conditions.
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
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The PCF may control at what time the status of a PCC rule changes. In order to provision a PCC rule with conditional data, the PCF shall provision a PCC rule as defined in subclause 4.2.6.2.1and include within its "refCondData" attribute the corresponding ConditionData's "condId" attribute value. The PCF shall also ensure that the referenced ConditionData instance is included in the "conds" map within the SmPolicyDecision data structure following the procedures defined in subclause 4.2.6.1.
Within the ConditionData instance, the PCF shall include the activation time within the "activationTime" attribute and/or deactivation time within the "deactivationTime" attribute.
When the SMF receives the PCC rule, the SMF shall act as follows:
1)	If "activationTime" attribute is specified only and the time specified in "activationTime" attribute is in the future, then the SMF shall set the PCC rule inactive and make it active at that time. If time specified in the "activationTime" attribute is in the past, then the SMF shall immediately set the PCC rule active.
2)	If "deactivationTime" attribute is specified only and the time specified in "deactivationTime" attribute is in the future, then the SMF shall set the PCC rule active and make it inactive at that time. If the time specified in the "deactivationTime" is in the past, then the SMF shall immediately set the PCC rule inactive.
3)	If both "activationTime" attribute and "deactivationTime" attribute are specified, and the time specified in the "activationTime" occurs before the time specified in the "deactivationTime" attribute, and also when the PCC rule is provided before or at the time specified in the "deactivationTime", the SMF shall handle the rule as defined in 1) and then as defined in 2).
4)	If both "activationTime" attribute and "deactivationTime" attribute are specified, and the time specified in the "deactivationTime" attribute occurs before the time specified in the "activationTime", and also when the PCC rule is provided before or at the time specified in the "activationTime" attribute, the SMF shall handle the rule as defined in 2) and then as defined in 1).
5)	If both the "activationTime" attribute and the "deactivationTime" attribute are specified but time has already occurred for both, and the time specified in the "activationTime" occurs before the time specified in the "deactivationTime" attribute, then the SMF shall immediately set the PCC rule inactive.
6)	If both the "activationTime" attribute and the "deactivationTime" attribute are specified but time has passed for both, and the time specified in "deactivationTime" attribute occurs before the "activationTime" attribute, then the SMF shall immediately set the PCC rule active.
7)	If both "activationTime" attribute and "deactivationTime" attribute are specified with the same time, the SMF shall report a PCC rule error for the concerned PCC rule(s), as specified in subclauses 4.2.3.16 and 4.2.4.15, and set the "failureCode" attribute to "INCORRECT_COND_DATA".
The PCF may modify a currently installed/activated PCC rule, including setting, modifying or deleting its deferred activation and/or deactivation time as follows:
1)	When modifying a PCC rule by setting the deferred activation time and/or deactivation time, the PCF shall update the PCC rule by including the corresponding ConditionData's "condId" attribute value within the "refCondData" attribute and within the SmPolicyDecision data structure include the ConditionData instance within the "conds" attribute if not provisioned yet.
2)	When modifying a PCC rule by modifying the deferred activation time and/or deactivation time:
-	the PCF may update the PCC rule by replacing the existing ConditionData instance's "condId" attribute value within the "refCondData" attribute with a new one and within the SmPolicyDecision data structure include the new ConditionData instance within the "conds" attribute if not provisioned yet; or
-	the PCF may update the condition data decision which the PCC rule refers to by updating the corresponding ConditionData instance as defined in subclause 4.2.6.1. The PCF may add an activation time or an deactivation time, update the values of the existing activation time and/or the existing deactivation time, or delete either the existing activation time or the existing deactivation time.
3)	When modifying a PCC rule by deleting the deferred activation time and deactivation time:
-	the PCF shall delete the reference to the ConditionData instance within the PCC rule by updating PCC rule with the "refCondData" attribute set to NULL; and
-	the PCF may delete the condition data decision which the PCC rule refers to as defined in subclause 4.2.6.1 if no other PCC rules are referring to the condition data decision.
To delete a conditioned PCC rule, the PCF shall perform the deletion of PCC rule as defined in subclause 4.2.6.2.1.
The UE timezone information, if available, may be used by the PCF to derive the values of "activationTime" attribute and/or the "deactivationTime" attribute.
The PCC rule(s) including the reference to the Condition Data decision which includes the "activationTime" attribute and/or "deactivationTime" attribute shall be bound to a QoS flow associated with a default QoS rule that allows all UL packets. If such PCC(s) is not bound to a QoS flow associated with a default QoS rule, the SMF shall report the failure to the PCF by including the "ruleReports" attribute with the "failureCode" attribute set the value "NO_QOS_FLOW_BOUND" for the affected PCC rule(s). Changes of the QoS profile or QoS rule which will initiate the signalling towards the access network and/or UE in such PCC rule(s) shall also not be applied.
NOTE:	This limitation prevents dependencies on the signalling of changed traffic mapping information towards the UE.
*** 2nd Change ***
4.2.6.3.1	Overview
The PCF may perform operations on session rules. The impacted rules shall be included in the "sessRules" map attribute within the SMPolicyDecision data structure with the "sessRuleId" as a key. For installing or modifying a session rule, the corresponding SessionRule data instance shall be provided as the map entry value. For removing a session rule, the map entry value shall be set to NULL.
In order to install a new session rule, the PCF shall further set other attributes within the SessionRule data structure as follows:
-	it may include the authorized session AMBR within the "authSessAmbr" attribute;
-	it may include the authorized default QoS within the "authDefQos" attribute using the procedure as defined in subclause 4.2.6.3.3;
-	it may include one reference to the UsageMonitoringData data structure within the "refUmData" attribute. In this case, a "umDecs" attribute containing the corresponding Usage Monitoring data policy decisions shall be included in SmPolicyDecision data structure if it has not been previously provided;
-	if the "ATSSS" feature is supported, it may include one reference to the UsageMonitoringData data structure to apply for the Non-3GPP access within the "refUmN3gData" attribute. In this case, a "umDecs" attribute containing the corresponding Usage Monitoring data policy decisions shall be included in SmPolicyDecision data structure if it has not been previously provided; and
-	it may include one reference to the ConditionData data structure within the "refCondData" attribute. In this case, a "conds" attribute containing the corresponding Condition Data decision shall be included in SmPolicyDecision data structure if it has not been previously provided.
In order to modify an existing session rule, the PCF shall further set other attributes within the SessionRule data structure as follows:
-	If the PCF needs to modify the attribute(s) within a session rule, the PCF shall include the modified attributes(s) with the new value(s) within the SessionRule data instance. Previously supplied attributes not supplied in the modified PCC rule instance shall remain valid.
-	If the PCF only needs to modify the content of referenced policy decision data (e.g. UsageMonitoringData, etc.) and/or condition data for one or more session rules, the PCF shall, within the SmPolicyDecision data structure, include the corresponding policy decision data and/or condition data within the corresponding map attributes (e.g. include the usage monitoring data decision within the "umDecs" attribute).
The PCF may combine multiple of the above session rule operations in a single message, but the PCF shall ensure that one and only one session rule is enforced in the SMF at a certain point in time.
NOTE:	Either there is always an unconditional session rule provisioned in the NF service consumer (SMF), or there is always a conditioned session rule applicable in the NF service consumer (SMF).
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Table 5.6.2.9-1: Definition of type ConditionData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	condId
	string
	M
	1
	Uniquely identifies the condition data within a PDU session.
	

	activationTime
	DateTimeRm
	O
	0..1
	The time when the decision data shall be activated.
	

	deactivationTime
	DateTimeRm
	O
	0..1
	The time when the decision data shall be deactivated.
	

	accessType
	AccessType
	O
	0..1
	The condition of access type of the UE when the session AMBR shall be enforced.
(NOTE x1)
	AccessTypeCondition

	ratType
	RatType
	O
	0..1
	The condition of RAT type of the UE when the session AMBR shall be enforced.
(NOTE x1)
	AccessTypeCondition

	NOTE x1: 	At least one of the "accessType" or "ratType" attributes shall be present in an access type conditioned session rule.



*** 4th Change ***
5.6.3.9	Enumeration: FailureCode
Table 5.6.3.9-1: Enumeration FailureCode
	Enumeration value
	Description
	Applicability

	UNK_RULE_ID
	Indicates that the pre-provisioned PCC rule could not be successfully activated because the PCC rule identifier is unknown to the SMF.
	

	RA_GR_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Rating Group specified within the Charging Data policy decision which the PCC rule refers to is unknown or, invalid.
	

	SER_ID_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Service Identifier specified within the Charging Data policy decision which the PCC rule refers to is invalid, unknown, or not applicable to the service being charged.
	

	NF_MAL
	Indicates that the PCC rule could not be successfully installed (for those provisioned from the PCF) or activated (for those pre-defined in SMF) or enforced (for those already successfully installed) due to SMF/UPF malfunction.
	

	RES_LIM
	Indicates that the PCC rule could not be successfully installed (for those provisioned from PCF) or activated (for those pre-defined in SMF) or enforced (for those already successfully installed) due to a limitation of resources at the SMF/UPF.
	

	MAX_NR_QoS_FLOW
	Indicates that the PCC rule could not be successfully installed (for those provisioned from PCF) or activated (for those pre-defined in SMF) or enforced (for those already successfully installed) due to the fact that the maximum number of QoS flows has been reached for the PDU session.
	

	MISS_FLOW_INFO
	Indicates that the PCC rule could not be successfully installed or enforced because neither the "flowInfos" attribute nor "appId" attribute is specified within the "pccRule" attribute by the PCF during the first install request of the PCC rule.
	

	RES_ALLO_FAIL
	Indicates that the PCC rule could not be successfully installed or maintained since the QoS flow establishment/modification failed, or the QoS flow was released.
	

	UNSUCC_QOS_VAL
	This value is used to:
-	indicate that the QoS validation has failed or,
-	Indicate when Guaranteed Bandwidth > Max-Requested-Bandwidth.
	

	INCOR_FLOW_INFO
	Indicates that the PCC rule could not be successfully installed or modified at the SMF because the provided flow information is not supported by the network (e.g. the provided IP address(es) or Ipv6 prefix(es) do not correspond to an IP version applicable for the PDU session).
	

	PS_TO_CS_HAN
	Indicates that the PCC rule could not be maintained because of PS to CS handover.
	

	APP_ID_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Application Identifier is invalid, unknown, or not applicable to the application required for detection.
	ADC

	NO_QOS_FLOW_BOUND
	Indicates that there is no QoS flow which the SMF can bind the PCC rule(s) to.
	

	FILTER_RES
	Indicates that the Flow Information within the "flowinfos" attribute cannot be handled by the SMF because any of the restrictions defined in subclause 5.4.2 of 3GPP TS 29.212 [23] was not met. 
	

	MISS_REDI_SER_ADDR
	Indicates that the PCC rule could not be successfully installed or enforced at the SMF because there is no valid Redirect Server Address within the Traffic Control Data policy decision which the PCC rule refers to, provided by the PCF, and no preconfigured redirection address for this PCC rule at the SMF/UPF.
	ADC

	CM_END_USER_SER_DENIED
	Indicates that the charging system denied the service request due to service restrictions (e.g. terminate rating group) or limitations related to the end-user, for example the end-user's account could not cover the requested service.
	

	CM_CREDIT_CON_NOT_APP
	Indicates that the charging system determined that the service can be granted to the end user but no further credit control is needed for the service (e.g. service is free of charge or is treated for offline charging).
	

	CM_AUTH_REJ
	Indicates that the charging system denied the service request in order to terminate the service for which credit is requested.
	

	CM_USER_UNK
	Indicates that the specified end user could not be found in the charging system.
	

	CM_RAT_FAILED
	Indicates that the charging system cannot rate the service request due to insufficient rating input, incorrect AVP combination or due to an attribute or an attribute value that is not recognized or supported in the rating.
	

	UE_STA_SUSP
	Indicates that the UE is in suspend state. Only applicable to the interworking scenario as defined in Annex B.
	PolicyUpdateWhenUESuspends

	UNKNOWN_REF_ID
	Indicates that the PCC rule could not be successfully installed/modified because the referenced identifier to a Policy Decision Data or to a Condition Data is unknown to the SMF.
	

	INCORRECT_COND_DATA
	Indicates that the PCC rule could not be successfully installed/modified because the referenced Condition data are incorrect (e.g. the "deactivationTime" and the "activationTime" included in the referenced ConditionData contain the same time value"activationTime" attribute value in a ConditionData instance indicates a time value that occurs after the "deactivationTime" attribute indicated time value.).
	

	REF_ID_COLLISION
	Indicates that the PCC rule could not be successfully installed/modified because the same Policy Decision is referenced by a session rule (e.g. the session rule and the PCC rule refer to the same Usage Monitoring decision data).
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*** 5th Change ***
5.6.3.17	Enumeration: SessionRuleFailureCode
Table 5.6.3.17-1: Enumeration SessionRuleFailureCode
	Enumeration value
	Description
	Applicability

	NF_MAL
	Indicates that the session rule could not be successfully installed) or enforced (for those already successfully installed) due to SMF/UPF malfunction.
	

	RES_LIM
	Indicates that the session rule could not be successfully installed or enforced (for those already successfully installed) due to a limitation of resources at the SMF/UPF.
	

	SESSION_RESOURCE_ALLOCATION_FAILURE
	Indicates the session rule could not be successfully enforced due to failure during the allocation of resources for the PDU session in the UE, RAN or AMF.
	

	UNSUCC_QOS_VAL
	Indicates that the QoS validation has failed.
	

	UE_STA_SUSP
	Indicates that the UE is in suspend state. Only applicable to the interworking scenario as defined in Annex B.
	PolicyUpdateWhenUESuspends

	UNKNOWN_REF_ID
	Indicates that the session rule could not be successfully installed/modified because the reference identifier to a Policy Decision Data or to a Condition Data is unknown to the SMF.
	

	INCORRECT_COND_DATA
	Indicates that the session rule could not be successfully installed/modified because the referenced Condition data are incorrect (e.g. the ConditionData instance contains a "deactivationTime" attribute, or the "ratTypeactivationTime" attribute value in a ConditionData instance indicates a time value that occurs after theRAT type (e.g. "NR") that is not specified for the "accessTypedeactivationTime" attribute indicated time value (e.g. "NON_3GPP_ACCESS".)).
	

	REF_ID_COLLISION
	Indicates that the session rule could not be successfully installed/modified because the same Policy Decision is referenced by a PCC rule (e.g. the session rule and the PCC rule refer to the same Usage Monitoring decision data).
	



*** End of Changes ***
