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Abstract of the contribution:

During CT3#113e meeting, it was decided to check the applicability of the mandatory and optional HTTP custom headers, as specified in clauses 5.2.3.2 and 5.2.3.3 of 3GPP TS 29.500, for the northbound APIs. This discussion paper provides the inputs in the context of CAPIF APIs.
Introduction

3GPP has defined the mandatory and optional HTTP custom headers that are applicable for the NF services over service based interfaces in 5G system. The custom headers are specified in clauses 5.2.3.2 and 5.2.3.3 of 3GPP TS 29.500. 3GPP defined the northbound APIs needed to support Common API Framework in 3GPP TS 29.222. Currently, the headers described in 3GPP TS 29.122 (APIs over T8 reference point) are applicable to all CAPIF APIs.
Applicability of mandatory custom headers

Below is the applicability analysis of mandatory HTTP custom headers from TS 29.500, for CAPIF APIs. 
	Name
	Description as per TS 29.500
	Applicability analysis for CAPIF APIs

	3gpp-Sbi-Message-Priority
	This header is used to specify the HTTP/2 message priority for 3GPP service based interfaces. This header shall be included in HTTP/2 messages when a priority for the message needs to be conveyed (e.g HTTP/2 messages related to Multimedia Priority Sessions).
	Message priority is not applicable for CAPIF.

	3gpp-Sbi-Callback
	This header is used to indicate if a HTTP/2 message is a callback (e.g notification).

This header shall be included in HTTP POST messages for callbacks towards NF service consumer(s) in another PLMN via the SEPP (See 3GPP TS 29.573 [27]).

This header shall also be included in HTTP POST messages for callbacks in indirect communication (See clause 6.10.7).
	This is to indicate the HTTP POST msg is notification to NF consumer in inter PLMN via SEPP. Such handling is not applicable in CAPIF.

	3gpp-Sbi-Target-apiRoot
	This header is used by an HTTP client to indicate the apiRoot of the target URI when communicating indirectly with the HTTP server via an SCP. This header is also used by SCP to indicate the apiRoot of the target URI, if a new HTTP server is selected or reselected and there is no Location header included in the response.

This header may also be used by an HTTP client towards its local SEPP to indicate the apiRoot of the target URI towards HTTP server in another PLMN.

This header may also be used between SEPPs to indicate the apiRoot of the target URI towards HTTP server in another PLMN, when TLS security with the 3gpp-Sbi-Target-apiRoot header is used between the SEPPs.
	Indirect communication model is not supported by  CAPIF.

	3gpp-Sbi-Routing-Binding
	This header is used in a service request to signal binding information to direct the service request to an HTTP server which has the targeted NF Service Resource context (see clause 6.12).
	Binding requirements are not applicable for CAPIF API cosumers (AFs)

	3gpp-Sbi-Binding
	This header is used to signal binding information related to an NF Service Resource to a future consumer (HTTP client) of that resource (see clause 6.12).
	Binding requirements are not applicable for CAPIF API cosumers (AFs)

	3gpp-Sbi-Discovery-*
	Headers beginning with the prefix 3gpp-Sbi-Discovery- are used in indirect communication mode for discovery and selection of a suitable producer by the SCP. Such headers may be included in any SBI message and include information allowing an SCP to find a suitable producer as per the consumer's included delegated discovery parameters.
	Indirect communication model is not supported by  CAPIF.

	3gpp-Sbi-Producer-Id
	This header is used in a service response from the SCP to the NF Service Consumer, when using indirect communication, to identify the NF service producer. See clause 6.10.3.4.
	Indirect communication model is not supported by  CAPIF.

	3gpp-Sbi-Oci
	This header may be used by an overloaded NF Service Producer in a service response, or in a notification request to signal Overload Control Information (OCI) to the NF Service Consumer.

This header may also be used by an overloaded NF Service Consumer in a notification response or in a service request to signal Overload Control Information (OCI) to the NF Service Producer.
	Overload control is not supported by CAPIF. 

	3gpp-Sbi-Lci
	This header may be used by a NF Service Producer to send Load Control Information (LCI) to the NF Service Consumer.
	Load control information is not supported by CAPIF.

	3gpp-Sbi-Client-Credentials
	This header may be used by an NF Service Consumer to send Client Credentials Assertion to the NRF or to the NF Service Producer. See clause 6.7.5.
	This header is to carry the client credentials assertion in indirect communication model, which is not supported by CAPIF. 

CAPIF-1/1e supports the client credential assertion flow between API Invoker and CAPIF Core Function


	3gpp-Sbi-Nrf-Uri
	This header may be used to indicate the NRF API URIs to be used for a given service request, e.g. in indirect communication with delegated discovery as a result of an NSSF query. 
	Indirect communication model is not supported by  CAPIF.

	3gpp-Sbi-Target-Nf-Id
	This header is used in a 307 Temporary Redirect or 308 Permanent Redirect response, to identify the target NF (service) instance towards which the request is redirected. See clause 6.10.9.1.
	This information is to carry the redirection information in indirect communication model. 

	3gpp-Sbi-Max-Forward-Hops
	This header may be used to indicate the maximum number of allowed hops with specified node type to relay the request message to the target HTTP server.

If node type is "scp", its value indicates the maximum number of allowed SCP hops to relay the request message to the target NF as HTTP server when indirect communication is used.
	Applicable for indirect communication model and not supported by CAPIF.

	3gpp-Sbi-Asserted-Plmn-Id
	This header may be inserted by a network element, in the incoming SBI HTTP messages, and it indicates the PLMN-ID of the source PLMN of the HTTP messages (i.e. the PLMN of the NF Service Consumer).
	PLMN ID handling is not done in CAPIF APIs.


Applicability of Optional custom headers

Below is the applicability analysis of optional HTTP custom headers from TS 29.500, for CAPIF APIs
	Name
	Description as per TS 29.500
	Applicability analysis for CAPIF APIs

	3gpp-Sbi-Sender-Timestamp
	This header may be used to indicate the date and time (with a millisecond granularity) at which an HTTP request or response is originated. This may be used e.g. for measuring signalling delays between different NF service instances. 
	This header is used to support indirect communication model. CAPIF does not support indirect communication model. There is no requirements in CAPIF that are dependednt on request and expected response times.

	3gpp-Sbi-Max-Rsp-Time
	This header may be used in a HTTP request to indicate the duration during which the HTTP client waits for a response. See clause 6.11.2.
	This header is used to support indirect communication model. CAPIF does not support indirect communication model. There is no requirements in CAPIF that are dependednt on request and expected response times.

	3gpp-Sbi-Correlation-Info
	This header may be used to contain correlation information (e.g. UE identity), that may be used by an operator in various offline network management, performance analysis and troubleshooting tools/applications to identify messages (requests, responses, subscriptions, notifications) related to a particular subscriber. See clause 6.13.
	Contains correlation information (example, UE identifier) related to HTTP request/response. This can used for API Invoker identifier in the context.However, the API definitions capture API Invoker in the data model to indicate the API Invoker in the context of the API.


Conclusion

29.500 is for 5GC NF services and headers are customized to the information elements and service aspects of NF services. Most of the these custom headers are defined to enable indirect communication model via SCP. Northbound APIs are exposed to entities outside 3GPP. Most of the requirements related to custom headers are not applicable for CAPIF APIs and such requirements cannot be enforced on to entities outside 3GPP.
Based on above analysis and considering the applicability of the custom headers to 5GC network function APIs, the HTTP custom headers defined in 29.500 are not applicable to CAPIF APIs. In future, as CAPIF evolves, any applicable custom headers can be reused.
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