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	Reason for change:
	1- 
Current text in 4.2.6.3 is missing the specification of usage monitoring control for session rules.
In addition, it is unspecified whether a conditioned session rule can refer to a different UsageMonitoringData instance than other conditioned session rules or non-conditioned session rule. 
As per stage 2 requirements, usage monitoring for the PDU session is non-conditioned.

2- 

It is unspecified that when a UsageMonitoringData policy decision is removed, usage monitoring control is disabled for the active predefined PCC rules that referred to the deleted UsageMonitoringData policy decision.

3- 
It is unspecified the error to return when the provisioned session rules do not refer to the same UsageMonitoringData policy decision.

	
	

	Summary of change:
	1. Create clause 4.2.6.3.x to specify usage monitoring control for a session rule. Updae 4.2.6.3.2.1 to indicate that the referenced usage monitoring data is the same for all provisioned conditioned and non-conditioned session rules.
2. Update clause 4.2.6.5.3.2 to indicate that when a UsageMonitoringData policy decision is removed, usage monitoring control is disabled for the active predefined PCC rules that referred to the deleted UsageMonitoringData.
3. Update 5.6.3.17 table, to specify a new error to be returned if the referred usage monitoring data differ among the provisioned session rules. 
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
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Usage monitoring may be performed for all the traffic of a PDU session in the SMF or for all the traffic of a PDU session excluding the traffic of a service data flow or a group of service data flows.
The provisioning of usage monitoring control for the traffic of a PDU session shall be performed using the session rule provisioning procedure as defined in subclause 4.2.6.3.1. When the traffic of service data flow or a group of service data flows is excluded from the traffic of the PDU session, the UsageMonitoringData data structure referred within the "refUmData" attribute, and/or within the "refUmN3gData" attribute when the "ATSSS" feature is supported, shall include the "exUsagePccRuleIds" attribute as defined in subclause 4.2.6.5.3.1.
Usage monitoring for all the session rules (condition and non-conditioned) shall refer to the same UsageMonitoringData, i.e., the monitoring key that applies to all the traffic of a PDU session, or to all the traffic of a PDU session except certain service data flow(s), shall not change because of the activation of a conditioned session rule.
*** 2nd Change ***
4.2.6.3.2.1	General
Up to four conditioned session rules (i.e. authorized session AMBR and/or authorized default QoS) may be provisioned by the PCF. In order to provision a session rule with conditional data, the PCF shall provision a session rule as defined in subclause 4.2.6.3.1 and include within its "refCondData" attribute the corresponding ConditionData's "condId" attribute value. The PCF shall also ensure that the referenced ConditionData instance is included in the "conds" map within the SmPolicyDecision data structure following the procedures defined in subclause 4.2.6.1 and that the referenced usage monitoring data is the same for all the provisioned conditioned and non-conditioned session rule(s).
Within the ConditionData instance, the PCF may include the activation time within the "activationTime" attribute for the time conditioned authorized Session AMBR and/or authorized default QoS. If the "AccessTypeCondition" feature as defined in subclause 5.8 is supported, the PCF may also include the access type within the "accessType" attribute and RAT type within the "ratType" attribute if applicable for the access type conditioned authorized session AMBR.
NOTE 1:	The SMF retains remaining time conditioned session rules that have an execution time in the future.
NOTE 2:	Time condition and access type condition can both apply to authorize the session AMBR within a session rule.
If the SMF receives the conditioned session rule, when the condition indicated in the related attribute(s) within the Condition Data decision (e.g. at the time indicated in the "activationTime" attribute) is met, the SMF shall perform the conditional policy without interaction with the PCF. If the Condition Data decision includes more than one type of conditions and all the types of conditions are met, the SMF shall perform the conditional policy.
If time conditioned session rule(s) to change the non-conditioned session rule are received by the SMF and the earliest Activation Time is in the past, then the SMF shall immediately enforce the most recent time conditioned instance that is not in the future.
The PCF may modify a currently installed session rule, including setting, modifying or deleting its condition(s) as follows:
1)	When modifying a session rule by setting the condition(s), the PCF shall update the session rule by including the corresponding ConditionData's "condId" attribute value within the "refCondData" attribute and within the SmPolicyDecision data structure include the ConditionData instance within the "conds" attribute if not provisioned yet.
2)	When modifying a session rule by modifying the condition(s):
-	the PCF may update the session rule by replacing the existing ConditionData instance's "condId" attribute value within the "refCondData" attribute with a new one and within the SmPolicyDecision data structure include the new ConditionData instance within the "conds" attribute if not provisioned yet; or
-	the PCF may update the condition data decision which the session rule refers to by updating the corresponding ConditionData instance as defined in subclause 4.2.6.1. The PCF may update the value of the condition within the related attribute (e.g. the value of the existing deferred activation time within the "activationTime" attribute).
3)	When modifying a session rule by deleting the condition(s):
-	the PCF shall delete the reference to the ConditionData instance within the session rule by updating session rule with the "refCondData" attribute set to NULL; and
-	the PCF may delete the condition data decision which the session rule refers to as defined in subclause 4.2.6.1 if no other session rules are referring to the condition data decision.
To delete a conditioned session rule, the PCF shall perform the deletion of session rule as defined in subclause 4.2.6.3.1. The "ueTimeZone" attribute, if available, may be used by the PCF to derive the value for the "activationTime" attribute.
NOTE 3:	Conditioned session AMBR and default QoS change helps reducing the signalling load over N7. However, the session AMBR and default QoS change needs to be communicated to the UE. Consequently a simultaneous change of the session AMBR and default QoS for many UE(s) may introduce a signalling storm in the 5GC (e.g. over N1/N2/N4/N11). The PCF can avoid this simultaneous change of the session AMBR and default QoS (e.g. spread the time conditioned change over time for many UEs).
*** 3rd Change ***
4.2.6.5.3.2	Disabling Usage Monitoring
Once usage monitoring is enabled, the PCF may explicitly disable usage monitoring as a result of receiving an SM Policy association update from the SMF which is not related to reporting usage, other external triggers (e.g., receiving an AF request, subscriber profile update), or a PCF internal trigger. When the PCF disables usage monitoring, the SMF shall report the accumulated usage which has occurred while usage monitoring was enabled since the last report.
To disable usage monitoring for a monitoring key, the PCF shall provide with NULL value the corresponding attributes of the usage monitoring control instance, or shall remove the reference of the usage monitoring control instance from the all the dynamic PCC rule(s) or session rule referencing it, or shall remove the UsageMonitoringData policy decision referred from all the activated predefined PCC rule(s).
When the PCF disables usage monitoring in a Npcf_SMPolicyControl_UpdateNotify or Npcf_SMPolicyControl_Update service operation, the SMF shall send a new Npcf_SMPolicyControl_Update using the procedures specified in subclause 4.2.4.10 to report accumulated usage for the disabled usage monitoring key(s).
*** 4th Change ***
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Table 5.6.3.17-1: Enumeration SessionRuleFailureCode
	Enumeration value
	Description
	Applicability

	NF_MAL
	Indicates that the session rule could not be successfully installed) or enforced (for those already successfully installed) due to SMF/UPF malfunction.
	

	RES_LIM
	Indicates that the session rule could not be successfully installed or enforced (for those already successfully installed) due to a limitation of resources at the SMF/UPF.
	

	SESSION_RESOURCE_ALLOCATION_FAILURE
	Indicates the session rule could not be successfully enforced due to failure during the allocation of resources for the PDU session in the UE, RAN or AMF.
	

	UNSUCC_QOS_VAL
	Indicates that the QoS validation has failed.
	

	INCORRECT_UM
	The reference identifier to a Usage Monitoring Data is not provisioned, or if provisioned, it contains an invalid reference identifier.
	UMC

	UE_STA_SUSP
	Indicates that the UE is in suspend state. Only applicable to the interworking scenario as defined in Annex B.
	PolicyUpdateWhenUESuspends

	UNKNOWN_REF_ID
	Indicates that the session rule could not be successfully installed/modified because the reference identifier to a Policy Decision Data or to a Condition Data is unknown to the SMF.
	

	INCORRECT_COND_DATA
	Indicates that the session rule could not be successfully installed/modified because the referenced Condition data are incorrect (e.g. "activationTime" attribute value in a ConditionData instance indicates a time value that occurs after the "deactivationTime" attribute indicated time value.).
	

	REF_ID_COLLISION
	Indicates that the session rule could not be successfully installed/modified because the same Policy Decision is referenced by a PCC rule (e.g. the session rule and the PCC rule refer to the same Usage Monitoring decision data).
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*** End of Changes ***
