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Policy Decisions are provided from the PCF to the NF service consumer (SMF) as part of the following service operations:
-	the Npcf_SMPolicyControl_Create Service Operation described in subclause 4.2.2;
-	the SM Policy Association Notification request as part of the Npcf_SMPolicyControl_UpdateNotify Service Operation as described in subclause 4.2.3.2; and
-	the Npcf_SMPolicyControl_Update service operation as described in subclause 4.2.4
Policy decisions shall be encoded within the SmPolicyDecision data structure defined in subclause 5.6.2.4
Policy decisions may include:
-	Session Rule(s), as described in subclause 4.1.4.3, encoded within the "sessRules" attribute;
-	PCC Rule(s), as described in subclause 4.1.4.2, encoded within the "pccRules" attribute;
-	QoS decision(s), as described in subclause 4.1.4.4.3, that which can be referenced from PCC rule(s), encoded within the "qosDecs" attribute;
-	charging Charging decision(s), as described in subclause 4.1.4.4.4, that which can be referenced from PCC rule(s), encoded within the "chgDecs" attribute;
-	Traffic control decision(s), as described in subclause 4.1.4.4.2, that which can be referenced from PCC rule(s), encoded within the "traffContDecs" attribute;
-	Usage monitoring control decision(s), as described in subclause 4.1.4.4.5, that which can be referenced from PCC rule(s) and session rule(s), encoded within the "umDecs" attribute;
-	QoS monitoring decision, as described in subclause 4.1.4.4.6, that which can be referenced from PCC rule(s), encoded within the "refQosMon" attribute;
-	Condition(s) that can be referenced from PCC rule(s) and session rule(s), encoded within the "conds" attribute;
-	QoS characteristics for non-standard 5QIs and non-preconfigured 5QIs provided within "qosChars"the QoS decisions attribute;
-	A reflective QoS timer;
-	Policy control request triggers and applicable additional information, e.g., Revalidation Time, PRA information;
-	Last requested rule data;
-	Last requested usage data;
-	Default charging method of the PDU session;
-	Charging information;
-	P-CSCF Restoration Support Indication;
-	IP index information;
-	Presence Reporting Area information;
-	TSN bridge management information;
-	TSN port management information for the DS-TT port;
-	TSN port management information for the NW-TT port;
-	The request of the PDU session termination;
-	Usage of QoS flow.
For the Npcf_SMPolicyControl_Create Service Operation, the SmPolicyDecision data structure shall contain a full description of all of policyies decision(s) provided by the PCF for the policy association.
For the Npcf_SMPolicyControl_UpdateNotify service operation for the SM Policy Association Notification request and for the Npcf_SMPolicyControl_Update service operation, the SmPolicyDecision data structure shall contain a description of the changes of to the policyies decision(s) with respect to the last provided previous policy decision(s) for the corresponding policy association. The default charging method of the PDU session, the charging information, the Reflective QoS Timer, the P-CSCF Restoration Support Indication and the IP index information shall not been updated by the PCF.
If no other rules are is defined for specific data types within the SmPolicyDecision data structure, the encoding of changes of the policyies decision(s) in the SmPolicyDecision data structure shall follow the following principles:
1)	To modify an attribute with a value of type map (e.g. the "sessRules" attribute, the "pccRules" attribute, the "qosDecs" attribute, the "traffContDecs" attribute, the "umDecs" attribute, and the "conds" attribute, etc.), the this attribute shall be provided with a value containing a map with entries according to the following principles:
-	A new entry of the map shall be added by supplying a new identifier (e.g. rule / decision identifier) as the key and the corresponding structured data type instance (e.g. PCC rule) with the complete contents as the value as an entry within the map.
-	An existing entry of the map shall be modified by supplying the existing identifier as the key and the corresponding structured data type instance as the value, with the same existing identifier (e.g. set the "qosId" to the same existing QoS data decision identifier), which shall describe the modifications following bullets 1 to 6, as value as an entry within the map.
-	An existing entry of the map shall be deleted by supplying the existing identifier as the key and "NULL" as the value as an entry within the map.
-	For an unmodified entry of the map, no entry needs to be provided within the map.
2)	To modify an attribute with a structured data type instance as the value, the attribute shall be provided with a value containing a structured data type instance with entries according to bullets 1 to 6.
3)	To modify an attribute with another type than map or structured data type as the value, the attribute shall be provided with a complete representation of its value, that which shall replace the previous value.
[bookmark: _Hlk514929639]4)	To create an attribute of any type, the attribute shall be provided with a complete representation of its value.
5)	To delete an attribute of any type, the attribute shall be provided with "NULL" as the value.
NOTE 1:	Attributes that are allowed to be deleted need to be marked as "nullable" within the OpenAPI file in Annex A.
6)	Attributes that are not added, modified, or deleted do not need to be provided.
NOTE 2:	In the related data structures, no attribute can be marked as mandatory except the attribute for containing the identifier (e.g. rule / decision identifier).
The PCF shall not remove a provisioned policy decision data or condition data from the SMF when the associated reference(s) from the PCC rule(s) or session rule(s) are still valid. The PCF may keep a policy decision data or condition data valid when the PCF removes all the PCC rule(s) or session rule(s) referring to theat policy decision data or condition data.
If the installation/activation of one or more new PCC rule(s) or the installation of one or more session rule(s) (i.e. rules which were not previously successfully installed) fails, although the failed PCC rule(s) or session rule(s) is are removed, the policy decision data and/or condition data which is are referred by the failed PCC rule(s) or session rule(s) remains applicable in the SMF until the PCF removes itthem.
The error handling for the policy decisions and/or condition data which are not referred by any PCC rule and/or session rule stored at the SMF is defined in subclause 4.2.3.26 and 4.2.4.26.
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The PCF may perform an operation on a single PCC rule or a group of PCC rules. The impacted PCC rule(s) shall be included in the "pccRules" map attribute within the SMPolicyDecision data structure with the associated "pccRuleId" as a the key of the map. For activating the a pre-defined PCC rule, or installing or modifying a dynamic PCF-provisioned PCC rule, the corresponding PccRule data instance structure shall be provided as the map entry value. For deactivating or removing a PCC rule, the map entry value shall be set to "NULL".
NOTE 1:	When deactivating a predefined PCC rule that is activated in more than one QoS flow, the this predefined PCC rule is deactivated simultaneously in all the QoS flows where it was previously activated.
In order to activate a pre-defined PCC rule, the PCF shall within the PccRule instance include within the PccRule data structure the pre-defined PCC rule identifier within the "pccRuleId" attribute and the "refCondData" attribute, if applicable, i.e. the PccRule instance data structure is empty, except for the "pccRuleId" attribute and the "refCondData" attribute, if applicable. If the "refCondData" attribute is applicable, a "conds" attributes containing the corresponding Condition Data data structure referred by the this PCC rule shall be included in the SmPolicyDecision data structure, if it has not been previously provided.
In order to install a new dynamic PCF-provisioned PCC rule, the PCF shall further set other attributes within the PccRule data structure as follows:
-	it It may include the precedence of a PCC rule among the other PCC rules of the PDU session, within the "precedence" attribute. Within a PDU session, the PCF shall authorize different precedence values for the PCC rules whose packet filters contained within the "flowDescription" attribute or the "ethFlowDescription" attribute include the "packetFilterUsage" attribute set to "true";.
NOTE 2:	The SMF sets the precedence value of the a QoS rule to the precedence value of the PCC rule for which the QoS rule is generated. The UE considers as an error when two or more QoS rules associated with a PDU session have identical precedence values.
-	it It shall include either the flow information within the "flowInfos" attribute(s) or the application identifier within the "appId" attribute;.
-	it It shall include one reference to the QosData data structure within the "refQosData" attribute. In this case, a "qosDecs" attributes containing the corresponding QoS data policy decisions shall be included in the SmPolicyDecision data structure, if it has not been previously provided;.
-	it It may include one or more reference(s) to the QosData structure within the "refAltQosParams" attribute to refer to the Alternative QoS parameter set(s) of the service data flow. In this case, a "qosDecs" attributes containing the corresponding alternative QoS data policy decision(s) shall be included in the SmPolicyDecision data structure, if it has not been previously provided;.
-	it It shall include one reference to the TrafficControlData data structure within the "refTcData" attribute. In this case, a "traffContDecs" attribute containing the corresponding Traffic Control data policy decision shall be included in the SmPolicyDecision data structure, if it has not been previously provided;.
-	it It may include one reference to the ChargingData data structure within the "refChgData" attribute. In this case, a "chgDecs" attribute containing the corresponding Charging Data policy decisions shall be included in the SmPolicyDecision data structure, if it has not been previously provided;.
-	it It may include one reference to the UsageMonitoringData data structure within the "refUmData" attribute. In this case, a "umDecs" attribute containing the corresponding Usage Monitoring data policy decision shall be included in the SmPolicyDecision data structure, if it has not been previously provided; .
-	it It may include one reference to the QosMonitoringData data structure within the "refQosMon" attribute. In this case, a "qosMonDecs" attribute containing the corresponding QoS Monitoring data policy decision shall be included in the SmPolicyDecision data structure, if it has not been previously provided; and.
-	it It may include one reference to the ConditionData data type within the "refCondData" attribute. In this case, a "conds" attributes containing the corresponding Condition Data shall be included in the SmPolicyDecision data structure, if it has not been previously provided;.
In order to modify an existing dynamic PCF-provisioned PCC rule, the PCF shall further set other attributes within the PccRule data structure as follows:
-	If the PCF needs to modify the attribute(s) within a PCC rule, the PCF shall include the modified attributes(s) with their new value(s) within the associated PccRule data instance in the SmPolicyDecision data structure. Previously supplied attribute(s) not supplied in the modified PCC rule instance shall remain valid.
-	If the PCF only needs to modify the content of the referenced policy decision data (e.g. QosData, ChargingData, etc.) and/or condition data for one or more PCC rule(s), the PCF shall include, within the SmPolicyDecision data structure, include the corresponding policy decision data and/or condition data within the corresponding map attribute(s) (e.g. include the QoS data decision(s) within the "qosDecs" attribute).
-	In order to modify the content of the referenced condition data for one or more existing pre-defined PCC rule(s), the PCF shall include, within the SmPolicyDecision data structure, include the corresponding condition data within the "conds" attribute.
The PCF may combine multiple of the above PCC rule operations in a single message.
The SMF shall ensure that at least one PCC Rule bound to the default QoS flow is activated for the PDU Session. If the PCF doesid not provision any PCC rule, the SMF shall activate at least one pre-defined PCC rule which is not known by the PCF and bouind it to the default QoS flow.
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4.2.6.2.2	Gate functionFunction
The Gate Function represents is a user plane function that permits to control, i.e. enabling or disabling, the forwarding of data packets belonging to a service data flow. A gate is described by the PCF within a PCC rule, enforced by the SMF and ultimately applied by the UPF.
 If the a PCC rule contains the "flowInfos" attribute(s) applicable for uplink service data flow(s), it shall describe a gate for the corresponding uplink service data flow(s). If the a PCC rule contains the "flowInfos" attribute(s) applicable for downlink service data flow(s), it shall describe a gate for the corresponding downlink service data flow(s). If the PCC rule contains the an "appId" attribute, it shall describe a gate for the corresponding detected application traffic. In order to do so, Tthe "flowStatus" attribute within a the TrafficControlData data structure to which the PCC rule refers to shall describe if the possible uplink and/or possible downlink gate(s) is/are opened or closed.
The commands to open or close the a gate shall lead to the enabling or disabling of the passage for of the corresponding data packets. If the a gate is closed, all data packets of the related service data flow(s) shall beare dropped by the UPF. If the a gate is opened, the data packets of the related service data flow(s) are allowed to be forwarded by the UPF.
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4.2.6.2.3	Policy enforcement for authorized QoS per PCC Rule
The PCF can may provide the authorized QoS for a PCC rule to the SMF. The Provisioning of the authorized QoS per PCC Rule shall be performed using the PCC rule provisioning procedure as defined in subclause 4.2.6.2.1. For a PCF-provided PCC rule, the authorized QoS shall be encoded using a the QosData data structure. The PCF shall include for this purposethe a reference to the this QosData data structure within the "refQosData" attribute of the PCC rule and a "qosDecs" attribute containing this QoS data decision within the SmPolicyDecision data structure.
If the authorized QoS is provided for a PCC rule, the SMF shall derive the associated QoS profile towards the access network, if applicable, the associated QoS rule towards the UE, if applicable, and the associated QoS information with the PDR(s) towards the UPF.
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4.2.6.2.4	Redirect functionFunction
When the ADC feature is supported, the PCF may provide the redirect instructions for one or several dynamic PCC rule(s) to the SMF. The This Provisioning shall be performed using the policy provisioning procedure as defined in subclause 4.2.6.1.
The "traffContDecs" attribute within the SmPolicyDecision is used to provide traffic control decision(s). The redirect instructions shall be encoded using a the "redirectInfo" attribute within the corresponding TrafficControlData data structure,. That attributeand used to provides a RedirectInformation data structure with the following components:
-	The "redirectEnabled" attribute to indicates whether redirect is enabled or not. It shall be included and set to true when the redirect instruction is initially provisioned and may be included in subsequent updates of the RedirectInformation to enable or disable the redirect instruction.
-	The redirect address may be provided using the "redirectAddressType" and "redirectServerAddress" attributes or it may be preconfigured in the SMF/UPF. A redirect destination provided within the "redirectServerAddress" attribute for a dynamic PCC Rule shall override the redirect destination preconfigured in the SMF/UPF.
NOTE 1:	The SMF/UPF uses the preconfigured redirection address only if it can be applied to the application traffic being detected, e.g. the redirection destination address could be preconfigured on a per application identifier basis.
If redirect action(s) needs to be applied to a dynamic PCC rule, that this PCC rule shall reference a traffic control decision with such the relevant redirect instructions. If a dynamic PCC rule includes flow information for UE IPv4 address and IPv6 prefix address(es) related to the same application identifier and the ADCmultiRedirection feature is supported, the "addRedirectInfo" attribute including more than one RedirectInformation data structure may be provided simultaneously as to the redirect instruction.
If the "redirectInfo" attribute is provided for a dynamic PCC rule, the SMF shall instruct the UPF to perform the requested redirection as defined in 3GPP TS 29.244 [13].
If the "redirectServerAddress" attribute is not provided by in the dynamic PCC rule and the redirection address is not preconfigured in the SMF/UPF for this PCC rule, the SMF shall perform PCC Rule Error Report, as specified in subclauses 4.2.3.16 and 4.2.4.15, and shall set the "failureCode" attribute to "MISS_REDI_SER_ADDR".
NOTE 2:	When the redirect server address is not provided by the PCC rule, the SMF determines the "MISS_REDI_SER_ADDR" error, e.g. when the SMF determines the redirect destination is not pre-configured at both the SMF and the UPF.
To disable the redirect function for one or more already installed PCC Rule(s), the PCF shall:
-	update the PCC rule to modify the reference to Traffic Control Data decision to point to another new Traffic Control Data decision which that does not have the "redirectInfo" instructions; or
-	update the Traffic Control Data decision which that the PCC rule refers to with the "redirectEnabled" attribute set to false, if the PCF disables the redirect function for all the PCC rules which that refer to this Traffic Control Data decision.
For a predefined PCC rule, the redirect information shall be included in the rule definition at the SMF/UPF. Redirect information shall be activated for predefined PCC rules while those rules are active.
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4.2.6.2.6	Traffic Steering Control support
If the TSC feature is supported, the PCF may instruct the SMF to apply a traffic steering control for the purpose of steering the subscriber's traffic to an appropriate operator, or 3rd party service functions (e.g. NAT, antimalware, parental control, DdoS protection) in the N6-LAN or 5G-LAN type of services, or enabling the routing of the user traffic to a local Data Network identified by the a DNAI per AF request.
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4.2.6.2.6.1	Steering the traffic in the N6-LAN or steering the 5G-LAN type of services
This procedure is only applicable in non-roaming and home-routed scenarios.
For the purpose of steering the subscriber's traffic to an appropriate operator or 3rd party service functions in the N6-LAN or steering the 5G-LAN type of services, the PCF shall include within the PccRule data structure athe reference to a the relevant Traffic Control Data decision within the PccRule data instance and set other attribute as followsand:
-	either include within the PccRule data structure either the application to be detected identified by the "appId" attribute or the service data flow to be detected identified by the "flowInfos" attribute(s) within the PccRule data structure; and
-	include a "traffContDecs" attribute containing the corresponding Traffic Control Data decision within the SmPolicyDecision, if it has not been previously provided yet. In this case, the PCF shall include directly within this Traffic Control Data decision a traffic steering policy identifier for downlink identified bywithin the "trafficSteeringPolIdDl" attribute and/or a traffic steering policy identifier for uplink identified bywithin the "trafficSteeringPolIdUl" attribute directly within the Traffic Control Data decision.
The PCF may also provision the traffic steering control information by activating the pre-defined PCC rule(s) in the SMF.
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4.2.6.2.6.2	Steering the traffic to a local access of the data network
This procedure is only applicable in non-roaming and visited access (i.e. LBO) scenarios.
The PCF shall determine if the ongoing PDU Session is impacted by the routing of traffic to a local access to a data network as follows:
-	If the AF request includes the individual IP address/ prefix allocated to an UE or the UE MAC address, the PCF shall store the received traffic routing information and shall perform the session binding as defined in subclause 6.2 of 3GPP TS 29.513 [7] to determine the impacted PDU session.
-	Otherwise, the PCF fetches from the UDR, as defined in 3GPP TS 29.519 [15], the traffic routing data information applicable for a UE, any UE or an Internal Group Id, from the UDR as defined in 3GPP TS 29.519 [15] applicable for a UE, any UE or Internal Group Id if received in the SMF request.
Then the PCF authorizes the request for influencing SMF routing decisions. For the impacted PDU Session that corresponds to the AF request, the PCF shall take into account, if available, the local routing indication stored in the policy data subscription information in the UDR, as defined in 3GPP TS 29.519 [15], to determine whether it is allowed to generate PCC rules with traffic routing information. When allowed, the PCC rules are generated based on the AF request as follows:
-	When the request is for influencing SMF routing decisions, based on the traffic routing information, operator's policy, etc., and the PCF determines the traffic steering policy. The traffic steering policy indicates references, for each DNAI, a traffic steering policy identifier configured in the SMF and/or if the N6 routing information associated to the application is explicitly provided by the AF, the N6 routing information (as provided by the AF). The traffic steering policy identifier is derived by the PCF from the routing profile Id provided by the AF and is related to the mechanism enabling traffic steering to the DN, the PCF derives it from the routing profile Id provided by the AF. Then:
-	The PCF shall include within each PccRule data instance structure include the necessary information to identify the concerned traffic within either the "flowInfos" attribute or the "appId" attribute, and include within the TrafficControlData data type which that the PCC rule refers to include a list of locations which that the traffic shall be routed to in the "routeToLocs" attribute.
-	 Within each RouteToLocation instance, the PCF shall include a DNAI in the "dnai" attribute to indicate the location of the application towards which the traffic routing is applied, and a traffic steering policy identifier in the "routeProfId" attribute or the explicit routing information in the "routeInfo" attribute.
-	 If the AF provides both a routing profile Id traffic steering policy identifier and the N6 routing information for a DNAI, the PCF shall include two RouteToLocation instances with the same DNAI within the "dnai" attribute and include thea traffic steering policy identifier within the "routeProfId" attribute in one instance and include the explicit routing information within the "routeInfo" attribute in the other instance.
NOTE 1:	The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local access to the DN. The routing profile ID refers to a pre-agreed policy between the AF and the 5GC. This policy may refer to different steering policy identifier(s) sent to the SMF and e.g. based on time of the day, etc.
NOTE 2:	Per DNAI, a Traffic steering policy identifier and/or N6 traffic routing information can be provided. If the pre-configured traffic steering policy (that is referenced by the traffic steering policy identifier) contains information that is overlapping with the N6 traffic routing information, the N6 traffic routing information shall take precedence.
NOTE 3:	In this release of the specification, either a traffic steering policy identifier for UL or a traffic steering policy identifier for the DL can be defined per DNAI.
-	When the request is for subscribing the to UP path change events of the PDU session, the PCF shall include the information on AF subscription to UP path change events within the PCC rule(s) to request the notification from the SMF to create a subscription to such notifications for the AF. In order to do so, the PCF shall include within the each PccRule data instancestructure(s) include the necessary information to identify the concerned traffic either within either the "flowInfos" attribute or the "appId" attribute, and/or include within the Traffic Control Data data decision which that the PCC rule refers to include the information on AF subscription to the events within the "upPathChgEvent" attribute. Within the this "upPathChgEvent" attribute, the PCF shall include the "dnaiChgType" attribute to indicate the type of notification (i.e. early notification, late notification or both), the notification URI address within the "notificationUri" attribute, the notification correlation Id within the "notifCorreId" attribute, and if the URLLC feature is supported, may include an indication of AF acknowledgement to be expected within the "afAckInd" attribute. In order to enable the AF to identify the AF request to which the notification corresponds to when the AF receives the a UP path change notification from the SMF, as defined in subclause 4.2.2.2 of 3GPP TS 29.508 [12], the PCF shall set the values of the "notificationUri" attribute and "notifCorreId" attribute respectively as follows:
-	If the PCF fetches the traffic routing data information from the UDR, the PCF shall set the value of the "notificationUri" attribute to the value of the "upPathChgNotifUri" attribute of the TrafficInfluData data structure and set the value of the "notifCorreId" attribute to the value of the "upPathChgNotifiCorreId" attribute of the TrafficInfluData data structure as defined in 3GPP TS 29.519 [15].
-	If the PCF receives the traffic routing data information from the AF via N5 interface, the PCF shall set the values of the "notificationUri" attribute and the "notifCorreId" attribute according to the "upPathChgSub" attribute within the AfRoutingRequirement data structure as defined in 3GPP TS 29.514 [17].
-	If the AF request includes an indication indicating that application relocation is not possible, the PCF shall include within the PccRule data instance(s) include the necessary information to identify the traffic either within either the "flowInfos" attribute or the "appId" attribute and the "appReloc" attribute set to true. In this case, the SMF shall ensure that for the traffic related with an the concerned application, no DNAI change takes place once selected initially for this application;.
-	If the URLLC feature is supported and the AF request includes an indication indicating that the UE IP address preservation should be considered, the PCF shall include within the concerned PccRule data instance(s) include the "addrPreserInd" attribute set to true; .and
-	If the AF request includes an indication indicating that the PDU session should be correlated by via a common DNAI for a given traffic, the PCF shall include within the TrafficControlData data instance provisioned for one or more PCC rule(s), include the this indication of traffic correlation within the "traffCorreInd" attribute.
The PCF shall provide the PCC rule(s) as defined in subclause 4.2.6.2.1.
If the temporal validity condition is received, the PCF shall evaluate the temporal validity condition of the AF request and informs the SMF to install or remove the corresponding PCC rule(s) according to the evaluation result. When policies specific to the PDU Session and policies general to multiple PDU Sessions exist, the PCF gives precedence to the PDU Session specific policies over the general policies.
If the spatial validity condition is received, the PCF considers the latest known UE location to determine the PCC rules provided to the SMF. In order to do that, the PCF shall request the SMF to report the notifications about change of UE location in an area of interest (i.e. Presence Reporting Area) as defined in subclauses 4.2.2.13 or 4.2.3.19. The subscribed area of interest may be the same as the one provided in spatial validity condition, or may be a subset of the spatial validity condition (e.g. a list of TAs) based on the latest known UE location. When the SMF detects that the UE entered the area of interest subscribed by the PCF, the SMF notifies the PCF and the PCF provides to the SMF the PCC rule(s) described above. When the SMF becomes aware that the UE left the area subscribed by the PCF, the SMF notifies the PCF and the PCF may remove or provide updated PCC rule(s) to the SMF.
When the PCC rules are installed, the SMF may, based on local policies, take the information in the PCC rule(s) into account to:
-	if the PDU Session is of IP type and if the "addrPreserInd" attribute set to true is included and set to true in the PCC rule(s), the SMF should preserve the UE IP address and, if necessary, not reselect the related PSA UPF for the traffic identified in the PCC rule once the PSA UPF is selected; otherwise, the SMF (re)selects UPF(s) as it might be required for PDU Sessions.
-	activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL).
-	inform the AF of the (re)selection of the UP path (change of DNAI).
-	if the indication of traffic correlation is included within the "traffCorreInd" attribute in the TrafficControlData data type referenced by a set of PCC rules, based on SMF implementation and local configuration, the SMF should select a common DNAI from the list of DNAI included in the "routeToLocs" attribute for the identified traffic of the PDU session.
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4.2.6.2.7	Conditioned PCC rule
The PCF may control at what time the status of a PCC rule changes. In order to provision a PCC rule with conditional data, the PCF shall provision a PCC rule as defined in subclause 4.2.6.2.1 and include within its "refCondData" attribute the corresponding ConditionData's value of the "condId" attribute value of the targeted ConditionData instance. The PCF shall also ensure that the this referenced ConditionData instance is included in the "conds" map attribute within the SmPolicyDecision data structure, following the procedures defined in subclause 4.2.6.1.
Within the ConditionData instance, the PCF shall include the activation time within the "activationTime" attribute and/or the deactivation time within the "deactivationTime" attribute.
When the SMF receives the a conditioned PCC rule, the SMF shall act as follows:
1)	If only the "activationTime" attribute is specified onlyprovided by the PCF and the time specified in "activationTime" attributeit is in the future, then the SMF shall set the PCC rule to inactive state and only make change it to active state at that the specified time. If this time specified in the "activationTime" attribute is rather in the past, then the SMF shall immediately set the PCC rule to active state.
2)	If only the "deactivationTime" attribute is specified onlyprovided by the PCF and the time specified in "deactivationTime" attributeit is in the future, then the SMF shall set the PCC rule to active state and make only change it to inactive state at that the specified time. If the this time specified in the "deactivationTime" is rather in the past, then the SMF shall immediately set the PCC rule to inactive state.
3)	If both the "activationTime" attribute and the "deactivationTime" attribute are specifiedprovided by the PCF, and the date/time value specified in the "activationTime" occurs beforepredates the time one specified in the "deactivationTime" attribute, and also when the PCC rule is provided before or at the date/time value specified in the "deactivationTime", the SMF shall handle the PCC rule first as defined in 1) and then as defined in 2).
4)	If both the "activationTime" attribute and the "deactivationTime" attribute are specifiedprovided by the PCF, and the date/time specified in the "deactivationTime" attribute occurs beforepredates the onetime specified in the "activationTime", and also when the PCC rule is provided before or at the date/time specified in the "activationTime" attribute, the SMF shall handle the PCC rule first as defined in 2) and then as defined in 1).
5)	If both the "activationTime" attribute and the "deactivationTime" attribute are specified provided by the PCF and but time has already occurred for bothare both in the past, and the date/time specified in the "activationTime" occurs beforepredates the onetime specified in the "deactivationTime" attribute, then the SMF shall immediately set the PCC rule to inactive state.
6)	If both the "activationTime" attribute and the "deactivationTime" attribute are specified provided by the PCF but time has passed for bothand are both in the past, and the date/time specified in the "deactivationTime" attribute occurs beforepredates the one specified in the "activationTime" attribute, then the SMF shall immediately set the PCC rule to active state.
The PCF may modify a currently installed/activated PCC rule, including setting, modifying or deleting its deferred activation and/or deactivation time as follows:
1)	When modifying a PCC rule by newly setting the deferred activation time and/or deactivation time, the PCF shall update the PCC rule by including the corresponding ConditionData instance's "condId" attribute value within the "refCondData" attribute and including within the SmPolicyDecision data structure include thise ConditionData instance within the "conds" map attribute, if not previously provisioned yet.
2)	When modifying a PCC rule by modifying the already provisioned deferred activation time and/or deactivation time:
-	the PCF may update the PCC rule by replacing the existing ConditionData instance's "condId" attribute value within the "refCondData" attribute with a new another one pointing to another ConditionData instance and including within the SmPolicyDecision data structure include thise new ConditionData instance within the "conds" attribute, if not previously provisioned yet; or
-	the PCF may update the condition data decision to which the PCC rule refers to by updating the corresponding ConditionData instance in the SmPolicyDecision data structure, as defined in subclause 4.2.6.1. The PCF may add an activation time and/or an deactivation time, update the values of the existing activation time and/or the existing deactivation time, or delete either the existing activation time or the existing deactivation time.
3)	When modifying a PCC rule by deleting the previously provisioned deferred activation time and/or deactivation time:
-	the PCF shall delete the reference to the corresponding ConditionData instance within the PCC rule by updating PCC rule with the "refCondData" attribute of the PCC rule to set to "NULL" value; and
-	the PCF may also delete the this condition data decision to which the PCC rule refers to as defined in subclause 4.2.6.1 (i.e. delete the corresponding ConditionData instance within the SmPolicyDecision data structure), if no other PCC rules are is referring to the this condition data decision.
To delete a conditioned PCC rule, the PCF shall perform the deletion of PCC rule asrun the procedures defined in subclause 4.2.6.2.1.
The UE timezone information, if available, may be used by the PCF to derive construct the values of the "activationTime" attribute and/or the "deactivationTime" attribute.
The PCC rule(s) including the a reference to the a Condition Data decision which includes the an "activationTime" attribute and/or a "deactivationTime" attribute shall be bound to a QoS flow associated with a default QoS rule that allows all UL packets. If such PCC rule(s) is are not bound to a QoS flow associated with a default QoS rule, the SMF shall report the a failure to the PCF by including the "ruleReports" attribute with the "failureCode" attribute set to the value "NO_QOS_FLOW_BOUND" for the affected PCC rule(s). Changes of the QoS profile or QoS rule which will initiate the signalling towards the access network and/or UE in such PCC rule(s) shall also not be applied.
NOTE:	This limitation prevents dependencies on the signalling of changed traffic mapping information towards the UE.
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4.2.6.2.10	PCC rule bound to the default QoS flow
The PCF may indicate to the SMF that a PCC rule shall be bound to the default QoS flow and shall remain on the default QoS flow. The SMF shall then, for the indicated PCC rule, bind it to the default QoS flow until the this PCC rule is removed or until the PCF modifies the this PCC rule to set the "defQosFlowIndication" attribute to false. For this second case, Tthe SMF this second case shall evaluate the full QoS information within the QosData data structure to which the PCC rule refers and follow normal policy enforcement procedures for authorized QoS per service data flow as described in subclause 4.2.8.2.
NOTE:	5QI, ARP, QNC (if available), Priority Level (if available), Averaging Window (if available) and Maximum Data Burst Volume (if available) within the QoS Data decision referred by the PCC rule are only used by the SMF for QoS flow binding purposes when the "defQosFlowIndication" attribute is not included in the QoS Data decision or it is included and set to false.
The PCF shall provide the "defQosFlowIndication" attribute set to true in order to indicate that the related PCC rule shall be bound to the default QoS flow.
If the "defQosFlowIndication" attribute is provided and set to true within the QosData data structure to which the PCC rule refers to is received in the SMF, the SMF shall bind the related PCC rule to the default QoS flow. This binding remains valid until the related PCC rule is removed or if the PCF indicates to the SMF that the binding to the default QoS flow for this PCC rule no longer applies.

The SMF shall ignore the values of the other values attributes, including 5QI, ARP, QNC (if available), Priority Level (if available), Averaging Window (if available) and Maximum Data Burst Volume (if available), provided within the QosData data structure if the "defQosFlowIndication" attribute is provided by the PCF and set to true. If the PCF has previously indicated to the SMF that a PCC rule shall be bound to the default QoS flow, to and desires to indicate that the this binding to the default QoS flow no longer applies, the PCF shall update thise PCC rule by including the "defQosFlowIndication" attribute set to false. The SMF shall in this case shall evaluate the full QoS information within the QosData data structure to which the PCC rule refers to and follow normal policy enforcement procedures for authorized QoS per service data flow as described in subclause 4.2.6.2.3.
If the PCF has not previously indicated to the SMF that a PCC rule shall be bound to the default QoS flow (i.e. it may be bound to another QoS flow), in order to indicate that the binding to the default QoS flow shall now appliesapply for this PCC rule, the PCF shall update the the PCC rule by including (or updating) the "defQosFlowIndication" attribute and set it to true. The SMF shall in this case shall follow the procedures described in this subclause.
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4.2.6.2.11	PCC rule for Application Detection and Control
If the ADC feature is supported and the user subscription indicates that the application detection and control is required, the PCF may instruct the SMF to detect application (s) by installing or activating a PCC rule(s). 
The An application to be detected is identified by an application identifier, which shall be provided within the "appId" attribute for dynamic PCC rules or pre-provisioned for the predefined PCC rules. If the PCF requires to be reportednotified about when the application start/stop is detected, it shall also provide the APP_STA and APP_STO policy control request triggers to the SMF as defined in subclause 4.2.6.4. For dynamic PCC rules, the PCF may also mute such a notifications about for a specific detected application by including a "traffContDecs" attribute to contain a Traffic Control Data decision which includes contains the "muteNotif" attribute set to true and including a "refTcData" attribute referring to the this Traffic Control Data decision within the concerned PCC rule.
If the application identifier provided in the "appId" attribute is invalid, unknown or not applicable, the SMF shall perform return a PCC Rule Error Report, as specified in subclauses 4.2.3.16 and 4.2.4.15, and shall set the "failureCode" attribute to "APP_ID_ERR".
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4.2.6.5.2	RAN NAS Cause Support
When the RAN-NAS-Cause feature is supported, the PCF may request the SMF to inform it of the result of the PCC rule(s) removal, when the PCF removes the PCC rule(s). In order to do so, the PCF shall additionally include the "policyCtrlReqTriggers" attribute with containing the "RES_RELEASE" value, if the this policy control request trigger is was not previously set, and the "lastReqRuleData" attribute. For Within the RequestedRuleData instance, the PCF shall include the "RES_RELEASE" value within the "reqData" attribute and reference of the removed PCC rule within the "refPccRuleIds" attribute.
NOTE:	This is done to allow the PCF to notify the AF when there is an abnormal termination of the QoS flow. The PCF does not have to retry the removal of these PCC Rules.
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4.2.6.5.5	Request for the successful resource allocation notification
The PCF may request the SMF to confirm that the resources associated to a PCC rule are successfully allocated. To do so, the PCF shall provide within the "policyCtrlReqTriggers" attribute of the SmPolicyDecision data structure provide the "policyCtrlReqTriggers" attribute with the value "SUCC_RES_ALLO ", if thise policy control request trigger is was not previously set, and provide the "lastReqRuleData" attribute as well. For the associated RequestedRuleData instance, the PCF shall include the value "SUCC_RES_ALLO" within the "reqData" attribute and the reference of to the PCC rule within the "refPccRuleIds" attribute.
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4.2.6.5.6	Provisioning of Presence Reporting Area Information
When the PRA feature is supported, the PCF may determine during the lifetime of the IP-CANPDU session whether reports for on the change of UE presence in Presence Reporting Area(s) are desired for thise PDU session based on the subscriber's profile configuration. If the such reporting is desired for the a PDU session, the PCF shall provide the "praInfos" attribute within the SmPolicyDecision data structure. Within each associated PresenceInfoRm data structure, the PCF shall include the Presence Reporting Area Identifier within the "praId" attribute, and, for a UE-dedicated Presence Reporting Area, the list of elements composing the presence reporting area within the "trackingAreaList" attribute, the "ecgiList" attribute, the "ncgiList" attribute, and/or the "globalRanNodeIdList" attribute. The PCF shall also activate the reporting of the changes of UE presence in the provided Presence Reporting Area(s) by provisioning the "PRA_CH" policy control request trigger to the SMF, within the "policyCtrlReqTriggers" attribute.
NOTE 1:	If this feature is not supported, the PCF can instead activate location change reporting that enables to receive reports of the actual location of the UE. Due to the potential increase in signalling load, careful consideration of the network load is necessary for such reporting, e.g. by limiting the number of subscribers' subject to such reporting.
If the PCF is configured with a Presence Reporting Area identifier referring to a list of Presence Reporting Area Identifier(s) within a Set of Core Network predefined Presence Reporting Areas as defined in 3GPP TS 23.501 [2], the PCF shall include only the identifier of the Presence Reporting Area set Set within the "praId" attribute.
NOTE 2:	The Presence Reporting Area Identifier can correspond to a list of Presence Reporting Area Identifier(s) within a set Set of Core Network predefined Presence Reporting Areas (PRA set identifier) as defined in 3GPP TS 23.501 [2].
The PCF may modify the list of PRA Identifier(s) by providing the new Presence Reporting Area(s) or by removing existing Presence Reporting Area(s), or  modify the list(s) of Presence Reporting Area element(s) by providing the updated Presence Reporting Area(s). In order to do that, the PCF shall follow the general procedure as defined in subclause 4.2.6.1 and supply the Presence Reporting Area identifier(s) as the key(s) of the "praInfos" map attribute.
The PCF may remove the associated policy control request trigger (i.e. "PRA_CH")of change of UE presence in Presence Reporting Area as defined in subclause 4.2.6.4, if previously activated.
If the "PRA_CH" policy control request trigger is provisioned, when the PCF provides a list of presence reporting areas as described above, the PCF shall ensure that the maximum number of provisioned Presence Reporting Area Identifiers is not exceeded. The maximum number of PRAs may be configured in the PCF. The PCF may have independent configuration of the maximum number for Core Network pre-configured PRAs and UE-dedicated PRAs.
NOTE 3:	For all the Presence Reporting Area(s) provided by the PCF, the SMF can store the Presence Reporting Area Identifier(s) together with an indication that states that it relates to PCF requested PRA status changes.
NOTE 4:	This information is needed so that if both the PCF and the CHF request the reportings of PRA status changes, the SMF is able to differentiate whether the reported PRA changes are relevant to the PCF or the CHF.
The SMF shall invoke the Namf_EventExposure service in the AMF to handle the subscription to the presence state of a UE in an area of interest as specified in 3GPP TS 29.518 [36].
The PCF may be notified during the lifetime of an PDU session that the targeted UE is located in an access network where local configuration indicates that the reporting changes of UE presence in Presence Reporting Area(s) is not supported. The PCF may then remove the associated policy control request trigger of the change of UE presence in Presence Reporting Area, if previously activated. In this case, the PCF shall also remove the provisioned presence Presence reporting Reporting areaArea(s) by including the "praInfos" attribute set to NULL within the SmPolicyDecision data structure.
The SMF shall remove the Namf_EventExposure service subscription with the AMF for the reporting of Changes of UE presence in Presence Reporting Area(s), when the PCF and CHF remove the associated request triggers of change of UE presence in Presence Reporting Area.
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The PCF may provision a dynamically assigned 5QI value (from the non-standardized and non-preconfigured value range) and the associated 5G QoS characteristics to the SMF. In order to do so, the PCF shall include within the SmPolicyDecision data structure include the "qosChars" attribute to contain one or more authorized signalled QosCharacteristics instance(s). For each QosCharacteristics instance, the PCF shall include the assigned 5QI value within the "5qi" attribute, the resource type value within the "resourceType" attribute, the 5QI Priority Level value within the "priorityLevel" attribute, the Packet Delay Budget value within the "packetDelayBudget" attribute, the Packet Error Rate value within the "packetErrorRate" attribute, the Averaging Window value within the "averagingWindow" attribute, if applicable, and the Maximum Data Burst Volume value within the "maxDataBurstVol" attribute or the "extMaxDataBurstVol" attribute (if supported, see subclause 4.2.2.1), if applicable. If the PCF has provisioned an authorized signalled QosCharacteristics instance to the SMF, the PCF shall not update nor remove it during the lifetime of the policy association.
Upon receiving the authorized explicitly signalled QoS characteristics, the SMF shall derive the QoS profile towards for the access network and provide it to the access network by invoking the corresponding procedure.
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