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· Clause 4.2.2.2: (i.e. PCF) replaced with (e.g. PCF)
· Clause 5.6.2.2: NF service consumer in description of notified
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*** 1st Change ***

[bookmark: _Toc20408059][bookmark: _Toc39068097][bookmark: _Toc43273290][bookmark: _Toc45134828][bookmark: _Toc49939164][bookmark: _Toc51764188][bookmark: _Toc56604399][bookmark: _Toc59020241]4.1.1	Overview
The Nchf_SpendingLimitControl service, as defined in 3GPP TS23.502 [3] and 3GPP TS23.503 [6], is provided by the Charging Function (CHF).
The Nchf_SpendingLimitControl service enables the NF service consumer (e.g.i.e. PCF) to retrieve policy counter status information and spending limit reporting per UE from the CHF.
If the spending limit reporting is no more requiredrequired, the Nchf_SpendingLimitControl service enables the NF service consumer to unsubscribe from the reporting.
Nchf_SpendingLimitControl Service applies to the cases where the PCF interacts with the CHF in the non-roaming scenario, and the H-PCF interacts with the H-CHF in the home-routed scenario.

*** Next Change ***


[bookmark: _Toc20408060][bookmark: _Toc39068098][bookmark: _Toc43273291][bookmark: _Toc45134829][bookmark: _Toc49939165][bookmark: _Toc51764189][bookmark: _Toc56604400][bookmark: _Toc59020242]4.1.2	Service Architecture
The Nchf_SpendingLimitControl service is provided by the CHF and consumed by the NF service consumer (e.g. PCF), as shown in figure 4.1.2-1 for the SBI representation model and in figure 4.1.2-2 for the reference point representation model.


Figure 4.1.2-1: Nchf_SpendingLimitControl service architecture, SBI representation


Figure 4.1.2-2: Nchf_SpendingLimitControl service architecture, reference point representation


*** Next Change ***

[bookmark: _Toc20408065][bookmark: _Toc39068103][bookmark: _Toc43273296][bookmark: _Toc45134834][bookmark: _Toc49939170][bookmark: _Toc51764194][bookmark: _Toc56604405][bookmark: _Toc59020247]4.2.1	Introduction
The service operations defined for the Nchf_SpendingLimitControl service are shown in table 4.2.1-1.
Table 4.2.1-1: Nchf_SpendingLimitControl Service Operations
	Service operation name
	Description
	Initiated by

	Nchf_SpendingLimitControl_Subscribe
	This service operation is used by an NF service consumers to subscribe to notification of changes in the status of the policy counters available and retrieval of the status of the policy counters for which subscription is accepted.
	NF service consumer (e.g. PCF)

	Nchf_SpendingLimitControl_Unsubscribe
	This service operation is used by an NF service consumers to unsubscribe from notification of changes in the status of all policy counters.
	NF service consumer (e.g. PCF)

	Nchf_SpendingLimitControl_Notify
	This service operation is used by the CHF to notify the NF service consumers about the change of the status of the subscribed policy counters. Alternatively, it can be used by the CHF to notify that the status for one or multiple subscribed policy counter will change in the future, indicating the time when this change shall be applied. Alternatively, it is also used to notify the NF service consumer of the removal of a subscriber from the CHF system for the purpose that the NF service consumer can terminate the subscriptions of all policy counters of the subscriber.
	CHF





*** Next Change ***

[bookmark: _Toc20408068][bookmark: _Toc39068106][bookmark: _Toc43273299][bookmark: _Toc45134837][bookmark: _Toc49939173][bookmark: _Toc51764197][bookmark: _Toc56604408][bookmark: _Toc59020250]4.2.2.2	Initial spending limit retrieval
Figure 4.2.2.2-1 shows the scenario where the NF service consumer sends a request to the CHF to retrieve the status of policy counters available at the CHF and to subscribe to spending limit reporting (see also 3GPP TS 23.502 [3], figure 4.16.8.2.1).


Figure 4.2.2.2-1: NF service consumer subscribes to retrieve policy counter status and spending limit reporting
The NF service consumer shall send an HTTP POST request to the resource "{apiRoot}/nchf-spendinglimitcontrol/v1/subscriptions" representing the "Spending Limit Retrieval Subscriptions", as shown in figure 4.2.2.2-1, step 1, to create a subscription for retrieval of the policy counter status and spending limit reporting.
The "SpendingLimitContext" data structure provided in the request body shall include:
-	the Subscription Permanent Identifier (SUPI) encoded in the "supi" attribute;
-	the notification correlation target address encoded in the "notifUri" attribute; and
-	If the feature "NotificationCorrelation" is supported, a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications encoded in the "notifId" attribute, if the "notifUri" does not encode within the provided URI the notification correlation Id. 
NOTE:	NF service consumer (e.g.i.e. PCF) ensures the combination of notifUri and notifId is unique per subscription in the whole network, including multiple network slices scenario.
The "SpendingLimitContext" data structure provided in the request body may include:
-	the General Public Subscription Identifier (GPSI) encoded in the "gpsi" attribute;
-	Event Filter information "list of policy counter identifier(s)" encoded in the "policyCounterIds" attribute. The "policyCounterIds" attribute shall contain the list of policy counter identifiers to be subscribed to. If the "policyCounterIds" attribute is omitted, the subscription is to all available policy counters; and
-	when the feature "SubscriptionExpirationTimeControl" is supported by the NF service consumer, the NF service consumer may include an expiry time encoded in the "expiry" attribute, representing the time up to which the subscription is desired to be kept active. When the "expiry" attribute is omitted in the request, it represents the NF service consumer does not have any time constraint in the duration of the subscription.
If the CHF cannot successfully fulfil the received HTTP POST request due to an internal CHF error or due to the error in the HTTP POST request, the CHF shall send the HTTP error response as specified in subclause 5.7. 
If the subscriber specified in the request is unknown to the CHF, the CHF shall indicate in an HTTP "400 Bad Request" response the cause for the rejection with the "cause" attribute set to "USER_UNKNOWN". 
If the CHF has no available policy counters specified for the subscriber, the CHF shall indicate in an HTTP "400 Bad Request" response the cause for the rejection with the "cause" attribute set to "NO_AVAILABLE_POLICY_COUNTERS ". 
If one or more policy counters specified in the request in the "policyCounterIds" attribute are unknown to the CHF, and the CHF is configured to reject request, the CHF shall indicate in an HTTP "400 Bad Request" response the cause for the rejection with the "cause" attribute set to "UNKNOWN_POLICY_COUNTERS" and the unknown policy counter identifiers within the "invalidParams" attribute.
Otherwise, upon the reception of an HTTP POST request the CHF shall:
-	create a new subscription resource, which contains the list the policy counters included in the "policyCounterId" attribute, or if the "policyCounterId" attribute is omitted, all the policy counters of the subscriber;
-	assign a subscriptionId; and
-	store the subscription resource.
After the CHF created an "Individual Spending Limit Retrieval Subscription" resource, the CHF shall respond with "201 Created" response with a Location header field containing the URI of the created subscription resource and the message body containing a representation of the created subscription, as shown in figure 4.2.2.2-1, step 2.
The SpendingLimitStatus data structure provided in the response body shall include the status of the requested subscribed policy counters in the "statusInfos" map, where every PolicyCounterInfo entry shall contain:
-	the policy counter identifier in the "policyCounterId" attribute; and
-	the policy counter status in the "currentStatus" attribute.
When a requested policy counter identifier is known by the CHF, but it is not applicable to the subscriber (e.g. not provisioned), the CHF may include it in the "statusInfos" map, and set the "currentStatus" attribute to an operator configured policy counter status to indicate this to the NF service consumer.
When one or more policy counters specified in the request in the "policyCounterIds" attribute are unknown to the CHF, and the CHF is configured to accept the request, the CHF may include the unknown policy counters in the "statusInfos" map, and set the "currentStatus" attribute to an operator configured policy counter status to indicate this to the NF service consumer.
A PolicyCounterInfo data structure may include the list of the pending policy counter statuses and their activation times within the attribute "penPolCounterStatuses".

When the feature "SubscriptionExpirationTimeControl" is supported, the CHF may include the "expiry" attribute, representing the time up to which the subscription shall be kept active. If an expiry time was included in the subscription request, then the expiry time shall be returned in the response, and the value shall be less than or equal to the requested value. When the "expiry" attribute is omitted in the request and in the response, it represents neither the CHF or the NF service consumer have time constrains in the duration of the subscription and shall be kept active till the explicit subscription termination as described in subclause 4.2.3.2 and subclause 4.2.4.3.
NOTE 1:	If the NF Service Consumer does not include a expiry time in the request, the CHF can include a expiry time in the response that represents the time after which the subscription becomes invalid.
NOTE 2:	Once the subscription expires, if the NF service consumer wants to keep receiving notifications, it needs to create a new subscription in the CHF, as specified in this subclause.


*** Next Change ***

[bookmark: _Toc20408117][bookmark: _Toc39068155][bookmark: _Toc43273348][bookmark: _Toc45134886][bookmark: _Toc49939222][bookmark: _Toc51764246][bookmark: _Toc56604457][bookmark: _Toc59020299]5.6.2.2	Type SpendingLimitContext
Table 5.6.2.2-1: Definition of type SpendingLimitContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	The Subscription Permanent Identifier (Supi) shall be present within the initial spending limit retrieval procedure (creation of a new individual subscription) and intermediate spending limit retrieval procedure (modification of an existing subscription).
	

	gpsi
	Gpsi
	O
	0..1
	The Generic Public Subscription Identifier (Gpsi) shall contain either an External Id or an MSISDN. It may be present within the initial spending limit retrieval procedure (creation of a new individual subscription) and intermediate spending limit retrieval procedure (modification of an existing subscription).
	

	policyCounterIds
	array(PolicyCounterId)
	O
	1..N
	This is a list of policy counter identifier(s), which identifies policy counters maintained per subscriber within the CHF.
	

	notifUri
	Uri
	C
	0..1
	This attribute identifies the recipient of spending limit notifications sent to the NF service consumer by the CHF. The notifUri shall be present within the initial spending limit retrieval procedure (creation of a new individual subscription and within the intermediate spending limit retrieval procedure (modification of an existing subscription).
	

	notifId
	string
	C
	0..1
	Notification Correlation ID assigned by the NF service consumer. It shall be included if the NotificationCorrelation feature is supported, the notifUri does not encode the notification correlation Id, and the NF service consumersPCF(s) requires multiple subscriptions for the same SUPI, e.g. UE accesses multiple network slices.
	NotificationCorrelation

	expiry
	DateTime
	O
	0..1
	The expiry time may be included in a subscription request. When present, this IE shall represent the longest duration time after which the subscription shall become invalid.
	SubscriptionExpirationTimeControl

	supportedFeatures
	SupportedFeatures
	C
	0..1
	The list of supported features as described in subclause 5.8  shall be supplied by the NF service consumer in the POST request that request the creation of a spending limit report resource and intermediate spending limit retrieval procedure (modification of an existing subscription). 
	





*** Next Change ***


[bookmark: _Toc20408131][bookmark: _Toc39068169][bookmark: _Toc43273362][bookmark: _Toc45134900][bookmark: _Toc49939236][bookmark: _Toc51764260][bookmark: _Toc56604471][bookmark: _Toc59020313]5.9	Security
As indicated in 3GPP TS 33.501 [14] and 3GPP TS 29.500 [4], the access to the Nchf_SpendingLimitControl API, based on local configuration, may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [15]), using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [16]) plays the role of the authorization server.
If OAuth2 is used, an NF Sservice Cconsumer, prior to consuming services offered by the Nchf_SpendingLimitControl API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [16], subclause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Sservice Cconsumer used for discovering the Nchf_SpendingLimitControl service.
[bookmark: _Hlk530142087]The Nchf_SpendingLimitControl API defines a single scope "nchf-spendinglimitcontrol" for OAuth2 authorization (as specified in 3GPP TS 33.501 [14]) for the entire API, and it does not define any additional scopes at resource or operation level.


[bookmark: _Hlk64369429]*** Next Change ***

[bookmark: _Toc49939248][bookmark: _Toc51764272][bookmark: _Toc56604483][bookmark: _Toc59020325]B.3.2	Nchf_SpendingLimitControl_Subscribe Service Operation
Subclause 4.2.2.2 and subclause 4.2.2.3 are applied with the differences that the NF service consumers (e.g. PCF) shall include (if available) in SpendingLimitContext data structure:
-	the IMSI of the user within the "supi" attribute;
-	the MSISDN of the user within the "gpsi" attribute;


*** End of Changes ***
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