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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28005445][bookmark: _Toc36038117][bookmark: _Toc45133314][bookmark: _Toc51762142][bookmark: _Toc59016547]5.2.2.2.1	Interactions between SMF, PCF and CHF
This procedure is performed when the PCF decides to modify policy decisions for a PDU session.


Figure 5.2.2.2.1-1: Interactions between SMF, PCF and CHF for PCF-initiated SM Policy Association Modification procedure
1.	The PCF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for a PDU Session. Possible external trigger events are described in subclause 5.2.2.2.2. In addition, this procedure is triggered by the following cases:
-	The UDR notifies the PCF about a policy subscription change (e.g. change in MPS EPS Priority, MPS Priority Level, MCS Priority Level and/or IMS Signalling Priority, or change in user profile configuration indicating whether supporting application detection and control).
-	The UDR notifies the PCF about application data change (e.g. change in AF influence data or IPTV configuration data).
-	The CHF provides a Spending Limit Report to the PCF as described in subclause 5.3.5.
2.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in subclause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in subclause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in subclause 5.3.4.
3.	The PCF makes a policy decision. The PCF can determine that updated or new policy information need to be sent to the SMF.
4.	The PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{notificationUri}/update" as the resource URI to the SMF that has previously subscribed. The request operation provides the PDU session ID and the updated policies, as described in subclause 4.2.3 of 3GPP TS 29.512 [9].
If the feature "TimeSensitiveNetworking" is supported and the PCF receives the TSCAI input information and QoS related data or a BMIC and/or one or more PMIC(s) from the AF, the PCF provisions them to the SMF. 
5.	The SMF sends an HTTP "200 OK" to the PCF.


*** 2nd Change ***
[bookmark: _Toc28005463][bookmark: _Toc36038135][bookmark: _Toc45133332][bookmark: _Toc51762160][bookmark: _Toc59016565]5.4.2	Network data analytics Subscribe/Unsubscribe
[bookmark: _Hlk19524552]This procedure is used by the PCF to subscribe to/unsubscribe from analytics information (e.g. load level information of network slice instance(s), network performance) from NWDAF. Periodic notification and notification upon threshold exceeded can be subscribed. The PCF may make policy decisions based on the received analytics info.


Figure 5.4.2-1: Network data analytics Subscribe procedure
1.	The PCF makes policy decisions that depend on load level information.
2.	In order to subscribe to analytics information from NWDAF, the PCF invokes Nnwdaf_EventsSubscription_Subscribe service operation by sending an HTTP POST request with Resource URI of the resource "NWDAF Events Subscriptions". The request includes the subscribed events and may include event filter information as specified in 3GPP TS 29.520 [11].
	In order to update the existing subscription, the PCF invokes Nnwdaf_EventsSubscription_Subscribe service operation by sending an HTTP PUT request with Resource URI of the resource "Individual NWDAF Event Subscription".
3.	The NWDAF responds to the Nnwdaf_EventsSubscription_Subscribe service operation. If the subscription is accepted to be created, the response includes the URI of the created subscription with "201 Created". If the subscription is accepted to be updated, the NWDAF responds to the PCF with "200 OK" or "204 No Content"
4.	If the NWDAF observes the event(s) that PCF has subscribed to, the NWDAF invokes Nnwdaf_EventsSubscription_Notify service operation to report the event(s) by sending an HTTP POST request with {notificationURI} as Notification URI.
5.	The PCF sends an HTTP "204 No Content" response to the NWDAF.
NOTE 1:	For details of Nnwdaf_EventsSubscription_Subscribe/Notify service operations refer to 3GPP TS 29.520 [11].


Figure 5.4.2-2: Network data analytics Unsubscribe procedure
1.	The PCF receives an internal or external trigger to unsubscribe from analytics information from NWDAF.
2.	The PCF invokes Nnwdaf_EventsSubscription_Unsubscribe service operation by sending an HTTP DELETE request with Resource URI of the resource "Individual NWDAF Event Subscription", to the NWDAF to unsubscribe from analytics information. The request includes the event subscriptionId of the existing subscription that is to be deleted.
3.	The NWDAF responds to the Nnwdaf_EventsSubscription_Unsubscribe service operation. If the unsubscription is accepted, the NWDAF responds with "204 No Content".
NOTE 2:	For details of Nnwdaf_EventsSubscription_Unsubscribe service operation refer to 3GPP TS 29.520 [11].

*** End of Changes ***
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