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Table 5.6.2.5-1: Definition of type SmPolicyNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	resourceUri
	Uri
	M
	1
	The resource URI of the individual SM policy related to the notification.
	

	smPolicyDecision
	SmPolicyDecision
	M
	1
	Session management policy decision (see subclause 5.6.2.4).
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5.6.2.8	Type QosData
Table 5.6.2.8-1: Definition of type QosData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	qosId
	string
	M
	1
	Univocally identifies the QoS control policy data within a PDU session.
	

	5qi
	5Qi
	C
	0..1
	Identifier for the authorized QoS parameters for the service data flow. It shall be included when the QoS data decision is initially provisioned and "defQosFlowIndication" is not included or is included and set to false.
	

	maxbrUl
	BitRateRm
	O
	0..1
	Indicates the maximum bandwidth in uplink.
	

	maxbrDl
	BitRateRm
	O
	0..1
	Indicates the maximum bandwidth in downlink.
	

	gbrUl
	BitRateRm
	O
	0..1
	Indicates the guaranteed bandwidth in uplink. (NOTE 3)
	

	gbrDl
	BitRateRm
	O
	0..1
	Indicates the guaranteed bandwidth in downlink. (NOTE 3)
	

	arp
	Arp
	C
	1
	Indicates the allocation and retention priority. It shall be included when the QoS data decision is initially provisioned and "defQosFlowIndication" is not included or is included and set to false.
	

	qnc
	boolean
	O
	0..1
	Indicates whether notifications are requested from 3GPP NG-RAN when the GFBR can no longer (or again) be guaranteed for a QoS Flow during the lifetime of the QoS Flow. The Ddefault value "FALSE" is used, if this attribute is not present and has not been supplied previously. (NOTE 3)
	

	reflectiveQos
	boolean
	O
	0..1
	Indicates whether the QoS information is reflective for the corresponding non-GBR service data flow. The Default default value " falseFALSE" is used, if this attribute is not present and has not been supplied previously.
	

	sharingKeyDl
	string
	O
	0..1
	Indicates, by containing the same value, what PCC rules may share resources in the downlink direction.
	ResShare

	sharingKeyUl
	string
	O
	0..1
	Indicates, by containing the same value, what PCC rules may share resources in the uplink direction.
	ResShare

	priorityLevel
	5QiPriorityLevelRm
	O
	0..1
	Indicates a priority in scheduling resources among QoS Flows. (NOTE 1)
	

	averWindow
	AverWindowRm
	O
	0..1
	Represents the duration over which the guaranteed and maximum bitrates shall be calculated. (NOTE 1) (NOTE 3)
	

	maxDataBurstVol
	MaxDataBurstVolRm
	O
	0..1
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB. (NOTE 1, NOTE 2)
	

	maxPacketLossRateDl
	PacketLossRateRm
	O
	0..1
	Indicates the downlink maximum downlink packet loss rate for lost packets that can be tolerated for the service data flow.
	RAN-Support-Info

	maxPacketLossRateUl
	PacketLossRateRm
	O
	0..1
	Indicates the uplink maximum uplink packet loss rate for lost packets that can be tolerated for the service data flow.
	RAN-Support-Info

	defQosFlowIndication
	boolean
	O
	0..1
	Indicates that the dynamic PCC rule shall always have its binding with the QoS Flow associated with the default QoS rule. The Ddefault value "FALSE" is used, if this attribute is not present and has not been supplied previously.
	

	extMaxDataBurstVol
	ExtMaxDataBurstVolRm
	O
	0..1
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB. (NOTE 1, NOTE 2)
	EMDBV

	packetDelayBudget
	PacketDelBudget
	O
	0..1
	Unsigned integer. It indicates the packet delay budget. Packet Delay Budget expressed in milliseconds.
	AuthorizationWithRequiredQoS

	packetErrorRate
	PacketErrRate
	O
	0..1
	String indicating the packet error rate.
Examples:
Packet Error Rate 4x10-6 shall be encoded as "4E-6".
Packet Error Rate 10-2 shall be encoded as"1E-2".
	AuthorizationWithRequiredQoS

	NOTE 1:	Applicable only when a value different from the standardized value for this 5QI, provided in table 5.7.4-1 3GPP TS 23.501 [2], is required.
NOTE 2:	Either the maxDataBurstVol IE attribute or the extMaxDataBurstVol IE attribute may be present for a Delay Critical GBR QoS flow. If the maximum data burst volume value to be transmitted is lower than or equal to 4095 Bytes, the maxDataBurst Vol IE attribute is used. If the EMDBV feature is supported by both the PCF and the SMF, the extMaxDataBurstVol IE attribute is used to transmit the maximum data burst volume values higher than 4095 Bytes (see subclause 4.2.2.1).
 NOTE 3:	This attribute is only applicable to GBR type or delay critical GBR type 5QIs.
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Table 5.6.2.10-1: Definition of type TrafficControlData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tcId
	string
	M
	1
	Univocally identifies the traffic control policy data within a PDU session.
	

	flowStatus
	FlowStatus
	O
	0..1
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink]. The default value "ENABLED" shall apply, if the attribute is not present and has not been supplied previously.
	

	redirectInfo
	RedirectInformation
	O
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address.
	ADC

	addRedirectInfo
	array(RedirectInformation)
	O
	1..N
	Additional redirection information.
Each element indicates whether the detected application traffic should be redirected to another controlled address.
	ADCmultiRedirection

	muteNotif
	boolean
	O
	0..1
	Indicates whether application's start or stop notifications is are to be muted. The default value "FALSE" shall apply, if the attribute is not present and has not been supplied previously.
	ADC

	trafficSteeringPolIdDl
(NOTE)
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	TSC

	trafficSteeringPolIdUl
(NOTE)
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
	TSC

	routeToLocs
(NOTE)
	array(RouteToLocation)
	O
	1..N
	A list of location(s) to which the traffic shall be routed to for the AF request.
	TSC

	traffCorreInd
	boolean
	O
	0..1
	Indication of traffic correlation.
	

	upPathChgEvent
	UpPathChgEvent
	O
	0..1
	Contains the information about the AF subscriptions of theto UP path change events.
	TSC

	steerFun
	SteeringFunctionality
	O
	0..1
	Indicates the applicable traffic steering functionality.
	ATSSS

	steerModeDl
	SteeringMode
	O
	0..1
	Determines the traffic distribution rule across 3GPP and Non-3GPP accesses to apply for downlink traffic.
	ATSSS

	steerModeUl
	SteeringMode
	O
	0..1
	Determines the traffic distribution rule across 3GPP and Non-3GPP accesses to apply for uplink traffic.
	ATSSS

	mulAccCtrl
	MulticastAccessControl
	O
	0..1
	Indicates whether the service data flow, corresponding to the service data flow template, is allowed or not allowed. The default value "NOT_ALLOWED" applies, if the attribute is not present and has not been supplied previously.
	WWC

	NOTE:	Traffic steering policy identifier(s) (i.e. "trafficSteeringPolIdDl" attribute and/or "trafficSteeringPolIdUl” attribute) and N6 traffic routing requirements (i.e. "routeToLocs" attribute) are mutually exclusive.
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Table 5.6.2.13-1: Definition of type RedirectInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	redirectEnabled
	boolean
	C
	0..1
	This attribute indicates whether the redirect instruction is enabled. It shall be included and set to true when the redirect instruction is provisioned initially within a PCC rule.
Subsequently:
· Itand may be included subsequently to disable or re-enable the redirect instruction. 
· Otherwise, Iif the attribute is omitted, the previous value shall apply.
	

	redirectAddressType
	RedirectAddressType
	O
	0..1
	Indicates the type of redirect address contained within the "redirectServerAddress" attribute.
	

	redirectServerAddress
	string
	O
	0..1
	Indicates the address of the redirect server. 
· If the "redirectAddressType" attribute indicates the "IPV4_ADDR", the encoding is the same as the Ipv4Addr data type defined in 3GPP TS 29.571 [11].
· If the "redirectAddressType" attribute indicates the "IPV6_ADDR", the encoding is the same as the Ipv6Addr data type defined in 3GPP TS 29.571 [11].
· If the "redirectAddressType" attribute indicates the "URL" or "SIP_URI", the encoding is the same as the Uri data type defined in 3GPP TS 29.571 [11].
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5.6.2.15	Type SmPolicyDeleteData
Table 5.6.2.15-1: Definition of type SmPolicyDeleteData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	userLocationInfo
	UserLocation
	O
	0..1
	The location of where the served UE is camping.
	RAN-NAS-Cause, NetLoc

	ueTimeZone
	TimeZone 
	O
	0..1
	The time zone where the served UE is camping.
	RAN-NAS-Cause, NetLoc

	userLocationInfoTime
	DateTime
	O
	0..1
	Contains the NTP time at which the UE was last known to be in the location contained in the "userLocationInfo" attribute.
	RAN-NAS-Cause, NetLoc

	servingNetwork
	PlmnIdNid
	O
	0..1
	The serving network where the served UE is camping. For an SNPN, the NID together with the PLMN ID identifyies the SNPN.
	RAN-NAS-Cause, NetLoc

	ranNasRelCauses
	array(RanNasRelCause)
	O
	1..N
	Iindicates the RAN and/or NAS release cause(s) code information.
	RAN-NAS-Cause

	accuUsageReports
	array(AccuUsageReport)
	O
	1..N
	Contains the accumulated usage reporting information.
	UMC

	pduSessRelCause
	PduSessionRelCause
	O
	0..1
	Indicates PDU session release cause.
	PDUSessionRelCause

	qosMonReports
	array(QosMonitoringReport)
	O
	1..N
	QoS Monitoring reporting information.
	QosMonitoring
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5.6.2.19	Type SmPolicyUpdateContextData
Table 5.6.2.19-1: Definition of type SmPolicyUpdateContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	repPolicyCtrlReqTriggers
	array(PolicyControlRequestTrigger)
	C
	1..N
	The policy control request triggers which are met. It is omitted if no triggers are met such as in subclauses 4.2.4.7 and 4.2.4.15.
	

	accNetChIds
	array(AccNetChId)
	O
	1..N
	Indicates the access network charging identifier for the PCC rule(s) or whole PDU session.
	

	accessType
	AccessType
	O
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	O
	0..1
	The RAT Type where the served UE is camping.
	

	addAccessInfo
	AdditionalAccessInfo
	O
	0..1
	Indicates the combination of added Access Type and RAT Type for MA PDU session.
	ATSSS

	relAccessInfo
	AdditionalAccessInfo
	O
	0..1
	Indicates the combination of released Access Type and RAT Type for MA PDU session.
	ATSSS

	servingNetwork
	PlmnIdNid
	O
	0..1
	The serving network where the served UE is camping. For an SNPN the NID together with the PLMN ID identifies the SNPN.
	

	userLocationInfo
	UserLocation
	O
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	O
	0..1
	The time zone where the served UE is camping.
	

	ipv4Address
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE.
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier.
(NOTE 2)
	

	relIpv4Address
	Ipv4Addr
	O
	0..1
	Indicates the released IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	relIpv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	Indicates the released IPv6 Address Prefix of the served UE in multi-homing case.
	

	relUeMac
	MacAddr48
	O
	0..1
	Indicates the released MAC Address of the served UE.
	

	ueMac
	MacAddr48
	O
	0..1
	The MAC Address of the served UE.
	

	subsSessAmbr
	Ambr
	O
	0..1
	UDM subscribed or DN-AAA authorized Session-AMBR.
	

	authProfIndex
	string
	O
	0..1
	DN-AAA authorization profile index.
	DN-Authorization

	subsDefQos
	SubscribedDefaultQos
	O
	0..1
	Subscribed Default QoS Information.
	

	numOfPackFilter
	integer
	O
	0..1
	Contains the number of supported packet filter for signalled QoS rules.
(NOTE 1)
	

	accuUsageReports
	array(AccuUsageReport)
	O
	1..N
	Contains the Aaccumulated usage report(s).
	

	3gppPsDataOffStatus
	boolean
	O
	0..1
	If it is included and set to true, the 3GPP PS Data Off is activated by the UE.
	

	appDetectionInfos
	array(AppDetectionInfo)
	O
	1..N
	Reports the start/stop of the application traffic and detected SDF descriptions if applicable.
	ADC

	ruleReports
	array(RuleReport)
	O
	1..N
	Used to report the PCC rule failure.
	

	sessRuleReports
	array(SessionRuleReport)
	O
	1..N
	Used to report the session rule failure.
	SessionRuleErrorHandling

	qncReports
	array(QosNotificationControlInfo)
	O
	1..N
	QoS Notification Control information.
	

	qosMonReports
	array(QosMonitoringReport)
	O
	1..N
	QoS Monitoring reporting information.
	QosMonitoring

	userLocationInfoTime
	DateTime
	O
	0..1
	Contains the NTP time at which the UE was last known to be in the location.
	

	repPraInfos
	map(PresenceInfo)
	O
	1..N
	Reports the changes of presence reporting area. The "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" attribute within the PresenceInfo data type shall be supplied. The "additionalPraId" attribute within the PresenceInfo data type shall not be supplied.
	PRA

	ueInitResReq
	UeInitiatedResourceRequest
	O
	0..1
	Indicates a UE requests specific QoS handling for selected SDF.
	

	refQosIndication
	boolean
	O
	0..1
	If it is included and set to true, the reflective QoS is supported by the UE. If it is included and set to false, the reflective QoS is revoked by the UE.
	

	qosFlowUsage
	QosFlowUsage
	O
	0..1
	Indicates the required usage for default QoS flow.
	

	creditManageStatus
	CreditManagementStatus
	O
	0..1
	Indicates the reason of the credit management session failure.
	

	servNfId
	ServingNfIdentity
	O
	0..1
	Contains the serving network function identity.
	

	traceReq
	TraceData
	C
	0..1
	It shall be included if trace is required to be activated, modified or deactivated (see 3GPP TS 32.422 [24]). For trace modification, it shall contain a complete replacement of trace data.
For trace deactivation, it shall contain the Null value.
	

	addIpv6AddrPrefixes
	array(Ipv6Prefix)
	O
	1..N
	The Ipv6 Address Prefixes of the served UE.
	MultiIpv6AddrPrefix

	addRelIpv6AddrPrefixes
	array(Ipv6Prefix)
	O
	1..N
	Indicates the released IPv6 Address Prefixes of the served UE in multi-homing case.
	MultiIpv6AddrPrefix

	tsnBridgeInfo
	TsnBridgeInfo
	O
	0..1
	Transports TSN bridge information.
	TimeSensitiveNetworking

	tsnBridgeManCont
	BridgeManagementContainer
	O
	0..1
	Transports TSN bridge management information.
	TimeSensitiveNetworking

	tsnPortManContDstt
	PortManagementContainer
	O
	0..1
	Transports TSN port management information for the DS-TT port.
	TimeSensitiveNetworking

	tsnPortManContNwtts
	array(PortManagementContainer)
	O
	1..N
	Transports TSN port management information for one or more NW-TT ports.
	TimeSensitiveNetworking

	maPduInd
	MaPduIndication
	O
	0..1
	Contains the MA PDU session indication, i.e., MA PDU Request or MA PDU Network-Upgrade Allowed. (NOTE 1)
	ATSSS

	atsssCapab
	AtsssCapability
	O
	0..1
	Contains the ATSSS capability supported for the MA PDU session. (NOTE 1)
	ATSSS

	mulAddrInfos
	array(IpMulticastAddressInfo)
	O
	1..N
	Contains the IP multicast address information.
	WWC

	policyDecFailureReports
	array(PolicyDecisionFailureCode)
	O
	1..N
	Indicates the type(s) of the failed policy decision and/or condition data.
	PolicyDecisionErrorHandling

	invalidPolicyDecs
	array(InvalidParam)
	O
	1..N
	Indicates the invalid parameters for the reported type(s) of the failed policy decision and/or condition data.
	ExtPolicyDecisionErrorHandling

	trafficDescriptors
	array(DddTrafficDescriptor)
	O
	1..N
	Contains the traffic descriptor(s)
	DDNEventPolicyControl

	NOTE 1:	This attribute is only applicable to the 5GS and EPC/E-UTRAN interworking scenario as defined in Annex B.
NOTE 2:	The value provided in this attribute is implementation specific. The only constraint is that the SMF shall supply a different identifier for each overlapping address domain (e.g. the SMF NF instance identifier).
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Table 5.6.2.23-1: Definition of type AccNetChId
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accNetChaIdValue
	ChargingId
	M
	1
	Contains a charging identifier.
	

	refPccRuleIds
	array(string)
	O
	1..N
	Contains the identifier of the PCC rule(s) that are associated to the provided Access Network Charging Identifier.
	

	sessionChScope
	boolean
	O
	0..1
	When it is included and set to true, it indicates that the provided Access Network Charging Identifier applies to the whole PDU Session.
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Table 5.6.2.26-1: Definition of type UeCampingRep
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accessType
	AccessType
	O
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	O
	0..1
	The RAT Type where the served UE is camping.
	

	servNfId
	ServingNfIdentity
	O
	0..1
	Contains the serving network function identity.
	

	servingNetwork
	PlmnIdNid
	O
	0..1
	The serving network where the served UE is camping. For an SNPN the NID together with the PLMN ID identifies the SNPN.
	

	userLocationInfo
	UserLocation
	O
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	O
	0..1
	The time zone where the served UE is camping.
	

	netLocAccSupp
	NetLocAccessSupport
	O
	0..1
	Indicates that the access network does not support the reporting of the requested access network information.
	NetLoc
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5.6.2.27	Type RuleReport
Table 5.6.2.27-1: Definition of type RuleReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pccRuleIds
	array(string)
	M
	1..N
	Contains the identifier(s) of the affected PCC rule(s).
	

	ruleStatus
	RuleStatus
	M
	1
	Indicates the status of the PCC rule(s).
	

	contVers
	array(ContentVersion)
	C
	1..N
	Indicates the version(s) of the PCC rule(s). If the rule RuleVversioning feature is supported, the content version shall be included in this attribute if it was included when the corresponding PCC rule was installed or modified.
	RuleVersioning

	failureCode
	FailureCode
	C
	0..1
	Indicates the reason that why the PCC Rule(s) is are being reported. It shall be included when the SMF reports the failure of the enforcement failure of the PCC rule(s).
	

	finUnitAct
	FinalUnitAction
	O
	0..1
	Contains the related filter parameters and redirect address parameters (if available), when the user's account cannot cover the service cost.
	

	ranNasRelCauses
	array(RanNasRelCause)
	O
	1..N
	Indicates the RAN or NAS release cause code information.
	RAN-NAS-Cause

	altQosParamId
	string
	O
	0..1
	Indicates the alternative QoS parameter set that the NG-RAN can guarantee. It is included during the report of success resource allocation and indicates that NG-RAN used an alternative QoS profile because the requested QoS could not be allocated.
	AuthorizationWithRequiredQoS
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5.6.3.8	Enumeration: RuleStatus
Table 5.6.3.8-1: Enumeration RuleStatus
	Enumeration value
	Description
	Applicability

	ACTIVE
	Indicates that the PCC rule(s) are successfully installed (for those provisioned from the PCF) or activated (for those pre-defined in the SMF), or that the session rule(s) are successfully installed.
	

	INACTIVE
	Indicates that the PCC rule(s) are removed (for those provisioned from the PCF) or inactive (for those pre-defined in the SMF) or that the session rule(s) are removed.
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5.6.3.9	Enumeration: FailureCode
Table 5.6.3.9-1: Enumeration FailureCode
	Enumeration value
	Description
	Applicability

	UNK_RULE_ID
	Indicates that the pre-provisioned PCC rule could not be successfully activated because the provided PCC rule identifier is unknown to the SMF.
	

	RA_GR_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Rating Group specified within the Charging Data policy decision to which the PCC rule refers to is unknown or, invalid.
	

	SER_ID_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Service Identifier specified within the Charging Data policy decision to which the PCC rule refers to is invalid, unknown, or not applicable to the service being charged.
	

	NF_MAL
	Indicates that the PCC rule could not be successfully installed (for those provisioned from the PCF), or activated (for those pre-defined in the SMF) or enforced (for those already successfully installed) due to SMF/UPF malfunction.
	

	RES_LIM
	Indicates that the PCC rule could not be successfully installed (for those provisioned from the PCF), or activated (for those pre-defined in the SMF) or enforced (for those already successfully installed) due to a limitation of resources at the SMF/UPF.
	

	MAX_NR_QoS_FLOW
	Indicates that the PCC rule could not be successfully installed (for those provisioned from the PCF), or activated (for those pre-defined in the SMF) or enforced (for those already successfully installed) due to the fact that the maximum number of QoS flows has been reached for the associated PDU session.
	

	MISS_FLOW_INFO
	Indicates that the PCC rule could not be successfully installed (for those provisioned from the PCF) or enforced (for those already successfully installed) because neither the "flowInfos" attribute nor the "appId" attribute is specified by the PCF within the "pccRule" attribute by the PCF during the first PCC rule installation request of the PCC rule.
	

	RES_ALLO_FAIL
	Indicates that the PCC rule could not be successfully installed or maintained since the associated QoS flow establishment/modification failed, or the associated QoS flow was released.
	

	UNSUCC_QOS_VAL
	This value is used to:
-	indicate that the QoS validation has failed; or,
-	iIndicate when Guaranteed Bandwidth > Max-Requested-Bandwidth.
	

	INCOR_FLOW_INFO
	Indicates that the PCC rule could not be successfully installed or modified at the SMF because the provided flow information is not supported by the network (e.g. the provided IP address(es) or Ipv6 prefix(es) do not correspond to an IP version applicable for the PDU session).
	

	PS_TO_CS_HAN
	Indicates that the PCC rule could not be maintained because of PS to CS handover.
	

	APP_ID_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Application Identifier is invalid, unknown, or not applicable to the application required for detection.
	ADC

	NO_QOS_FLOW_BOUND
	Indicates that there is no QoS flow to which the SMF can bind the PCC rule(s) to.
	

	FILTER_RES
	Indicates that the Flow Information within the "flowinfos" attribute cannot be handled by the SMF because any at least one of the restrictions defined in subclause 5.4.2 of 3GPP TS 29.212 [23] was not metrespected. 
	

	MISS_REDI_SER_ADDR
	Indicates that the PCC rule could not be successfully installed or enforced at the SMF because there is no valid Redirect Server Address within the provided Traffic Control Data policy decision to which the PCC rule refers to, provided by the PCF, and no preconfigured redirection address for this PCC rule at the SMF/UPF.
	ADC

	CM_END_USER_SER_DENIED
	Indicates that the charging system denied the service request due to service restrictions (e.g. terminate rating group) or limitations related to the end-user, for examplee.g. the end-user's account could not cover the requested service.
	

	CM_CREDIT_CON_NOT_APP
	Indicates that the charging system determined that the service can be granted to the end user but no further credit control is needed for the service (e.g. service is free of charge or is treated for via offline charging).
	

	CM_AUTH_REJ
	Indicates that the charging system denied the service request in order to terminate the service for which credit is requested.
	

	CM_USER_UNK
	Indicates that the specified end user could not be found in the charging system.
	

	CM_RAT_FAILED
	Indicates that the charging system cannot rate the service request due to insufficient rating inputs, incorrect AVP combination of inputs or due to an attribute or an attribute value that is not recognized or supported in the rating.
	

	UE_STA_SUSP
	Indicates that the UE is in suspend state. Only applicable to the interworking scenario, as defined in Annex B.
	PolicyUpdateWhenUESuspends

	UNKNOWN_REF_ID
	Indicates that the PCC rule could not be successfully installed/modified because the referenced identifier to a Policy Decision Data or to a Condition Data is unknown to the SMF.
	

	INCORRECT_COND_DATA
	Indicates that the PCC rule could not be successfully installed/modified because the referenced Condition data are incorrect (e.g. "activationTime" attribute value in a ConditionData instance indicates a time value that occurs after the "deactivationTime" attribute indicated time value.)
	

	REF_ID_COLLISION
	Indicates that the PCC rule could not be successfully installed/modified because the a same Policy Decision referenced within the PCC rule is also referenced by a session rule (e.g. the a session rule and the this PCC rule refer to the same Usage Monitoring decision data).
	



* * * End of changes * * * *
