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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc11247238][bookmark: _Toc27044356][bookmark: _Toc36033398][bookmark: _Toc45131530][bookmark: _Toc49775815][bookmark: _Toc51746735][bookmark: _Toc58835921]4.4.11	Procedures for Enhanced Coverage Restriction Control
The procedures are used by an SCS/AS to query the status of, or to configure the enhanced coverage restriction for a UE via the T8 interface as defined in 3GPP TS 23.682 [2]. 
In order to query the current status of enhanced coverage restriction, the SCS/AS shall send an HTTP POST message to the SCEF using the query custom operation as defined in subclause 5.12.13.2. The body of the HTTP POST message shall include External Identifier or MSISDN.
In order to configure the enhanced coverage restriction, the SCS/AS shall send an HTTP POST message to the SCEF using the configure custom operation as defined in subclause 5.12.13.3. The body of the HTTP POST message shall include External Identifier or MSISDN and the Enhanced Coverage Restriction setting (i.e. allowed-PLMN-List or restricted-PLMN-List).
Upon receiving the HTTP POST message from the SCS/AS, the SCEF shall check: 
-	if the SCS/AS is authorized to perform the request. If not the SCEF shall respond to the SCS/AS with a status code set to 401 Unauthorized.
-	if the request is malformed. If it is malformed, the SCEF shall respond to the SCS/AS with a status code set to 400 Bad Request.
-	if the SCS/AS has exceeded its quota of submitting requests. If so the SCEF shall respond to the SCS/AS with a status code set to 403 Forbidden and may indicate the failure reason "QUOTA_EXCEEDED" (i.e. the quota exceeded) within the "cause" attribute of the "ProblemDetails" structure in the HTTP POST response.
-	if the SCS/AS has exceeded its rate of submitting requests. If so the SCEF shall respond to the SCS/AS with a status code set to 429 Too Many Requests in the HTTP POST response;. or
-	and send a proper HTTP error response as described in subclause 5.2.6 or, if the "Redirect3XX" feature as defined in subclause 5.12.4 is supported, an HTTP redirect response, i.e. 307 Temporary Redirect or 308 Permanent Redirect.
Otherwise, Tthe SCEF shall send a Configuration Information Request to the HSS to query or configure the setting of Enhanced Coverage Restriction as defined in 3GPP TS 29.336 [11]. 
Upon receipt of the response from the HSS, the SCEF shall send an HTTP response to the SCS/AS with a 200 OK message for query or configure custom operation and include the Enhanced Coverage Restriction Data from HSS into the HTTP response.
If the SCEF receives a response with an error code from the HSS, the SCEF shall respond to the SCS/AS with a corresponding failure code as described in subclause 5.2.6.

*** Next Change ***
[bookmark: _Toc11247826][bookmark: _Toc27044970][bookmark: _Toc36034012][bookmark: _Toc45132159][bookmark: _Toc49776444][bookmark: _Toc51747364][bookmark: _Toc58836580]5.12.3.2.2	Operation Definition
This operation shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.12.3.2.2-1 and table 5.12.3.2.2-2.
Table 5.12.3.2.2-1: URI query parameters supported by the POST on this operation 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.12.3.2.2-2: Data structures supported by the POST request/response on this operation
	Request body
	Data type
	Cardinality
	Remarks

	
	ECRControl
	1
	Parameters to query the current status of Enhanced Coverage Restriction.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	ECRData
	1
	200 OK
	The requested information was returned successfully. 

	
	ProblemDetails
	0..1
	403 Forbidden
	The requested information was rejected due to exceeded quota limit.
(NOTE 2)

	
	ProblemDetails
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF (service) instance.
Applicable if the feature "Redirect3XX" is supported.

	
	ProblemDetails
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF (service) instance.
Applicable if the feature "Redirect3XX" is supported.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "QUOTA_EXCEED" as defined in subclause 5.12.5.3.



Table 5.12.3.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF (service) instance.



Table 5.12.3.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF (service) instance.




*** Next Change ***
[bookmark: _Toc11247829][bookmark: _Toc27044973][bookmark: _Toc36034015][bookmark: _Toc45132162][bookmark: _Toc49776447][bookmark: _Toc51747367][bookmark: _Toc58836583]5.12.3.3.2	Operation Definition
This operation shall support the request data structures specified in table 5.12.3.3.2-1 and the response data structure and response codes specified in table 5.12.3.3.2-2.
Table 5.12.3.3.2-1: URI query parameters supported by the POST on this operation 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.12.3.3.2-2: Data structures supported by the POST request/response on this operation
	Request body
	Data type
	Cardinality
	Remarks

	
	ECRControl
	1
	Parameters to configure the setting of Enhanced Coverage Restriction.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	ECRData
	1
	200 OK
	The Enhanced Coverage Restriction setting was configured successfully 

	
	ProblemDetails
	0..1
	403 Forbidden
	The requested information was rejected due to exceeded quota limit.
(NOTE 2)

	
	ProblemDetails
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF (service) instance.
Applicable if the feature "Redirect3XX" is supported.

	
	ProblemDetails
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF (service) instance.
Applicable if the feature "Redirect3XX" is supported.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "QUOTA_EXCEED" as defined in subclause 5.12.5.3.



Table 5.12.3.3.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF (service) instance.



Table 5.12.3.3.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF (service) instance.




*** Next Change ***
[bookmark: _Toc11247830][bookmark: _Toc27044974][bookmark: _Toc36034016][bookmark: _Toc45132163][bookmark: _Toc49776448][bookmark: _Toc51747368][bookmark: _Toc58836584]5.12.4	Used Features
The table below defines the features applicable to the ECRControl API. Those features are negotiated as described in subclause 5.2.7.
Table 5.12.4-1: Features used by ECRControl API
	Feature Number
	Feature
	Description

	1
	ECR_WB_5G
	The enhanced coverage restriction control information indicates whether the enhanced coverage modes are restricted or not for the WB UE. The feature is not applicable to the pre-5G.

	x
	Redirect3XX
	Extended Support for 3xx redirections. This feature indicates the support of redirection.

	Feature:	A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description:	A clear textual description of the feature.



*** Next Change ***
[bookmark: _Toc11247941][bookmark: _Toc27045123][bookmark: _Toc36034174][bookmark: _Toc45132322][bookmark: _Toc49776607][bookmark: _Toc51747527][bookmark: _Toc58836749]A.12	ECRControl API
openapi: 3.0.0
info:
  title: 3gpp-ecr-control
  version: 1.1.0
  description: |
    API for enhanced converage restriction control.
    © 2020, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
externalDocs:
  description: 3GPP TS 29.122 V16.6.0 T8 reference point for Northbound APIs
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'
security:
  - {}
  - oAuth2ClientCredentials: []
servers:
  - url: '{apiRoot}/3gpp-ecr-control/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in subclause 5.2.4 of 3GPP TS 29.122.
paths:
  /query:
    post:
      summary: Query the status of enhanced converage restriction for a UE.
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/ECRControl'
      responses:
        '200':
          description: The requested information was returned successfully.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/ECRData'
        '307':
          description: Temporary Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29122_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative SCEF (service) instance.'
              required: true
              schema:
                type: string
        '308':
          description: Permanent Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29122_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative SCEF (service) instance.'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /configure:
    post:
      summary: Configure the enhanced converage restriction for a UE.
      requestBody:
         required: true
         content:
          application/json:
            schema:
              $ref: '#/components/schemas/ECRControl'
      responses:
        '200':
          description: The Enhanced Coverage Restriction setting was configured successfully.. 
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/ECRData'
        '307':
          description: Temporary Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29122_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative SCEF (service) instance.'
              required: true
              schema:
                type: string
        '308':
          description: Permanent Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29122_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative SCEF (service) instance.'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUrl}'
          scopes: {}
  schemas: 
    ECRControl:
      type: object
      properties:
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        externalId:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'
        msisdn:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'
        ecrDataWbs:
          type: array
          items:
            $ref: '#/components/schemas/PlmnEcRestrictionDataWb'
          minItems: 0
        restrictedPlmnIds:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 0
          description: Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be restricted. This attribute shall not be present for the query custom operation.
        allowedPlmnIds:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 0
          description: Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be allowed. This attribute shall not be present for the query custom operation.
      required:
        - supportedFeatures
      oneOf:
        - required: [externalId]
        - required: [msisdn]
      not:
        required: [restrictedPlmnIds, allowedPlmnIds]
    ECRData:
      type: object
      properties:
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        visitedPlmnId:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'
        ecrDataWbs:
          type: array
          items:
            $ref: '#/components/schemas/PlmnEcRestrictionDataWb'
          minItems: 0
        restrictedPlmnIds:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 0
          description: Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be restricted.
        allowedPlmnIds:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 0
          description: Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be allowed.
      required:
        - supportedFeatures
      not:
        required: [restrictedPlmnIds, allowedPlmnIds]
    PlmnEcRestrictionDataWb:
      type: object
      properties:
        plmnId:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'
        plmnEcrDataWb:
          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/EcRestrictionDataWb'
      required:
        - plmnId


*** End of Changes ***
