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This paper discusses the correction to the PATCH method implementation in 29.514 and 29.554.
1.
Introduction
The PATCH method is used to update a given resource: the PATCH request contains the set of changes to be applied to the resource identified in the Request-URI. 

When JSON is used to define the data associated to the resource, the (merge) PATCH request body includes the a JSON object, which contains a subset of the attributes of the JSON object to change, with the updates to apply.

Typically, the JSON object included in the (merge) PATCH request body and the JSON object that represents the resource are the same. The main differences are:

· the attributes that are not allowed to change during the resource lifecycle, which are then excluded in the JSON object defined for the PATCH request; and

· the presence of the attributes, which are typically set to "Optional" in the JSON defined for the PATCH request.
These principles are not followed by Npcf_PolicyAuthorization and Npcf_BDTPolicyControl.
Npcf_PolicyAuthorization
The first table below (TS 29.514, table 5.6.2.2-1) shows the resource data model for the Induvial Application Session Context resource, and the second one (TS 29.514, table 5.6.2.5-1) the PATCH request body defined for the Npcf_PolicyAuthorization API, Rel-15:
Table 5.6.2.2-1: Definition of type AppSessionContext

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ascReqData
	AppSessionContextReqData
	C
	0..1
	Identifies the service requirements of an Individual Application Session Context.

It shall be present in HTTP POST request messages for the creation of the resource and may be included in the HTTP response messages.
	

	ascRespData
	AppSessionContextRespData
	C
	0..1
	Describes the authorization data of an Individual Application Session Context created by the PCF.

It may be present in the HTTP response messages.
	

	evsNotif
	EventsNotification
	O
	0..1
	Describes information related to the notification of events.
	


Table 5.6.2.5-1: Definition of type AppSessionContextUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afAppId
	AfAppId
	O
	0..1
	AF application identifier.
	

	afRoutReq
	AfRoutingRequirementRm
	O
	0..1
	Indicates the AF traffic routing requirements.
	InfluenceOnTrafficRouting

	aspId
	AspId
	O
	0..1
	Application service provider identity.
	SponsoredConnectivity

	bdtRefId
	BdtReferenceId
	O
	0..1
	Reference to a transfer policy negotiated for background data traffic.
	

	evSubsc
	EventsSubscReqDataRm
	O
	0..1
	Identifies the events the application subscribes to at modification of an Individual Application Session Context resource.
	

	medComponents
	map(MediaComponentRm)
	O
	1..N
	Media Component information.
	

	mpsId
	string
	O
	0..1
	Indicates that the modified Individual Application Session Context resource relates to an MPS service. It contains the national variant for MPS service name.
	

	resPrio
	ReservPriority
	O
	0..1
	Indicates the reservation priority.
	

	sponId
	SponId
	O
	0..1
	Sponsor identity.
	SponsoredConnectivity

	sponStatus
	SponsoringStatus
	O
	0..1
	Indication of whether sponsored connectivity is enabled or disabled/not enabled.
	SponsoredConnectivity


When the PCF receives the PATCH request to the resource URI containing attributes not specified for the resource representation, it is unknown how a PCF would react:

· The PCF might REJECT the PATCH request because it is addressing an unknown/unspecified attribute in the JSON object representing the Individual Application Session Context resource.

· The PCF might silently discard the PATCH request because it is addressing an unknown/unspecified attribute.
· The PCF might accept the PATCH request, but it is uncertain how the PCF will process the request and whether the delivered policy decisions would be correct! The attributes included in the PATCH request might be interpreted as new attributes added to the resource. How they would be used later on is totally unknown. E.g., a PATCH that updates "medComponents" attribute, scatters the media component info for a media component number between the new added "medComponents" attribute and the one within the "ascReqData" attribute.
Npcf_BDTPolicyControl
The first table below (TS 29.554, table 5.6.2.2-1) shows the resource data model for the Individual BDT Policy resource, and the second one (TS 29.514, table 5.6.2.6-1) the PATCH request body defined for the Npcf_BDTPolicyControl API, Rel-15:

Table 5.6.2.2-1: Definition of type BdtPolicy

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	bdtPolData
	BdtPolicyData
	C
	0..1
	Describes the authorization data of an Individual BDT Policy created by the PCF.

It shall be present in the response to the POST request that requests a creation of an Individual BDT Policy resource and in the response to GET request.
	

	bdtReqData
	BdtReqData
	C
	0..1
	Identifies the service requirements of an Individual BDT Policy.

It shall be present in the POST request that requests a creation of an Individual BDT Policy resource and in the response to GET request.
	


Table 5.6.2.6-1: Definition of type BdtPolicyDataPatch

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	selTransPolicyId
	integer
	M
	1
	This IE contains an identity (i.e. the transPolicyId value) of a selected transfer policy.
	


When the PCF receives the PATCH request to the resource URI containing attributes not specified for the resource representation it is unknown how a PCF would react:
· The PCF might REJECT the PATCH request because it is addressing an unknown/unspecified attribute in the JSON object representing the Individual BDT Policy resource.

· The PCF might silently discard the PATCH request because it is addressing an unknown/unspecified attribute.
· The PCF might accept the PATCH request, but it is uncertain how the PCF will process the request and whether the delivered policy decisions would be correct! The attributes included in the PATCH request might be interpreted as new attributes added to the resource. How they would be used later on is totally unknown.
2.
Discussion

2.1
General
For the sake of completeness, this discussion paper covers two possible solutions:
· Correction of the PATCH method.
· Modification of the data model of the resource representation.
Replacing the PATCH method by a custom operation (POST) is not considered, to keep the main SBI principle for RestFul design. 
2.2
Solution Alternatives
2.2.1 Correction of the PATCH method
This is the simplest, least impact solution alternative.
Npcf_PolicyAuthorization

This solution alternative replaces the PATCH request data AppSessionContextUpdateData type by AppSessionContextUpdateDataPatch type, which would be defined as follows:

Table 5.6.2.x1-1: Definition of type AppSessionContextUpdateDataPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ascReqData
	AppSessionContextUpdateData
	O
	1..N
	Describes the requested update to the services requirements of an Individual Application Session Context.
	


Npcf_BDTPolicyControl
This solution alternative replaces the PATCH request data BdtPolicyDataPatch type by PatchBdtPolicy type, which would be defined as follows:

Table 5.6.2.x1-1: Definition of type PatchBdtPolicy

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	bdtPolData
	BdtPolicyDataPatch
	O
	0..1
	Describes the updates in authorization data of an Individual BDT Policy created by the PCF. i.e., describes the selected BDT policy.
	

	bdtReqData
	BdtReqDataPatch
	O
	0..1
	Identifies the updates in the service requirements of an Individual BDT Policy.
I.e., describes the updated warning notification.
	


Table 5.6.2.x2-1: Definition of type BdtReqDataPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	warnNotifReq
	boolean
	O
	0..1
	This IE indicates whether the BDT warning notification is enabled or disabled.
	


2.2.2 Modification of the data model of the resource representation

Npcf_PolicyAuthorization

Definition of a new AppSessionContextV2 data type that is the composition of the AppSessionContextReqData and AppSessionContextRespData types:
Table 5.6.2.x1-1: Definition of type AppSessionContextV2
	Data type
	P
	Cardinality
	Description
	Applicability

	AppSessionContextReqData

	C
	0..1
	Identifies the service requirements of an Individual Application Session Context.
It shall be present in HTTP POST request messages for the creation of the resource and may be included in the HTTP response messages.

	

	AppSessionContextRespData
	C
	0..1
	Describes the authorization data of an Individual Application Session Context created by the PCF.
	


Npcf_BDTPolicyControl
Definition of a new BdtPolicyV2 data type that is the composition of the BdtPolicyData and BdtReqData types:

Table 5.6.2.x1-1: Definition of type BdtPolicyV2
	Data type
	P
	Cardinality
	Description
	Applicability

	AppSessionContextReqData

	C
	0..1
	Identifies the service requirements of an Individual Application Session Context.
It shall be present in HTTP POST request messages for the creation of the resource and may be included in the HTTP response messages.

	

	AppSessionContextRespData
	C
	0..1
	Describes the authorization data of an Individual Application Session Context created by the PCF.
	


2.2.3 Evaluation

The table below shows a comparison of the two solution alternatives described before:
	
	Backwards Compatibility
	Maintainability, Future proof, Clarity of Spec
	RESTful Adherence
	Impact in service definition
	Impact in deployments

	PATCH correction
	Backwards Compatible (*)
	Good -
	Good -
	Low
	Medium

	New resource Data Model
	Non Backwards Compatible
	Good +
	Good +
	High
	High


The redefinition of a New Data Model for the resource would have been a feasible approach if the design were starting from scratch now. But following this approach after the freeze of two releases will create a high impact in the current deployments and implementations affecting the creation, update and notifications service procedures.
(*) Strictly speaking, the proposed PATCH Correction is non-backwards compatible because it changes in a non-backwards compatible way the JSON object of the PATCH request body. However, considering that the previous definition of the PATCH request was faulty and could not work in any previous versions of the specification, and that therefore there is no possible backwards interoperability to keep, it is proposed this solution alternative is considered Backwards Compatible.
3.
Conclusion

From the table above and the corresponding comments in the evaluation clause it is visible the PATCH Correction solution alternative has less impacts, has an acceptable maintainability and RESTful adherence properties, and could be handled in a BC way. Therefore this discussion paper proposes to adopt the PATCH Correction solution alternative for the Npcf_PolicyAuthorization and Npcf_BDTPolicyControl APIs.
C3-211300, C3-211301, C3-211302, C3-211303 develop the PATCH correction in TS 29.514 and TS 29.554.
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