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	Reason for change:
	As per clauses 4.2.4.2 and 4.2.3.2, during transfer policy re-negotiation, the PCF invalidates the affected background transfer policy stored in the UDR by including the "bdtpStatus" attribute set to value "INVALID", afterwards if a new transfer policy is selected the PCF will update the UDR with the selected candidate transfer policy.
However only transfer policy update in the UDR is mentioned in clause 4.2.3.2, i.e., transPolicy in BdtData is updated, it is not defined when the bdtpStatus will become valid, which means that the bdtpStatus in BdtData remains INVALID.

In additoin, the sender of HTTP PATCH request defined in clause  4.2.3.2 should be NEF not AF.

	
	

	Summary of change:
	Update clause  4.2.3.2 to 
· indicate that if a transfer policy is selected the Nudr_DataRepository_Update service operation, the PCF shall update the UDR with the selected candidate transfer policy and set the "bdtpStatus" attribute to value "VALID" within the BdtData data type.
· change AF to NEF in the last sentence of 2nd paragraph below Figure 4.2.3.2-1.


	
	

	Consequences if not approved:
	New transfer policy is invalid in the UDR.

	
	

	Clauses affected:
	4.2.3.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	The CR does not impact the OpenAPI specification file.

	
	

	This CR's revision history:
	



Page 1


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc20407948][bookmark: _Toc24719946][bookmark: _Toc36041294][bookmark: _Toc36041375][bookmark: _Toc36041458][bookmark: _Toc45134595][bookmark: _Toc59019620]4.2.3.2	Indication about selected transfer policy
This procedure is used by the NEF to inform the PCF about selected transfer policy, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4], if the AF selected the transfer policy from the received transfer policy list after:
-	retrieval of the BDT policies as described in subclause 4.2.2; or
-	reception of the BDT warning notification as described in subclause 4.2.4.
Figure 4.2.3.2-1 illustrates an indication about selected transfer policy.


Figure 4.2.3.2-1: Indication about selected transfer policy
Upon reception of a Background Data Transfer request from the AF indicating transfer policy selection, the NEF shall invoke the Npcf_BDTPolicyControl_Update service operation by sending an HTTP PATCH request to the PCF, as shown in figure 4.2.3.2-1, step 1. The NEF shall set the request URI to "{apiRoot}/npcf-bdtpolicycontrol/v1/bdtpolicies/{bdtPolicyId}".
[bookmark: _Hlk54300796]The NEF shall include a "BdtPolicyDataPatch" data type in a payload body of the HTTP PATCH request. When the AF selects a transfer policy, the "BdtPolicyDataPatch" data type shall contain the transfer policy ID of the selected transfer policy in the "selTransPolicyId" attribute. In the case of transfer policy re-negotiation and if the BdtNotification_5G feature is supported and the AF did not select any transfer policy, the AF NEF shall set the "selTransPolicyId" attribute to value "0" to indicate no transfer policy is selected.
[bookmark: _Hlk56026481]If the PCF cannot successfully fulfil the received HTTP PATCH request due to the internal PCF error or due to the error in the HTTP PATCH request, the PCF shall send the HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7.
Otherwise, upon the reception of the HTTP PATCH request from the NEF, the PCF:
-	in case of the initial transfer policy negotiation may invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12] subclause 5.2.9.3.2, to update the UDR with the selected transfer policy, the corresponding BDT Reference ID, the volume of data per UE, the expected number of UEs and, if available, a network area information, the associated DNN and S-NSSAI for the provided ASP identifier; or
-	in case of transfer policy re-negotiation may invoke:
a)	if a transfer policy is selected the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12] subclause 5.2.9.3.4, to update the UDR with the selected candidate transfer policy and set the "bdtpStatus" attribute to value "VALID" within the BdtData data type; or
b)	if no transfer policy is selected the Nudr_DataRepository_Delete service operation, as described in 3GPP TS 29.504 [11] and 3GPP TS 29.519 [12] subclause 5.2.9.3.3, to remove the transfer policy from the UDR; and
NOTE:	In case only one PCF is deployed in the network, transfer policies can be locally stored in the PCF and the interaction with the UDR is not required.
-	shall send:
a)	a "204 No Content" response (as shown in figure 4.2.3.2-1, step 2a); or
b)	a "200 OK" response (as shown in figure 4.2.3.2-1, step 2b) with a "BdtPolicy" data type in the payload body,
	to the HTTP PATCH request to the NEF.

*** End of Changes ***
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