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Abstract of the contribution: 
This paper analysis TR 29.820 Key Issue #5: L2TP Tunnelling over SGi/N6 and CT4#101-bis-e agreed Solution#8 L2TP Tunnel and Session Setup by UP impacts to SGi/N6 interface with external DN in CT3. Propose WID BEPoP revise scope to include L2TP impacts to the existing TS 29.061 and TS 29.561 in the WID Objective.
1. Discussion
WID BEPoP Justification describes L2TP tunneling over SGi/N6 to third party DN within not fully standardized issue, and TR 29.820 has included KI#5 L2TP Tunnelling over SGi/N6 accordingly.

CT4#101-bis-e agreed corresponding Solution#8 updates with L2TP Tunnel and Session Setup by UP, all including SGi/N6 interface impacts with the external DN in the L2TP Tunnel/Session Setup procedure and Release procedure, with Note AVPs introduced in IETF RFC 2661 and IETF RFC 2868 which are used over SGi/N6 will be checked by CT3 and possibly be documented in 3GPP TS 29.061 and 3GPP TS 29.561.

The Signaling flow for L2TP Tunnel and Session Setup specifies the SMF may retrieve the L2TP Tunnel Parameters from the RADIUS/AAA Server by sending a "Access Request" message, and the RADIUS/AAA server responds with an “Access Response” message containing the L2TP parameters in step 2. Also describes the L2TP Tunnel Setup and Session Setup procedure between PSA UPF(i.e.with LAC function) and LNS(in DN) in step 4 and step 5:
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The security handling during an L2TP Tunnel Establishment and L2TP Session Establishment also describes on potentical impact on the encryption mechanism of tunnel passwordsent from the RADIUS server and user name and user password report to the RADIUS server.

While above the related L2TP Tunnel and Session support description and impact to the exiting TS 29.061 and TS 29.561 is still missing in the Objective description in WID BEPoP.
3. Proposal
This paper propose that WID BEPoP revise the Objective, to include SGi/N6 interface support L2TP Tunnel Establishment and L2TP Session Establishment in TS 29.061 and TS 29.561 in CT3 responsibility, described in the revised WID BEPoP proposal C3-211082.
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