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1. Introduction
Upon the reception of an HTTP POST request in the initial spending limit retrieval procedure, to process the request, CHF need to determine whether the HTTP POST request is a new request which has not ever been received and processed or is a request is retried because the corresponding response is not received in time. For a new HTTP POST request, CHF shall create a new subscription resource with assigned subscriptionId. For a retried HTTP POST request and there is already an existing subscription resource, new subscription resource creation is not necessary.
The information is provided in the HTTP POST request body includes:

-
the Subscription Permanent Identifier (SUPI) 

-
the notification correlation target address

-
the General Public Subscription Identifier (GPSI)

-
Event Filter information "list of policy counter identifier(s)" 

-
optionally an expiry time

Althought the Nchf_SpendingLimitControl service enables the NF service consumer (i.e. PCF) to retrieve policy counter status information per UE, the above information is not enough for CHF to make the determination in some scenario.
For example, UE may be simultaneously connected to multiple network slices. As specified in 3GPP TS23.501 subclause 6.3.7.1, S-NSSAI is considered as one factor at PCF discovery and selection for a PDU session. Multiple PCFs might be selected to serve multiple PDU session allocated in multiple network slices for a single UE. Consequently each selected PCF will try to send a POST request to create its own subscription resource for the same UE. There might be mupltiple new POST request received in CHF for a single UE to respectively create mupltiple subscription resources. 
2. Discussion
Two misbehaving solution in implementation may be resulted:
-
CHF create a new subscription resource for the UE upon receiving the HTTP POST request from PCF allocated in S-NSSAI1. After that CHF consider all subsequently received HTTP POST requests are retried requests. It means that the PCFs allocated in S-NSSAI2…S-NSSAIn can not make policy decision based on policy counter status since they can not successfully create subscription resource. Or

-
CHF create a new subscription resource for the UE everytime when receiving the HTTP POST request from PCF. In case that a request is retried because the corresponding response is not received in time, multiple redundant subscription resource may be created for the single UE and then lead to unnecessary network reousrce waste.
Obviously both these 2 solutions may lead to incorrectly implementation and can not completely fulfil the service requirement. 
The First thought may be to include PCF Id to help CHF to indentify which instance creating the request. However only PCF Id is not enough as a complete solution, considering following factors:

· One possible scenario is that a single PCF serves simultaneously mupltiple network slices;
· Since counters design mechanism is not standardized, it’s better for specification to support all possible counters design mechanisms, e.g. implementation might have network slice specific counter based on operator’s configuration;
· Network slice could be dynamicly allocated anytime based on user’s service requirement. Hence configuration on PCF can not predict the identifiers of the policy counters for which counter status is needed. Another option is to use "policyCounterIds" omitted Initial spending limit retrieval, then CHF have to notify policy counters status of all network slices and the big-size message is deliveried.
2. Proposal

1) When there are network slices is deployed, PCF Id and S-NSSAI are included in the HTTP POST request in the initial spending limit retrieval procedure, to indicate which network slice the subscription resource is created for. CHF use the included SUPI, PCF Id and S-NSSAI combination to determine whether the received request is a new request or a resend one. Counter may be network slice specific. CHF would also use the S-NSSAI to determine which network slice counter is subscribed.
2) For each network slice, PCF retrieve and subscribe policy counter status information per UE.
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