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Proposed changes:
*** 1st Change ***

4.2.2.8
Initial provisioning of traffic routing information

This procedure is used by an AF to:

-
influence SMF traffic routing decisions to a local access to a Data Network identified by a DNAI; and/or

-
request subscriptions to notifications about UP path management events related to the PDU session,

when "InfluenceOnTrafficRouting" feature is supported.

NOTE 1:
The AF uses the Npcf_PolicyAuthorization service for requests targeting specific on-going PDU sessions of individual UE(s). The AF requests that target existing or future PDU Sessions of multiple UE(s) or any UE are sent via the NEF and may target multiple PCF(s), as described in 3GPP TS 29.513 [7].

The AF shall include in the HTTP POST request message described in subclause 4.2.2.2 the "afRoutReq" attribute of "AfRoutingRequirement" data type with specific routing requirements for the application traffic flows either within "AppSessionContextReqData" data type for the service indicated in the "afAppId" attribute, or within the "medComponents" attribute. When provided at both levels, the "afRoutReq" attribute value in the "medComponents" attribute shall have precedence over the "afRoutReq" attribute included in the "AppSessionContextReqData" data type.

The AF may include traffic routing requirements together with service information.

The AF may request to influence SMF traffic routing decisions to a DNAI. The AF shall include in the "afRoutReq" attribute: 

a)
A list of routes to locations of applications in the "routeToLocs" attribute. Each element of the list shall contain:

-
a DNAI in the "dnai" attribute to indicate the location of the application towards which the traffic routing is applied; and
-
either a routing profile identifier in the "routeProfId" attribute, or the explicit routing information in the "routeInfo" attribute.

The AF may include in the "afRoutReq" attribute:
a)
Indication of application relocation possibility in the "appReloc" attribute.

b)
Temporal validity during which the AF request is valid shall be indicated with the "startTime" and "stopTime" attributes.

c)
Spatial validity during which the AF request is valid shall be indicated in terms of validity areas encoded in the "spVal" attribute of "SpatialValidity" data type. The "SpatialValidity" data type consists of a list of presence areas included in the "presenceInfoList" attribute, where each element shall include the presence reporting area identifier in the "praId" attribute and may include the elements composing a presence area encoded in the attributes: "trackingAreaList", "ecgList", "ncgList", "globalRanNodeIdList". 

d)
Indication of UE IP address preservation in the "addrPreserInd" attribute if the URLLC feature is supported.

The AF may also subscribe to notifications about UP path management events. The AF shall include in the "upPathChgSub" attribute:
-
notifications of early and/or late DNAI change, using the attribute "dnaiChgType" indicating whether the subscription is for "EARLY", "LATE" or "EARLY_LATE";

-
the notification URI where the AF is receiving the Nsmf_EventExposure_Notify service operation in the "notificationUri" attribute; and

-
the notification correlation identifier assigned by the AF in the "notifCorreId" attribute.
If the URLLC feature is supported, the AF may include an indication of AF acknowledgement to be expected as an "afAckInd" attribute within the "upPathChgSub" attribute.

The PCF shall reply to the AF as described in subclause 4.2.2.2.

The PCF shall store the routing requirements included in the "afRoutReq" attribute.

The PCF shall check whether the received routing requirements requires PCC rules to be created or provisioned to include or modify traffic steering policies, the AF transaction identifier and the application relocation possibility as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified in 3GPP TS 29.512 [8].

NOTE 2:
The AF receives the notification about UP path management events by the Nsmf_EventExposure_Notify service operation as defined in subclause 4.2.2.2 of 3GPP TS 29.508 [13].
*** 2nd Change ***

4.2.4.2
AF application session context termination

This procedure is used to terminate an AF application session context for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.4.2-1 illustrates the application session context termination.
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Figure 4.2.4.2-1: Application session context termination

When an AF session is terminated, and if the AF application session context was created as described in subclause 4.2.2 or in subclause 4.2.6.3, the AF shall invoke the Npcf_PolicyAuthorization_Delete service operation to the PCF using an HTTP POST request, as shown in figure 4.2.4.2-1, step 1.
The AF shall set the request URI to "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}/delete".

The AF may include in the body of the HTTP POST the "EventsSubscReqData" data type with the "evSubsc" attribute indicating the corresponding list of events to subscribe to.

When the PCF receives the HTTP POST request from the AF, indicating the termination of the AF application session context information, the PCF shall acknowledge that request by sending an HTTP response message with the corresponding status code.

If the HTTP POST request from the AF is accepted, the PCF shall send to the AF:

a)
if event information is reported, a "200 OK" response to HTTP POST request, as shown in figure 4.2.4.2-1, step 2a, including in the "AppSessionContext" data type the "evsNotif" attribute, which encodes within "evNotifs" attribute the event to report to the AF, if available, as described in subclause 4.2.5.2. If the event information is not available at the PCF the PCF shall defer sending the response to the AF and shall immediately configure the SMF to provide such information, as specified in 3GPP TS 29.512 [8];

b)
otherwise, the PCF shall send to the AF a "204 No Content". 

Afterwards, the PCF shall free the network resources allocated for the Service Data Flow(s) corresponding to the deleted AF application session context information. In order to do that, the PCF shall initiate the request for the removal of any related PCC rules from the SMF, if not previously done, following the corresponding procedures specified in 3GPP TS 29.512 [8].
If the HTTP POST request from the AF is rejected, the PCF shall indicate in the response to HTTP POST request the cause for the rejection as specified in subclause 5.7.

*** End of Changes ***
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