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	Reason for change:
	The following mistakes are found related to session rules:
· Attribute name in 4.2.6.3.1: SessRules -> sessRules
· Presence for the session Id in 4.1.4.3.1: optional -> mandatory
· Activation operation for a session rule in 4.2.3.20, 4.2.3.21, and 4.2.6.1: a session rule is always provisioned by the PCF and cannot be pre-provisioned in the SMF, i.e., there is no activation/deactivation operations associated to the session rule.
· Session rules do not refer to QoS decisions
And:

· Ambiguous/incorrect information about the handling of conditional session rules.
· Ambiguous/incorrect information about how many session rules can be enforced simultaneously in the SMF.
In addition:

· -TS23.503, 6.3.2 specifies for PCC rules, that when modifying a dynamic PCC rule by setting, modifying or clearing its deferred activation and/or deactivation time, or by changing any other attribute of a PCC rule having a deferred activation and/or deactivation time, the PCF shall provide all attributes of that PCC rule. 

This behaviour simplifies the SMF, which would only need to replace previously stored values, and take the rule as a whole at its activation.

It is proposed to apply the same requirement to session rules.

	
	

	Summary of change:
	The faults indentified above are corrected.
In clause 4.2.6.3.1 it is corrected the text that indicates that there is only one session rule active to indicate that more than one session rules can be enforced simultaneously.

In clause 4.2.6.3.2.1 it is clarified to indicate that when setting, modifying or clearing the reference to a ConditionData with time conditions or changing any other attribute of the SessionRule data structure for a time conditioned session rule, the PCF shall provide all the attributes of the session, and the coresponding policy decision if not previously provided, included the attributes that have not changed.
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Proposed changes:

*** 1st Change ***

4.1.4.3.1
Session rules definition

A session rule consists of policy information elements associated with PDU session. A session rule is dynamically provisioned by the PCF to the SMF (i.e., there are only dynamic session rules). The encoding of the SessionRule data type is defined in subclause 5.6.2.7.

A session rule shall include:

-
Session Rule Identifer.
A session rule may include:


-
Authorized Session AMBR;

-
Authorized Default QoS;

-
Reference to Usage Monitoring Data; and

-
Reference to Condition Data.

*** 2nd Change ***
4.2.3.20
Session Rule Error Report

If the "SessionRuleErrorHandling" feature is supported and if the SMF receives one or more session rules as defined in subclause 4.2.6.3.1 but the validation of all the session Rule was unsuccessful, the SMF shall reject the request and include an HTTP "400 Bad Request" status code and the "sessRuleReports" attribute for the affected session rules to report the failure within the ErrorReport data structure; otherwise if the validation of some of session rules was unsuccessful, the SMF shall include an HTTP "200 OK" status code and one or more SessionRuleReport data structure(s) for the affected session rules to report the failure within the PartialSuccessReport data structure in the response message. Within each SessionRuleReport instance, the SMF shall identify the failed session rule(s) by including the affected session rules within the "ruleIds" attribute(s), identify the failed reason code by including a "sessRuleFailureCode" attribute, and shall include rule status within the "ruleStatus" attribute with the value as described below.

If the installation of one or more new session rules (i.e. rules which were not previously successfully installed) fails, the SMF shall set the "ruleStatus" to INACTIVE.

If the modification of a currently provisioned session rule fails, the SMF shall retain the existing session rule as provisioned without any modification unless the reason for the failure has an impact also on the existing session rule. The SMF shall report the modification failure to the PCF.
The removal of a session rule shall not fail, even if the PDU session procedures with the UE fail. The SMF shall retain information on the removal and conduct the necessary PDU session procedures with the UE when it is possible.

Depending on the value of the "sessRuleFailureCode" attribute, the PCF may decide whether retaining of the old session rule, re-installation, modification, removal of the session rule or any other action applies.

*** 3rd Change ***
4.2.4.21
Session Rule Error Report

If the "SessionRuleErrorHandling" feature is supported and if the installation of one or more session rules fails using the procedure as defined in subclauses 4.2.2.1 or 4.2.4.1 or the PCF provisioned one or more session rules as defined in subclause 4.2.3.1 but enforcement of the session Rule was unsuccessful (e.g. session-AMBR is rejected by the AMF in the roaming scenario), the SMF shall include the "sessRuleReports" attribute for the affected session rules to report the failure within the SmPolicyUpdateContextData data structure. Within each SessionRuleReport instance, the SMF shall identify the failed session rule(s) by including the affected session rules within the "ruleIds" attribute(s), identify the failed reason code by including a "sessRuleFailureCode" attribute, and shall include rule status within the "ruleStatus" attribute with the value as described below.

If the installation of one or more new session rules  fails, the SMF shall set the "ruleStatus" to INACTIVE.

The removal of a session rule shall not fail, even if the PDU session procedures with the UE fail. The SMF shall retain information on the removal and conduct the necessary PDU session procedures with the UE when it is possible.

If the modification of a currently provisioned session rule fails, the SMF shall retain the existing session rule as provisioned without any modification unless the reason for the failure has an impact also on the existing session rule. The SMF shall report the modification failure to the PCF.

If a session rule was successfully installed, but can no longer be enforced by the SMF, the SMF shall set the "ruleStatus" attribute to INACTIVE.
NOTE:
When the PCF receives "ruleStatus" set to INACTIVE, the PCF does not need to request the SMF to remove the inactive session rule.

Depending on the value of the "sessRuleFailureCode" attribute, the PCF may decide whether retaining the old session rule, re-installation, modification, removal of the session rule or any other action applies.

*** 5th Change ***
4.2.6.1
General

Policy Decisions are provided from the PCF to the NF service consumer (SMF) as part of the following service operations:

-
the Npcf_SMPolicyControl_Create Service Operation described in subclause 4.2.2;

-
the SM Policy Association Notification request as part of the Npcf_SMPolicyControl_UpdateNotify Service Operation as described in subclause 4.2.3.2; and

-
the Npcf_SMPolicyControl_Update service operation as described in subclause 4.2.4

Policy decisions shall be encoded within the SmPolicyDecision data structure defined in subclause 5.6.2.4

Policy decisions may include:

-
Session Rules as described in subclause 4.1.4.3 encoded within the "sessRules" attribute;

-
PCC Rules as described in subclause 4.1.4.2 encoded within the "pccRules" attribute;

-
QoS decisions as described in subclause 4.1.4.4.3 that can be referenced from PCC rules encoded within the "qosDecs" attribute;

-
charging decisions as described in subclause 4.1.4.4.4 that can be referenced from PCC rules encoded within the "chgDecs" attribute;

-
Traffic control decisions as described in subclause 4.1.4.4.2 that can be referenced from PCC rules encoded within the "traffContDecs" attribute;

-
Usage monitoring control decisions as described in subclause 4.1.4.4.5 that can be referenced from PCC rules and session rules encoded within the "umDecs" attribute;

-
Conditions that can be referenced from PCC rules and session rules encoded within the "conds" attribute;

-
A reflective QoS timer;

-
Policy control request triggers and applicable additional information, e.g., Revalidation Time, PRA information;

-
Last requested rule data;

-
Last requested usage data;

-
Default charging method of the PDU session;

-
Charging information;

-
P-CSCF Restoration Support Indication;

-
IP index information;

-
Usage of QoS flow.

For the Npcf_SMPolicyControl_Create Service Operation, the SmPolicyDecision data structure shall contain a full description of all of policies decisions provided by the PCF for the policy association.

For the Npcf_SMPolicyControl_UpdateNotify service operation for the SM Policy Association Notification request and for the Npcf_SMPolicyControl_Update service operation, the SmPolicyDecision data structure shall contain a description of changes of the policies decisions with respect to the last provided previous policy decision for the corresponding policy association. The default charging method of the PDU session, charging information, Reflective QoS Timer, P-CSCF Restoration Support Indication and IP index information shall not been updated by the PCF.

If no other rules are defined for specific data types within the SmPolicyDecision data structure, the encoding of changes of the policies decisions in the SmPolicyDecision data structure shall follow the following principles:

1)
To modify an attribute with a value of type map (e.g. the "sessRules" attribute, the "pccRules" attribute, the "qosDecs" attribute, the "traffContDecs" attribute, the "umDecs" attribute, and the "conds" attribute) the attribute shall be provided with a value containing a map with entries according to the following principles:

-
A new entry shall be added by supplying a new identifier (e.g. rule / decision identifier) as key and the corresponding structured data type instance (e.g. PCC rule) with complete contents as value as an entry within the map.

-
An existing entry shall be modified by supplying the existing identifier as key and the corresponding structured data type instance with the same existing identifier (e.g. set the "qosId" to the same existing QoS data decision identifier), which shall describe the modifications following bullets 1 to 6, as value as an entry within the map. 

-
An existing entry shall be deleted by supplying the existing identifier as key and "NULL" as value as an entry within the map.

-
For an unmodified entry, no entry needs to be provided within the map.

2)
To modify an attribute with a structured data type instance as value, the attribute shall be provided with a value containing a structured data type instance with entries according to bullets 1 to 6.

3)
To modify an attribute with another type than map or structured data type as value, the attribute shall be provided with a complete representation of its value that shall replace the previous value.

4)
To create an attribute of any type, the attribute shall be provided with a complete representation of its value. 

5)
To delete an attribute of any type, the attribute shall be provided with NULL as value.

NOTE 1:
Attributes that are allowed to be deleted need to be marked as "nullable" within the OpenAPI file in Annex A.

6)
Attributes that are not added, modified, or deleted do not need to be provided.

NOTE 2:
In related data structures no attribute can be marked as mandatory except the attribute for the identifier (e.g. rule / decision identifier).

The PCF shall not remove a provisioned policy decision data or condition data from the SMF when the reference(s) from the PCC rule(s) or session rule(s) are still valid. The PCF may keep a policy decision data or condition data valid when the PCF removes all the PCC(s) or session rule(s) referring to the policy decision data or condition data.

*** 6th Change ***
4.2.6.3.1
Overview
The PCF may perform operations on session rules. The impacted rules shall be included in the "sessRules" map attribute within the SMPolicyDecision data structure with the "sessRuleId" as a key. For installing or modifying a session rule, the corresponding SessionRule data instance shall be provided as the map entry value. For removing a session rule, the map entry value shall be set to NULL.

In order to install a new session rule, the PCF shall further set other attributes within the SessionRule data structure as follows:

-
it may include the authorized session AMBR within the "authSessAmbr" attribute;

-
it may include the authorized default QoS within the "authDefQos" attribute using the procedure as defined in subclause 4.2.6.3.3;

-
it may include one reference to the UsageMonitoringData data structure within the "refUmData" attribute. In this case, a "umDecs" attribute containing the corresponding Usage Monitoring data policy decisions shall be included in SmPolicyDecision data structure if it has not been previously provided; and

-
it may include one reference to the ConditionData data structure within the "refCondData" attribute. In this case, a "conds" attribute containing the corresponding Condition Data decision shall be included in SmPolicyDecision data structure if it has not been previously provided.

In order to modify an existing session rule, the PCF shall further set other attributes within the SessionRule data structure as follows:

-
If the PCF needs to modify the attribute(s) within a session rule, the PCF shall include the modified attributes(s) with the new value(s) within the SessionRule data instance. Previously supplied attributes not supplied in the modified PCC rule instance shall remain valid.

-
If the PCF only needs to modify the content of referenced policy decision data (e.g. UsageMonitoringData, etc.) and/or condition data for one or more session rules, the PCF shall, within the SmPolicyDecision data structure, include the corresponding policy decision data and/or condition data within the corresponding map attributes (e.g. include the usage monitoring data decision within the "umDecs" attribute).

The PCF may combine multiple of the above session rule operations in a single message, but the PCF shall ensure that one and only one session rule with authorized session-AMBR, one and only one with authorized default QoS and no more than one with usage monitoring are enforced simultaneously in the SMF.

*** 7th Change ***
4.2.6.3.2.1
General

Up to four conditioned session rules (i.e. authorized session AMBR and/or authorized default QoS) may be provisioned by the PCF. In order to provision a session rule with conditional data, the PCF shall provision a session rule as defined in subclause 4.2.6.3.1 and include within its "refCondData" attribute the corresponding ConditionData's "condId" attribute value. The PCF shall also ensure that the referenced ConditionData instance is included in the "conds" map within the SmPolicyDecision data structure following the procedures defined in subclause 4.2.6.1.

Within the ConditionData instance, the PCF shall include the activation time within the "activationTime" attribute.

NOTE 1:
The same instance of session rule can convey information related to the authorized session-AMBR and authorized default QoS when the same time condition applies to both.

NOTE 2:
The SMF retains remaining time conditioned session rules that have an execution time in the future.

If the SMF receives the conditioned session rule, at the time indicated in the "activationTime" attribute, the SMF shall perform the requested change without interaction with the PCF.
If time conditioned session rule(s) to change the non-conditioned session rule are received by the SMF and the earliest Activation Time is in the past, then the SMF shall immediately enforce the most recent time conditioned instance that is not in the future.

The PCF may modify a currently installed session rule, including setting, modifying or deleting its deferred activation time as follows:

1)
When modifying a session rule by setting the deferred activation time, the PCF shall update the session rule by including the corresponding ConditionData's "condId" attribute value within the "refCondData" attribute and within the SmPolicyDecision data structure include the ConditionData instance within the "conds" attribute if not provisioned yet.

2)
When modifying a session rule by modifying the deferred activation time:

-
the PCF may update the session rule by replacing the existing ConditionData instance's "condId" attribute value within the "refCondData" attribute with a new one and within the SmPolicyDecision data structure include the new ConditionData instance within the "conds" attribute if not provisioned yet; or

-
the PCF may update the condition data decision which the session rule refers to by updating the corresponding ConditionData instance as defined in subclause 4.2.6.1. The PCF may update the value of the existing deferred activation time.

3)
When modifying a session rule by deleting the deferred activation time:

-
the PCF shall delete the reference to the ConditionData instance within the session rule by updating session rule with the "refCondData" attribute set to NULL; and

-
the PCF may delete the condition data decision which the session rule refers to as defined in subclause 4.2.6.1 if no other session rules are referring to the condition data decision.

To delete a time conditioned session rule, the PCF shall perform the deletion of session rule as defined in subclause 4.2.6.3.1.

The "ueTimeZone" attribute, if available, may be used by the PCF to derive the value for the "activationTime" attribute.

NOTE 3:
Time conditioned session AMBR and default QoS change helps reducing the signalling load over N7. However, the session AMBR and default QoS change needs to be communicated to the UE. Consequently a simultaneous change of the session AMBR and default QoS for many UE(s) may introduce a signalling storm in the 5GC (e.g. over N1/N2/N4/N11). The PCF can avoid this simultaneous change of the session AMBR and default QoS (e.g. spread the time conditioned change over time for many UEs).

When modifying an existing session rule by setting, modifying or clearing the reference to a ConditionData with time conditions (adding time condition data, modifying previously provided time condition data or removing previously provided time condition data) or by changing any other attribute of the session rule data structure for a session rule having a deferred activation and/or deactivation time, the PCF shall provide all the attributes of the SessionRule data structure of that session rule, and the corresponding policy decision if not previously provided, including attributes that have not changed.

NOTE x1:
In this case, the PCF omission of an attribute that has a prior value will erase that attribute from the rule.

*** 8th Change ***
5.6.2.7
Type SessionRule

Table 5.6.2.7-1: Definition of type SessionRule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	authSessAmbr
	Ambr
	C
	0..1
	Authorized Session-AMBR. (NOTE x1)
	

	authDefQos
	AuthorizedDefaultQos
	C
	0..1
	Authorized default QoS information. (NOTE x1)
	

	sessRuleId
	string
	M
	1
	Univocally identifies the session rule within a PDU session.
	

	refUmData
	string
	O
	0..1
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	

	NOTE x1:
The PCF shall ensure that a session rule that contains the "authSessAmbr" attribute and a session rule that contains the "authDefQoS" attribute are enforced in the SMF.


*** 9th Change ***
5.6.3.17
Enumeration: SessionRuleFailureCode

Table 5.6.3.17-1: Enumeration SessionRuleFailureCode

	Enumeration value
	Description
	Applicability

	NF_MAL
	Indicates that the session rule could not be successfully installed or enforced (for those already successfully installed) due to SMF/UPF malfunction.
	

	RES_LIM
	Indicates that the session rule could not be successfully installed or enforced (for those already successfully installed) due to a limitation of resources at the SMF/UPF.
	

	UNSUCC_QOS_VAL
	Indicates that the QoS validation has failed.
	

	UE_STA_SUSP
	Indicates that the UE is in suspend state. Only applicable to the interworking scenario as defined in Annex B.
	PolicyUpdateWhenUESuspends


*** End of Changes ***

