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* * * 1st Change * * * *
[bookmark: _Toc28012020][bookmark: _Toc34122870][bookmark: _Toc36037820][bookmark: _Toc38875201][bookmark: _Toc43191680][bookmark: _Toc45133074][bookmark: _Toc51316578][bookmark: _Toc51761758]4.1.4.2.1	PCC rules definition
A PCC rule is a set of information elements enabling the detection of a service data flow and providing parameters for policy control and/or charging control. There are two different types of PCC rules as defined in 3GPP TS 23.503 [6]:
-	Dynamic PCC rules. PCC rules that are dynamically provisioned by the PCF to the SMF. These PCC rules may be either predefined or dynamically generated in the PCF. Dynamic PCC rules can be installed, modified and removed at any time.
-	Predefined PCC rules. PCC rules that are preconfigured in the SMF. Predefined PCC rules can be activated or deactivated by the PCF at any time. Predefined PCC rules within the PCF may be grouped allowing the PCF to dynamically activate a set of PCC rules.
Additionally, predefined PCC rules may be grouped within the SMF as predefined PCC rule bases which allow the PCF to dynamically activate these sets of rules. In this case, the PCC rule identifier is used to hold the predefined PCC rule base identifier.
NOTE:	The operator can define a predefined PCC rule, to be activated by the SMF. Such a predefined rule is not explicitly known in the PCF.
A PCC rule consists of:
Table 4.1.4.2.1-1: PCC rule information elements
	Information name
	Description
	Category

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.
It is used between PCF and SMF for referencing PCC rules.
	Mandatory

	
	Service data flow detection
	

	 Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection, enforcement and charging.
	Mandatory

	Service Data Flow Template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.
For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.
	Mandatory

	Mute for notification
	Defines whether application's start or stop notification is to be muted.
	Optional

	
	Charging
	

	Charging key
	The charging system (CHF) uses the charging key to determine the tariff to apply to the service data flow.
	Optional

	Service identifier
	The identity of the service or service component the service data flow in a rule relates to.
	Optional

	Sponsor Identifier
	An identifier, provided from the AF, which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Application Service Provider Identifier
	An identifier, provided from the AF, which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Charging method
	Indicates the required charging method for the PCC rule.
Values: online or offline or none.
	Optional

	Service Data flow handling while requesting credit
	Indicates whether the service data flow is allowed to start while the SMF is waiting for the response to the credit request.
Only applicable for charging method online.
	Optional

	Measurement method
	Indicates whether the service data flow data volume, duration, combined volume/duration or event shall be measured.
This is applicable to reporting, if the charging method is online or offline.
Note: Event based charging is only applicable to predefined PCC rules and PCC rules used for application detection filter (i.e. with an application identifier).
	Optional

	Application Function Record Information
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	Optional

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.
Values: mandated or not required.
	Optional

	
	Policy control
	

	5QI
	Identifier for the authorized QoS parameters for the service data flow.
	Mandatory

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability.
	Mandatory

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed).
	Optional

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP NG-RAN when the GFBR can no longer (or again) be guaranteed for a QoS Flow during the lifetime of the QoS Flow.
	Optional

	Reflective QoS Control
	Indicates to apply reflective QoS for the SDF.
	Optional

	MBR (UL/DL)
	The uplink/downlink maximum bitrate authorized for the service data flow.
	Optional

	GBR (UL/DL)
	The uplink/downlink guaranteed bitrate authorized for the service data flow.
	Optional

	UL sharing indication
	Indicates resource sharing in uplink direction with service data flows having the same value in their PCC rule.
	Optional

	DL sharing indication
	Indicates resource sharing in downlink direction with service data flows having the same value in their PCC rule.
	Optional

	Redirect
	Redirect state of the service data flow (enabled/disabled).
	Optional

	Redirect Destination
	Controlled Address to which the service data flow is redirected when redirect is enabled.
	Optional

	Bind to default QoS Flow
	Indicates that the dynamic PCC rule shall always have its binding with the default QoS Flow.
	Optional

	Priority Level
	Indicates a priority in scheduling resources among QoS Flows.
	Optional

	Averaging Window 
	Represents the duration over which the guaranteed and maximum bitrate shall be calculated.
	Optional

	Maximum Data Burst Volume
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB.
	Optional

	
	Access Network Information Reporting
	

	User Location Required
	The serving cell of the UE is to be reported. When the corresponding QoS flow is deactivated, and if available, information on when the UE was last known to be in that location is also to be reported.
	Optional

	UE Timezone Required
	The time zone of the UE is to be reported.
	Optional

	
	Usage Monitoring Control
	

	Monitoring key
	The PCF uses the monitoring key to group services that share a common allowed usage.
	Optional

	Indication of exclusion from session level monitoring
	Indicates that the service data flow shall be excluded from PDU Session usage monitoring.
	Optional

	
	N6-LAN Traffic Steering Enforcement Control
	

	Traffic steering policy identifier(s)
	Reference to a pre-configured traffic steering policy at the SMF.
	Optional

	
	AF influenced Traffic Steering Enforcement Control
	

	Data Network Access Identifier
	Identifier of the target Data Network Access.
	Optional

	Per DNAI: Traffic steering policy identifier
	Reference to a pre-configured traffic steering policy at the SMF.
	Optional

	Per DNAI: N6 traffic routing information
	Describes the information necessary for traffic steering to the DNAI.
	Optional

	Information on AF subscription to UP path changes events
	Indicates whether a notification in case of UP path change is requested, as well as the destination(s) for where to provide the notification.
	Optional

	Indication of UE IP address preservation
	Indicates UE IP address should be preserved.
	Optional

	Indication of traffic correlation
	Indicates that the target PDU Sessions should be correlated via a common DNAI in the user plane. 
	Optional

	
	RAN support information
	

	UL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the uplink direction for the service data flow.
	Optional

	DL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the downlink direction for the service data flow.
	Optional

	
	MA PDU Session Control
	

	Application descriptors
	Identifies the application traffic to apply the Steering functionality and the Steering mode.
	Optional

	Steering Functionality
	Indicates the applicable traffic steering functionality.
	Optional

	Steering mode (UL/DL)
	Indicates the UL and/or DL traffic distribution rules between the 3GPP and Non-3GPP accesses together with associated parameters (when applicable) for the traffic matching the service data flow.
	Optional

	Charging for Non-3GPP access
	Indicates parameters used for charging packets carried via Non-3GPP access for a MA PDU Session. The same set of parameters as for the Charging information above applies. If a parameter is not included here, the value provided in the Charging information above applies.
	Optional

	Usage Monitoring for Non-3GPP access
	Indicates parameters used to monitor usage of the packets carried via Non-3GPP access for a MA PDU Session. The same set of parameters as for the Usage Monitoring information above applies. If a parameter is not included here, the value provided in the Usage Monitoring information above applies.
	Optional

	
	IPTV (NOTE 1)
	

	IP Multicast traffic control information
	Indicates whether the service data flow, corresponding to the service data flow template, is allowed or not allowed.
	Optional

	
	QoS Monitoring for URLLC
	

	QoS parameter(s) to be measured
	UL packet delay, DL packet delay or round trip packet delay.
	Optional

	Reporting frequency
	Defines the frequency for the reporting, such as event triggered, periodic, or when the PDU Session is released.
	Optional

	Target of reporting
	Defines the target of the QoS Monitoring reports, it can be either the PCF or the AF, decided by the PCF.
	Optional

	
	Alternative QoS Parameter Sets (NOTE 2)
	

	Packet Delay Budget
	Indicates the packet delay budget in this Alternative QoS Parameter Set.
	Optional

	Packet Error Rate
	Indicates the packet error rate in this Alternative QoS Parameter Set.
	Optional

	GBR (UL/DL)
	The uplink/downlink guaranteed bitrate authorized for the service data flow in this Alternative QoS Parameter Set.
	Optional

	
	TSN TSCAI Input container
	

	Burst Arrival Time
	Indicates the burst arrival time in reference to TSN GM and ingress port.
	Optional

	Periodicity
	The time period (in reference to TSN GM) between start of two bursts.
	Optional

	Flow Direction
	Direction of the flow.
	Optional

	
	Downlink Data Notification Control
	

	Notification control of downlink data delivery status
	Indicates whether notification of downlink data delivery status is required and related information.
	Optional

	Notification Control of DDN Failure
	Indicates whether notification of DDN Failure is requested.
	Optional

	NOTE 1:	Only applicable to the 5G-RG connecting to the 5GC via NG-RAN as defined in Annex C.
NOTE 2:	Only applicable for GBR service data flow with QoS Notification Control enabled.



The above information is organized into a set of decision data objects as defined in subclause 4.1.4.4. The exact encoding of PCC rules is defined in subclause 5.6.2.6.

* * * 2nd Change * * * *
[bookmark: _Toc28012217][bookmark: _Toc34123070][bookmark: _Toc36038020][bookmark: _Toc38875402][bookmark: _Toc43191883][bookmark: _Toc45133278][bookmark: _Toc51316782][bookmark: _Toc51761962]5.6.2.6	Type PccRule
Table 5.6.2.6-1: Definition of type PccRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	1..N
	An array of IP flow packet filter information. (NOTE 3)
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF. (NOTE 3)
	ADC

	appDescriptor
	ApplicationDescriptor
	C
	0..1
	ATSSS rule application descriptor. It shall be present when the PDU session is a MA PDU session and the SDF template contains an Application Identifier (i.e. when the "appId" attribute is present).
	ATSSS

	contVer
	ContentVersion
	O
	0..1
	Indicates the content version of the PCC rule.
	RuleVersioning

	pccRuleId
	string
	M
	1
	Univocally identifies the PCC rule within a PDU session.
	

	precedence
	Uinteger
	O
	0..1
	Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session. It shall be included if the "flowInfos" attribute is included or may be included if the "appId" attribute is included when the PCF initially provisions the PCC rule. (NOTE 2) (NOTE 4)
	

	afSigProtocol
	AfSigProtocol
	O
	0..1
	Indicates the protocol used for signalling between the UE and the AF. The default value "NO_INFORMATION" shall apply, if the attribute is not present and has not been supplied previously.
	ProvAFsignalFlow

	appReloc
	boolean
	O
	0..1
	It indicates that the application cannot be relocated once a location of the application is selected by the 5GC when it is included and set to "true". Indication of application relocation possibility. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	TSC

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	URLLC

	refQosData
	array(string)
	O
	1..N
	A reference to the QosData policy type decision type. It is the qosId described in subclause 5.6.2.8.
(NOTE 1)
	

	refAltQosParams
	array(string)
	O
	1..N
	A Reference to the QoS Data policy decision type for the Alternative QoS parameter sets of the service data flow. Only the "qosId" attribute, ""gbrUl" attribute and "gbrDl" attribute, "packetDelayBudget" attribute and "packetErrorRate" attribute are applicable within the QosData data type. This data type represents an ordered list, where the lower the index of the array for a given entry, the higher the priority.
	AuthorizationWithRequiredQoS

	refTcData
	array(string)
	O
	1..N
	A reference to the TrafficControlData policy decision type. It is the tcId described in subclause 5.6.2.10.
(NOTE 1)
	

	refChgData
	array(string)
	O
	1..N
	A reference to the ChargingData policy decision type. It is the chgId described in subclause 5.6.2.11.
(NOTE 1)
	

	refChgN3gData
	array(string)
	O
	1..N
	A reference to the ChargingData policy decision type only applicable to Non-3GPP access. It is the chgId described in subclause 5.6.2.11.
(NOTE 1) (NOTE 5)
	ATSSS

	refUmData
	array(string)
	O
	1..N
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.
(NOTE 1)
	

	refUmN3gData
	array(string)
	O
	1..N
	A reference to UsageMonitoringData policy decision type only applicable to Non-3GPP access. It is the umId described in subclause 5.6.2.12.
(NOTE 1) (NOTE 6)
	ATSSS

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	

	refQoSMon
	array(string)
	O
	1..N
	A reference to QoSMonitoringData policy decision type. It is the qmId described in subclause 5.6.2.40.
(NOTE 1)
	QosMonitoring

	tscaiInputUl
	TscaiInputContainer
	O
	0..1
	Transports TSCAI input parameters for TSC traffic at the ingress interface of the DS-TT/UE (uplink flow direction).
	TimeSensitiveNetworking

	tscaiInputDl
	TscaiInputContainer
	O
	0..1
	Transports TSCAI input parameters for TSC traffic at the ingress of the NW-TT (downlink flow direction).
	TimeSensitiveNetworking

	nCDDDStatus
	NCDDDStatus
	O
	0..1
	Contains indication if notifications of downlink data delivery status are requested; and
the requested type of such notifications (notifications about downlink packets being buffered, and/or discarded).
	Downlink Data Notification Control

	nCDDNFailure
	NCDDNFailure
	O
	0..1
	Contains indication if notifications of DDN Failure is requested.
	Downlink Data Notification Control

	NOTE 1:	Arrays are only introduced for future compatibility. In this release of the specification the maximum number of elements in the array is 1.
NOTE 2:	For a PCC rule with the "appId" attribute, the precedence can be preconfigured in SMF or provided in the PCC rule from PCF. The precedence provided by the PCF shall take precedence.
NOTE 3:	Either the "flowInfos" attribute or "appId" attribute shall be supplied by the PCF when the PCC rule is initially provisioned. If the "appId" attribute is supplied, the PCF shall not modify the application identifier supplied within the "appId" attribute later.
NOTE 4:	The "precedence" attribute is used to specify the precedence of the PCC rule among all PCC rules associated with the PDU session. It includes an integer value in the range from 0 to 255 (decimal). The higher the value of the "precedence" attribute, the lower the precedence of that PCC rule is. The precedence value range from 70 to 99 (decimal) shall be used for the PCC rules subject to Reflective QoS.
NOTE 5:	For a MA PDU Session, Charging Data decision referred by the "refChgData" attribute applies to both accesses if there is no "refChgN3gData" attribute included. If there is a "refChgN3gData" attribute included, the Charging Data decision referred by the "refChgN3gData" attribute applies to non-3GPP access and the Charging Data decision referred by the "refChgData" attribute applies to 3GPP access. The value(s) of attribute(s) within the Charging Data decision except the “chgId" attribute referred by the "refChgN3gData" attribute shall be the same as the one(s) within the Charging Data decision referred by the "refChgData" attribute.
NOTE 6:	For a MA PDU Session, Usage Monitoring Data decision referred by the "refUmData" attribute applies to both accesses if there is no "refUmN3gData" attribute included. If there is a "refUmN3gData" attribute included, the Usage Monitoring Data decision referred by the "refUmN3gData" attribute applies to non-3GPP access and the Usage Monitoring Data decision referred by the "refUmData" attribute applies to 3GPP access.



* * * 3rd Change * * * *
[bookmark: _Toc28012260][bookmark: _Toc34123117][bookmark: _Toc36038067][bookmark: _Toc38875449][bookmark: _Toc43191931][bookmark: _Toc45133326][bookmark: _Toc51316830][bookmark: _Toc51762010]5.6.3.6	Enumeration: PolicyControlRequestTrigger
Table 5.6.3.6-1: Enumeration PolicyControlRequestTrigger
	Enumeration value
	Description
	Applicability

	PLMN_CH
	PLMN Change.
	

	RES_MO_RE
	A request for resource modification has been received by the SMF. (NOTE)
	

	AC_TY_CH
	Access Type Change. It also indicates the addition or removal of Access Type for MA PDU session.
	

	UE_IP_CH
	UE IP address change. (NOTE)
	

	UE_MAC_CH
	A new UE MAC address is detected or a used UE MAC address is inactive for a specific period.
	

	AN_CH_COR
	Access Network Charging Correlation Information.
	

	US_RE
	The PDU Session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	UMC

	APP_STA
	The start of application traffic has been detected.
	ADC

	APP_STO
	The stop of application traffic has been detected.
	ADC

	AN_INFO
	Access Network Information report.
	NetLoc

	CM_SES_FAIL
	Credit management session failure.
	

	PS_DA_OFF
	The SMF reports when the 3GPP PS Data Off status changes. (NOTE)
	3GPP-PS-Data-Off

	DEF_QOS_CH
	Default QoS Change. (NOTE)
	

	SE_AMBR_CH
	Session AMBR Change. (NOTE)
	

	QOS_NOTIF
	The SMF notify the PCF when receiving notification from RAN that QoS targets of the QoS Flow cannot be guaranteed or can be guaranteed.
	

	NO_CREDIT
	Out of credit.
	

	REALLO_OF_CREDIT
	Reallocation of credit
	ReallocationOfCredit

	PRA_CH
	Change of UE presence in Presence Reporting Area.
	PRA

	SAREA_CH
	Location Change with respect to the Serving Area.
	

	SCNN_CH
	Location Change with respect to the Serving CN node.
	

	RE_TIMEOUT
	Indicates the SMF generated the request because there has been a PCC revalidation timeout (i.e. Enforced PCC rule request defined in table 6.1.3.5.-1 of 3GPP TS 29.503 [6]).
	

	RES_RELEASE
	Indicates that the SMF can inform the PCF of the outcome of the release of resources for those rules that require so.
	RAN-NAS-Cause

	SUCC_RES_ALLO
	Indicates that the SMF shall inform the PCF of the successful resource allocation for those rules that requires so.
	

	RAT_TY_CH
	RAT type change.
	

	REF_QOS_IND_CH
	Reflective QoS indication Change.
	

	NUM_OF_PACKET_FILTER
	Indicates that the SMF shall report the number of supported packet filter for signalled QoS rules. (NOTE) Only applicable to the interworking scenario as defined in Annex B.
	

	UE_STATUS_RESUME
	Indicates that the UE’s status is resumed. Only applicable to the interworking scenario as defined in Annex B.
	PolicyUpdateWhenUESuspends

	UE_TZ_CH
	UE Time Zone Change.
	

	AUTH_PROF_CH
	Indicates that the DN-AAA authorization profile index has changed. (NOTE)
	DN-Authorization

	TSN_BRIDGE_INFO
	Indicates the SMF has detected new 5GS Bridge information.
	[bookmark: _Hlk24652836]TimeSensitiveNetworking

	QOS_MONITORING
	Indicate that the SMF notifies the PCF of the QoS Monitoring information.
	QosMonitoring

	SCELL_CH
	Location Change with respect to the Serving Cell. Only applicable to the interworking scenario as defined in Annex B.
	

	EPS_FALLBACK
	EPS Fallback report is enabled in the SMF. Only applicable to the interworking scenario as defined is Annex B.
	EPSFallbackReport

	MA_PDU
	Indicates that the SMF notifies the PCF of the MA PDU session request. Only applicable to the interworking scenario as defined in Annex B. (NOTE)
	ATSSS

	5G_RG_JOIN
	The 5G-RG has joined to an IP Multicast Group.
	WWC

	5G_RG_LEAVE
	The 5G-RG has left an IP Multicast Group.
	WWC

	[bookmark: _Hlk41311835]DDN_FAILURE
	Indicates that the SMF requests policies from PCF if it received an event subscription for DDN Failure event.
	DDNEventPolicyControl

	[bookmark: _Hlk41309656]DDN_DELIVERY_STATUS
	[bookmark: _Hlk41311982][bookmark: _Hlk41310712]Indicates that the SMF requests policies from PCF if it received an event subscription for DDN Delievery Status event.
	DDNEventPolicyControl

	NOTE:	The SMF always reports to the PCF.



The PCF may provision the values of policy control request trigger which are not always reported by the SMF as defined in subclause 4.2.6.4.
When the SMF detects the corresponding policy control request trigger(s), the SMF shall report the detected trigger(s) to the PCF as defined in subclause 4.2.4.1 with the additional information for different independent policy control request triggers as follows:
If the "PLMN_CH" is provisioned, when the SMF detects a change of PLMN, the SMF shall include the "PLMN_CH" within the "repPolicyCtrlReqTriggers" attribute and the current identifier of the serving network within the "servingNetwork" attribute.
When the SMF receives the resource modification request from the UE, the SMF shall include the "RES_MO_RE" within the "repPolicyCtrlReqTriggers" attribute and the information for requesting the PCC rule as defined in subclause 4.2.4.17.
If the "AC_TY_CH" is provisioned, when the SMF detects a change of access type, the SMF shall include the "AC_TY_CH" within the "repPolicyCtrlReqTriggers" attribute and the current access type within the "accessType" attribute. The RAT type encoded in the "ratType" attribute shall also be provided when applicable to the specific access type. Specific attributes for the EPC interworking case are described in Annex B. If the ATSSS feature is supported, when the SMF detects an access is added or released for MA PDU session, the SMF shall include the added Access Type or released Access type encoded as "accessType" attribute within the AdditionalAccessInfo data structure. The RAT type encoded in the "ratType" attribute shall also be provided within the AdditionalAccessInfo data structure when applicable to the added access type or released access type.
When the SMF detects an IPv4 address and/or an IPv6 prefix is allocated or released, the SMF shall include the "UE_IP_CH" within the "repPolicyCtrlReqTriggers" attribute and new allocated UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "ipv6AddressPrefix" attribute or the released UE Ipv4 address within the "relIpv4Address" attribute and/or the UE Ipv6 prefix within the "relIpv6AddressPrefix" attribute. If the "MultiIpv6AddrPrefix" feature is supported ,and if multiple allocated or released IPv6 prefixes are detected, the SMF shall include the new allocated UE Ipv6 prefixes within the "addIpv6AddrPrefixes" attribute and the released UE Ipv6 prefixes within the "addRelIpv6AddrPrefixes" attribute.
When the SMF detects a new UE MAC address or a used UE MAC address is not used any more, the SMF shall include the "UE_MAC_CH" within the "repPolicyCtrlReqTriggers" attribute and new detected UE MAC address within the "ueMac" attribute or the not used UE MAC address within the "relUeMac" attribute.
If the "AN_CH_COR" is provisioned, when the SMF is provisioned with the PCC rule as defined in subclause 4.2.6.5.1, the SMF shall notify the PCF of access network charging identifier associated with the PCC rules as defined in subclause 4.2.4.13.
If the "US_RE" is provisioned, when the SMF receives the usage report from the UPF, the SMF shall notify the PCF of the accumulated usage as defined in subclause 4.2.4.10. Applicable to functionality introduced with the UMC feature as described in subclause 5.8.
If the "APP_STA" is provisioned, when the SMF receives the application start report from the UPF, the SMF shall notify the PCF of the application start report as defined in subclause 4.2.4.6. Applicable to functionality introduced with the ADC feature as described in subclause 5.8.
If the "APP_STO" is provisioned, when the SMF receives the application stop report from the UPF, the SMF shall notify the PCF of the application stop report as defined in subclause 4.2.4.6. Applicable to functionality introduced with the ADC feature as described in subclause 5.8.
If the "AN_INFO" is provisioned, when the SMF receives the reported access network information from the access network, the SMF shall notify the PCF of the access network information as defined in subclause 4.2.4.9. Applicable to functionality introduced with the NetLoc feature as described in subclause 5.8.
If the "CM_SES_FAIL" is provisioned, when the SMF receives a detected transient/permanent failure from the CHF, the SMF shall include the "CM_SES_FAIL" within the "repPolicyCtrlReqTriggers" attribute. If the failure does not apply to all PCC Rules, the affected PCC Rules are indicated within the "ruleReports" attribute, with the "ruleStatus" attribute set to value ACTIVE and the "failureCode" attribute set to the corresponding value as reported by the CHF; otherwise if the failure applies to the session, the "creditManageStatus" shall be set to the corresponding value as reported by the CHF.
If the "PS_DA_OFF" is provisioned, when the SMF receives a change of 3GPP PS Data Off status from the UE, the SMF shall notify the PCF as defined in subclause 4.2.4.8. Applicable to functionality introduced with the 3GPP-PS-Data-Off feature as described in subclause 5.8.
When the SMF detects a change of subscribed default QoS, the SMF shall include the "DEF_QOS_CH" within the "repPolicyCtrlReqTriggers" attribute and the new subscribed default QoS within the "subsDefQos" attribute.
When the SMF detects a change of Session-AMBR, the SMF shall include the "SE_AMBR_CH" within the "repPolicyCtrlReqTriggers" attribute and the new Session-AMBR within the "subsSessAmbr" attribute.
If the "QOS_NOTIF" is provisioned, when the SMF receives a notification from access network that QoS targets of the QoS Flow cannot be guaranteed or can be guaranteed again, the SMF shall send the notification as defined in subclause 4.2.4.20.
When the "ReallocationOfCredit" feature is supported, if the "NO_CREDIT" is provisioned, when the SMF detects the credit for the PCC rule(s) is no longer available, the SMF shall include the "NO_CREDIT" within the "repPolicyCtrlReqTriggers" attribute, the termination action the SMF applies to the PCC rules as instructed by the CHF within the "finUnitAct" attribute and the affected PCC rules within the "ruleReports" attribute.
If the "REALLO_OF_CREDIT" is provisioned, when the SMF detects the credit for the PCC rule(s) is reallocated, the SMF shall include the "REALLO_OF_CREDIT" within the "repPolicyCtrlReqTriggers" attribute and include the affected PCC rules for which credit has been reallocated after credit was no longer available and the "ruleStatus" attribute set to value ACTIVE within the "ruleReports" attribute.
If the "PRA_CH" is provisioned, the SMF is provisioned the presence reporting area information as defined in subclause 4.2.6.5.6. When the SMF receives the presence reporting area information from the serving node, the SMF shall notify the PCF of the reported presence area information as defined in subclause 4.2.4.16. Applicable to functionality introduced with the PRA feature as described in subclause 5.8.
If the "SAREA_CH" is provisioned, when the SMF detects a change of serving area (i.e. tracking area), the SMF shall include the "SAREA_CH" within the "repPolicyCtrlReqTriggers" attribute and the current TAI within the "userLocationInfo" attribute in either the "eutraLocation" or "nrLocation", as applicable. Non-3GPP access user location is reported in the "n3gaLocation" attribute when applicable. The attributes used in case of EPC interworking are described in Annex B.
If the "SCNN_CH" is provisioned, when the SMF detects a change of serving Network Function (i.e. the AMF, ePDG or S-GW), the SMF shall include the "SCNN_CH" within the "repPolicyCtrlReqTriggers" attribute and the current serving Network Function in the "servNfId" attribute if available. When the serving Network Function is an AMF, the SMF shall include the AMF Network Function Instance Identifier within the "servNfInstId" attribute and the Globally Unique AMF Identifier within the "guami" attribute. The attributes included in case of EPC interworking are described in Annex B.
NOTE 1:	In the home-routed roaming case, if the AMF change is unknown to the H-SMF, then the AMF change is not reported.
If the "RE_TIMEOUT" is provisioned, the SMF is provisioned the revalidation time by the PCF. The SMF shall request the policy before the indicated the revalidation time as defined in subclause 4.2.4.13.
If the "RES_RELEASE" is provisioned, when the SMF receives the request of PCC rule removal as defined in subclause 4.2.6.5.2, the SMF shall report the outcome of resource release as defined in subclause 4.2.4.12. Applicable to functionality introduced with the RAN-NAS-Cause feature as described in subclause 5.8.
When "SUCC_RES_ALLO" is provisioned and PCC rules are provisioned according to subclause 4.2.6.5.5, the SMF shall inform the PCF of the successful resource allocation as defined in subclause 4.2.4.14.
If the "RAT_TY_CH" is provisioned, when the SMF detects a change of the RAT type, the SMF shall include the "RAT_TY_CH" within the "repPolicyCtrlReqTriggers" attribute and the current RAT type within the "ratType" attribute. For MA PDU session, the SMF shall include the current RAT type at the SmPolicyUpdateContextData data type level or AdditionalAccessInfo data type level. If the RAT type is provided at the SmPolicyUpdateContextData data type level, the SMF shall also provide the associated access type within the SmPolicyUpdateContextData data structure.
If the "REF_QOS_IND_CH" is provisioned, when the SMF receives a change of reflective QoS indication from the UE, the SMF shall include the "REF_QOS_IND_CH" within the "repPolicyCtrlReqTriggers" attribute and the indication within the "refQosIndication" attribute.
When the SMF receives the number of supported packet filter for signalled QoS rules for the PDU session from the UE during the PDU Session Modification procedure after the first inter-system change from EPS to 5GS for a PDU Session established in EPS and transferred from EPS with N26 interface, the SMF shall include the "NUM_OF_PACKET_FILTER" within the "repPolicyCtrlReqTriggers" attribute and the number of supported packet filter for signalled QoS rules within the "numOfPackFilter" attribute. Only applicable to the interworking scenario as defined in Annex B.
If the "UE_STATUS_RESUME" is provisioned, when the SMF detected the UE’s status is resumed from suspend state, the SMF shall inform the PCF of the UE status including the "UE_STATUS_RESUME" within "repPolicyCtrlReqTriggers" attribute. The PCF shall after this update the SMF with PCC Rules or session rules if necessary. Applicable to functionality introduced with the PolicyUpdateWhenUESuspends feature as described in subclause 5.8.
If the "UE_TZ_CH" is provisioned, when the SMF detects a change of the UE Time Zone, the SMF shall include the "UE_TZ_CH" within the "repPolicyCtrlReqTriggers" attribute and the current UE Time Zone within the "ueTimeZone" attribute.
If the "DN-Authorization" feature is supported, when the SMF detects a change of DN-AAA authorization profile index, the SMF shall include the "AUTH_PROF_CH" within the "repPolicyCtrlReqTriggers" attribute and the new DN-AAA authorization profile index within the "authProfIndex" attribute.
If the "TimeSensitiveNetworking" feature is supported and "TSN_BRIDGE_INFO" is provisioned, when the SMF detects:
-	there is new or updated 5G Bridge information, e.g. a new manageable Ethernet port, the SMF shall include the "TSN_BRIDGE_INFO" within the "repPolicyCtrlReqTriggers" attribute and the updated TSN bridge information within the "tsnBridgeInfo" attribute; and/or
-	the SMF detects a Bridge Management or Port Management Container, the SMF shall include the "TSN_BRIDGE_INFO" within the "repPolicyCtrlReqTriggers" attribute and the Bridge Management Container, if available, within the "tsnBridgeManCont" attribute, and/or the Port Management Container(s), if available, within the "tsnPortManContDstt" and the "tsnPortManContNwtt" attributes.
NOTE 2:	When the SMF detects that a new NW-TT port is added or an existing NW-TT port is deleted, the SMF includes all the available NW-TT ports within the "nwttPorts" attribute of the "tsnBridgeInfo" attribute. When the SMF detects updated Port Management Information of the NW-TT ports, the SMF includes the Port Management Information within the "tsnPortManContNwtts" attribute of SmPolicyUpdateContextData data type.
If the "QOS_MONITORING" is provisioned, upon receiving the QoS Monitoring report from the UPF, the SMF shall send the QoS monitoring report to the PCF as defined in subclause 4.2.4.24.
If the "SCELL_CH" is provisioned, when the SMF detects a change of serving cell, the SMF shall include the "SCELL_CH" within the "repPolicyCtrlReqTriggers" attribute and the current cell Id within the "userLocationInfo" attribute in the "eutraLocation" attribute, as applicable. The attributes used in case of EPC interworking are described in Annex B.
If the "EPSFallbackReport" feature is supported and the "EPS_FALLBACK" is provisioned and there is a PCC rule installed that required the reporting, when the SMF receives a PDU session modification response indicating the rejection of the establishment of the QoS flow with 5QI=1, the SMF shall notify the PCF of EPS fallback as defined in subclause B.3.4.6.
When the SMF receives the MA PDU Request Indication or MA PDU Network-Upgrade Allowed Indication and ATSSS Capability from the UE during the PDU Session Modification procedure after the first inter-system change from EPS to 5GS for a PDU Session established in EPS and transferred from EPS with N26 interface, the SMF shall include the "MA_PDU" within the "repPolicyCtrlReqTriggers" attribute, the MA PDU session Indication in the "maPduInd" attribute, the ATSSS capability of the MA PDU session within the "atsssCapab" attribute. Only applicable to the interworking scenario as defined in Annex B.
If the "WWC" feature is supported and "5G_RG_JOIN" is provisioned and when the SMF detects a 5G-RG has joined to an IP Multicast Group, the SMF shall include the "5G_RG_JOIN" within the "repPolicyCtrlReqTriggers" attribute and the IP multicast addressing information within the "mulAddrInfos" attribute.
If the "WWC" feature is supported and "5G_RG_LEAVE" is provisioned and when the SMF detects a 5G-RG has left an IP Multicast Group, the SMF shall include the "5G_RG_LEAVE" within the "repPolicyCtrlReqTriggers" attribute and the IP multicast addressing information within the "mulAddrInfos" attribute.
If "DDNEventPolicyControl" feature is supported, and if "DDN_FAILURE" is provisioned, when the SMF receives an event subscription for DDN Failure event including the traffic descriptors, the SMF shall include the "DDN_FAILURE" within the "repPolicyCtrlReqTriggers" attribute and traffic descriptor(s) within the "trafficDescriptors" attribute. 
If "DDNEventPolicyControl" feature is supported, and if "DDN_DELIVERY_STATUS" is provisioned, when the SMF receives an event subscription for DDN Delievery Status event including the traffic descriptors, the SMF shall include the "DDN_DELIVERY_STATUS" within the "repPolicyCtrlReqTriggers" attribute,  and traffic descriptor(s) within the "trafficDescriptors" attribute and the requested type(s) of notifications (notifications about downlink packets being buffered, and/or discarded).

* * * 4th Change * * * *
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openapi: 3.0.0
(… text not shown for clarity …)
    PccRule:
      type: object
      properties:
        flowInfos:
          type: array
          items:
            $ref: '#/components/schemas/FlowInformation'
          minItems: 1
          description: An array of IP flow packet filter information.
        appId:
          type: string
          description: A reference to the application detection filter configured at the UPF.
        appDescriptor:
          $ref: '#/components/schemas/ApplicationDescriptor'
        contVer:
          $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/ContentVersion'
        pccRuleId:
          type: string
          description: Univocally identifies the PCC rule within a PDU session.
        precedence:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        afSigProtocol:
          $ref: '#/components/schemas/AfSigProtocol'
        appReloc:
          type: boolean
          description: Indication of application relocation possibility.
        refQosData:
          type: array
          items:
            type: string
          minItems: 1
          maxItems: 1
          description: A reference to the QosData policy decision type. It is the qosId described in subclause 5.6.2.8.
        refAltQosParams:
          type: array
          items:
            type: string
          minItems: 1
          description: A Reference to the QosData policy decision type for the Alternative QoS parameter sets of the service data flow.
        refTcData:
          type: array
          items:
            type: string
          minItems: 1
          maxItems: 1
          description: A reference to the TrafficControlData policy decision type. It is the tcId described in subclause 5.6.2.10.
        refChgData:
          type: array
          items:
            type: string
          minItems: 1
          maxItems: 1
          description: A reference to the ChargingData policy decision type. It is the chgId described in subclause 5.6.2.11.
          nullable: true
        refChgN3gData:
          type: array
          items:
            type: string
          minItems: 1
          maxItems: 1
          description: A reference to the ChargingData policy decision type only applicable to Non-3GPP access if "ATSSS" feature is supported. It is the chgId described in subclause 5.6.2.11.
          nullable: true
        refUmData:
          type: array
          items:
            type: string
          minItems: 1
          maxItems: 1
          description: A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.
          nullable: true
        refUmN3gData:
          type: array
          items:	
            type: string
          minItems: 1
          maxItems: 1
          description: A reference to UsageMonitoringData policy decision type only applicable to Non-3GPP access if "ATSSS" feature is supported. It is the umId described in subclause 5.6.2.12. 
          nullable: true
        refCondData:
          type: string
          description: A reference to the condition data. It is the condId described in subclause 5.6.2.9.
          nullable: true
        refQosMon:
          type: array
          items:
            type: string
          minItems: 1
          maxItems: 1
          description: A reference to the QosMonitoringData policy decision type. It is the qmId described in subclause 5.6.2.40. 
          nullable: true
        addrPreserInd:
          type: boolean
          nullable: true
        tscaiInputDl:
          $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/TscaiInputContainer'
        tscaiInputUl:
          $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/TscaiInputContainer'
nCDDDStatus:
$ref: '#/components/schemas/NCDDDStatus'
nCDDNFailure:
$ref: '#/components/schemas/NCDDNFailure'
      required:
        - pccRuleId
      nullable: true

(… text not shown for clarity …)
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