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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc11247203][bookmark: _Toc27044320][bookmark: _Toc36033362][bookmark: _Toc45131492][bookmark: _Toc28005572][bookmark: _Toc36041447][bookmark: _Toc28012820][bookmark: _Toc34266290][bookmark: _Toc36102461][bookmark: _Toc28012812][bookmark: _Toc524420712][bookmark: _Toc524420423][bookmark: _Toc524420705]4.4.3	Procedures for resource management of Background Data Transfer
These procedures are used by an SCS/AS to perform the resource management of background data transfer (BDT) to a set of UEs, i.e. the SCS/AS requests a time window and related conditions from the SCEF via the T8 interface.
In order to create a resource for the background data transfer policy, the SCS/AS shall send an HTTP POST message to the SCEF for the "BDT Subscription" resource to negotiate the transfer policy. The body of the HTTP POST message shall include SCS/AS Identifier, Volume per UE (total volume for both DL and UL or separate volume for DL and/or UL), Number of UEs, Desired Time Window and optionally a location area information. If the feature Group_Id is supported, an external group identifier may be included.
After receiving the HTTP POST message, if the SCS/AS is authorized, the SCEF shall map the SCS/AS Identifier to ASP Identifier and negotiate the transfer policy with the PCRF as defined in 3GPP TS 29.154 [9]. After receiving the response including the determined transfer policies from the PCRF, the SCEF shall create a resource "Individual BDT Subscription" which represents the BDT subscription, addressed by a URI that contains the SCS/AS identifier and an SCEF-created subscription identifier, and shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the created resource and a message body, which may also include Reference ID and a set of transfer policies. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this background data transfer subscription. If the SCEF receives a response with an error code from the PCRF, the SCEF shall not create the resource and shall respond to the SCS/AS with 500 Internal Server Error.
The SCS/AS may also send an HTTP PUT message to the SCEF for the "Individual BDT Subscription" resource to request starting an update for negotiation of background data transfer policy. The body of the HTTP PUT message shall include data as described in the POST message. The external group identifier shall remain unchanged from previously provided value. After receiving such request, if the SCS/AS is authorized, the SCEF shall negotiate the transfer policy with the PCRF as defined in 3GPP TS 29.154 [9]. After receiving the response including the determined transfer policies from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and may include Reference ID and a set of transfer policies. If the SCEF receives a response with an error code from the PCRF, the SCEF shall not update the resource and shall respond to the SCS/AS with 500 Internal Server Error.
NOTE 1:	The SCEF starts a new BDT policy negotiation in the Nt interface by sending the request to the PCRF  without the previously associated BDT Reference ID.
If more than one policy is included in the HTTP response, the SCS/AS shall send an HTTP PATCH  message to inform the SCEF for the "Individual BDT Subscription" resource of the transfer policy selected by the SCS/AS. After receiving the HTTP PATCH message, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and interact with the PCRF as defined in 3GPP TS 29.154 [9]. If the SCEF identifies any error (e.g. selected policy is not within the set of transfer policies), the SCEF shall not update the resource and shall respond to the SCS/AS with 500 Internal Server Error.
[bookmark: _Hlk491346764]The SCS/AS may also send an HTTP DELETE message to the SCEF for the "Individual BDT Subscription" resource requesting to remove an individual resource identified by the URI received in the response to the request that has created resource a URI. After receiving such request, the SCEF shall delete the resource and send an HTTP response to the SCS/AS with a corresponding status code.
NOTE 2:	The SCEF can also remove the resource when the last window end time in transfer policies expires. 
*** Next Change ***
[bookmark: _Toc11247368][bookmark: _Toc27044490][bookmark: _Toc36033532][bookmark: _Toc45131664][bookmark: _GoBack]5.4.2.1.2	Type: Bdt
This type represents a BDT subscription. The same structure is used in the subscription request and subscription response.
Table 5.4.2.1.2-1: Definition of type Bdt
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	self
	Link
	0..1
	Link to the resource "Individual BDT Subscription". This parameter shall be supplied by the SCEF in HTTP responses.
	

	supportedFeatures
	SupportedFeatures
	0..1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
This attribute shall be provided in the POST request and in the response of successful resource creation.
	

	volumePerUE
	UsageThreshold
	1
	Identifies the data volume expected to be transferred per UE.
	

	numberOfUEs
	integer
	1
	Identifies the number of UEs.
	

	desiredTimeWindow
	TimeWindow
	1
	Identifies the time interval.
	

	locationArea
	LocationArea
	0..1
	Identifies the area within which the SCS/AS requests the number of UE.
	Bdt

	locationArea5G
	LocationArea5G
	0..1
	Identifies the area within which the AF requests the number of UE.
	LocBdt_5G

	referenceId
	BdtReferenceId
	0..1
	Identifies a selected policy of background data transfer.
	

	transferPolicies
	array(TransferPolicy)
	0..N
	Identifies an offered transfer policy.
	

	selectedPolicy
	integer
	0..1
	Identity of the selected background data transfer policy. Shall not be present in initial message exchange, can be provided by NF service consumer in a subsequent message exchange.
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a group of users. (NOTE 2)
	Group_Id

	notificationDestination
	Link
	0..1
	Contains the URI to receive the BDT notification from the NEF.
	BdtNotification_5G

	warnNotifEnabled
	boolean
	0..1
	Indicates whether the BDT warning notification is enabled or not.
If it is set to true, the BDT warning notification is enabled; if it is set to false or absent, the BDT warning notification is disabled.
	BdtNotification_5G

	trafficDes
	TrafficDescriptor
	0..1
	Contains the traffic descriptor of the background data. (NOTE 2)
	

	NOTE 1:	Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2:	The attribute is only applicable to the NEF.






*** End of Changes ***

