

	
3GPP TSG-CT WG3 Meeting #111e	C3-204272
E-meeting, 19th – 28th August 2020												(Revision of C3-20xxxx)
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	29.561
	CR
	0050
	rev
	-
	Current version:
	16.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Updates to IPv6 Prefix Delegation

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT3

	
	

	Work item code:
	SAES-St3-intwk,TEI16
	
	Date:
	2020-08-06

	
	
	
	
	

	Category:
	F
	
	Release:
	 Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)

	
	

	Reason for change:
	The NOTE description " The delegated IPv6 prefix shall be present if the user was delegated an IPv6 prefix from a local pool." in Change-of-Authorization Request message sent from DN-AAA server to SMF, does not align with the description " When PLMN based parameter configuration is used, the SMF provides the requested Ipv6 prefix from a locally provisioned pool ", and not aligned with the referred specs in clause 10.2.5.
Delegated-Ipv6-Prefix in this release is not consistent with Delegated-IPv6-Prefix in the reference RFC 4818.

	
	

	Summary of change:
	Updates the NOTE description to be "The delegated IPv6 prefix shall be present if IPv6 prefix delegation is required from AAA server. "
Correct Delegated-Ipv6-Prefix as Delegated-IPv6-Prefix to be aligned with RFC 4818.

	
	

	Consequences if not approved:
	Not supporting AAA server delegating Ipv6 prefix correctly.

	
	

	Clauses affected:
	11.3.2, 12.6.2, 12.6.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


Additional discussion(if needed):
Proposed changes:
[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc28005581][bookmark: _Toc36041456][bookmark: _Toc45134756][bookmark: _Toc517273699][bookmark: _Toc44588624][bookmark: _Toc45130482][bookmark: _Toc28005580][bookmark: _Toc36041455][bookmark: _Toc45134755][bookmark: _Hlk47570928][bookmark: _Toc517273800][bookmark: _Toc44588725][bookmark: _Toc45130583][bookmark: _Toc517273808][bookmark: _Toc44588733][bookmark: _Toc45130670][bookmark: _Toc45131069]11.3.2	Change-of-Authorization Request (optionally sent from DN-AAA server to SMF)
Table 11.3.2-1 describes the attributes of the Change-of-Authorization Request message. Other RADIUS attributes may be used as defined in IETF RFC 5176 [27].
Table 11.3.2-1: The attributes of the Change-of-Authorization Request message
	Attr #
	Attribute Name
	Description
	Content
	Presence Requirement

	1
	User-Name
	Username provided by the user (extracted from the PCO field received during PDN connection establishment). If no username is available a generic username, configurable on a per DNN basis, shall be present. If the User-Name has been sent in the Access-Accept message, this user-name shall be used in preference to the above
	String
	Optional

	6
	Service-Type
	Indicates the type of service for this user.
	17 (Authorize Only)
	Optional

	8
	Framed-IP-Address
	User IPv4 address
	Ipv4
	Conditional NOTE 2

	30
	Called-Station-Id
	Identifier for the target network
	DNN (UTF-8 encoded characters)
	Optional

	31
	Calling-Station-Id
	This attribute is the identifier for the UE, and it shall be configurable on a per DNN basis.
	MSISDN in international format according to 3GPP TS 23.003 [28], UTF-8 encoded decimal character. (NOTE 5)
	Optional

	96
	Framed-Interface-Id
	User IPv6 Interface Identifier
	Ipv6
	Conditional
NOTE 1 NOTE 2

	44
	Acct-Session-Id
	User session identifier. 
	SMF IP address (IPv4 or IPv6) and Charging-ID concatenated in a UTF-8 encoded hexadecimal characters.
	Mandatory

	79
	EAP-Message
	This attribute encapsulates EAP message (as defined in IETF RFC 3748 [6]) exchanged between the SMF and DN-AAA, see IETF RFC 3579 [7] for details.
	String
	Conditional
NOTE 3

	80
	Message-Authenticator
	This attribute includes the message authenticator, see IETF RFC 3579 [7] for details.
	String
	Conditional
NOTE 3

	97
	Framed-Ipv6-Prefix
	User IPv6 prefix
	Ipv6
	Conditional NOTE 2

	123
	Delegated-IPpv6-Prefix
	Delegated IPv6 prefix to the user.
	Ipv6
	Conditional NOTE 4

	26/10415
	3GPP Vendor-Specific
	Sub-attributes according clause 11.3, the encoding of this attribute is specified in 3GPP TS 29.061 [5].
	See clause 11.3
	Optional

	NOTE 1:	Included if the prefix alone is not unique for the user. This may be the case, for example, if a static IPv6 address is assigned.
NOTE 2:	Either IPv4 or IPv6 address/prefix attribute shall be present. The IP protocol version for end-user and network may be different.
NOTE 3:	Shall be present if EAP is used.
NOTE 4:	The delegated IPv6 prefix shall be present if IPv6 prefix delegation is required from AAA serverthe user was delegated an IPv6 prefix from a local pool.
NOTE 5:	There are no leading characters in front of the country code.



*** 2nd Change ***
[bookmark: _Toc28005600][bookmark: _Toc36041475][bookmark: _Toc45134775][bookmark: _GoBack]12.6.2	DER Command
The DER command, defined in IETF RFC 4072 [25], is indicated by the Command-Code field set to 268 and the 'R' bit set in the Command Flags field. It is sent by the SMF to the DN-AAA server upon reception of an initial access request (e.g. Nsmf_PDUSession_CreateSMContext) message for a given DNN to request user authentication and authorization.
The relevant AVPs that are of use for the N6 interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for N6 purposes and should be ignored by the receiver or processed according to the relevant specifications.
The bold marked AVPs in the message format indicate new optional AVPs for N6, or modified existing AVPs.
Message Format:
<Diameter-EAP-Request> ::= < Diameter Header: 268, REQ, PXY >
                     	< Session-Id >
                     	{ Auth-Application-Id }
                     	{ Origin-Host }
                     	{ Origin-Realm }
                     	{ Destination-Realm }
                     	{ Auth-Request-Type }
                     	[ Destination-Host ]
                      	[ NAS-Port ]
                      	[ NAS-Port-Id ]
                      	[ NAS-Port-Type ]
                     	[ Origin-State-Id ]
                      	[ Port-Limit ]
                      	[ User-Name ]
                     	{ EAP-Payload }
                      	[ EAP-Key-Name ]
                      	[ Service-Type ]
                      	[ Authorization-Lifetime ]
                      	[ Auth-Grace-Period ]
                      	[ Auth-Session-State ]
                      	[ Callback-Number ]
                      	[ Called-Station-Id ]
                      	[ Calling-Station-Id ]
                      	[ Originating-Line-Info ]
                      	[ Connect-Info ]
                      *	[ Framed-Compression ]
                      	[ Framed-Interface-Id ]
                      	[ Framed-IP-Address ]
                      *	[ Framed-Ipv6-Prefix ] 
                      *	[ Delegated-IPpv6-Prefix ]
                      	[ Framed-IP-Netmask ]
                      	[ Framed-MTU ]
                      	[ Framed-Protocol ]
                      *	[ Tunneling ]
                      *	[ Proxy-Info ]
                      *	[ Route-Record ]
                      	[ External-Identifier ]
                      	[ 3GPP-IMSI ]
                      	[ 3GPP-NAI ]
                      *	[ 3GPP-UE-MAC-Address ]
                      	[ 3GPP-Charging-ID ]
                      	[ 3GPP-PDP-Type ]
                      	[ 3GPP-CG-Address ]
                      	[ 3GPP-GPRS-Negotiated-QoS-Profile ]
                      	[ 3GPP-SGSN-Address ]
                      	[ 3GPP-GGSN-Address ]
                      	[ 3GPP-IMSI-MCC-MNC ]
                      	[ 3GPP-GGSN-MCC-MNC ]
                      	[ 3GPP-NSAPI ]
                      	[ 3GPP-Selection-Mode ]
                      	[ 3GPP-Charging-Characteristics ]
                      	[ 3GPP-CG-Ipv6-Address ]
                      	[ 3GPP-SGSN-Ipv6-Address ]
                      	[ 3GPP-GGSN-Ipv6-Address ]
                      	[ 3GPP-SGSN-MCC-MNC ]
                      	[ 3GPP-User-Location-Info ]
                      	[ 3GPP-RAT-Type ]
                      	[ 3GPP-Negotiated-DSCP ]
                      	[ 3GPP-Allocate-IP-Type ]
                      	[ TWAN-Identifier ] 
                      *	[ 3GPP-IP-Address-Pool-Info]
                      *	[ Supported-Features ]
                      *	[ AVP ]

*** 3rd Change ***
[bookmark: _Toc28005601][bookmark: _Toc36041476][bookmark: _Toc45134776]12.6.3	DEA Command
The DEA command, defined in IETF RFC 4072 [25], is indicated by the Command-Code field set to 268 and the 'R' bit cleared in the Command Flags field. It is sent by the DN-AAA server to the SMF in response to the DER command.
The relevant AVPs that are of use for the N6 interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for N6 purposes and should be ignored by the receiver or processed according to the relevant specifications.
The bold marked AVPs in the message format indicate new optional AVPs for N6, or modified existing AVPs.
Message Format:
<Diameter-EAP-Answer> ::= < Diameter Header: 268, PXY >
                     	< Session-Id >
                     	{ Auth-Application-Id }
                     	{ Auth-Request-Type }
                     	{ Result-Code }
                     	{ Origin-Host }
                     	{ Origin-Realm }
                      	[ User-Name ]
                     	[ EAP-Payload ]
                      	[ EAP-Reissued-Payload ]
                      	[ EAP-Master-Session-Key ]
                      	[ EAP-Key-Name ]
                     	[ Multi-Round-Time-Out ]
                     	[ Accounting-EAP-Auth-Method ]
                      	[ Service-Type ]
                      *	[ Class ]
                     	[ Acct-Interim-Interval ]
                     	[ Error-Message ]
                     	[ Error-Reporting-Host ]
                      	[ Failed-AVP ]
                     	[ Idle-Timeout ]
                     	[ Authorization-Lifetime ]
                     	[ Auth-Grace-Period ]
                     	[ Auth-Session-State ]
                     	[ Re-Auth-Request-Type ]
                     	[ Session-Timeout ]
                      *	[ Reply-Message ]
                     	[ Origin-State-Id ]
                      *	[ Filter-Id ]
                     	[ Port-Limit ]
                     	[ Callback-Id ]
                     	[ Callback-Number ]
                      *	[ Framed-Compression ]
                     	[ Framed-Interface-Id ]
                     	[ Framed-IP-Address ]
                      *	[ Framed-Ipv6-Prefix ]
                     	[ Framed-Ipv6-Pool ]
                      *	[ Framed-Ipv6-Route ]
                      *	[ Delegated-IPpv6-Prefix ]
                     	[ Framed-IP-Netmask ]
                      *	[ Framed-Route ]
                     	[ Framed-Pool ]
                     	[ Framed-IPX-Network ]
                     	[ Framed-MTU ]
                     	[ Framed-Protocol ]
                     	[ Framed-Routing ]
                      *	[ NAS-Filter-Rule ]
                      *	[ QoS-Filter-Rule ]
                      *	[ Tunneling ]
                      *	[ Redirect-Host ]
                     	[ Redirect-Host-Usage ]
                     	[ Redirect-Max-Cache-Time ]
                      *	[ Proxy-Info ]
                      *	[ External-Identifier ]
                     	[ 3GPP-Ipv6-DNS-Servers ]
                        [ 3GPP-Notification ]
                   0*16 [ 3GPP-UE-MAC-Address ]
                        [ 3GPP-Authorization-Reference ]
                        [ 3GPP-Policy-Reference ]
                        [ 3GPP-Session-AMBR ]
                        [ 3GPP-Session-AMBR-v2 ] 
                    0*2 [ 3GPP-IP-Address-Pool-Info]
                      *	[ Supported-Features ]
                      *	[ AVP ]

*** End of Changes ***

