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*** 1st Change ***

3.2
Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

5GS
5G System

ADC
Application Detection and Control

AF
Application Function

AS
Application Server

ASP
Application Service Provider

ATSSS
Access Traffic Steering, Switching and Splitting

AVP
Attribute Value Pair

CHEM
Coverage and Handoff Enhancements using Multimedia error robustness feature

CRF
Charging Rules Function

DRMP
Diameter Routing Message Priority

DSCP
Differentiated Services Code Point

FLUS
Framework for Live Uplink Streaming

GCS
Group Communication Service

GCS AS
Group Communication Service Application Server

IP-CAN
IP Connectivity Access Network
MPS
Multimedia Priority Service
MA
Multi-Access
N3IWF
Non-3GPP Interworking Function
N5CW
Non-5G-Capable over WLAN 
NID
Network Identifier
PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCF
Policy Control Function

PCRF
Policy and Charging Rule Function

PDF
Policy Decision Function

P-CSCF
Proxy-Call Session Control Function

PSAP
Public Safety Answering Point

QoS
Quality of Service

RCAF
RAN Congestion Awareness Function

RLOS
Restricted Local Operator Services


SCEF
Service Capability Exposure Function

SCS
Service Capability Server

SDF
Service Data Flow

SMF
Session Management Function

SNPN
Stand-alone Non-Public Network

SPR
Subscriber Profile Repository

TDF
Traffic Detection Function
TNAP
Trusted Non-3GPP Access Point
TNGF
Trusted Non-3GPP Gateway Function

TWAP
Trusted WLAN Access Point
TWIF
Trusted WLAN Interworking Function

UDC
User Data Convergence
UE
User Equipment
UDR
User Data Repository

XML
Extensible Markup Language
*** 2nd Change ***

E.1
General

In the 5GS the Rx reference point is defined between the the PCF and the AF. The relationship between the involved functional entities is depicted in figure E.1.1. The overall PCC architecture is depicted in clause 4 of 3GPP TS 29.513 [59].
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Figure E.1.1: Rx reference model in 5GS
5GS supports an interworking with AFs via the Rx interface. Interworking with AFs related to existing IMS services is described in 3GPP TS 23.228 [16]. Interworking with AFs related to existing Mission Critical services is described in TS 23.280 [60]. The PCF in 5GS supports the corresponding Rx procedures and requirements defined in 3GPP TS 23.203 [2]. The stage 2 requirements for 5GS supporting Rx interface are described in 3GPP TS 23.503 [56].

The PCF exchanges PCC rules with the SMF over the N7 interface as specified in 3GPP TS 29.512 [57].

Signalling flows related to the both Rx and N7 interfaces are specified in 3GPP TS 29.513 [59].
The generic mechanisms for interaction between the AF and the PCF are described in main subclauses in this specification and with the following clarifications:

-
description of the PCRF and the PCEF applies to the PCF and the SMF respectively;

-
description of the SPR applies to the UDR;

-
BBERF is not applicable in 5GS;


-
an IP-CAN bearer in this specification shall be interpreted as a 5GS QoS flow;

-
an IP-CAN session in this specification shall be interpreted as a 5GS PDU session of type IP; 

-
APN is equivalent to DNN; and

-
the following values of the Specific-Action AVP defined in subclause 5.3.13 are applicable only to a PCF: EPS_FALLBACK (17) and INDICATION_OF_REALLOCATION_OF_CREDIT (18); and.

-
when the serving network is an SNPN and the serving network information is provided to the AF, the NID may optionally be part of the serving network identifier, as specified in clause E.5.

*** 2nd Change ***

E.x1
Trusted non-3GPP Access Network Information
The PCF provides the AF with the access network information as described in subclause 4.4.1, with the following differences:

-
The RAT-Type AVP shall be set to "WLAN" and AN-Trusted AVP shall be set to "Trusted" when the received "ratType" is "TRUSTED_WLAN".

-
The RAT-Type AVP shall be set to "N3GA" when the received "ratType" is "TRUSTED_N3GA".
If the NetLoc-Trusted-WLAN is supported, the procedure described in subclause 4.4.6.7 shall apply with the exception of the user location information that is encoded as follows:
a)
The TNAP/TWAP Identifier received in the "tnapId"/"twapId" attributes of the "n3gaLocation", if available, is encoded in the TWAN-Identifier AVP.

b)
The UE/N5CW device local IP address (used to reach the TNGF/TWIF) received in the "ueIpv4Addr" or "ueIpv6Addr" attribute of the "n3gaLocation", if available, is encoded in the UE-Local-IP-Address AVP.

c)
The UDP source port or the TCP source port received in the "portNumber" attribute if available, is encoded within the UDP-Source-Port AVP or the TCP-Source-Port AVP.
When reporting IP-CAN_CHANGE specific action, the PCF shall, in addition to the IP-CAN-Type AVP and RAT-Type AVP, provide the AN-Trusted AVP set to "Trusted" when the received "ratType" is "TRUSTED_WLAN".

*** 3rd Change ***

E.x2
Untrusted non-3GPP Access Network Information
The PCF provides the AF with the access network information as described in subclause 4.4.1, with the following differences:
-
The RAT-Type AVP shall be set to "WLAN" and AN-Trusted AVP shall be set to "Untrusted" when the received "ratType" is "WLAN".
-
The ePDG address used as IPSec tunnel endpoint with the UE, received within the "anGwAddr" attribute included in the "servNfId" attribute, is encoded in the AN-GW-Address AVP.

-
The serving network identifier received within the "servingNetwork" attribute is encoded in the 3GPP-SGSN-MCC-MNC AVP.
If the NetLoc-Untrusted-WLAN feature is supported, reporting access network information procedure described in subclause 4.4.6.7 shall apply with the exception of:

-
The user location information is encoded as follows:

a)
The UE local IP address (used to reach the N3IWF or ePDG) received in the "ueIpv4Addr" or "ueIpv6Addr" attribute of the "n3gaLocation", if available, is encoded in the UE-Local-IP-Address AVP.

b)
The UDP source port or the TCP source port received in the "portNumber" attribute if available, is encoded within the UDP-Source-Port AVP or the TCP-Source-Port AVP.
· The UE time zone information is included within 3GPP-MS-TimeZone AVP, if available.

NOTE:
EPC does not support time zone reporting when the access network is untrusted WLAN.
When reporting IP-CAN_CHANGE specific action, the PCF shall, in addition to the IP-CAN-Type AVP and RAT-Type AVP, provide the AN-Trusted AVP set to "Untrusted". The PCF provides also the AF with the ePDG IP address used as IPSec tunnel endpoint with the UE, if received, encoded in the AN-GW-Address AVP.

*** End of Changes ***
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