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[bookmark: _Toc483392404][bookmark: _Toc483392407][bookmark: _Toc483406628][bookmark: _Toc384334034]*** 1st  Change ***
[bookmark: _Toc28009646][bookmark: _Toc34061764][bookmark: _Toc36036520][bookmark: _Toc28009678][bookmark: _Toc34061797][bookmark: _Toc36036553]4.3.3	API exposing function
The API exposing function (AEF) is the provider of the Service APIs and is also the service communication entry point of the Service API to the API invokers using CAPIF-2/CAPIF-2e reference point as defined in 3GPP TS 23.222 [2]. The API exposing function consists of capabilities such as authenticating the API invoker, validating the authorization provided by the CAPIF core function and logging the Service API invocations at the CAPIF core function using CAPIF-3 and CAPIF-3e reference points as defined in 3GPP TS 23.222 [2]. 
According to the distributed deployment scenarios specified in 3GPP TS 23.222 [2], it is possible that the CAPIF can be deployed by splitting the functionality of the API exposing function among multiple API exposing function entities, of which one acts as the entry point. The source API exposing function takes the role of API invoker and communicates with the destination API exposing function over CAPIF-27/7e reference points.
*** 2nd  Change ***
5.4.1.1	Overview
The CAPIF events APIs, as defined in 3GPP TS 23.222 [2], allow an API invoker via CAPIF-1 reference point, API exposure function via CAPIF-3/3e reference points, API publishing function via CAPIF-4/4e reference points and API management function via CAPIF-5/5e reference points to subscribe to and unsubscribe from CAPIF events and to receive notifications from CAPIF core function.
NOTE:	The functional elements listed above are referred to as Subscriber in the service operations described in the subclauses below.
*** 3rd Change ***
[bookmark: _Toc28009712][bookmark: _Toc34061831][bookmark: _Toc36036587][bookmark: _Toc28009727][bookmark: _Toc34061846][bookmark: _Toc36036602]5.6.1.1	Overview
The CAPIF security APIs, as defined in 3GPP TS 23.222 [2], allow:
-	API invokers via CAPIF-1/1e reference points to (re-)negotiate the service security method and obtain authorization for invoking service APIs; and
[bookmark: _GoBack]-	API exposing function via CAPIF-3/3e reference points to obtain authentication information of the API invoker for authentication of the API invoker and revoke the authorization for service APIs.
*** 4th  Change ***
5.7	CAPIF_Monitoring_API
The CAPIF monitoring API as defined in 3GPP TS 23.222 [2], allow the API management function via CAPIF-5/5e  reference points to monitor service API invocations and receive such monitoring events from the CAPIF core function.
The CAPIF_Monitoring_API shall use the CAPIF_Events_API as described in subclause 8.3 by setting the CAPIFEvent to one of the events as described in subclause 8.3.4.3.3.
*** 5th  Change ***
[bookmark: _Toc28009730][bookmark: _Toc34061849][bookmark: _Toc36036605]5.8.1.1	Overview
The Logging API invocations APIs, as defined in 3GPP TS 23.222 [2], allow API exposing functions via CAPIF-3/3e reference points to log the information related to service API invocations on the CAPIF core function.
NOTE:	Functions from 3rd party API provider domain can also access this API with sufficient permissions.
*** 6th  Change ***
[bookmark: _Toc28009738][bookmark: _Toc34061857][bookmark: _Toc36036613]5.9.1.1	Overview
The Auditing API, as defined in 3GPP TS 23.222 [2], allows API management functions via CAPIF-5/5e reference points to query the log information stored on the CAPIF core function.
NOTE:	Functions from 3rd party API provider domain can also access this API with sufficient permissions.
*** 7th  Change ***
[bookmark: _Toc28009746][bookmark: _Toc34061865][bookmark: _Toc36036621]5.10.1.1	Overview
The CAPIF access control policy APIs allow API exposing function via CAPIF-3/3e reference points to obtain the service API access policy from the CAPIF core function. 
NOTE:	Functions from 3rd party API provider domain can also access this API with sufficient permissions.
*** 8th  Change ***
[bookmark: _Toc28009771][bookmark: _Toc34061890][bookmark: _Toc36036646]6.2.1.1	Overview
The AEF securityAPI, allows an API invokers via CAPIF-2/2e reference points to request API exposing function to ensure that authentication parameters necessary for authentication of the API invoker are available with the API exposing function. If the necessary authentication parameters are not available, the API exposing function fetches necessary authentication parameters from CAPIF core function to authenticate the API invoker.
The AEF security API, also allows the CAPIF core function via CAPIF-3/3e reference points to request API exposing function to revoke the authorization of service APIs for an API invoker.
*** End of Change ***

