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Additional discussion(if needed):
Proposed changes:
[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc28013322][bookmark: _Toc36040077][bookmark: _Toc28013347][bookmark: _Toc36040103][bookmark: _Toc34154184][bookmark: _Toc36041128][bookmark: _Toc36041441][bookmark: _Toc38997947][bookmark: _Toc28011553][bookmark: _Toc34210669][bookmark: _Toc36037694][bookmark: _Toc39063128][bookmark: _Toc28012793][bookmark: _Toc34266263][bookmark: _Toc36102434][bookmark: _Toc39737689][bookmark: _Toc28012892][bookmark: _Toc34251337][bookmark: _Toc36103033][bookmark: _Toc39741711][bookmark: _Toc28013496][bookmark: _Toc36040257]4.4.7.2	AF request identified by UE address
Upon receipt of the above AF request which is for an individual UE identified by IP or Ethernet address, the NEF may interact with the BSF to retrieve the related PCF information by invoking the Nbsf_Management_Discovery service operation as described in 3GPP TS 29.521 [9], if the NEF receives an error code from the BSF, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code set to 500 Internal Server Error.
After receiving a successful response from the BSF, the NEF shall interact with the PCF by invoking the Npcf_PolicyAuthorization service as described in 3GPP TS 29.514 [7]. After receiving a successful response from the PCF, the NEF shall,
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription. 
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code.
-	for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, then shall responds to the AF with a 204 No Content status code.
If the NEF receives a response with an error code from the PCF, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code set to 500 Internal Server Error.

*** 2nd Change ***
[bookmark: _Toc28013323][bookmark: _Toc36040078]4.4.7.3	AF request not identified by UE address
For AF request not identified by UE address, it may target an individual UE, a group of UEs or any UE. For an individual UE identified by GPSI, or a group of UEs identified by External Group Identifier, the NEF shall interact with the UDM by invoking the Nudm_SubscriberDataManagement service as described in 3GPP TS 29.503 [17] to retrieve the SUPI or Internal Group Identifier. 
The NEF shall interact with the UDR by invoking the Nudr_DataRepository service as described in 3GPP TS 29.504 [20], if the NEF receives an error code from the UDR, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code set to 500 Internal Server Error.
After receiving a successful response from the UDR, the NEF shall,
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription. 
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code.
-	for the HTTP DELETE request, delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 204 No Content status code.

*** 3rd Change ***
[bookmark: _Toc28013335][bookmark: _Toc36040090]4.4.14.1	Subscription/unsubscription to notification of analytics information
The procedures are used by the AF to subscribe/unsubscribe to retrieve analytics information via NEF, and are used by the NEF to notify the AF about the requested analytics information as described in 3GPP TS 23.288 [29].
In order to subscribe to retrieve analytics information, the AF shall send an HTTP POST message to the NEF to the resource "Analytics Exposure Subscriptions", the HTTP POST message shall include AnalyticsExposureSubsc data structure as request body. 
The AnalyExposureSubsc data structure shall include: 
-	an URI where to receive the requested notifications as "notifUri" attribute;
-	Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute;
-	list of supported features by the service consumer as "supportedFeatures" attribute; and
-	a description of the subscribed events as "analyEventsSubs" attribute that for each event shall include
1)	 an event identifier as "analyEvent" attribute.
The AnalyExposureSubsc data structure may include:
-	event reporting requirement information as "analyRepInfo" attribute, which applies for all events in a subscription and may contain the following attributes:
1)	event notification method (periodic, one time, on event detection) as "notifMethod" attribute;
2)	maximum Number of Reports as "maxReportNbr" attribute; 
3)	monitoring Duration as "monDur" attribute;
4)	repetition period for periodic reporting as "repPeriod" attribute;
5)	immediate reporting indication as "immRep" attribute;
6)	sampling ratio as "sampRatio" attribute; 
7)	group reporting guard time as "grpRepTime" attribute.
8)	identification of time window to which the subscription applies via identification of date-time(s) as "startTs" and "endTs" attributes; and/or
9)	preferred level of accuracy of the analytics as "accuracy" attribute.
For each event included in the "analyEventsSubs" attribute, an event filter as "analyEventFilter" attribute may be provided which may include:
-	indication of the UEs to which the subscription applies via: 
1)	identification of an individual UE via a "gpsi" attribute; or
2)	identification of a group of UE(s) via a "exterGroupId" attribute; or
3)	identification of any UE via the "anyUeInd" attribute.
In order to update an existing analytics exposure subscription, the AF shall send an HTTP PUT message to the NEF to the resource "Individual Analytics Exposure Subscription" requesting to change the subscription. 
In order to delete an existing analytics exposure subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual Analytics Exposure Subscription".
Upon receipt of the HTTP request from the AF, if the AF is authorized, the NEF shall interact with the NWDAF to subscribe to, modify or cancel the subscription to the analytics information by using the Nnwdaf_EventsSubscription service as defined in 3GPP TS 29.520 [27]. If the NEF receives an error code from the NWDAF, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code set to 500 Internal Server Error.
After receiving a successful response from the NWDAF, the NEF shall,
-	for the HTTP POST request, create a resource "Individual Analytics Exposure Subscription" which represents the analytics exposure subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this analytics exposure subscription. 
-	for the HTTP PUT request, update a resource "Individual Analytics Exposure Subscription" which represents the analytics exposure subscription, and shall responds to the AF with a 200 OK or 204 No Content status code.
-	for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Analytics Exposure Subscription" which represents the analytics exposure subscription, then shall responds to the AF with a 204 No Content status code.
If the NEF receives an analytics information notification from the NWDAF indicating that the subscribed analytics event has been detected, the NEF shall provide a notification by sending HTTP POST message that include the AnalyEventNotification data structure at least with the detected analytics event to the AF identified by the notification URI together with the notification correlation identifier received during creation of the Individual Analytics Exposure Subscription. Upon receipt of the analytics event notification, the AF shall respond with a "204 No Content" status code to confirm the received notification.

*** 4th Change ***
[bookmark: _Toc28013336][bookmark: _Toc36040091]4.4.14.2	Fetch analytics information
The procedures are used by the AF to fetch analytics information via NEF.
In order to fetch analytics information, the AF shall send an HTTP POST message to the NEF to the customized operation URI "{apiRoot}/3gpp-analyticsexposure/v1/fetch", the HTTP POST message shall include AnalyticsRequest data structure as request body. The AnalyticsRequest data structure shall include:
-	identification of the analytics events as "analyEvents" attribute;
and may include:
-	description of the analytics reporting information as "analyRep" attribute;
-	an event filter as "evtFilter" attribute. 
-	indication of the UEs to which the analytics request applies via: 
a)	identification of an individual UE via a "gpsi" attribute; or
b)	identification of a group of UE(s) via a "exterGroupId" attribute; or
c)	identification of any UE via the "anyUeInd" attribute.
Upon the reception of an HTTP POST request, if the AF is authorized, the NEF shall interact with the UDM by using Nudm_SubscriberDataManagement service as defined in 3GPP TS 29.503 [17] to translate the GPSI or external group identifier into the corresponding SUPI or internal group identifier. After receiving a successful response from the UDM, the NEF shall interact with the NWDAF by using Nnwdaf_AnalyticsInfo service as defined in 3GPP TS 29.520 [27]. If the NEF receives an error code from the NWDAF, the NEF shall respond to the AF with a proper error status code set to 500 Internal Server Error.If a successful response including analytics information is received from the NWDAF, the NEF shall translate the network internal information to external information (e.g. SUPI to GPSI, Internal Group ID to External Group ID) and send an HTTP POST response to the AF by including analytics information within the AnalyticsData data structure. 

*** 5th Change ***
[bookmark: _Toc28013342][bookmark: _Toc36040097]4.4.16	Procedures for applying BDT policy
In order to create a resource for the applying a previously negotiated Background Data Transfer Policy to a UE or a Group of UEs, the AF shall send an HTTP POST message to the NEF to the resource "Applied BDT Policy Subscriptions". The body of the HTTP POST message shall contain the external Group Identifier or external Identifier, and the Background Data Transfer Reference ID for a previously negotiated policy of a background data transfer.
Upon receipt of the HTTP POST request from the AF, if the AF is authorized, the NEF shall interact with the UDM by invoking the Nudm_SubscriberDataManagement service as described in 3GPP TS 29.503 [17] to retrieve the SUPI or Internal Group Identifier.
In order to update an existing applied BDT policy subscription, the AF shall send an HTTP PATCH message to the resource "Individual Applied BDT Policy Subscription" requesting to change the applied BDT policy. The AF shall include in the body of the HTTP PATCH request the new Background Data Transfer Reference ID.
In order to delete an existing applied BDT policy subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual Applied BDT Policy Subscription".
The NEF shall interact with the UDR by invoking the Nudr_DataRepository service as described in 3GPP TS 29.504 [20], if the NEF receives an error code from the UDR, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code set to "500 Internal Server Error".
After receiving a successful response from the UDR, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Applied BDT Policy Subscription" addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a "201 Created" status code, including a Location header field containing the URI of the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this resource.
-	for the HTTP PATCH request, update a resource "Individual Applied BDT Policy Subscription" which represents the applied BDT policy subscription, and shall respond to the AF with a "200 OK" status code.
-	for the HTTP DELETE request, delete the corresponding active resource "Individual Applied BDT Policy Subscription", and shall respond to the AF with a "204 No Content" status code.

*** 6th Change ***
[bookmark: _Toc28013344][bookmark: _Toc36040099]4.4.18	Procedures for IPTV Configuration
The procedures are used by the AF to authorize the request and forward the request for IPTV configuration information via NEF.
In order to configure IPTV information, the AF shall send an HTTP POST message to the NEF to the resource "IPTV Configurations", the HTTP POST message shall include IptvConfigData data structure as request body. The IptvConfigData data structure shall include:
-	indication of the UEs to which the subscription applies via: 
a)	identification of an individual UE via a "gpsi" attribute; or
b)	identification of a group of UE(s) via a "exterGroupId" attribute;
-	an application identifier as "appId" attribute; and
-	a list of Multicast Access Control as "multiAccCtrls" attribute;
and may include:
-	an DNN as "dnn" attribute;
-	an S-NSSAI as "snssai" attribute.
In order to update an existing analytics exposure subscription, the AF shall send an HTTP PUT or HTTP PATCH message to the NEF to the resource "Individual IPTV Configuration" requesting to change the subscription. 
In order to delete an existing analytics exposure subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual IPTV Configuration".
Upon receipt of the HTTP request from the AF, if the AF is authorized, the NEF shall interact with the UDM by invoking the Nudm_SubscriberDataManagement service as described in 3GPP TS 29.503 [17] to retrieve the SUPI or Internal Group Identifier. Then the NEF shall interact with the UDR to create, update or delete the IPTV configuration by using the Nudr_DataRepository service as defined in 3GPP TS 29.519 [23]. If the NEF receives an error code from the UDR, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code set to 500 Internal Server Error.
After receiving a successful response from the UDR, the NEF shall,
-	for the HTTP POST request, create a resource "Individual IPTV Configuration" which represents the IPTV configuration request, addressed by a URI that contains the AF Identifier and an NEF-created configuration identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this IPTV configuration. 
-	for the HTTP PUT or HTTP PATCH request, update a resource "Individual IPTV Configuration" which represents the IPTV configuration, and shall responds to the AF with a 200 OK or 204 No Content status code.
-	for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual IPTV Configuration", then shall responds to the AF with a 204 No Content status code.

*** 7th Change ***
[bookmark: _Toc36040100]4.4.20	Procedures for service specific parameter provisioning
The procedures are used by the AF to provide service specific parameters to 5G system via NEF.
In order to provision the service specific parameter, the AF shall send an HTTP POST message to the NEF to the resource "Service Parameter Subscriptions", the HTTP POST message shall include ServiceParameterData data structure as request body. The ServiceParameterData data structure shall include:
-	service description via:
a)	an combination of DNN and S-NSSAI within the "dnn" attribute and the "snssai" attribute respectively;
b)	an AF servcie identifier within the "afServiceId" attribute; or
c)	an application identifier within the "appId" attribute;
-	indication of the UEs to which the subscription applies via: 
a)	identification of an individual UE within the "gpsi" attribute;
b)	an IPv4 address of the UE within the "ueIpv4" attribute;
c)	an IPv6 address of the UE within the "ueIpv6" attribute;
d)	an MAC address of the UE within the "ueMac" attribute;
e)	an identification of a group of UE(s) within the "exterGroupId" attribute; or
f)	identification of any UE within the "anyUeInd" attribute.
-	configuration parameters for V2X communication over PC5 within the "paramOverPc5" attribute; and
-	configuration parameters for V2X communication over Uu within the "paramOverUu" attribute.
In order to update an existing analytics exposure subscription, the AF shall send an HTTP PUT or HTTP PATCH message to the NEF to the resource "Individual Service Parameter Subscription" requesting to change the subscription. 
In order to delete an existing service paramter subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual Service Parameter Subscription".
Upon receipt of the HTTP request from the AF, if the AF is authorized, the NEF shall interact with the UDM by invoking the Nudm_SubscriberDataManagement service as described in 3GPP TS 29.503 [17] to retrieve the SUPI or Internal Group Identifier. Then the NEF shall interact with the UDR to create, update or delete the service parameter by using the Nudr_DataRepository service as defined in 3GPP TS 29.519 [23]. If the NEF receives an error code from the UDR, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code set to 500 Internal Server Error.
After receiving a successful response from the UDR, the NEF shall,
-	for the HTTP POST request, create a resource "Individual Service Parameter Subscription" which represents the Service Parameter provisioning request, addressed by a URI that contains the AF Identifier and an NEF-created configuration identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this Service Parameter Subscription. 
-	for the HTTP PUT or HTTP PATCH request, update a resource "Individual Service Parameter Subscription" which represents the service parameter, and shall responds to the AF with a 200 OK or 204 No Content status code.
-	for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Service Parameter Subscription", then shall responds to the AF with a 204 No Content status code.

*** End of Changes ***

