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DAD at Start of Day 8 for CT3#110e Meeting
	Agenda item
	Agenda item title
	CT3-19…
	Title
	Source
	Result
	Comments

	1
	Opening of the meeting
	
	
	
	
	MEETING STARTS  AT 09:00 CET ON TUESDAY

	2
	Agenda/schedule
	3016
	other    Way of Working for CT3#110e Electronic Meeting
	CT3 chairman
	Noted
	

	2.1
	Approval of the agenda.
	3000
	AGENDA   Draft Agenda for CT3#110e Meeting
	CT3 Chair
	Noted
	

	2.2
	Proposed schedule
	3001
	other    INFO Proposed Schedule for CT3#110e
	CT3 chairman
	Noted
	

	
	
	
	
	
	
	

	3
	Registration of documents
	3002
	other    Allocation of documents to agenda items (at Deadline)
	CT3 chairman
	Noted
	395 tdocs allocated at Deadline.

	
	
	3003
	other    Allocation of documents to agenda items (Start of Day 1)
	CT3 chairman
	Noted
	

	
	
	3004
	other    Allocation of documents to agenda items (Start of Day 2)
	CT3 chairman
	Noted
	

	
	
	3005
	other    Allocation of documents to agenda items (Start of Day 3)
	CT3 chairman
	Noted
	

	
	
	3006
	other    Allocation of documents to agenda items (Start of Day 4)
	CT3 chairman
	Noted
	

	
	
	3007
	other    Allocation of documents to agenda items (Start of Day 5)
	CT3 chairman
	Noted
	

	
	
	3008
	other    Allocation of documents to agenda items (Start of Day 6)
	CT3 chairman
	Noted
	

	
	
	3009
	other    Allocation of documents to agenda items (Start of Day 7)
	CT3 chairman
	Noted
	

	
	
	3010
	other    Allocation of documents to agenda items (Start of Day 8)
	CT3 chairman
	
	

	
	
	3011
	other    Allocation of documents to agenda items (End of Day 8)
	CT3 chairman
	
	

	
	
	
	
	
	
	

	4
	Reports
	
	
	
	
	SCHEDULED FOR 1st TUESDAY SESSION

	4.1
	Report from previous CT3 meeting
	3013
	report    Minutes of CT3#109e
	MCC
	Approved
	

	4.2
	Report from previous CT plenary
	
	
	
	
	

	4.3
	Reports from other groups
	
	
	
	
	

	
	
	
	
	
	
	

	5
	Items for immediate consideration
	
	
	
	
	SCHEDULED FOR 1st TUESDAY SESSION

	5.1
	IPR disclosures
	Reminder from the Chairman regarding the IPR policy:

“I draw your attention to your obligations under the 3GPP Partner Organizations’ IPR policies. Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization, which is or is likely to become essential to the work of 3GPP”.



	
	
	

	5.2
	Antitrust declarations
	Reminder from the Chairman regarding the antitrust and competition laws:

“I also draw your attention to the fact that 3GPP activities are subject to applicable antitrust and competition laws and that compliance with said laws is therefore required of any participant of this TSG/WG meeting including the Chairman and Vice Chairman. In case of question I recommend that you contact your legal counsel.

The leadership shall conduct the present meeting with strict impartiality and in the interests of 3GPP.

Furthermore, I would like to remind you that timely submission of work items in advance of TSG/WG meetings is important to allow for full and fair consideration of such matters”.

	5.3
	Statement Regarding Engagement with Companies Added to the

U.S. Export Administration Regulations (EAR) Entity List in 3GPP Activities


	1. Public Information is Not Subject to EAR
3GPP is an open platform where all contributions (including technology protected or not by patent) made by the different Individual Members under the membership of each respective Organizational Partner are publicly available. Indeed, contributions by all and any Individual Members are uploaded to a public file server when received and then the documents are effectively in the public domain.

In addition, since membership of email distribution lists is open to all, documents and emails distributed by that means are considered to be publicly available.

As a result, information contained in 3GPP contributions, documents, and emails distributed at 3GPP meetings or by 3GPP email distribution lists, because it is made available to the public without restrictions upon its further dissemination, is not subject to the export restrictions of the EAR.

Meeting minutes are maintained for 3GPP meetings. Such meeting minutes for 3GPP meetings are made available to the public without restrictions upon its further dissemination. As a result, information, including information conveyed orally, contained in 3GPP meetings is not subject to the export restriction of the EAR; this would include information conveyed during side meetings that may occur during the main meetings, if these meetings are open to any participants and the results of all said meetings are publicly available without restrictions upon their further dissemination.

2. Non-Public Information
Non-public information refers to the information not contained or not intended to be contained in 3GPP contributions, documents or emails. Such non-public information may be disclosed during informal meetings, exchanges, discussions or any form of other communication outside the 3GPP meetings and email distribution lists, and may be subject to the EAR.

3. Other Information
Certain encryption software controlled under the International Traffic in Arms Regulations (ITAR), even if publicly available, may still be subject to US export controls other than the EAR.

4. Conduct of Meetings
The situation should be considered as "business as usual" during all the meetings called by 3GPP.

5. Responsibility of Individual Members
It should be remembered that contributions, meetings, exchanges, discussions or any form of other communication in or outside the 3GPP meetings are of the accountability, integrity and the responsibility of each Individual Member. In addition, Individual Members remain responsible for ensuring their compliance with all applicable export control regulations, including but not limited to EAR.

Individual Members with questions regarding the impact of laws and regulations on their participation in 3GPP should contact their companies’ legal counsels. 



	5.4
	Other items for immediate consideration
	
	
	
	
	For contributions to this agenda item, please contact the Chair in advance of the meeting.



	
	
	
	
	
	
	

	
	
	
	
	
	
	

	6
	Received Liaison Statements
	3024
	LS in   Rel-16 PAP/CHAP and other point-to-point protocols usage in 5GS
	CT1
	Noted
	SCHEDULED FOR 1st TUESDAY SESSION

During session management procedure, the UE and the network can exchange certain information using protocol configuration options (PCO) or extended protocol configuration options (ePCO). The following point-to-point protocols are defined in TS 24.008 as (e)PCO parameters which can be exchanged between the UE and the network during GPRS and EPS session management procedure:

· C021           Link Control Protocol (LCP)

· C023           Password Authentication Protocol (PAP)

· 8021            IP Control Protocol (IPCP)

· C223           Challenge Handshake Authentication Protocol (CHAP)

Question: Are above point-to-point protocols supported in 5GS (i.e. Rel-15 and/or Rel-16) as (e)PCO parameters or to be supported in the near future (i.e. Rel-17)?
Action proposed by Chair:

NOTE it. CT3 is copied. No immediate CT3 action. 
NO LS reply from CT3 is needed.


	
	
	3025
	LS in   Rel-16 LS on Network Configuration Parameters in Monitoring Events
	CT4
	Noted
	In 5GC, Parameter Provisioning and Event Exposure are provided via different APIs. Allowing same Network Configuration Parameters provisioned via different APIs brings drawbacks.
CT4 considers managing Network Configuration Parameters ONLY via Nudm_ParameterProvisioning service is a better choice, which follows the direction of SBI design and better fits the service logic as the parameters are applied on UE level, regardless of the events being monitored. The handling of the parameters by different AFs on the same UE can be described properly (similar to the handling of parameters when they are included in monitoring event in TS 23.502 clause 4.15.3.2.3b) if SA2 decides to go down this path.

CT4 kindly asks SA2 to take the information into account and provide feedbacks to the above recommendation.

Action proposed by Chair:

NOTE it. CT3 is copied. No immediate CT3 action. 


	
	
	3026
	LS in   Rel-16 Issue with FN-RG IPv6 support
	Broadband Forum
	Noted
	We have identified issues with IPv6 support for FN-RGs with respect to the currently specified behaviors of the 5G system.

1) Support for FN-RGs using IPv6oE procedures. FN-RG will self-assign an interface identifier and there are no means to override it with a network assigned value. Potential solution exists in the form of adding an optional field to the PDU Session Establishment Request that the W-AGF may or may not send.  The field would be the “suggested interface identifier” and carry an 8 byte EUI-64 as an argument.

2) Support for FN-RGs using PPPoE and IPv6CP procedures. IETF RFC 5072 NCP negotiation procedures performed between the FN-RG and W-AGF require the AGF to know the SMF’s link local address. Again, we believe a potential (and only possible solution) is that an information element be added to the PDU Session Establishment Accept message that provides this information to the W-AGF for use in RFC 5072 negotiation procedures

We also would advise that with respect to DHCP support in the SMF, DHCPv4 and DHCPv6 messages will not be directly received from the FN-RGs or 5G-RGs, but will have transited one or more DHCP relays that will exist in the path taken by the PDU session traffic.  We would like to understand what an SMF would accept from the point of view of addressing for a DHCPv4 DISCOVER or DHCPv6 SOLICIT message. For example whether the request is unicast or broadcast, and will it accept requests with relay options.

Action proposed by Chair:

Check if CT3 needs to provide a reply.
NO LS reply from CT3 is needed.


	
	
	3027
	LS in   Rel-16 Reply LS on Nnef_NetworkStatus service
	SA2
	Noted
	SA2 would like to confirm that the functionality of Nnef_NetworkStatus service can be achieved by the Nnef_AnalyticsExposure service by setting the Analytics Id as "User Data Congestion" to enable the AF to retrieve the user data congestion information from the NWDAF via the NEF.
Action proposed by Chair:

Open the LS. Check if any action is required in CT3 TSs.
LS is aligned with CT3 specs.

	
	
	3028
	LS in   Rel-16 LS on different coding formats
	SA2
	Noted
	SA2 has found that the coding formats of UE Radio Access Capability (URC) are different in TS 36.331 and TS 38.331. To handle this SA2 has agreed attached CRs.

Action proposed by Chair:

Open the LS. Check if any action is required in CT3 TSs.

CT3 is aligned with SA2.


	
	
	3029
	LS in   Rel-16 Reply LS on AUSF role in slice specific authentication
	SA3
	Noted
	SA3 has a security requirement to fully isolate the following two SBA Authentication service types, 

· primary authentication services towards UDM currently supported by AUSF

· NSSAA services involving interactions with a AAA-S

SA3 have discussed multiple options to meet this security requirement for isolation and agreed on: 

· The NSSAA SBI services used by the AMF shall be hosted by a new NF (e.g. NSSAAF) to provide the NSSAA related services. From a specification point of view, this will require the definition of a new NF within the SBA architecture. From AMF point of view, this requires that AMF selects the new NF in the HPLMN when an NSSAA service is invoked. SA3 will define the security requirements for the new NF.

Action proposed by Chair:

Open the LS. Check if any action is required in CT3 TSs.

CT3 is aligned with SA3.


	
	
	3030
	LS in   Rel-16 LS on Location information for SMS over IMS
	SA3LI
	Noted
	With reference to SMS over IMS, SA3-LI would expect that, whenever an IMS user sends or receives a SMS over IMS, the CSCFs include the Network Provided Location Information (NPLI) in the PANI header (or equivalent functionalities), in addition to any possible user provided location information, for possible use by the LI functions in the operator network in case the user is a LI target. Location information is required to be the location when the SMS is sent/received by the user. The requirement is applicable to both non-roaming and roaming scenarios. In order to ensure LI undetectability, this needs to be done for all users, no matter whether they are LI target.

SA WG3-LI asks SA WG2 to provide feedback on the availability of location information at CSCFs when any IMS user sends or receives SMS over IMS and, if seen needed, to update their specifications in order to ensure that LI requirements on location information for LI of SMS over IMS are fulfilled.
Action proposed by Chair:

NOTE the LS. Actions are needed in SA2 before possible updates in CT3 specifications.


	
	
	3031
	LS in   Rel-15 LS on Group Message Delivery
	SA4
	Noted
	SA4 thanks SA2 for the LS on “Group Message Delivery” in which SA2 assumes that SA4 will specify the group identifier over xMB if not already specified.

SA4 would like to inform SA2 that the Session Resource ID (as provided in Create Session response, Clause 5.4.2 in TS 26.348) identifies a session uniquely and that therefore a session can be mapped to a specific group.

Note, that an MBMS broadcast bearer cannot address specific UEs in a group, it can only broadcast in a Service Area and the UEs, which are inside that Service Area, can receive the content. 

The Session Resource ID represents an MBMS streaming or download session, which targets a certain MBMS Service Area via a TMGI and an MBMS Service Area description. MBMS UEs, which have received the service announcement information including the TMGI for this MBMS streaming or download session, can activate the reception for that session and receive the content.

Action proposed by Chair:

(Postponed from CT3#108e meeting since it applies to Rel-15 and postponed in CT3#109e due to lack of agreement). Open the LS. Check if the LS reply requires any action from CT3.

No Immediate action. Can be noted.

	
	
	3032
	LS in   Rel-16 LS on HLS and Hybrid DASH/HLS Service in MBMS
	SA4
	Noted
	Under the rel-16 DAHOE work item, SA4 has specified, in the CR 0631 of 3GPP TS 26.346, the delivery over MBMS of HLS services and hybrid HLS/DASH services. An hybrid HLS/DASH service is a media streaming service which can be consumed both by DASH clients and HLS clients.

With CR 0007 of 26.348, stage 2 of the xMB interface has been extended to support provision and ingestion of HLS and hybrid HLS/DASH services.

SA4 kindly asks CT3 to perform the stage 3 specifications of the xMB interface extension specified in the CR 0007 of 26.348.

Action proposed by Chair:

(Postponed from previous CT3 meeting due to the lack of CRs on the topic).

Open the LS. Check if there are CRs to comply with the above. If not, the functionality will not be part of Release 16. Otherwise, handle the CRs and note the LS, if agreed.

The functionality will not be part of the Release.

	
	
	3033
	LS in   Rel-16 Reply LS on QoS mapping procedure
	SA4
	Noted
	SA4 would like to make CT3 and CT1 aware that also the newly specified MTSI Data Channel Media optionally makes use of the "a=3gpp-qos-hint" SDP line (see attached CR 26.114), and it is unclear to SA4 if the implemented CRs allow using "a=3gpp-qos-hint" also outside of FLUS context (when "a=label:flus" is not present in the SDP).
For information, IMS Telepresence in TS 26.223 already makes use of very similar Data Channel Media, only with “CLUE” subprotocol on the "a=dcmap" SDP line (see attached CR 26.223 aligning with the new TS 26.114 text).
SA4 asks CT3 to clarify if "a=3gpp-qos-hint" is possible to use also outside of FLUS context, e.g. together with MTSI Data Channel Media, and respectfully asks CT3 and CT1 to update their specifications if necessary.

Action proposed by Chair:
(Postponed from CT3#109e meeting)
Discuss the LS in the meeting. Check if there is any LS Reply and related CR updates in this meeting. If not, the functionality will not be part of the Release.

CRs available.



	
	
	3034
	LS in   Rel-16 LS Reply to LS Reply to LS to SA2 Introduction of CHF Address from PCF
	SA5
	Noted
	During SA5 ongoing Rel-16 "Charging AMF in 5G System Architecture Phase 1" work, SA5 concluded on an option for the CHF address(es) to be provided to AMF by the PCF as part of Access and mobility policy control during registration.

SA5 asks SA2 whether the conveyance of CHF address(es) within the Access and mobility policy control procedure could be considered by SA2 in their corresponding specifications.

Action proposed by Chair:

(Postponed from previous CT3 meetings due to the lack of reply/action from SA2).

Open the LS. Ask if SA2 has already considered this functionality in their specifications and there are CT3 CRs in this meeting.  Requires reply/action from SA2.

Nokia: discussions are scheduled this SA2 meeting according to my knowledge. Therefore, it is possible that we will get an LS later this meeting. At least I do not have CRs on that. The postponement is possible, but CT3 is in cc. LS could be noted because we will get something from SA2 in any case as an action request, if SA2 agrees on requirements. 

Note the LS and discuss the LS Reply from SA2 when available.



	
	
	3051
	LS out   Rel-16 Reply LS on PAP/CHAP and other point-to-point protocols usage in 5GS
	Qualcomm Incorporated
	Revised to 3609
	Nokia: I can agree with the content of the LS, but I think it is not required immediately and we can wait for the SA2 answer to CT1. 

CT3 decides to reply SA3 once SA2 has answered.
Ericsson: Here you can check my comment for answer in the LS:

There is no support for the protocols noted under question above, since when PAP/CHAP messages are received as (e)PCO parameters, there is no support for Radius messages to be sent to AAA in CT3 Rel-16 specifications for 5GS, and currently there is also no requirement for CT3 to support this. 

Actually, the PAP/CHAP as protocol is *supported* but via EAP-TTL.

Ericsson makes a proposal.

	
	
	3609
	LS out   Rel-16 Reply LS on PAP/CHAP and other point-to-point protocols usage in 5GS
	Qualcomm Incorporated
	
	

	
	
	3461
	LS on Media Feature Tag for IMS Data Channel
	SA4
	Postponed till next meeting
	Ericsson and Nokia see no impact at this moment in CT3. Further check is needed.

	
	
	3493
	Reply LS on Service on I-NEF Event Exposure
	SA2
	Noted
	this is the official information from SA2 what CT3 shall do with the I-NEF: “SA2 has decided to simplify the Monitoring Event Report normalisation in roaming scenarios by removing the I-NEF and merging its tasks into the AMF and SMF.”
The  final CT3 CR (not yet consolidated) will be C3-203492 (merger of  3057 and 3069) as discussed yesterday.

SA2 does not request a response. Therefore, I propose to note this LS. If any issue occurs (hopefully this will not happen), we could produce a new LS.

	
	
	3592
	Reply LS on Stage 3 for V2X QoS
	SA2
	Postponed
	SA 2 have discussed the topic and agreed to change the SA2 specifications to align with the QoS attributes in the endorsed RAN3 CRs attached to the received incoming LS.

However, SA2 believes that it is important that the NG-RAN shall enable the SMF to determine that the gNB supports the feature but cannot fulfill even the least preferred Alternative QoS Profile. Attached CR is agreed to capture this feature.
SA 2 respectfully ask CT 3 and CT 4 to update their stage 3 specifications to align with the above situation.
Action proposed by Chair:

Check whether CT3 TSs are impacted because of that decision.

Huawei will check.


	
	
	3593
	Reply LS on Clarification of the support of the Frame Routing Feature
	SA2
	Noted
	Q1:
If the SMF receives the Framed Routes both from the DN-AAA and UDM, which value shall be reported by the SMF to the PCF?

Answer1: If the SMF receives Framed Route information both from DN-AAA and from UDM, the information received from DN-AAA takes precedence and supersedes the information received from UDM. Please see the details in the attachments,

Q2:
Is it possible that the UDM or DN-AAA updates the Framed Routes during the lifetime of the PDU session? 

Answer2: If the UDM or DN-AAA updates the Framed Route information during the lifetime of the PDU session, the SMF releases the PDU Session and may include in the release request an indication for the UE to re-establish the PDU session. Please see the details in the attachments,

Q3:
If answer to Q2 is yes, whether the SMF needs to report the updated Framed Routes to the PCF and how? 

Answer3: see answer to Q2;

Q4:
What’s the policy control functionality SA2 requires related to Framed Routing support function? E.g. Is it (only) the ability to provide dynamic services for the devices behind the UE’s? 

Answer4: No policy control feature dedicated to Framed Route is expected. The PCF considers addressing information within Framed Route information (received from the SMF) as ranges of addresses available to the UE. 
Action proposed by Chair:

Update the CRs according to this reply.
Nokia: The LS relates to CRs provided by 3110, 3129, 3130 and 3200 (see related comments). CT3 has CRs provided by 3110, 3129, 3130 and 3200 must consider the requirements for the case that PCC applies to the PDU session. The central points are: If the UDM or DN-AAA updates the Framed Route information during the lifetime of the PDU session, the SMF releases the PDU Session and may include in the release request an indication for the UE to re-establish the PDU session and that no policy control features dedicated to frame routes is expected by SA2. Proposal is to postpone the LS until CR agreement/merging.


	
	
	3594
	LS Reply to LS on Network Area Information in BDT Policy
	SA2
	Noted
	Q1:
Is the network area information part of background data transfer policy or not?

SA2 Answer: Network Area Information is not part of the background data transfer policy. Network Area Information denotes an area in which AF expects to apply the background data transfer policy. 

Q2:
If the answer of Q1 is yes, is the network area information in the AF request the same as the network area information in each background data transfer policy, as defined in clause 6.1.2.4 of TS 23.503? 

During the BDT warning notification, do the list of all candidate BDT policies which are sent to the AF apply to the same network area information in the AF request, as defined in clause 6.1.2.4 of TS 23.503? 

SA2 Answer: Since Network area information is not part of the background data transfer policy, all background data transfer policies (including all candidate BDT policies) apply for the same network area information.

Action proposed by Chair:

Update related CRs according to this reply.
CT3 is aligned with the reply.


	
	
	3595
	LS Reply on clarification on TSN for Vertical_LAN
	SA2
	Noted
	1) What’s the criteria in the PCF to select the TSN AF that receives the first Npcf_PolicyAuthorization_Notify service operation? Is it bound to the 5GS Bridge Identity handling the PDU session? Is there only one TSN AF shall be selected for all the PDU sessions corresponding to a 5GS bridge?

Answer: The criteria in the PCF to select the TSN AF is implementation and deployment specific. The PCF uses a pre-configured TSN AF address based e.g. on the mapping DNN/S-NSSAI combination. 

2) After receiving the first Npcf_PolicyAuthorization_Notify service operation with new 5GS Bridge information, the TSN AF triggers an Npcf_PolicyAuthorization_Create service operation. How does the TSN AF find the PCF? Is the PCF Discovery and Selection function modified?

Answer: No, the PCF Discovery and Selection function has not been modified. The TSN AF uses the existing BSF services for PCF discovery by including the DS-TT port MAC address as UE MAC address in the query. SA2 has agreed the attached 502 CR to clarify this.

Action proposed by Chair:

Update related CRs according to this reply.



	
	
	3596
	Reply LS on “LS on Network Configuration Parameters in Monitoring Events”
	SA2
	Noted
	[SA2 feedback] SA2 agrees that continuous maintenance of parallel mechanisms (specified in 4.15.3.2.3b and 4.15.6.3a of TS 23.502) for Network Configuration Parameter provisioning should be avoided. In preparation for possible future deprecation of the event specific parameter provisioning as part of Monitoring Request specified in clause 4.15.3.2.3b of TS 23.502, SA2 has inserted recommendation to use the Parameter Provisioning procedure specified in clause 4.15.6.3a of TS 23.502. 

Due to T8 Northbound API legacy, SA2 did not discontinue the capability of event specific parameter provisioning as part of Monitoring Request specified in clause 4.15.3.2.3b of TS 23.502. 
[SA2 feedback] Ideally Network Configuration Parameters should be managed ONLY via Nudm_ParameterProvision service operation in 5GC, however, SA2 could not agree to remove the capability of event specific parameter provisioning as part of Monitoring Request specified in clause 4.15.3.2.3b of TS 23.502. 

In addition, SA2 also identified inconsistent description and incomplete functionality in Parameter Provisioning for Network Configuration parameters which are also captured in the attached CR. 

Action proposed by Chair:

Identify possible impacts due to this LS reply.

No action in CT3.


	
	
	3597
	Reply LS on subscription to V2X services
	SA2
	Postponed
	Q1:
If there is no PSI stored in the Policy Set Entry, how does the PCF create the related V2X policies for the V2X UE? (e.g., first V2X UE registration, where the V2X UE may not report any PSI)? Is there any subscription information outside of the Policy Set Entry for the PCF authorization in the UDR?

SA2's answer: The V2X Policy is handled in the same way with URSP rules or ANSDP rules in PCF, thus the assumption is that the PCF generates the V2X policies based on local configuration, operator policies and information provisioned by the V2X application server as defined in clause 4.15.6.7 of TS 23.502, taking into consideration the information defined in clause 6.2.1.2 of TS 23.503.

Q2: As there is no procedure to define that the V2X UE reports the PSI during the initial registration, why does the H-PCF need to store the V2X Policy for the V2X UE in the UDR?

SA2's answer: This is incorrect understanding. V2X Policy is handled in the same way with the UE policy in 5GC, thus all the UE policy distribution procedures as defined in clause 6.1.2.2.2 of TS 23.503 apply to V2X Policy distribution as well.

Q3:
If the PCF updates the V2X Policy for the V2X UE based on the changes of the subscription information which UDR data set stores the above referred subscription information?

SA2's answer: The V2X Policy is updated using Nudr service for Data Set "Policy Data" and Data Subset "Policy Set Entry" as defined in clause 4.16.12.2 of TS 23.502. In addition, the V2X Policy can be updated using Nudr service for Data Set "Application Data" and Data Subset "Service specific information" as defined in clause 4.15.6.7 of TS 23.502. 
Action proposed by Chair:

Identify possible impacts due to this LS reply.

Check with SA2 delegates and see if further clarifications are needed.


	
	
	3598
	Reply LS on NSSAAF in slice specific authentication
	SA2
	Noted
	SA2 thanks SA3 for the LS Response S2-2003550 on the decision of new network function, NSSAAF, in Network Slice Specific Authentication and Authorization (NSSAA).  SA2 agreed CRs are attached.

Action proposed by Chair:

CT3 is already aligned with this decision. Note the LS.



	
	
	3599
	Reply PAP/CHAP and other point-to-point protocols usage in 5GS
	SA2
	Postponed
	Due to migration from EPC to 5GC and requirements related with legacy deployments for access to corporate networks, e.g. support of PAP/CHAP in AAA or LNS owned by 3rd parties, SA2 recommends to support (e)PCO parameters related with PAP or CHAP mentioned above also over 5GS.  SA2 has not specified procedures for using any of the above p2p protocols in 5GS and SA2 does not foresee any significant impacts in specifications under SA2 control. SA2 suggest that CT WGs take the lead on this work. 

SA2 however notes that for EPS, TS 23.401 contains a warning about usage of PAP:

“NOTE 7:
External network operators wanting to use PAP for authentication are warned that PAP is an obsolete protocol from a security point of view. CHAP provides stronger security than PAP.”

SA2 would like to highlight that the 5G specifications under SA2 control do not contain any description of (e)PCO-based PAP/CHAP, and therefore also no warning about PAP. 
Action proposed by Chair:

No expected action. CT3 specs are aligned with the LS. Note the LS.



	
	
	3600
	Reply LS on Clarification on eNA
	SA2
	Postponed
	Q1:  Is the network slice instance also applicable for other analytics types which may provide the S-NSSAI during the analytics request, e.g. QoS Sustainability Analytics?

As currently specified in TS 23.288, NSI ID as analytics filter only applies to slice load analytics and to observed service experience analytics.

Q2: Does the maximum number of objects and/or the maximum number of SUPIs can be provided as both Analytics Reporting Information and Analytics Filter Information in one Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request request sent from the NF consumer to the NWDAF? 

Maximum number of objects and Maximum number of SUPIs are defined as part of analytics reporting information, in TS 23.288 clause 6.1.3. But, as CT3 pointed out, TS 23.288, for some specific analytics, specifies that these maximum values are part of analytics filter information. SA2#139E agreed a CR to solve this inconsistency.

Maximum number of objects can be provided by the analytics consumer for each analytics defined in TS 23.288. Maximum number of SUPIs currently only applies to Observed service experience analytics and Abnormal behaviour analytics.

Also, related to these Maximum number of objects and Maximum number of SUPIs, SA2#138E agreed in S2-2003339 corrections on NWDAF services which provide further clarification on the inputs for NWDAF service operations, and, in particular, it clarifies that these maximum values can be provided per analytics IDs.

Action proposed by Chair:

Update the CRs according to this reply.



	
	
	3601
	Reply LS on Access Type Report for a MA PDU session
	SA2
	Noted
	Q1:   Is it required that additional information about how all or subset of the traffics are steered on the available access(s) is provided together with the access type(s)? 
SA2 reply: No.
Q2:
If the reply to Q1 is yes, which kind of information should be reported? (E.g., an indication of whether only one of the accesses is applied for the requested SDF, or information about the steering method.)    

SA2 reply: No additional information is reported to the AF.
Q3:What’s the foreseen applicability of the received event report by the receiver application?

SA2 reply: There are no requirements from the application to receive any other information, and therefore no foreseen applicability.
Action proposed by Chair:

Update the CRs according to this reply.



	
	
	
	
	
	
	

	7
	Release 7 and earlier releases
	RELEASE 7 AND EARLIER RELEASES ARE CLOSED. NO CR IS ALLOWED.

	8
	Release 8
	
	
	
	
	NO CR IS ALLOWED IN CT3#110e

	9
	Release 9
	
	
	
	
	NO CR IS ALLOWED IN CT3#110e

	10
	Release 10
	
	
	
	
	NO CR IS ALLOWED IN CT3#110e

	11
	Release 11
	
	
	
	
	NO CR IS ALLOWED IN CT3#110e

	12
	Release 12
	
	
	
	
	NO CR IS ALLOWED IN CT3#110e

	13
	Release 13
	
	
	
	
	NO CR IS ALLOWED IN CT3#110e

	14
	Release 14
	
	
	
	
	NO CR IS ALLOWED IN CT3#110e

	15
	Release 15
	
	
	
	
	RELEASE 15 IS FROZEN. ONLY ESSENTIAL CAT F CRs ARE ALLOWED.

	15.1
	Study on Policy and Charging for Volume Based Charging [FS_PC_VBC]
	
	
	
	
	CP-172135

	15.2
	CT aspects on 5G System - Phase 1 [5GS_Ph1-CT]

Please use agenda items 15.2.x to contribute to the TR and the TSs according to the scope below. Use this level only for generic topics.
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.1
	Technical Report (TR 29.890)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.2
	Access and Mobility Policy Control Service (TS 29.507)
	3247
	CR 0124 29.507 Rel-15 Error handling of AM Policy Association Establishment
	Huawei
	Not Pursued
	CP-183243 (CT1 leading)

Nokia: The proposal is not a real correction. It is a functional modification of the AMF in Release 15. I understand the proposal but have doubts that we can interpret the proposal as FASMO (creation of consistency between Release 15 and 16 is not FASMO always) and different behaviors of a Release 15 AMF and a Release 16 AMF should be allowed. Therefore, we should no more introduce the change in Release 15.
Ericsson: Ericsson has the same understanding as Nokia.

For Rel-15 it was agreed to leave unspecified the AMF behavior at the reception of the indicated errors. In this sense, there is no faulty situation in Rel-15 that needs a correction, but a different specified behavior.



	15.2.3
	Session Management Event Exposure Service (TS 29.508)
	3185
	CR 0082 29.508 Rel-15 Notification Uri and subId resource URI
	Ericsson
	Agreed
	CP-183243 (CT1 leading)

Nokia is fine with the CR.
Nokia: I mentioned comments, but it is ok for me furthermore for both releases. The change does not force compatibility issues, because only the main part is changed.

Corrections in data types and attributes to align with OpenAPI are considered FASMO.

	
	
	3186
	CR 0083 29.508 Rel-16 Notification Uri and subId resource URI
	Ericsson
	Agreed
	

	
	
	3187
	CR 0084 29.508 Rel-15 OpenAPI: adding Location header field in 307 response
	Ericsson
	Agreed
	This CR introduces backward compatible correction to the OpenAPI file Nsmf_EventExposure.
Nokia is fine with the CR.

	
	
	3188
	CR 0085 29.508 Rel-16 OpenAPI: adding Location header field in 307 response
	Ericsson
	Revised to 3631
	Zipped file contains C3-203306 in addition to C3-203188.

This CR introduces backward compatible correction to the OpenAPI file Nsmf_EventExposure.

	
	
	3631
	CR 0085 29.508 Rel-16 OpenAPI: adding Location header field in 307 response
	Ericsson
	Agreed
	

	
	
	3275
	CR 0090 29.508 Rel-15 ImmeRep attribute in NsmfEventExposure data type
	Huawei
	Not Pursued
	This CR introduces backward compatible correction on the OpenAPI file for Nsmf_EventExposure API.
Nokia: I think the change can be accepted as an obvious error, although an attribute name is changed in the OpenAPI. So it is fine.
Ericsson: I have a different view on this.
In the past, we have some mis-spelling for the attribute name, e.g. in TS 29.520 for snssaia. 
And in 29.519, we also have some attributes didn’t follow the naming convention, e.g. internal-Group-Ids.
So someone can observe that some attribute names are not strictly following naming convention, but nothing is wrong.
Huawei: Do you think we should keep the capital letter for the attribute NOT following the naming convention as defined in subclause 5.1.4 TS 29.501?
Your example is fully align with the naming convention which is not an suitable example here.
Ericsson: The 2nd example I described below from 29.519 doesn’t follow this rule in 29.501, 5.1.3.3:
a)   URI query parameter names in queries shall use lower-with-hyphen.
Another example URI query parameter appId in TS 29.519. So we have to live with it.
Huawei: Hence the TS 29.519 also needs to be corrected, we should follow the requirement in TS 29.501, otherwise, we can define the specification without rules, which will be used in following releases and cause misunderstanding.

Nokia: I understand and you are right. In case, we strictly use the convention not to change a parameter name, we are not allowed to do this change, because a non-backward compatible issue will occur. Therefore, we are on the save side with your proposal not to pursue the CRs (at least my understanding of the comment) and I would be happy to avoid any unexpected problem with such a decision of course.



	
	
	3276
	CR 0091 29.508 Rel-16 ImmeRep attribute in NsmfEventExposure data type
	Huawei
	Not Pursued
	This CR introduces backward compatible correction on the OpenAPI file for Nsmf_EventExposure API.
Ericsson: see 3275.

	15.2.4
	Session Management Policy Control Service (TS 29.512)
	3163
	CR 0502 29.512 Rel-15 Correction to the usage of appReloc attribute
	ZTE
	Not Pursued
	CP-183243 (CT1 leading)

Ericsson: I agree that a CR is needed to make the specification consistent.
To make the definition also consistent with 29.514(When it is included and set to "true", it indicates that the application cannot be relocated once a location of the application is selected by the 5GC. The default value is "false), the proposal is to update the attribute description in the table. 
ZTE: I accept your comment. However when I start to revise, I realize the inconsistent mistake only exists in R16.
Therefore, 3163 is not pursued, and 3164 is updated with the following changes:

- change "can" to "cannot" in the table

- change WI to en5GPccSer

- change category from A to F


	
	
	3164
	CR 0503 29.512 Rel-16 Correction to the usage of appReloc attribute
	ZTE
	Revised to 3610
	Ericsson: see 3163.
ZTE: See 3163.

Ericsson is fine with r1.

3610 moved to 16.4, en5GPccSer.


	
	
	3610
	CR 0503 29.512 Rel-16 Correction to the usage of appReloc attribute
	ZTE
	Agreed
	

	
	
	3165
	CR 0504 29.512 Rel-15 Correction to session rule error report
	ZTE
	Revised to 3611
	Wrong spec number in coverpage
Ericsson: I'm fine with the CR. If you agree with it, please fix the editorial in table in table 5.6.3.14-1, for RULE_PERMANENT_ERROR, added "some ofl" instead of "some of".
ZTE: 3165 is updated to correct the typo and the spec number in coversheet.
Ericsson is fine with r1.


	
	
	3611
	CR 0504 29.512 Rel-15 Correction to session rule error report
	ZTE
	Agreed
	

	
	
	3166
	CR 0505 29.512 Rel-16 Correction to session rule error report
	ZTE
	Revised to 3612
	Wrong spec number in coverpage
Ericsson is fine with this CR.
ZTE: 3166 is updated to correct the spec number in coversheet.
Ericsson: the spec version is 16.3.0 and should be 16.4.0
ZTE makes r2 available.

Ericsson is fine with r2.


	
	
	3612
	CR 0505 29.512 Rel-16 Correction to session rule error report
	ZTE
	Agreed
	

	
	
	3217
	CR 0514 29.512 Rel-15 Correction to default charging method
	Ericsson
	Merged 
	Huawei: This CR is clashed with C3-203248. 

The main difference that C3-203248 keeps the possibility that the default online and offline charging can be both pre-configured at the SMF.

Ericsson: I accept to merge Ericsson CR with Huawei CR with the following comments

· Include first change from Ericsson CR

· Clause 5.6.2.4, NOTE 4: 

Please, remove the highlighted text, because it might represent a NBC for some implementation
If both the "offline" attribute and the "online" attribute are omitted by the PCF or both are provided but set to false, the default charging method pre-configured at the SMF if available shall be applied to the PDU session.
To avoid the PCF provisions both attributes set to false, please indicate that both attributes cannot be simultaneously present.

· 5.6.2.11, Note 1

To avoid the PCF provisions both attributes set to false, please indicate that both attributes cannot be simultaneously present with the same value.
Huawei: I add the clarification that the "offline" attribute and the "online" attribute shall not be set to false both because I think we shall allow to include both attributes but one of them is set to true and the other is set to false. 3248 r1 available.
Ericsson: Please, use a wording closer to proposed one and replace in Note 4,  “ the “offline” attribute and the “online” attribute shall not be set to false both” by “the “offline” attribute and the “online” attribute shall not be simultaneously present with the same value, i.e., both set to true or both set to false”

The same for note 1 in 5.6.2.11.



	
	
	3218
	CR 0515 29.512 Rel-16 Correction to default charging method
	Ericsson
	Merged 
	

	
	
	3248
	CR 0516 29.512 Rel-15 Not supporting simultaneous online and offline charging
	Huawei
	Merged with 3217 into 3613
	This CR introduces a backwards compatible correction to the OpenAPI file.
See 3217

	
	
	3613
	CR 0516 29.512 Rel-15 Not supporting simultaneous online and offline charging
	Huawei, Ericsson
	
	

	
	
	3249
	CR 0517 29.512 Rel-16 Not supporting simultaneous online and offline charging
	Huawei
	Merged with 3218 into 3614
	Wrong Release number in coverpage
This CR introduces a backwards compatible correction to the OpenAPI file.

	
	
	3614
	CR 0517 29.512 Rel-16 Not supporting simultaneous online and offline charging
	Huawei, Ericsson
	
	

	15.2.5
	Policy Authorization Service (TS 29.514)
	3189
	CR 0231 29.514 Rel-15 OpenAPI: adding Location header field in 303 response
	Ericsson
	Agreed
	CP-183243 (CT1 leading)

This CR introduces backward compatible correction to the OpenAPI file Npcf_PolicyAuthorization.


	
	
	3190
	CR 0232 29.514 Rel-16 OpenAPI: adding Location header field in 303 response
	Ericsson
	Agreed
	This CR introduces backward compatible correction to the OpenAPI file Npcf_PolicyAuthorization.


	
	
	3219
	CR 0237 29.514 Rel-15 Correction to Subscription operation
	Ericsson
	Merged with 3250 into 3615
	Huawei: From my point of view, the application session context only for the event notification can’t be converted to the context with the service information. Please remove Note 1.
ZTE: Could you improve the following description?  It looks as if there could be two notifUri attributes.
-     the "evSubsc" attribute of "EventsSubscReqData" data type to request the notification of certain user plane events. The AF shall include the events to subscribe to in the "events" attribute, and the notification URI where to address the Npcf_PolicyAuthorization_Notify service operation in the "notifUri" attribute; and.
-     the "notifUri" attribute in the "AppSessionContextReqData" data type to indicate the URI where the PCF can request to the AF the deletion of the "Individual Application Session Context" resource".
Ericsson to Huawei: This is my understanding as well.

The NOTE is proposed to gain a common understanding on it, and avoid misunderstandings, since I received the question from some developers.

Huawei: 
OK. I’m fine with the 1st note
I have additional comments

1) TS 24.008 have been added. Please remove the 1st change.

2) In the 2nd change, the UE address and notifUri are at the same level of AppSessionContextReqData data type, but they are described in different styles. Please make them consistent.



	
	
	3615
	CR 0237 29.514 Rel-15 Correction to Subscription operation
	Ericsson, Huawei
	
	

	
	
	3220
	CR 0238 29.514 Rel-16 Correction to Subscription operation
	Ericsson
	Merged with 3251 into 3616
	

	
	
	3616
	CR 0238 29.514 Rel-16 Correction to Subscription operation
	Ericsson, Huawei
	
	

	
	
	3250
	CR 0239 29.514 Rel-15 Correction to the event notification when the AF requests the session termination
	Huawei
	Merged
	Ericsson: I see this CR more as a clarification/completion for Rel-16 than a correction for Rel-15.

Huawei: Current descriptions miss the case the PCF shall initiate the request to the SMF to the get the information related with the event subscribed by the AF before the PCF responds to the AF.

Without this correction, the PCF can’t report the information, e.g. accumulated usage, to the AF. 



	
	
	3251
	CR 0240 29.514 Rel-16 Correction to the event notification when the AF requests the session termination
	Huawei
	Merged
	Ericsson: 
· WI code en5GPccSer

· Simplify the description avoiding repetitions (first and second paragraphs are repeating the same)
· Update 4.2.4.3 accordingly

 


	
	
	3495
	CR 0251 29.514 Rel-15 Correction of Policy Authorization Delete API 200 OK response body content
	Intel, Ericsson
	
	

	
	
	3494
	CR 0222 29.514 Rel-16 Correction of Policy Authorization Delete API 200 OK response body content
	Intel, Ericsson
	
	Revision of C3-203079 (under TEI16)

	15.2.6
	Policy and Charging Control signalling flows and QoS parameter mapping (TS 29.513)
	3252
	CR 0159 29.513 Rel-15 Correction to AM Policy Association Establishment
	Huawei
	Merged 
	CP-183243 (CT1 leading)

Ericsson: I think it is a good proposal for Rel-16, but I do not see it is a FASMO for Rel-15.


	
	
	3253
	CR 0160 29.513 Rel-16 Correction to AM Policy Association Establishment
	Huawei
	Merged 
	Ericsson: update the WI code to en5GPccSer and correct the reference identity to 29.519 (it should be 12 and not 9)


	
	
	3254
	CR 0161 29.513 Rel-15 Correction to AM Policy Association Modification
	Huawei
	Merged 
	Ericsson: I think it is a good proposal for Rel-16, but I do not see it is a FASMO for Rel-15.


	
	
	3255
	CR 0162 29.513 Rel-16 Correction to AM Policy Association Modification
	Huawei
	Merged 
	Ericsson: update the WI code to en5GPccSer.

	
	
	3256
	CR 0163 29.513 Rel-15 Correction to AM Policy Association Termination
	Huawei
	Merged 
	Ericsson: I think that some changes could be applied to Rel-16, but I do not see any of the proposed changes is needed for Rel-15. 
The proposed changes for Rel-15 are incorrect. Note that since for Rel-15 the policies can only be applicable to 3GPP access it is valid to leave unspecified the behaviour while the is registered in non-3GPP. Moving step 2 to the end of the flow does not change the e2e behaviour. Not needed.

Huawei: The scenario which initiates the current procedure is not correct as I described in the CR.

The CR is totally with Rel-15 stage 2 requirement defined in 23.502. 

Ericsson: I do not see any misbehavior with current definition in Rel-15.
But as I said, I see it is ok to introduce the change for Rel-16.



	
	
	3257
	CR 0164 29.513 Rel-16 Correction to AM Policy Association Termination
	Huawei
	Merged 
	Ericsson: update the WI code to en5GPccSer and remove the change that changes the steps in the interaction flow.


	
	
	3258
	CR 0165 29.513 Rel-15 Correction to Notification URI for AM Policy
	Huawei
	Merged 
	Ericsson: I think it is a good proposal for Rel-16, but I do not see it is a FASMO for Rel-15.
In the specifications where misalignments between the main body of the specification and the OpenAPI file could lead to development errors I find it is essential to correct it. In this specification I agree it would be good to have it corrected, but it is not essential.



	
	
	3259
	CR 0166 29.513 Rel-16 Correction to Notification URI for AM Policy
	Huawei
	Merged 
	Ericsson: Correction accepted only for Release 16.

	
	
	3260
	CR 0167 29.513 Rel-15 Correction to Notification URI for SM Policy
	Huawei
	Merged 
	Ericsson: I think it is a good proposal for Rel-16, but I do not see it is a FASMO for Rel-15.
 

In the specifications where misalignments between the main body of the specification and the OpenAPI file could lead to development errors I find it is essential to correct it. In this specification I agree it would be good to have it corrected, but it is not essential.



	
	
	3261
	CR 0168 29.513 Rel-16 Correction to Notification URI for SM Policy
	Huawei
	Merged 
	Ericsson: Correction accepted only for Release 16.

	
	
	3262
	CR 0169 29.513 Rel-15 Correction to Notification URI for UE Policy
	Huawei
	Merged
	Ericsson: I think it is a good proposal for Rel-16, but I do not see it is a FASMO for Rel-15.
 

In the specifications where misalignments between the main body of the specification and the OpenAPI file could lead to development errors I find it is essential to correct it. In this specification I agree it would be good to have it corrected, but it is not essential.

Huawei: In the past several meeting, we agreed several CRs to correct the wrong resource URI, wrong parameters and missing status code (please check C3-192274, C3-193200, C3-193559, C3-194348). They are treated as essential corrections. 

Ericsson: I see it is different that a concept is not properly used from a misspelling.



	
	
	3263
	CR 0170 29.513 Rel-16 Correction to Notification URI for UE Policy
	Huawei
	Merged
	Wrong Release number and CAT
Ericsson: Correction accepted only for Release 16.

	
	
	3264
	CR 0171 29.513 Rel-15 Correction to SM Policy Association Establishment
	Huawei
	Merged
	Ericsson: I think it is a good proposal for Rel-16, but I do not see it is a FASMO for Rel-15.
It can be interpreted as a set of clarifications and completion of the functionality that is good to have, but it is not essential.
Huawei: In the past several meeting, we agreed several CRs to correct the wrong resource URI, wrong parameters and missing status code (please check C3-192274, C3-193200, C3-193559, C3-194348). They are treated as essential corrections. 

I think we should have a same criteria.
Ericsson: My recollection is that there were mistakes, wrong use of concepts, not clarifications or misspellings.



	
	
	3265
	CR 0172 29.513 Rel-16 Correction to SM Policy Association Establishment
	Huawei
	Merged 
	Ericsson: Correction accepted only for Release 16.

	
	
	3266
	CR 0173 29.513 Rel-15 Correction to SM Policy Association Modification
	Huawei
	Merged 
	Ericsson: I think it is a good proposal for Rel-16, but I do not see it is a FASMO for Rel-15.

It can be interpreted as a set of clarifications and completion of the functionality, but it is not essential.
Huawei: Without the changes of  this CR, the AF can’t get the information related event subscribed by the AF, e.g accumulated usage?
Ericsson: I believe we can clarify the flow in Rel-16 and keep the current Rel-15 definition.



	
	
	3267
	CR 0174 29.513 Rel-16 Correction to SM Policy Association Modification
	Huawei
	Merged 
	Ericsson: Correction accepted only for Release 16.

	
	
	3268
	CR 0175 29.513 Rel-15 Correction to SM Policy Association termination
	Huawei
	Merged with 3252, 3254, 3256, 3258, 3260, 3262, 3264, 3266, 3270 into 3617
	Ericsson: I think it is a good proposal for Rel-16, but I do not see it is a FASMO for Rel-15.
 

It can be interpreted as a set of clarifications and completion of the functionality, but it is not essential
Huawei: In the past several meeting, we agreed several CRs to correct the wrong resource URI, wrong parameters and missing status code (please check C3-192274, C3-193200, C3-193559, C3-194348). They are treated as essential corrections. 

This CR corrects the wrong procedures for the access network information reporting, the remain accumulated usage storage, PCF-initiated SM policy association termination.  

Ericsson: My recollection is that it was being addressed the corrections of mistake (e.g. wrong resource (though with a proper spelling)).

I do not see essential, in the case of this spec, to correct spelling mistakes.
And as I said, I see it is good to have the procedure completed. That’s why I agree with the proposed change for Rel-16.
Huawei refers to C3-193559.

ZTE: think the FASMO of the attached CR is  "200 OK" response added as possible response on PUT request for UEPolicySet update in UDR" , not the notificationURI correction.
Huawei: In the second change I made a correction. I think the PCF can’t terminate the SM policy session based ion the SUPI and PDU session ID according to the original text. 
Huawei makes r1 avaiable with all documents merged. Proposes to change title to Correction to the PCC call flows.


	
	
	3617
	CR 0175 29.513 Rel-15 Correction to the PCC call flows
	Huawei
	
	

	
	
	3269
	CR 0176 29.513 Rel-16 Correction to SM Policy Association termination
	Huawei
	Merged with 3253, 3255, 3257, 3259, 3261, 3263, 3265, 3267, 3271 into 3618
	Ericsson: Correction accepted only for Release 16.
Huawei makes r1 avaiable with all documents merged. Proposes to change title to Correction to the PCC call flows.


	
	
	3618
	CR 0176 29.513 Rel-16 Correction to the PCC call flows
	Huawei
	
	

	
	
	3270
	CR 0177 29.513 Rel-15 Correction to Traffic influence procedures
	Huawei
	Merged 
	Ericsson: I think it is a good proposal for Rel-16, but I do not see it is a FASMO for Rel-15.
 

It can be interpreted as a set of clarifications and completion of the functionality, but it is not essential.

Huawei: In the past several meeting, we agreed several CRs to correct the wrong resource URI, wrong parameters and missing status code (please check C3-192274, C3-193200, C3-193559, C3-194348). They are treated as essential corrections. 

I think we should have a same criteria.

Ericsson: Having a quick check I see they were intended to correct a previous mistake e.g. one resource collection by the corresponding individual one. I.e. it was a mistake, not a clarification/completion of the procedures.



	
	
	3271
	CR 0178 29.513 Rel-16 Correction to Traffic influence procedures
	Huawei
	Merged
	Ericsson: Correction accepted only for Release 16.

	15.2.7
	Network Data Analytics Services (TS 29.520)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.8
	Interworking between 5G Network and External Data Networks (TS 29.561)
	3236
	CR 0032 29.561 Rel-15 Correct AMF and SMF address
	Ericsson
	Not Pursued
	CP-183243 (CT1 leading)



	
	
	3237
	CR 0033 29.561 Rel-16 Correct AMF and SMF address
	Ericsson
	Revised to 3663
	Change WI to TEI16, 5GS_Ph1-CT
Ericsson makes r1 available.
Revision moved to 16.29.2 (TEI16).

	15.2.9
	Usage of the Unified Data Repository Service for Policy Data, Application Data and Structured Data for Exposure (TS 29.519)
	3173
	CR 0178 29.519 Rel-15 internalGroupId in Influence Data
	ZTE
	Revised to 3629
	CP-183243 (CT1 leading)

Revision of C3-202043

Wrong Rev number in coverpage
This CR introduces backward compatible corrections to the OpenAPI file Nudr_DataRepository API for Application Data.

	
	
	3629
	CR 0178 29.519 Rel-15 internalGroupId in Influence Data
	ZTE
	Agreed
	

	
	
	3174
	CR 0179 29.519 Rel-16 internalGroupId in Influence Data
	ZTE
	Revised to 3630
	Revision of C3-202044

Wrong Rev number in coverpage
This CR introduces backward compatible corrections to the OpenAPI file Nudr_DataRepository API for Application Data.

	
	
	3630
	CR 0179 29.519 Rel-16 internalGroupId in Influence Data
	ZTE
	Agreed
	

	15.2.10
	Packet Flow Description Management Service (TS 29.551)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.11
	Network Exposure Function Northbound APIs (TS 29.522)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.12
	Binding Support Management Service (TS 29.521)
	3272
	CR 0084 29.521 Rel-15 Correction to the condition of BSF service operations
	Huawei
	Revised to 3619
	CP-183243 (CT1 leading)

Ericsson: I support to have a correction for Rel-15 and Rel-16.
I was wondering if it would not be better to simplify the correction and simply delete "when the PDU session is released". Complexity of when should be later defined in the service procedures.

Huawei: I will do that.
Huawei makes r1 available.


	
	
	3619
	CR 0084 29.521 Rel-15 Correction to the condition of BSF service operations
	Huawei
	
	

	
	
	3273
	CR 0085 29.521 Rel-16 Correction to the condition of BSF service operations
	Huawei
	Revised to 3620
	Ericsson: see 3272.
Huawei makes r1 available.


	
	
	3620
	CR 0085 29.521 Rel-16 Correction to the condition of BSF service operations
	Huawei
	
	

	
	
	3405
	CR 0089 29.521 Rel-15 suppFeat attribute within PcfBinding data
	Huawei
	Agreed
	Huawei makes r0 available.

Ericsson: 

For Rel-15, to avoid any NBC interpretation of the proposed text, I’d propose to add in the description column of the suppFeat attribute, at the beginning of the change: “When a supported feature is specified, it shall be present…”

Huawei makes r1 available.
Ericsson is fine with r1.

	15.2.13
	Background Data Transfer Policy Control Service (TS 29.554)
	3191
	CR 0046 29.554 Rel-15 OpenAPI: adding Location header field in 303 response
	Ericsson
	Agreed
	CP-183243  (CT1 leading)

This CR introduces backward compatible correction to the OpenAPI file Npcf_BDTPolicyControl.

	
	
	3192
	CR 0047 29.554 Rel-16 OpenAPI: adding Location header field in 303 response
	Ericsson
	Agreed
	This CR introduces backward compatible correction to the OpenAPI file Npcf_BDTPolicyControl.

	15.2.14
	Spending Limit Control Service (TS 29.594)
	3348
	CR 0051 29.594 Rel-15 Target URI during notification
	Huawei
	Agreed
	CP-183243 (CT1 leading)

Nokia: We did it in Release 16 last meeting. The change is fine in Release 15 as well. 
Ericsson: In the past meeting, CT3 agreed on C3-202190, which proposed (among other changes) the same two changes this CR is proposing.
Changes were developed for R-16, en5GPccSer. 

It was considered there was no FASMO to apply to Rel-15. 

Consequently, 3348 is not necessary and should not be pursued.

Huawei: It’s incorrect and FASMO, why not FASMO?

If this is not FASMO, a lot of Rel-15 CRs are no needed, e.g. 3236/3237



	15.2.15
	UE Policy Control Service (TS 29.525)
	
	
	
	
	CP-183243 (CT1 leading)

	15.2.16
	Policy Control Event Exposure Service (TS 29.523)
	3344
	CR 0023 29.523 Rel-15 Corrections on supported features definition
	Huawei
	Revised to 3621
	CP-183243 (CT1 leading)

Ericsson: I agree on the proposed CRs with the following comments:

· Remove 1st change (GET is not part of any 3GPP specified service operation in this service API)

· 2nd change, remove the changes on the suppFeat attribute and the added NOTE

· 3rd change, remove the changes on the OpenAPI file.

Huawei: I am fine to remove the supported feature from GET request, but for 2nd change, since suppFeat attribute is not required in the OpenAPI file, hence, the P column should be changed to C, cardinality should be 0..1, right?
Ericsson: The OpenAPI check will not fail if the supported features are always included in the data type, as specified in the main body of the specification.
Reason for still preferring to have it as M is because Rel-15 already defined a feature, which made it mandatory for creation request/response (POST). Also, since the update is with a PUT, I prefer to have it in this method, to avoid that an implementation accidentally removes the features because it does not include the corresponding attribute.
Huawei: Then the main body and the OpenAPI is misalign with each other, right?

The change is the proposal will not introduce any NBC issue, right? Why we need the misalignment exception here?
Ericsson: I agree it is better to align the OpenAPI file and the main body of the specification.

Then, in the second change, please, keep only the sentence “Shall be present in the HTTP POST request/response” and remove “or in the HTTP GET response if the "supp-feat" attribute query parameter is included in the HTTP GET request”. 

For the NOTE x, since there are no more notes proposed in this meeting, we could simply indicate “NOTE”.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	3621
	CR 0023 29.523 Rel-15 Corrections on supported features definition
	Huawei
	Agreed
	

	
	
	3345
	CR 0024 29.523 Rel-16 Corrections on supported features definition
	Huawei
	Revised to 3622
	Ericsson: see 3344.
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3622
	CR 0024 29.523 Rel-16 Corrections on supported features definition
	Huawei
	Agreed
	

	15.2.17
	5G Impacts in existing TSs
	
	
	
	
	CP-183243 (CT1 leading)

	15.3
	IMS Stage-3 IETF Protocol Alignment [IMSProtoc9]
	
	
	
	
	CP-171099 (CT1 leading)

	15.4
	CT aspects of Northbound APIs for SCEF-SCSAS Interworking [NAPS-CT]
	3228
	CR 0244 29.122 Rel-15 Correct NIDD API
	Ericsson
	Agreed
	CP-172149

Revision of C3-202304

This CR introduces backward compatible correction in NIDD API.
Huawei: We don’t think the new DeliveryStatus error is needed. The previous version is good enough

Ericsson: If you say so, how to solve the inconsistency I mentioned in revision history?
Could you give more information how to solve it?


	
	
	3229
	CR 0245 29.122 Rel-16 Correct NIDD API
	Ericsson
	Agreed
	Revision of C3-202305

This CR introduces backward compatible correction in NIDD API.
Huawei: See 3228.

	
	
	3338
	CR 0258 29.122 Rel-15 OpenAPI correction on PfdManagement for PfdManagement API
	Huawei
	Revised to 3607
	The CR introduces backward compatible correction on OpenAPI file for PfdManagement API.
Ericsson: I think we should keep openAPI as it is to avoid backward incompatible change and by default it is minItem=0 if omitted. 
Another change in openAPI added minProperties: 1, but we cannot change it from 0 to 1, it is non-BC change.
Instead, in this CR, the data model can be changed to align with openAPI.
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	3607
	CR 0258 29.122 Rel-15 Correction on PfdManagement for PfdManagement API
	Huawei
	Agreed
	

	
	
	3339
	CR 0259 29.122 Rel-16 OpenAPI correction on PfdManagement for PfdManagement API
	Huawei
	Revised to 3608
	The CR introduces backward compatible correction on OpenAPI file for PfdManagement API.
Ericsson: see 3338.

Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	3608
	CR 0259 29.122 Rel-16 Correction on PfdManagement for PfdManagement API
	Huawei
	Agreed
	

	
	
	3340
	CR 0260 29.122 Rel-15 Corrections on APP_ID_DUPLICATED error for PfdManagement API
	Huawei
	Revised to 3623
	This CR introduces backward compatible correction to the OpenAPI for PfdManagement API.

Ericsson:

1) For the added description for PUT, it is not really needed since PUT replaces everything and it naturally takes the same handling as POST; otherwise if goes to that sub-level resource details, we needs to described add/replace/delete on the sub-level resource which is a little wordy.
2) “Under processing is not clear” my proposal: 

- 4.4.10 “existing transactions” => “existing or ongoing transactions”

- 5.11.2.2.3, no need to change anything considering the procedure in 4.4.10 includes the ongoing transaction.

Huawei makes r1 available.
Ericsson: 203341, the 4th pg. in the 1st change includes more changes than 3340, pls double check.
Ericsson is fine with r1.

	
	
	3623
	CR 0260 29.122 Rel-15 Corrections on APP_ID_DUPLICATED error for PfdManagement API
	Huawei
	Agreed
	

	
	
	3341
	CR 0261 29.122 Rel-16 Corrections on APP_ID_DUPLICATED error for PfdManagement API
	Huawei
	Revised to 3624
	This CR introduces backward compatible correction to the OpenAPI for PfdManagement API.
Ericsson: see 3340.
Huawei makes r1 available.

Ericsson: 203341, the 4th pg. in the 1st change includes more changes than 3340, pls double check.

Huawei makes r2 available.
Ericsson is fine with r2.

	
	
	3624
	CR 0261 29.122 Rel-16 Corrections on APP_ID_DUPLICATED error for PfdManagement API
	Huawei
	Agreed
	

	
	
	3342
	CR 0262 29.122 Rel-15 Corrections on SET_ID_DUPLICATED error for CpProvisioning API
	Huawei
	Revised to 3625
	This CR introduces backward compatible correction to the OpenAPI for CpProvisioning API.
Ericsson:

“Under processing is not clear” my proposal: 
- 4.4.9 “existing subscriptions” => “existing or ongoing subscriptions”

- 5.10.2.3.5, no need to change anything considering the procedure in 4.4.9 includes the ongoing subscriptions.

Huawei: For the second bullet: since the ‘provisioned’ will cause misunderstanding, I would suggest to align the description to avoid any misunderstanding. And as I proposed, the SET_ID_DUPLICATED is applicable per ID not ID(s).
R1 available.

Ericsson: The point is a single PFD error can correspond to several app ids, this is protocol encoding efficiency derived from 29.250/251.

So the original description in TS 29.122 is fine which follows the same pattern.

Ericsson: I gave the fact in the existing specification about “409” with APP_ID_DUPLICATED but I don’t see connection with what you want to correct for the description of such application error.
Since procedure uses descriptive text “one or more CP Set Identifiers in the request are already present in existing subscriptions” instead of the specific error enum, there is no ambiguity here.

The reason to add “ongoing” is to allow flexible implementation, e.g. some implementation may check duplication at the time of processing the AF request instead of checking it at the time of sending the response to AF.

Therefore, my suggestion is to keep what is written in our spec.
Huawei makes r2 available.

Ericsson is fine with r2.

	
	
	3625
	CR 0262 29.122 Rel-15 Corrections on SET_ID_DUPLICATED error for CpProvisioning API
	Huawei
	Agreed
	

	
	
	3343
	CR 0263 29.122 Rel-16 Corrections on SET_ID_DUPLICATED error for CpProvisioning API
	Huawei
	Revised to 3626
	Wrong Release number in coverpage
This CR introduces backward compatible correction to the OpenAPI for CpProvisioning API.
Ericsson: see 3342
Huawei makes r1 available.

Ericsson: Release shall be Rel-16.

Huawei makes r2 available.

Ericsson is fine with r2.

	
	
	3626
	CR 0263 29.122 Rel-16 Corrections on SET_ID_DUPLICATED error for CpProvisioning API
	Huawei
	Agreed
	

	15.5
	CT aspects of Enhanced Calling Name Service [eCNAM-CT]
	
	
	
	
	CP-171181 (CT1 leading)

	15.6
	EPC enhancements to support 5G New Radio via Dual Connectivity, CT aspects [EDCE5-CT]
	
	
	
	
	CP-171045 (CT4 leading)

	15.7
	Enhancements to Mission Critical Video - CT aspects [eMCVideo-CT]
	
	
	
	
	CP-181084 (CT1 leading)

	15.8
	IMS impact due to 5GS IP-CAN [5GS_Ph1-IMSo5G]
	
	
	
	
	CP-180094 (CT1 leading)

	15.9
	CT aspects on enhanced VoLTE performance [eVoLP-CT]
	
	
	
	
	CP-173109

	15.10
	CT aspects of 3GPP PS data off function – Phase 2 [PS_DATA_OFF2-CT]
	
	
	
	
	CP-181082 (CT1 leading)

	15.11
	Policy and Charging for Volume Based Charging [PC_VBC]
	
	
	
	
	CP-180051

	15.12
	Common API Framework for 3GPP Northbound APIs [CAPIF-CT]
	3301
	CR 0143 29.222 Rel-15 Clause and reference point correction
	Samsung Electronics France SA
	Revised to 3627
	CP-180151

Huawei: Please revise the CR by using CAPIF-x/xe not CAPIF-x and CAPIF-xe. I can see the entire TS are misalignment, some place use CAPIF-x/xe (i.e. subclause 10.1), some use CAPIF-x and CAPIF-xe (i.e. subclause 4.2), if possible, could you please align the whole TS in this CR？

Samsung: Subclause 4.2 is correct in the context it mentions CAPIF-x and CAPIF-xe reference points. 

For other clauses where needed, will do the change.
Samsung makes r1 available.

Huawei is fine with r1.


	
	
	3627
	CR 0143 29.222 Rel-15 Clause and reference point correction
	Samsung Electronics France SA
	Agreed
	

	
	
	3302
	CR 0144 29.222 Rel-16 Clause and reference point correction
	Samsung Electronics France SA
	Revised to 3628
	Huawei: see 3301
Samsung makes r1 available.

Huawei is fine with r1.

	
	
	3628
	CR 0144 29.222 Rel-16 Clause and reference point correction
	Samsung Electronics France SA
	Agreed
	

	15.13
	SRVCC for terminating call in pre-alerting phase [bSRVCC_MT]
	
	
	
	
	CP-180153 (CT1 leading)

	15.14
	Mobile Communication System for Railways [MONASTERY]
	
	
	
	
	CP-182202 (CT1 leading)

	15.15
	Enhancements to Call spoofing functionality [eSPECTRE]
	
	
	
	
	CP-180096 (CT1 leading)

	15.16
	CT aspects of 5G Trace management [NETSLICE-5GTRACE-CT]
	
	
	
	
	CP-182051 (CT4 leading)

	15.17
	Technical Enhancements and Improvements [TEI15]
Please use agenda 15.17.1 and 15.17.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI15 and the WI code of previous release (e.g. TEI15, AULC-CT)
	
	
	
	
	

	15.17.1
	TEI15 for IMS/CS
	
	
	
	
	

	15.17.2
	TEI15 for Packet Core
	
	
	
	
	

	15.18
	OpenAPI version updates
	3558
	CR 0050 29.554 Rel-15 Update of OpenAPI version and TS version in externalDocs field
	Ericsson
	
	

	
	
	3559
	CR 0523 29.512 Rel-15 Update of OpenAPI version and TS version in externalDocs field
	Huawei
	
	

	
	
	3560
	CR 0026 29.523 Rel-15 Update of OpenAPI version and TS version in externalDocs field
	Ericsson
	
	

	
	
	3561
	CR 0252 29.514 Rel-15 Update of OpenAPI version and TS version in externalDocs field
	Ericsson
	
	

	
	
	3562
	CR 0266 29.122 Rel-15 Update of OpenAPI version and TS version in externalDocs field
	Huawei
	
	

	
	
	3563
	CR 0094 29.508 Rel-15 Update of OpenAPI version and TS version in externalDocs field
	Nokia, Nokia Shanghai Bell
	
	

	
	
	3564
	Discussion Rel-15 & Rel-16 OpenAPI version update of Rel-15 Nudr_DataRepository API
	Huawei
	
	

	
	
	3565
	CR 0205 29.519 Rel-15 Update of TS version in externalDocs field
	Huawei
	
	

	
	
	3566
	CR 0127 29.507 Rel-15 Update of OpenAPI version and TS version in externalDocs field
	Nokia, Nokia Shanghai Bell
	
	

	
	
	3567
	CR 0104 29.525 Rel-15 Update of OpenAPI version and TS version in externalDocs field
	Nokia, Nokia Shanghai Bell
	
	

	
	
	
	
	
	
	

	16
	Release 16
	
	
	
	
	

	16.1
	Rel-16 Work Items
	
	
	
	Agreed
	

	16.1.1
	New or revised Work Items
	3050
	WID revised   Rel-16 Revised WID on CT aspects of eV2XARC
	Huawei, HiSilicon /Christian
	Endorsed
	Revision of CP-200291

	
	
	3153
	WID revised   Rel-16 Revised WID on Volume Based Charging Aspects for VoLTE CT
	CT3
	Revised to 3462
	Revision of CP-191110

Update supporting companies.

R1 available. The only change is add CATT as supported company.


	
	
	3462
	WID revised   Rel-16 Revised WID on Volume Based Charging Aspects for VoLTE CT
	CT3
	Agreed
	Endorsed by CT1.

	
	
	3182
	WID revised   Rel-16 CT aspects on enhancement of network slicing
	ZTE
	Revised to 3400
	Revision of CP-190196

Ericsson: WID indicates that CT3 work finished at TSG CT #87 (March 2020).

However, for this meeting there is a CR #0030 on 29.561 "Replacing AUSF by NSSAAF to support NSSAA", submitted in C3-203181 and Ericsson believes that this CT3 normative work should also be reflected in WID.
ZTE: The completion plenary will be corrected to CT#88 (June 2020).
ZTE makes a revision available.
Ericsson is fine with r1.

	
	
	3400
	WID revised   Rel-16 CT aspects on enhancement of network slicing
	ZTE
	Endorsed
	Ready from CT3 pov.

	16.1.2
	Contributions on Work Items

Please use agenda item 16.1.2 for those (P-)CRs related to Work Items that are not approved yet and thus do not have an assigned agenda item.
	
	
	
	
	

	16.2
	Multi-device and multi-identity [MuD]
	
	
	
	
	CP-200148 (CT1 leading)



	16.3
	IMS Stage-3 IETF Protocol Alignment [IMSProtoc16]
	
	
	
	
	CP-183084 (CT1 leading)

	16.4
	Enhancement of 5G PCC related services [en5GPccSer]
	3044
	CR 0116 29.507 Rel-16 OpenAPI: Removal of values from description of "triggers" property
	Ericsson
	Agreed
	CP-183246

Revision of C3-202443

This CR introduces backward compatible correction to the OpenAPI file Npcf_AMPolicyControl.
Nokia: I do not have any technical issue with the CR and the changes must be agreed in order to be in-line with stage 2. We mention on the cover page a category D and a backward compatible correction (this is correct). Up to CT3 to decide whether we should better go to category F (e.g. reasoning: keeping TMBR in CT3#110e would be a mistake in relation to CT3#109e due to stage 2 alignment, which is required now) in order to avoid questions at plenary (e.g. why do you agree on editorials). 


	
	
	3081
	CR 0112 29.507 Rel-16 Correction to the DNN replacement
	Huawei
	Revised to 3422
	Revision of C3-202434

Ericsson: I’m confused. It is a resubmission of a previously agreed CR but changing the cover page, removing the text from the Other Comments filed (?).

The Other Comments field needs to be filled in, indicating that the CR does not impact the OpenAPI file. 
Nokia: I assume I am the initiator of the revision. There are no issues in the changes. CR wrongly mentions on cover page an OpenAPI change.
Ok, to introduce your statement (no impact) based on CT3 guideline, but up to Huawei whether he would like to make a further revision.
Huawei makes r1 available.
Nokia: After accepting all changes in word I saw that the text “If feature "DNNReplacementControl" is supported and if the AMF received …” is partly formatted in red. I can change this as rapporteur during implementation (I noticed that I did not see this after the last meeting.), but up to CT3 to go this way. I am sorry that I noticed this only now.
Ericsson agrees with r1.

Huawei makes r2 available.

Nokia is fine with r2.

	
	
	3422
	CR 0112 29.507 Rel-16 Correction to the DNN replacement
	Huawei
	Agreed
	

	
	
	3082
	CR 0141 29.513 Rel-16 Same PCF selection support
	Huawei
	Revised to 3423
	Revision of C3-202433

Ericsson: Ericsson agrees on the proposed CR with the following comments:

· Text in the brackets in the last added sentence should not start with capital letter: (See subclause 4.2.2.2 …).

· Indicate that the existing PCF address information is for the Npcf_SMPolicyControl service

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3423
	CR 0141 29.513 Rel-16 Same PCF selection support
	Huawei
	Agreed
	

	
	
	3083
	CR 0491 29.512 Rel-16 Clarification of PCF behaviour to honor UE provided maximum packet filter support
	Huawei
	Revised to 3424
	cat ‘F’ in coverpage is different from cat ‘B’ in 3GU 
Ericsson agrees on the proposed CR with the following comments:
· Missing reference to S2-2003188.
· On CR cover page it is missing that the CR does not impact OpenAPI file.

· Clarify that the PCF can honour the SMF provided maximum packet filter support only for the PCC rules dynamically provided (and cannot for the static information configured in the SMF).

Huawei makes r1 available.

Ericsson:

I’d suggest to be more explicit about the dynamic PCC rules. Would it ok to add “dynamic” as indicated below?

the PCF shall ensure that for all the dynamic PCC rules of a PDU session provided by the PCF

The text “provided by the PCF” may result redundant, but I leave it to your decision whether to keep it or remove it.

Huawei: I keep the “dynamic” and remove the “provided by the PCF”. R2 is made available.
Ericsson is fine with r2.

	
	
	3424
	CR 0491 29.512 Rel-16 Clarification of PCF behaviour to honor UE provided maximum packet filter support
	Huawei
	Agreed
	

	
	
	3084
	CR 0492 29.512 Rel-16 Policy decision and condition data status report
	Huawei
	Revised to 3425
	This CR introduces a backwards compatible feature to the OpenAPI file.

Ericsson:

Ericsson agrees on reporting error at failure on provisioning policy decision and condition data.

However, the solution is complex, and it is not clear the scenarios where it applies.

There might be errors in the provisioning of policy data / condition data both, when provisioning the PCC/Session rule and when provisioning them alone. The CR should not cover only the scenario when they are provisioning alone.

The solution should consider that behaviour of the NFs should be the same regardless of whether the decision/condition provisioning is faulty when it is provisioned alone and when it is provisioned together with the PCC/Session rule. I.e., there should be a common and generic solution. Note that the update may update only decision/conditions, but there might already be PCC/session rules referencing those decisions/conditions being updated.

The data structure defined to report the decision data provisioning failure can be simplified. E.g.:

It is not needed to report about policy/condition data status: if the provisioning was faulty, the previous status applies.

What’s the benefit of reporting the decision Id that was faulty during provisioning? If there is no PCC/Session rule referencing this data it would be simpler to report a generic error and stop processing. 

It could be enough with reporting a decision related failure code, i.e, the new data type can be an enumerated that indicates e.g. QOS_DECS_ERROR, CHG_DECS_ERROR, UM_DECS_ERROR, etc.

ZTE: It is not defined the actions the PCF shall take when receiving the status report from SMF.

But could we just simply clarify that the PCF shall remove the unreferenced policy decision data/condition data instead of specifying the status report procedure?

Huawei to Ericsson: According to Rel-15, the SMF will report the PCC rule error/session rule error if the policy data/condition data is provided and they are referred by the PCC rule/session rule

Only case we don’t define is that the policy data/condition data is provided alone. 

From our point of view, if the policy data/ condition data is provided alone, the policy data/condition data is not enforced or validated, the SMF just stored it. The error case we want to describe that the policy data/condition data can’t be stored and the SMF needs to inform of the PCF the policy data/condition data removal.

Huawei to ZTE: In Rel-15, we agree that the policy data and condition data not referred by PCC rule or session rule can be kept by the SMF. We prefer to keep this assumption in the Rel-16

Ericsson: Then if the PCF provides only decision data and this decision data fails, the SMF reports decision data failure.

But, if the PCF provides decision data and Pcc rule associated to this decision data, and the decision data fails, the SMF reports Pcc rule failure. Or does the SMF report Pcc rule failure and decision data failure?

Huawei: In the case that the PCF provides decision data and Pcc rule associated to this decision data, the SMF only reports the PCC rule failure.

For example, a QoS data referred by the PCC rule is provided but the validation of the QoS is failure, the SMF reports the PCC rule failure with the failure code UNSUCC_QOS_VAL according to current specification. 

Ericsson: but the validation of the QoS is failure is a slightly different scenario. I was referring to ,simply, the QoS decision data provisioning failed, and the PCC rule being provisioning at the same time (or provisioned before) becomes unable to reference this decision data.

In this case we’re reporting simply a failure code in a PCC rule report, correct?

This is what I meant with the initial comment. That to report a failure in the provisioning of decision data, we should simplify it as much as possible, and simply indicate a failure code.

And clarify that this error is reported when there is no Pcc rule/Session rule referring to the new/updated decision data(s).

Ericsson will make a proposal to simplify the error handling.

Huawei: This error handling focuses on the policy decision and condition data which are not referred by any PCC rule and session rule.

But this policy decision and condition data may be provided by other information, e.g. PCC rule or session rule in the same message.

In current proposal, we consider following cases.

For the Create service operation:

If only the policy decision and condition data provisioning is failure, the SMF shall include an HTTP "200 OK" status code and one or more DataReport structures for the affected policy decisions and/or condition datas to report the status in the response message

if the policy decision and condition data provisioning is failure and all other policies containing in the same message are failure too, the SMF shall include an HTTP "400 Bad Request" status code and  the "dataReports" attribute for the affected policy decisions and/or condition datas to report the status within the ErrorReport data structure in the response message.

if the policy decision and condition data provisioning is failure and part of other policies containing in the same message are failure too, the SMF shall include an HTTP "200 OK" status code and the "dataReports" attribute for the affected policy decisions and/or condition data to report the status within the PartialSuccessReport data structure in the response message

For the Update service operation: the SMF shall include the "dataReports" attribute for the affected policy decisions and/or condition datas to report the status within the SmPolicyUpdateContextData data structure.

The PCF may contain multiple policy decisions and condition data in one message, the SMF needs to indication the type of the policy decision or condition data type and the identifier of the data.
If you have simple proposal, please provide it to me.

Ericsson:
The comment is to simplify the error report structure to report about “policyDecErrors” that consists of an array(PolicyDecisionFailureCode), where the PolicyDecisionFailureCode is any value of QOS_DECS_ERR, CHG_DECS_ERROR, etc.

I would not oppose to include in addition the report of failed decision/condition data, to indicate that the unreferenced provisioned decision/condition data also failed. 

When the pcc/session rule fails because of faulty policy decision the reported error is a rule or session rule report, correct? if in that case it is not necessary to report about the faulty decision data why it is necessary in this case.

The proposal is to report only about decision/condition failure codes. PolicyDecisionFailureCode is an enumeration with values QOS_DECS_ERR, CHG_DECS_ERROR, etc.
Huawei: makes an example of the different combinations of provisioning of PCC rules & policy decision data and different error situations. The failure of the policy decision referred by PCC rule is not report by this proposal. I assume it is reported by the PCC rule error handling.
Ericsson: replies with what it can be accepted.

Huawei: Accepts “returning a 400 bad request if PCC rule 1 and 2 failed but Policy Decision 3 was OK, to make PCF start from scratch again (instead of reporting 200 PartialSuccess…). i.e., whenever all the provisioned policies cannot be enforced, return 400, even if the “unused” policy decisions were provisioned ok.”

don’t know what is the simple solution in your mind. It’s appreciated if you could provide you simple solution on “both, rule report and decision report would be included in the PartialSuccessReport. And the decision report could be simplified”.

Ericsson: While for the PCC rule it is necessary to identify the failing SDFs, for decisions that are not being referenced by any rule is not needed at all. It might be simpler to replace the whole set of unreferenced decisions when necessary.

the comment is to simplify the error report structure to report about “policyDecErrors” that consists of an array(PolicyDecisionFailureCode), where the PolicyDecisionFailureCode is any value of QOS_DECS_ERR, CHG_DECS_ERROR, etc
Huawei makes r1 available.


	
	
	3425
	CR 0492 29.512 Rel-16 Policy decision and condition data status report
	Huawei
	
	

	
	
	3193
	CR 0086 29.508 Rel-16 FQDN of alternate or backup AMF
	Ericsson
	Revised to 3640
	This CR introduces backward compatible feature to the OpenAPI file Nsmf_EventExposure.

Huawei: I think It is not a valid case that IPv4 and IP6 address can be provided together. 

Please remove redundant space line at the end of the changes.
ZTE: In last paragraph of 4.2.2.2, "SMF shall exchange the authority part of the Notification URI with one of those addresses and shall use that URI in any subsequent communication"

I think FQDN can also be used to exchange the authority part of the Notification URI.

Nokia: I think the sentence “…with one of those addresses…” means: FQDN and so on can be used as well. So every kind of addresses can be used, but only one at one time.

ZTE thanks the clarification.

Ericsson: do not think we should be restricted, as we were not in Rel-15.

If any restriction, it would be one saying that at least one of them need to be present to enable alternative AMF based on alternative IP address, which ends up over complicating things.

(so far, it is aligned with 29.510 NF profile for presence conditions on NF / NF service addresses)
Huawei: Then please remove the “and/or” from the new added text and restriction that only AMF can provide the alternate address or FQDN.

Ericsson: R1 available. I did not remove the restriction for AMF because it cannot be removed. Handling of alternative addresses is only for the stateless AMF, as per 29.500, 6.5.2.2.
Huawei: Please keep the current text as it is. I don’t see any problems to remove the restriction which you are adding.
Ericsson: I think it is better to add the clarification and avoid misunderstandings, since the AMF is not the only consumer of this service. 

Otherwise someone may think e.g. the NEF may also support alternative IP/FQDN, when it is not the case and there is no requirement.

ZTE: I agree with Ericsson that the alternative IP/FQDN is only applicable to the AMF.
In the initial comment, I request you to remove the “and/or” to keep it consistent with the existing description. 

One way is to remove the “and/or”, the other way is to undo the change of alternative address.
Huawei: Removal of the “and/or” is ok, as the existing text does not have it. I can agree if you remove the “and/or” in the new added text.
Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	3640
	CR 0086 29.508 Rel-16 FQDN of alternate or backup AMF
	Ericsson
	
	

	
	
	3209
	CR 1645 29.214 Rel-16 Reallocation of Credit
	Ericsson
	Merged 
	Huawei: The work item code is not correct. We propose to discuss it in TEI16.

Merged with C3-203122.
Ericsson: I agree that there is a collision with 3122 and we need to discuss the merging process during the meeting.

Please, see comments to 3122

About the WI code, as you prefer, no big problem either way.



	
	
	3210
	CR 0234 29.514 Rel-16 Reallocation of Credit
	Ericsson
	Merged with 3123 into 3543
	This CR impacts with a backwards compatible feature the OpenAPI file of the Npcf_PolicyAuthorization service.
Huawei: We propose to discuss it in TEI16.

Merged with C3-203123
Ericsson: I agree that there is a collision with 3123 and we need to discuss the merging process during the meeting.

Please, see comments to 3123

About the WI code, as you prefer, no big problem either way.
Ericsson makes r1 available, including feature support.

Huawei is fine with r1.


	
	
	3543
	CR 0234 29.514 Rel-16 Reallocation of Credit
	Ericsson, Huawei
	
	

	
	
	3346
	CR 0087 29.521 Rel-16 suppFeat attribute within PcfBinding data
	Huawei
	Revised to 3404
	Ericsson: agrees on the proposed CR, but applicable changes to Rel-15 need to be covered as well, so WID should be changed to 5GS_Ph1-CT.
R1 Available.

Ericsson is fine with R1.

	
	
	3404
	CR 0087 29.521 Rel-16 suppFeat attribute within PcfBinding data
	Huawei
	
	

	
	
	3347
	CR 0202 29.519 Rel-16 Corrections on supported features definition
	Huawei
	Revised to 3410
	Ericsson: Ericsson understands the intention of this CR is to support feature negotiation in all the UDR data resources covered in 29.519 regardless of if feature support is defined for all of them.

With this in mind, to complete the CR the following aspects would be missing:

Include feature negotiation for AmPolicyData

In addition, for every resource where 3GPP procedures define a retrieve data (GET operation), define the corresponding query parameter in the GET (tables and OpenAPI file).

Please, also note that the WI code is incorrect in this CR (does not correspond to agenda item).

Huawei: According to TS 29.500, the attribute of supported features in the GET request as query parameter is optional, but if it is included, then the feature list supported by both server and client shall be included in the GET response. Hence, this CR only touch the resource and data types which already include the supported feature attribute in the GET request.

I am fine to include the attribute of supported features for all GET request as optional query parameter, but I think it’s no hurry since if the GET request does not include the attribute of supported feature currently, This specification is still correct, same issues for other specifications (e.g. TS 29.514, TS 29.512).

I can do that in next meeting, or the TS rapporteur can do that in their specification in next meeting, are you fine with that? R1 available.

Ericsson: Some of the APIs define GET operation to the individual resource only to enable maintenance procedures. I.e., there is no 3GPP specified procedure that defines a retrieve operation that requires the use of GET. In this case, it is unspecified the use of GET, and we do not need to include anything else in the definition of GET (no definition of query parameters). This is the case for 29.514 and 29.514 and many other specs.

But for 29.519 the situation is different, because for retrieving data from UDR it is specified the use of the GET operation, and to enable an appropriate behavior, it is needed to know the feature level of both UDR and PCF. So, whenever a resource includes an attribute that requires a supported feature, the supported feature attribute has to be defined in the resource. And whenever the supported feature attribute is defined in the resource, it is required to define the supported feature query parameter in the GET.

I think 29.519 should be completed in this meeting, if you agree with it.

I think 29.514 and 29.512 do not require changes (neither 29.507, 29.508, 29.525, 29.523, 29.554, 29.594 etc…) in the currently level of specification of GET.

Huawei: 

I can’t see any different with other specification, as TS 29.500 mentioned, the supported feature is optional and currently, I only list what I think shall be corrected, for others, there is no feature is defined yet, right? Where is the serious or urgent problem for other data in current specification?

And also I don’t have enough time to list all of quite a lot of update which is not so hurry.

But if you still insist, I can either only keep the corrections on Exposure data, or just keep the change of subclause 5.4.2.5 by changing "supported-features" query parameter to "supp-feat" query parameter. The title will change accordingly, what’s your preference?
Ericsson: I agree that time is a constraint for all of us. That’s why I was proposing for other TSs as 29.514 and 29.512 to keep unspecified any query parameter for the GET operation (because this GET is defined only for maintenance procedures not specified in 3GPP). Would you agree with it?

For 29.519 there are not so many updates to do in this sense. Ericsson provides options to update the TS.
Ericsson will further check what is strictly needed.

Ericsson: In all the resources in the list below, there might be a first interaction with a GET:
· For UePolicySet it happens when the PCF receives the Npcf_UEPolicyControl_Create service operation and does not have subscription data or the latest list of UPSIs for the UE

· For Usage Monitoring Data there is a need to first checking against UDR if there is remaining usage for a DNN and S-NSSAI, and this is done at Npcf_SMPolicyControl_Create service operation

· For BdtData resource, for BDT negotiation, there might be a query (previous to the creation of the specific BDT policy) to the collection, and at applying policies there is only a query on the individual resource.

Though when there is no supported feature it doesn’t matter whether the query parameter is specified for the GET or not (or defined in the resource or not), I prefer to have the supported feature handling either fully defined or not defined at all.

If due to time constraints you prefer to remove the changes in 5.4.2.4, 5.4.2.7 and 5.4.2.9 I’m ok with it.

Huawei: I am fine to update these three data. R2 available.

Ericsson: If you agree with it, the conditions in the presence of the suppFeat attribute should be , “and” instead of “or”

“This IE represents a list of Supported features used as described in subclause 5.6. 

This attribute shall be provided in the PUT request and in the response of successful resource creation, or-> and in the HTTP GET response if the "supp-feat" attribute query parameter is included in the HTTP GET request. (NOTE x).”
Huawei makes r3 available.
Ericsson is fine with r3.

Ericsson: Doing checkings on the validity of the OpenAPI file we realized that A.3 and A.4 are included but without any change in them.

A4 is missing the changes proposed in the CR, in the Access and Mobility and PDU session related data types, correct?

A3 can be removed from the CR. Right?



	
	
	3410
	CR 0202 29.519 Rel-16 Corrections on supported features definition
	Huawei
	Revised to 3641
	Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3641
	CR 0202 29.519 Rel-16 Corrections on supported features definition
	Huawei
	
	

	
	
	3391
	CR 0247 29.514 Rel-16 Description of enhanced PCC features in NF description clauses
	Ericsson
	Revised to 3426
	Huawei: I think AM policy and UE policy don’t need to be specified in 29.514. So the change of the first clause in the 1st change is not needed. 

Ericsson: 29.514, without any change in the first clause would remain incorrect. I understand I could simplify the proposed change and stop adding AM Policy Control functionality. But the “e.g.” should remain. Would you agree with it? R1 available.

Huawei is fine with R1.

	
	
	3426
	CR 0247 29.514 Rel-16 Description of enhanced PCC features in NF description clauses
	Ericsson
	
	

	
	
	3610
	CR 0503 29.512 Rel-16 Correction to the usage of appReloc attribute
	ZTE
	Agreed
	Revision of C3-203164, moved from 15.2.4 (5GS_Ph1-CT)

	16.5
	CT aspects on Enablers for Network Automation for 5G
[eNA]
	3041
	CR 0174 29.520 Rel-16 Adding maxAnaEntry attribute in related feature of NWDAF analytics service
	China Telecom, Huawei
	Withdrawn
	CP-192259



	
	
	3043
	CR 0175 29.520 Rel-16 Missing description on abnormal behaviour information for any UE
	China Telecom
	Not Pursued
	China Telecom: I didn't notice CR 2387 agreed in last meeting which clashes with 3043.
Therefore, 3043 is not pursued.



	
	
	3045
	CR 0149 29.513 Rel-16 Removal of not valid BDT policy from UDR
	Ericsson
	Agreed
	Revision of C3-202211

Ericsson will send email with the last status in SA2.

	
	
	3046
	CR 0040 29.554 Rel-16 Removal of not valid BDT policy from UDR
	Ericsson
	Agreed
	Revision of C3-202212

	
	
	3058
	CR 0149 29.520 Rel-16 Support of Abnormal behaviour
	Huawei
	Revised to 3473
	This CR introduces backward compatible feature into OpenAPI file for Nnwdaf_EventsSubscription API.
Revision of C3-202384

Ericsson: Coverpage, please change “feature” to be “correction” in below sentence in other comments.
This CR introduces backward compatible feature into OpenAPI file for Nnwdaf_EventsSubscription API.
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	3473
	CR 0149 29.520 Rel-16 Support of Abnormal behaviour
	Huawei
	Agreed
	

	
	
	3059
	CR 0146 29.520 Rel-16 Maximum number of SUPIs
	Huawei
	Merged with 3334 into 3525
	This CR introduces backward compatible feature into OpenAPI file for Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticsInfo API.
Revision of C3-202522

Huawei: I forgot to extend the description for the maximum number of SUPIs, I will extend it with the highlight part to ‘Represents the maximum number of SUPIs expected for each object in an analytics report’ in next revision. 

Ericsson: SA2 has not concluded, please wait the agreed LS reply and CR from SA2.

Nokia: latest information I have is that we may get an SA2 LS end of this week (beginning) of next week.
Huawei: Stage 2 has already agreed the CR which removing the maximum number of objects/SUPIs from Analytics Filter information but only be kept in analytics reporting information.

We can progress to merge 3059 and 3334. I would prefer to use 3059 as base. 

Huawei: As discussed before the meeting, I keep the event reporting requirement per subscription which is applicable for each event. R1 available.

Ericsson: 

1) Cover page, better to change the Category from “F” to “B”, to be aligned with new feature contents in this CR.
2) SA2 approved LS reply S2-2004482, specified “ Maximum number of SUPIs currently only applies to Observed service experience analytics and Abnormal behaviour analytics ”

3) S2-2004482 also specified “ related to these Maximum number of objects and Maximum number of SUPIs, SA2#138E agreed in S2-2003339 corrections on NWDAF services which provide further clarification on the inputs for NWDAF service operations, and, in particular, it clarifies that these maximum values can be provided per analytics IDs.” 

4) SA2 agreed CR S2-2004483 still keeping exactly the subclauses in 6.4              Observed Service Experience related network data analytics, 6.6              Network Performance Analytics, 6.8        User Data Congestion Analytics, 6.9     QoS Sustainability Analytics, just changing the input parameter naming.

à Wonder Why in the r1 version, you changed 203059 original per analytics ID level, now r1 back to Subscription level , which is Not aligned with SA2 LS reply and CRs.

5) Also change what was agreed before, i.e. presence of evtReq attribute will invalidate the presence of “notificationMethod” and “repetitionPeriod”, even there is no explicit “notifMethod” attribute provided in evtReq.

Huawei:

1) No feature is introduced

2) I already mentioned in the description, ‘Applicable for the event(s) providing a list of SUPIs during event notification
3) In the email discussion before the meeting, you said you would like to keep the level as it is, right? As I said, current definition is still per event level, similar as other even subscribe/notify TS, e.g. TS 29.523, TS 29.508, TS 29.591 and TS 29.517 etc. What’s the big difference? If you wanna optimization, you can update all the TSes in next meeting.
4) Same comment
What do you mean? What is not clear? 
Ericsson replies:

1) Indicate it is a correction

2) Not SA2 defined maximum number of SUPIs only presented in TS 23.288 subclause 6.4 Service Experience and 6.7.5 Abnormal Behaviour
3) The difference is maximum number of SUPIs requested in Service Experience can be Different value from the one in Abnormal Behaviour, while Subscription level can only provide the Unique Value for the multiple events subscripted in one message.
4) C3-203059 is per Event level, while C3-203059_r1 back to Subscription level not aligned with SA2 LS reply.
5) I mean subclause 5.1.6.2.2 Subscription level with big changes in r1
Ongoing discussions between Huawei and Ericsson.

Ericsson: 

Just to remind Type EventReportingRequirement in TS 29.520, contains some parameters Not belong to 23.502 clause 4.15.1-1defined event reporting information parameters.

My suggestion is by below listed 3 step adjustment, 

We can fulfill SA2 LS reply and CRs, meanwhile Not impact, but well aligned with TS 29.523 and 29.508 which already aligned with 23.502 clause 4.15.1-1 scope. 

and eNA related 29.522 can be easily adjusted with one change. (No impact to 29.517 and 29.591 (C3-203283) since TS 29.523 ReportingInformation is used. )

1st,  Type EventReportingRequirement Only keep reuse Type ReportingInformation from TS 29.523, which is the exact scope of follow 23.502 clause 4.15.1-1. 

( Remove “accuracy”, ”starts” and “endTs“ not belong to 23.502 clause 4.15.1-1 event reporting information parameters, which is included in Type AnalyticsReportingRequirement )

2nd, Type EventSubscription add attribute with type AnalyticsReportingRequirement, then “accuracy”, ”starts” and “endTs“ still available, even better can be defined per analytics ID.

And for the attribute “sampRatio” duplicated in type AnalyticsReportingRequirement, can add NOTE per analytics ID precede over the subscription value to be more useful.  

       3rd, Type AnalyticsReportingRequirement adding maximum number of objects and maximum number of SUPIs, supporting applicable analytics ID align with SA2 LS reply & CRs.

& If Ok with you, I could work related revision for your reference to be more visible.

Huawei makes r2 available.
Ericsson is fine with r2.

	
	
	3525
	CR 0146 29.520 Rel-16 Maximum number of SUPIs
	Huawei, Ericsson
	Agreed
	

	
	
	3060
	CR 0176 29.520 Rel-16 Analytics result per S-NSSAI
	Huawei
	Revised to 3476
	This CR introduces backward compatible feature into OpenAPI files for Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticisInfo API.

Ericsson:

Coverpage, please change “feature” to be “correction” in other comments.

Clause 5.1.6.2.14 and 5.1.6.2.15, “snssai” property “O” not consistent with the other clauses property “C”.

Huawei makes r1 available.
Ericsson is fine with r1.



	
	
	3476
	CR 0176 29.520 Rel-16 Analytics result per S-NSSAI
	Huawei
	Revised to 3645
	Ericsson: CR cover page indicates:
This CR introduces backward compatible correction into OpenAPI files for Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticisInfo API.

But Nnwdaf_AnalyticisInfo API is not impacted by this CR.

Also date field should reflect this meeting
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	3645
	CR 0176 29.520 Rel-16 Analytics result per S-NSSAI
	Huawei
	Agreed
	

	
	
	3061
	CR 0144 29.520 Rel-16 Support of multiple network slice instances
	Huawei
	Withdrawn
	Revision of C3-202117



	
	
	3063
	CR 0150 29.520 Rel-16 Confidence for User Data Congestion Information
	Huawei
	Revised to 3474
	This CR introduces backward compatible feature into OpenAPI file for Nnwdaf_EventsSubscription API.
Revision of C3-202123

Ericsson:

Cover page,  please change “feature” to be “correction” in other comments.
Clause 5.1.6.2.18, NOTE x,  “observed” not feasible for future time period.              

Huawei: Actually, use feature is correct in other comments, since eNA is Release 16 WI, but I am also fine to update that if you insist.

I am confused about your following comment:

Clause 5.1.6.2.18, NOTE x,  “observed” not feasible for future time period.

In the NOTE already mentioned if for future time period. 

Could you please explain that?

Ericsson:

Since the Category of this CR is “F”, then need to describe this CR as correction to be aligned.

Since future time is just for prediction can’t be observed as passed time statistics, anyway Suggest you just rewording “observed” to be “requested” then fine.
Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3474
	CR 0150 29.520 Rel-16 Confidence for User Data Congestion Information
	Huawei
	Agreed
	

	
	
	3064
	CR 0177 29.520 Rel-16 Corrections on confidence for other NWDAF events
	Huawei
	Revised to 3475
	This CR introduces backward compatible corrections into OpenAPI file for Nnwdaf_EventsSubscription API.
Ericsson:

1) Duplicated 1st change
2) NOTE x in all the tables, “observed” not feasible for future time period.             

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3475
	CR 0177 29.520 Rel-16 Corrections on confidence for other NWDAF events
	Huawei
	Agreed
	

	
	
	3065
	CR 0172 29.522 Rel-16 Confidence of analytics results for Nnef_AnalyticsExposure service
	Huawei
	Revised to 3526
	This CR introduces backward compatible corrections into OpenAPI file for AnalyticsExposure API.
Ericsson:

NOTE x in all the tables, “observed” not feasible for future time period.             

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3526
	CR 0172 29.522 Rel-16 Confidence of analytics results for Nnef_AnalyticsExposure service
	Huawei
	Agreed
	

	
	
	3066
	CR 0008 29.517 Rel-16 Service operation description for UE mobility
	Huawei
	Agreed
	

	
	
	3067
	CR 0178 29.520 Rel-16 Support of multiple network slice instances
	Huawei
	Merged
	This CR introduces backward compatible feature into OpenAPI files for Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticisInfo API.

Ericsson:

1) Clause 5.1.6.2.6, Type SliceLoadLevelInformation, the contained attribute “loadLevelInformation” only with one entry,
And SliceLoadLevelInformation used in 5.1.6.2.5 Type EventNotification, attribute”sliceLoadLevelInfo” also only with One entry defined.
Ie. Not supporting multiple network slice instances’ slice load level reporting in one message.

2) nsi defined snssai & nsi 1:1 mapping bring more number of array.
3) Clash with C3-203332 to be discussed for merge, and if above 2 issues could be better solved, C3-203332 could merge in C3-203067. 
Huawei:

1) Since it’s introduced from Rel-15, if not use the attribute but define a new attribute will cause NBC issue and the API version needs to increased. Hence, I prefer to keep to use  sliceLoadLevelInfo by using SliceLoadLevelInformation data to report the "SLICE_LOAD_LEVEL" load event. There are two approaches:

a) Proposed as 3067, extend current SliceLoadLevelInformation data to support NSI Id. 

b) Define a new event/feature for network slice instance load level event, then we can have a clear definition, and will not cause NBC issue.

Approach a) Even only support loadLevelInformation only with one entry, but still applicable for multiple SNSSAI and/or NSI ID. 

Approach b) seems clean but not fully align with stage 2 requirement of supported analytics of load level information for S-NSSAI and/or NSI ID within only one analytics type

Which one you prefer?

2) take 5.1.6.2.6 in 3067 for example, since snssais attribute shall be provided, hence, the nsis needs to include the S-NSSAI which the NSI ID is associated with, and the associated S-NSSAI should be within the snssais attribute.



	
	
	3080
	CR 0153 29.520 Rel-16 Adding maxAnaEntry attribute in related feature of NWDAF analytics service
	China Telecom, Huawei
	Merged with 3333 into 3527
	This CR introduces backward compatible corrections to OpenAPIs for Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticsInfo API.
Revision of C3-202157

Ericsson: SA2 has not concluded, please wait the agreed LS reply and CR from SA2.

Huawei: Stage 2 has already agreed the CR which removing the maximum number of objects/SUPIs from Analytics Filter information but only be kept in analytics reporting information.

We can progress to merge 3080 and 3333. I would prefer to use 3080 as base. But suggest to change the attribute name to maxNbrObject.
China Telecom makes r1 available.
Huawei:

· 4.2.2.2.2: Remove new added ‘and/or’ since a new line for maximum number of SUPIs will be added by another CR
· 4.3.2.2.2: add the new bullet ‘x)       maximum number of objects in the "maxNbrObject" attribute’   after 3) percentage of sampling among impacted UEs in the "sampRatio" attribute;

· 5.2.6.2.4: extend the description with ‘It’s only applicable for the event(s) which may provide more than one entries or objects during event notification.’

China Telecom makes r2 available.

Huawei: 4.3.2.2.2: Remove new added ‘and/or’ since a new line for maximum number of SUPIs will be added by another CR
China Telecom makes r3 available.

Huawei is fine with r3.

Ericsson:

Align with the complete comments to C3-203059 r1, comments below to comply with SA2 LS reply and CRs:  
4.2.2.2.2, suggest the x) line movement as below lines in blue

For different event types, the "eventSubscriptions" attribute:
may include:

x)  maximum number of objects in the "maxNbrObject" attribute. 
5.1.6.2.7 , can be removed.

A.2,  remove changes to maxNbrObject under EventReportingRequirement .

China Telecom makes r4 available.
Ericsson is fine with r4.

	
	
	3527
	CR 0153 29.520 Rel-16 Adding maxAnaEntry attribute in related feature of NWDAF analytics service
	China Telecom, Huawei, Ericsson
	Agreed
	

	
	
	3139
	CR 0009 29.517 Rel-16 URI of the Naf_EventExposure service
	Huawei
	Revised to 3496
	Ericsson: the same comment I provided on C3-203134 applies to this CR. I do not have any other comment on this CR.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3496
	CR 0009 29.517 Rel-16 URI of the Naf_EventExposure service
	Huawei
	
	

	
	
	3147
	CR 0011 29.591 Rel-16 URI of the Nnef_EventExposure service
	Huawei
	Revised to 3497
	This CR introduces backward compabitle correction on OpenAPI file for Nnef_EventExposure API.
Ericsson:

1. clause 5.1.3.1: in figure 5.1.3.1-1 {apiVersion} needs to be replaced with <apiVersion>,
2. the same comment I provided on C3-203134 applies to this CR.
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	3497
	CR 0011 29.591 Rel-16 URI of the Nnef_EventExposure service
	Huawei
	
	

	
	
	3225
	CR 0180 29.520 Rel-16 Default value for matching direction
	Ericsson
	Revised to 3477
	Huawei: The 2nd change needs to be removed since already covered by C3-202385. 
Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	3477
	CR 0180 29.520 Rel-16 Default value for matching direction
	Ericsson
	
	

	
	
	3226
	CR 0178 29.522 Rel-16 Optional target UE
	Ericsson
	Revised to 3478
	This CR introduce backward compatible correction for the AnalyticsExposure  openAPI specification file.
Huawei:

1. Please update the cover page that why proposes to remove the supported feature description?  

2. 5.6.3.3.5: the tgtUe is mandatory not optional, since TargetUeId is applicable for all the features, and in Table 5.6.3.3.7-1, the NOTE describes that For an applicable feature, only one attribute identifying the target UE shall be provided.

3. A.4: no need due to comment 2

Ericsson: For comment 1, OK I will describe the reason.
For comment 2&3, pls check the coversheet:

“Even target UE is required for all analytics events in R16 there is a risk of future extension problem if a new analytics event doesn’t require target UE.”

5.6.3.3.7 says for those applicable feature, one id shall be provided. It is OK to claim like that.

What I want to provide is a protocol level extensibility, imagining there is a new feature/analytic type added in R17 and there is no requirement for target UE, either the major API version needs be updated in order to change presence of tgtUe or a dummy target UE is required. I don’t want to upgrade API major version just because of this, e.g. “slice load level” might be added in the future which doesn’t require any target UE.

And the procedure and custom POST doesn’t require target UE as mandatory, so the data model change is aligned with procedure and considering future extensibility.

What do you think?
Huawei: I am fine to make it optional for future extension since the applicability already described in the TargetUeId data type.

Please update the CR based on comment 1). And I will revise C3-203354 by changing optional UE information.
Ericsson makes r1 available.

Huawei is ok with r1.


	
	
	3478
	CR 0178 29.522 Rel-16 Optional target UE
	Ericsson
	
	

	
	
	3280
	CR 0256 29.122 Rel-16 Removal of open issue on external Group Id for ResourceManagementOfBdt API
	Huawei
	Agreed
	

	
	
	3281
	CR 0181 29.520 Rel-16 Support of immediate reporting
	Huawei
	Agreed
	This CR introduces backward compatible correction into OpenAPI file for Nnwdaf_EventsSubscription API.

	
	
	3282
	CR 0010 29.517 Rel-16 Support of immediate reporting
	Huawei
	Agreed
	This CR introduces backward compatible correction into OpenAPI file for Naf_EventExposure API.

	
	
	3283
	CR 0012 29.591 Rel-16 Event Reporting Information data usage
	Huawei
	Agreed
	This CR introduces backward compatible corrections into OpenAPI file for Nnef_EventExposure API.

	
	
	3284
	CR 0013 29.591 Rel-16 Support of immediate reporting
	Huawei
	Agreed
	This CR introduces backward compatible correction into OpenAPI file for Nnef_EventExposure API.

	
	
	3285
	CR 0182 29.522 Rel-16 Support of immediate reporting for Nnef_AnalyticsExposure service
	Huawei
	Agreed
	This CR introduces backward compatible correction into OpenAPI file for AnalyticsExposure API.

	
	
	3329
	CR 0183 29.520 Rel-16 Correction to abnormal traffic volume
	Ericsson
	Revised to 3479
	No CR number
This CR introduces backward compatible correction in the OpenAPI file for Nnwdaf_EventsSubscription API.

	
	
	3479
	CR 0183 29.520 Rel-16 Correction to abnormal traffic volume
	Ericsson
	Agreed
	

	
	
	3330
	CR 0184 29.520 Rel-16 Updates to Service Experience
	Ericsson
	Withdrawn
	LATE

	
	
	3331
	CR 0185 29.520 Rel-16 Updates to Abnormal Behaviour
	Ericsson
	Withdrawn
	LATE

	
	
	3332
	CR 0158 29.520 Rel-16 Support NSI ID for Slice Load Level information
	Ericsson
	Merged with 3067 into 3528
	Revision of C3-202221

cat ‘F’ in coverpage is different from cat ‘B’ in 3GU. 

Cat should be changed in the coversheet.

This CR introduces backward compatible feature in the OpenAPI files for Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticsInfo API.
Huawei:

1. The CR title in the cover page is misalignment with the DAD

2. Please correct the cover page in other comments from backward compatible feature to backward compatible corrections as you commented to other company CRs

3. 5.1.6.2.3: as I commented in last meeting, lack of description that handling of when snssais and nisIdinfos are provided together, as proposed by C3-203067

4. 5.1.6.2.5: as I commented in last meeting, no need to define a new NsiLoadLevelInformation data type since the sliceLoadLevelInfo attribute for SliceLoadLevelInformation data shall be included When subscribed event is "SLICE_LOAD_LEVEL", extend SliceLoadLevelInformation data type is good enough, otherwise, both the nsiLoadLevelInfos and sliceLoadLevelInfo attributes shall be provided together.

5. 5.1.8: The feature is no needed as we agreed in last CT3 meeting

The CR clashes with C3-203067, need to merge.

Ericsson makes r1 available.

Huawei: My comments are still not considered.
· 5.1.6.2.3&5.2.6.2.3: How to handle if both snssais  and nsiIdInfos are provided together by EventSubscription?

· 5.1.6.2.5&5.2.6.2.2: How to handle if both sliceLoadLevelInfo and nsiLoadLevelInfos are provided together?

Please also check my further comments:

· 5.1.6.1: whether apply to the ServiceExperience feature or Slice load level event?

· 5.1.6.2.3&5.2.6.2.3: in which condition or events will include the new attribute? C or O?

· 5.1.6.2.3: what’s the usage of the NOTE? No need to add the NOTE

· 5.1.6.2.5: LOAD_LEVEL_INFORMATION should change to SLICE_LOAD_LEVEL

· 5.1.6.2.24: still 1:1 mapping

· 5.2.6.2.2: change SLICE_LOAD_LEVEL  to LOAD_LEVEL_INFORMATION

· 5.1.8: whether the ServiceExperience or Slice load level event shall be supported before? I would like to use an NOTE to clarify the restriction of the NSI ID, only applicable to Slice load level and service experience events, no need to define a new feature.

Ericsson:

For first & second bullets: Slice1 without NSI ID and Slice2 with NSI ID can be co-existing in the same PLMN network deployment, even the same Slice2 with NSI ID operator can still requiring both Slice Load level information (the sum-up load level information among all the instances) together with each specific slice instance load level information. Hence nsiIdInfos not impact snssais in EventSubscription and I just add it in NOTE.
4th bullet: Since as in Cover page described, NSI ID in TS 23.288 CR 0103 specified is optional in network deployment, so define as O.

5th bullet: note revised.

8th bullet: I mean “nsiIdInfos” with snssai associated multiple NsiId with effective EventSubscription and EventFilter, while still need each instance load reporting.
R2 available.

	
	
	3528
	CR 0158 29.520 Rel-16 Support NSI ID 
	Ericsson, Huawei
	
	

	
	
	3333
	CR 0159 29.520 Rel-16 Support maximum number of objects
	Ericsson
	Merged
	Revision of C3-202222

Wrong Rev number in coverpage
Ericsson makes r1 available.
Huawei:

I can’t agree for the entire CR with mainly comments as follows:
1. 5.1.6.2.3: I object to change the EventReportingRequirement definition since it is correct and be referred by some other TSes, even current EventSubscription includes the notification method and period time, define the preference has no any complicated issue, and as I mentioned quite times that current notification method in the EventsSubscription data has no ONE TIME value. Please discuss with your colleague 
2. about the proposal, I think you are not familiar with the definition and don’t know what we already discussed.

3. Similar as C3-203334, Nokia and Huawei already merged their CRs in SA2, the proposal is that removing the maximum number of objects from Analytics Filter information, but only keep as analytics reporting information. Let’s wait for stage 2’s final conclusion.

Besides that, I kindly ask you move the related changes on support of maximum number of Objects from C3-203335 to this CR that should be normally in the same topics CR, it doesn’t make sense to keep the small and correlated changes across different CRs providing, and the scope of this CR already mentions to the attribute are applicable to service experience.



	
	
	3334
	CR 0161 29.520 Rel-16 Support maximum number of SUPIs
	Ericsson
	Merged
	This CR introduces backward compatible feature in the OpenAPI files for Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticsInfo API.

Revision of C3-202224

Huawei: Since stage 2 is still discussing on the issue, Nokia and Huawei already merged their CRs in SA2, the proposal is that removing the maximum number of objects and maximum number of SUPIs from Analytics Filter information, but only keep as analytics reporting information. 
Let’s wait for stage 2’s final conclusion.

And the maximum number of SUPIs is defined to indicate the maximum number of SUPIs for each object, there are NO requirement that the maximum number of SUPIs will be different values in the 2nd level.

Besides that, I kindly ask you move the related changes on support of maximum number of SUPIs from C3-203335 to this CR that should be normally in the same topics CR, it doesn’t make sense to keep the small and correlated changes across different CRs providing, and the scope of this CR already mentions to the attribute are applicable to service experience.



	
	
	3335
	CR 0163 29.520 Rel-16 Support Service Experience Variance
	Ericsson
	Revised to 3653
	This CR introduces backward compatible feature in the OpenAPI file.
Revision of C3-202226

Wrong Rev number in coverpage

Ericsson makes r1 available.

Huawei: 
1. The CR title is misalignment with the 2226, needs correction

2. For maximum number of objects and SUPIs, I kindly ask you move the related changes to C3-203333 and 3334 that should be normally in the same topics CR, it doesn’t make sense to keep the small and correlated changes across different CRs providing, and 3333/3334’s scope already mentions to the attributes are applicable to service experience.

3. 5.1.6.2.8: no need to define a new supis attribute but just change current supi to supis is good enough (please refer to C3-203363), and no need to indicate the maximum number of SUPIs since the target UE information is in event subscription, the SUPI list has no restriction. 

4. 5.1.6.2.24: where is the requirement for service experience variance? 

5. 5.1.6.2.24: no requirement for appSupis attributes

6. 5.1.6.2.24: why need to include networkArea attribute?

7. 5.1.6.2.z: The EventSubscription data already include snssai, nsiId and appId, why we need to define new SliceAppInformation data type?

This CR clashes with C3-203067, need to consider merging
Ericsson: with the related CRs discussing results, I’ve removed all the clashes contents, keeping the content without clashes. Further replies. R1 available.


	
	
	3653
	CR 0163 29.520 Rel-16 Support Service Experience Variance
	Ericsson
	
	

	
	
	3336
	CR 0187 29.522 Rel-16 Correction to Area of Interest for Service Experience
	Ericsson
	Revised to 3397
	CR with no content

	
	
	3397
	CR 0187 29.522 Rel-16 Correction to Area of Interest for Service Experience
	Ericsson
	Revised to 3654
	This CR introduces backward compatible correction in the OpenAPI files for AnalyticsExposure API.
Huawei: This CR is no needed since the NetworkAreaInfo (Only includes Cell Ids, Node Ids and TAIs) is restricted to be used only within the core network, TS 29.522 is interface between the NEF and AF, the AF may not understand the topology of the core network, hence, similar as 4G LocationArea data type, we define LocationArea5G at the beginning of the TS which includes GeographicArea, CivicAddress and NetworkAreaInfo. That’s also why we define new data type UeLocationInfo, CongestInfo and QosSustainabilityExposure etc, but not reuse the data type defined in TS 29.520. Wenliang and me discussed this issue before.
Ericsson: I double checked data Type: LocationArea5G contents and the SA2 related approved CRs, still could revise this CR. R1 available.

Huawei: Stage 2 doesn’t only include TAI, we think original definition is good enough, the consumer can provide the area information in the way it wants, either trusted AF or untrusted AF, similar as 4G.



	
	
	3654
	CR 0187 29.522 Rel-16 Update to Reporting Information
	Ericsson, Huawei
	
	

	
	
	3337
	CR 0011 29.517 Rel-16 Correction to Area of Interest for Service Experience
	Ericsson
	Revised to 3398
	CR with no content

	
	
	3398
	CR 0011 29.517 Rel-16 Correction to Area of Interest for Service Experience
	Ericsson
	Not Pursued
	This CR introduces backward compatible correction in the OpenAPI files for Naf_EventExposure API.
Huawei: Same comments as C3-203397, we don’t think this CR is needed.
Ericsson: Same as C3-203397, I just revise this CR. R1 available.
Huawei: Stage 2 doesn’t only include TAI, we think original definition is good enough, the consumer can provide the area information in the way it wants, either trusted AF or untrusted AF, similar as 4G.



	
	
	3349
	CR 0186 29.520 Rel-16 Corrections on ratio for NWDAF event notification
	Huawei
	Revised to 3531
	This CR introduces backward compatible feature into OpenAPI file for Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticsInfo API.

Ericsson: In general, not suitable with the sampling ratio larger than 100%, hence suggest still to optimize it within 100%.

Huawei: What’s your comments on current changes? Do you think the new added NOTE is incorrect?

Ericsson:

The common Ratio concept is within not exceed 100% scope, not suitable to break this common concept.
TS 23.502 also contains clear definition for “Sampling Ratio”: Percentage of sampling (1%..100%) among impacted UEs.

Suggest if you’d like to add NOTE to clarify some possible misunderstanding, 

Take Abnormal Behaviour for example, better to consider some wording like below to be aligned with the common ratio concept:

Within the group or among all UEs in one subscription, if more than one exception id  subscribed/impacted for one UE, only one UE is counted in the group of UE or all impacted UE, so that sampling ratio kepping with 100%.   

Huawei to Ericsson: 

You are okay with current NOTE, right?

For the extra NOTE you suggested, I don’t understand, could you please provide a general NOTE or clarification which applicable for all eNA events?

Nokia: I am a little bit confused with the note. My understanding of 23.502: It is a description for a configuration.

The subscription requires the sampling ratio as defined in 23.502 (1 % … 100 %). It is a percentage of UEs within a group with a maximum value of 100 %. With a lower value than 100 % we select a random part out of the target group used for a kind of event measurement (EventReportingRequirement). In the target group events occur. What is the percentage of the event x in this group? In case the event holds true for all UEs in the random part (e.g. during the period, whatever), the reporting ratio is 100 %. Of course the event can occur with a ratio lower than 100 %.  So the ratio attribute (e.g. LocationInfo) describes the result related to the configuration parameter in the EventReportingRequirement type provided during subscription for the event. I think, we do not require the note (it produces misunderstandings even). 

Huawei: I am fine to remove the NOTE. R1 available.

Ericsson: The reason for change and description for sampling ratio in this CR is not fully aligned with 23.502 and 23.288 descriptions on “sampling ratio”

Anyway, If you consider the concept of sampling ratio and could agree, then suggest below updates, and seems better you’d add Ericsson as co-sign company 
1.Coverpage, reason for change, 

1) needn’t mention the events impacts, since the “ratio” is just the sampling ratio of Target UE, Not the analytics events reported UE ratio.

2) Instead, could refer to TS 23.288, clause 6.2.1, as supporting reason including ratio in output , to represent NWDAF actually used sampling ratio which could be modified.

“The NWDAF may decide to reduce the amount of data collected to reduce signalling load, by either prioritizing requests received from analytics consumers, or reducing the extent (e.g. duration, scope) of data collection, or modifying the sampling ratios. “
2. Description for all the applicable “ratio”, 

1) adding “any UE” in the applicable analytics event,

2) If you’d like to keep NOTE, then just remove the 2nd sentence starting with “The sum of all ratios” in all the tables.

Huawei: I already agreed to remove the NOTE.
Ericsson: Just small update suggestion:
1) Clause 5.1.6.2.11 & 5.1.6.2.13, please remove “all UE”, since UE Mobility and UE Communication is not the applicable analytics events for “any UE”.

2) Better to remove all the “result” wording in all the tables, since sampling ratio is just the ratio of data collection, not the result hit ratio.

Huawei: ok for 1. For 2: This is not the sampling ratio which is included in the event subscription, but analytics result. The word is introduced by Wenliang actually.
Ericsson: 

For 2: Fine, then needn’t change. NWDAF with less sample ratio still can conclude analytics result hit radio in the group of UE or Any UE <=100%. CR only need to update 1.
Huawei makes r3 available.

Ericsson is fine with r3.


	
	
	3531
	CR 0186 29.520 Rel-16 Corrections on ratio for NWDAF event notification
	Huawei, Ericsson
	Revised to 3646
	Huawei makes r1 available. Just update other comments in the cover page.
Ericsson is fine with r1.


	
	
	3646
	CR 0186 29.520 Rel-16 Corrections on ratio for NWDAF event notification
	Huawei, Ericsson
	Agreed
	This CR introduces backward compatible correction into OpenAPI file for Nnwdaf_EventsSubscription API.

	
	
	3350
	CR 0188 29.522 Rel-16 Ratio of analytics results for Nnef_AnalyticsExposure service
	Huawei
	Revised to 3498
	This CR introduces backward compatible corrections into OpenAPI file for AnalyticsExposure API.
Huawei: revised the CR based on the comments received for 3349. R1 available.
Ericsson is fine with r1.

Nokia is fine with r1.

	
	
	3498
	CR 0188 29.522 Rel-16 Ratio of analytics results for Nnef_AnalyticsExposure service
	Huawei
	Agreed
	

	
	
	3351
	CR 0012 29.517 Rel-16 Supported features definition
	Huawei
	Agreed
	This CR impacts backward compatible correction to the OpenAPI file for Naf_EventExposure API.

	
	
	3352
	CR 0014 29.591 Rel-16 Supported features definition
	Huawei
	Agreed
	This CR impacts backward compatible correction to the OpenAPI file for Nnef_EventExposure API.

	
	
	3353
	CR 0189 29.522 Rel-16 Supported features definition for Nnef_AnalyticsExposure service
	Huawei
	Agreed
	This CR impacts backward compatible correction to the OpenAPI file for AnalyticsExposure API.

	
	
	3354
	CR 0190 29.522 Rel-16 Corrections on target UE information for Nnef_AnalyticsExposure service
	Huawei
	Revised to 3499
	Huawei: I revised the CR based on the agreement on C3-203226. R1 available.



	
	
	3499
	CR 0190 29.522 Rel-16 Corrections on target UE information for Nnef_AnalyticsExposure service
	Huawei
	Agreed
	

	
	
	3356
	CR 0192 29.522 Rel-16 Support of network performance for Nnef_AnalyticsExposure service
	Huawei
	Revised to 3650
	This CR introduces backward compatible correction into OpenAPI file for AnalyticsExposure API.
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3650
	CR 0192 29.522 Rel-16 Support of network performance for Nnef_AnalyticsExposure service
	Huawei
	Agreed
	

	
	
	3357
	CR 0193 29.522 Rel-16 Data type used in fetch the analtyics
	Huawei
	Revised to 3651
	Ericsson: CR cover page indicates "This CR does not impact the OpenAPI file." But this is not correct since it introduces backward compatible correction into OpenAPI file for AnalyticsExposure API.
Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3651
	CR 0193 29.522 Rel-16 Data type used in fetch the analtyics
	Huawei
	Agreed
	This CR introduces backward compatible correction into OpenAPI file for AnalyticsExposure API

	
	
	3361
	CR 0013 29.517 Rel-16 Target UE information
	Huawei
	Revised to 3500
	This CR introduces backward compatible feature into the OpenAPI files for Naf_EventsSubscription API.
Ericsson:

Current EventFilter & OpenAPI already contains the needed identities of Target UE, 
seems needn’t group the existing optional elements of target UE and adding a new data type, 

Instead, more effective to update in SO description to be aligned with data type and OpenAPI not impacted.
Huawei agrees with the proposal and makes r1 available.
Ericsson is fine with r1.

	
	
	3500
	CR 0013 29.517 Rel-16 Target UE information
	Huawei
	Agreed
	

	
	
	3362
	CR 0015 29.591 Rel-16 Correction on the ueCommInfos
	Huawei
	Agreed
	

	
	
	3363
	CR 0187 29.520 Rel-16 Corrections to TargetUeInformation
	Huawei
	Revised to 3652
	This CR introduces backward compatible feature into the OpenAPI files for Nnwdaf_EventsSubscription API.

Ericsson: CR cover page, Clauses affected field is wrong. Should be:  4.2.2.2.2, 4.3.2.2.2, 5.1.6.2.8, A.2.
Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3652
	CR 0187 29.520 Rel-16 Corrections to TargetUeInformation
	Huawei
	Agreed
	

	
	
	3364
	CR 0016 29.591 Rel-16 Applicabilities for UE communication
	Huawei
	Agreed
	

	
	
	3365
	CR 0188 29.520 Rel-16 exceps in AbnormalBehaviour
	Huawei
	Agreed
	

	
	
	3366
	CR 0189 29.520 Rel-16 Plural of NF Load level information attribute
	Huawei
	Agreed
	This CR introduces backward compatible correction into OpenAPI file for Nnwdaf_EventsSubscription API and Nnwdaf_AnalyticsInfo API.

	
	
	3367
	CR 0190 29.520 Rel-16 Applicablities for LocationInfo
	Huawei
	Revised to 3460
	This CR introduces backward compatible correction into OpenAPI file for Nnwdaf_EventsSubscription API.
Ericsson:

I’ve checked the contents of clause 5.1.6.1 and clause 5.1.6.2.11 has already been covered in C3-202385,
Would you double check?
Huawei makes r1 available.

Ericsson: In OpenAPI, “locInfo” also need to be “locInfos”  as “required” 

Huawei makes r2 available.

Ericsson is fine with r2.

	
	
	3460
	CR 0190 29.520 Rel-16 locInfo attribute within the UeMobility data
	Huawei
	Agreed
	

	
	
	3368
	CR 0191 29.520 Rel-16 Corrections on NfLoadLevelInformation
	Huawei
	Agreed
	

	
	
	3372
	CR 0014 29.517 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3501
	Ericsson: in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Table 5.3.2.3.1-4: there is an extra space before 5.3.2.3.1-4 that should be deleted.

2. Missing clause 5.1.4 with title "Custom Operations without associated resources" and text: "No custom operation is defined in this Release of the specification."

3. Missing update of clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notification to be added: Application Event Notification.

Huawei makes r1 available.

Huawei: The r1 has some format errors in subclause 5.5.2.2. R2 available.

Ericsson is fine with r2.

	
	
	3501
	CR 0014 29.517 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	
	
	3373
	CR 0017 29.591 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3502
	WI?

Ericsson: in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Table 5.1.3.2.3.1-4: incorrect style of description cell and there is an extra space before 5.1.3.2.3.1-4 that should be deleted.

2. Clause 5.1.3.3.2: replace "Identifying" with "Identifies".

3. Clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template. Since table shows notifications then the heading of added column should be Notification (as it is in SBI template) and the name of notification to be included: Network Exposure Event Notification. Also new line after table needs to be added.

4. CR cover page: incorrect work item code.

Huawei makes r1 available.

Ericsson is fine with r1.

Huawei: check C3-203373_r2 with corrected style of description cell in table 5.1.3.2.3.1-4 to TAL.

	
	
	3502
	CR 0017 29.591 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	
	
	3602
	CR 0001 29.591 Rel-16 Correction on resource usage
	Huawei
	Agreed
	Revision of C3-202125

	16.6
	CT aspects on eSBA
[5G_eSBA]
	3047
	CR 0081 29.521 Rel-16 Update of PCF address(es)
	Ericsson
	Merged with 3023 into 3520
	CP-190191 (CT4 leading)

This CR introduces backward compatible feature to the OpenAPI file Nbsf_Management.
Huawei: I propose to use the same attribute names defined in PcfBinding data type for the Diameter Host

Ericsson: the reason why I added Rx on the beginning of attribute names is because I wanted to indicate that they apply only to Rx. Such change is not possible due to backward compatibility reason for the PcfBinding data type, but we can use new names in PATCH request.
Huawei accepts the proposal. Clash with another CR.
Huawei: In last meeting, I got the similar comment from Ericsson. She proposed to use the same attribute name for the convenience of the developer.

Ericsson: the reason why I prefer to use in this case names rxDiamHost and rxDiamRealm because I want to align names with TS 29.510, where in PcfInfo data structure names rxDiamHost and rxDiamRealm are used.
Ericsson: I updated CR according to agreement we reached in conference and included CATT as cosigner. R1 available. 
Ericsson: if the attribute names used in the PcfBindingPatch data type are not the same as in the PcfBinding data type this means that new attributes will be added to the resource instead of updating existing attributes.

Therefore, I revised CR to use for the Rx the same attribute names as defined in PcfBinding data type.
R2 available.

Huawei: You’re right. I’m fine with the r2.



	
	
	3520
	CR 0081 29.521 Rel-16 Update of PCF address(es)
	Ericsson, CATT
	Agreed
	

	
	
	3048
	CR 0148 29.513 Rel-16 Binding information: PCF set ID and PCF instance ID
	Ericsson
	Revised to 3521
	Revision of C3-202504

Huawei: 

1) In revision history of cover page, CT3#110e shall be changed to CT3#109e
2) Level of binding is FFS.

Ericsson:

I will change correct meeting number. However I do not understand your 2nd comment, please clarify.

Huawei: I mean that whether the Level of binding is included in the message is still FFS. If we agree to include it, level of binding shall be indicated in this CR.

Ericsson: this is my understanding too i.e. if removal of EN indicating Level of binding is FFS in 3087 will be agreed then 3048 needs to be aligned.

Ericsson will add level of binding.
Ericsson makes r1 available.

Huawei is fine with r1.

Ericsson: I revised 3048 to align it with 3087 i.e. in clause 8.5.4 I replaced "binding level" with "the SBA binding level". R2 available.

Huawei is fine with r2.


	
	
	3521
	CR 0148 29.513 Rel-16 Binding information: PCF set ID and PCF instance ID
	Ericsson
	Agreed
	

	
	
	3085
	discussion    Discussion on the Level of binding
	Huawei
	Noted
	

	
	
	3086
	CR 0068 29.521 Rel-16 Level of Binding
	Huawei
	Revised to 3522
	Revision of C3-202502

This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: Date field on CR cover page indicates 2020-04-16, and therefore needs to be adopted to this meeting.
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	3522
	CR 0068 29.521 Rel-16 Level of Binding
	Huawei
	Agreed
	

	
	
	3087
	CR 0142 29.513 Rel-16 Update of PCF discovery by the AF for eSBA
	Huawei
	Revised to 3523
	Revision of C3-202503

Ericsson:

Comments:
1. Bullet a): do not remove the first "and".

2. Bullet a): word optionally from bullet a) should be removed according to SA2 agreed S2-2003353 on TS 23.503.

3. Clarify Note x, because it should mean SBA binding information for N5 consumers.

4. Clarify what happens with the SamePcf feature(?).

5. Add "SBA" in front of "binding" when binding refers to SBA binding and not to BSF binding information.

Huawei: on 3 & 4, What clarification do you want? Could you please provide a text proposal?

Ok with the rest.
Ericsson: Proposal for NOTE x:

NOTE x:   Only NF instance or NF set of level of binding is supported at the BSF for SBA binding level of Npfc_PolicyAuthorization service. 

For SamePcf feature, the comment was to clarify whether NF instance and NF set level of binding is supported at BSF for Npcf_SMPolicyControl. This can be done within the NOTE x or a different one.

Huawei: Following NOTE is added for the SamePcf feature:

when NF instance and NF set level of SBA binding is supported at BSF for Npcf_SMPolicyControl, how to ensure the same PCF instance is re-selected after a PCF is selected as defined for the "SamePCF" feature depends on the implementation.

R1 is made available.

Ericsson:we have problem with the first part of added note i.e.: "when NF instance and NF set level of SBA binding is supported at BSF for Npcf_SMPolicyControl".
So far, nothing is defined to support it and our proposal is to change added note to:

NOTE w:  How to ensure the routing of the Npcf_SMPolicyControl_Create service operation to the appropriate PCF instance when the "SamePcf" feature is supported depends on the implementation.
New note added after bullet g) has identity "y" so new note after Note x should have identity different than "y" e.g. "w".

Further a full stop is missing at the end of bullet a).
Huawei makes r2 available.
Ericsson: Please remove the 2nd full stop at the end of NOTE y.
Huawei makes r3 available.
Ericsson is fine with r3.


	
	
	3523
	CR 0142 29.513 Rel-16 Update of PCF discovery by the AF for eSBA
	Huawei
	Agreed
	

	
	
	3023
	CR 0079 29.521 Rel-16 Add PCF address(es) in PcfBindingPatch
	CATT
	Merged
	CP-200147 (CT1 leading)

This CR introduce backward complatible corrections to the OpenAPI specification files for Nbsf_Management API.
Ericsson: C3-203023 overlaps with C3-203047 and therefore merging will be needed.
My proposal is to use C3-203047 as a based document.

However, correcting of note x in clause 5.6.2.2 should not be part of the merging process since this error was already corrected by C3-202429 agreed in April.

Also attributes you added in 5.6.2.3-1 and which are related to the SamePcf feature should not be part of the merging process.
CATT: I am OK to merge 3023 into 3047, please add CATT as co-source

	16.7
	CT aspects of Access Traffic Steering, Switch and Splitting support in 5G system
[ATSSS]
	3088
	CR 0493 29.512 Rel-16 Include the application descriptors in the ATSSS policy
	Huawei
	Merged 
	CP-190201 (CT1 leading)

This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: This CR collides with Ericsson 3207. It is needed to discuss the merging process.

Main difference is that in this CR the application is defined within traffic control data. However, the application descriptor is specific of the PCC rule, in particular, dependent of the SDF template and thus not suitable as attribute of a policy decision (a policy decision may be shared by more than one rule).

In addition:

· the reference to CT1 should be the ATSSS rule related spec.

· Editorial: 5.6.2.10 "OS Id + OS  pp Id type"--> "OS Id + OS  App Id type"
Huawei: I can accept to include the application descriptor within the PccRule data type.



	
	
	3089
	CR 0494 29.512 Rel-16 New value of the ATSSS capability
	Huawei
	Revised to 3515
	This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: agrees on the document with the following comments:

· 4.2.2.17, clarify the new capability is when the UPF does not support RTT measurement using PMF protocol. The way to indicate the conditions for SMF to set the new ATSSS capability value is not accurate.

· 4.2.6.2.17 typo: atssscab

· Change "Smallest Delay" by the corresponding value "SMALLEST_DELAY".

· Add before The PCF shall includes the a "To enable non-MPTCP traffic"

· Editorial “shall includes “

Huawei: I revised the CR based on your comments except typo atssscab. R1 available.

Ericsson: 
Yes, there was no typo, you’re right.

Also, checking the SA2 CRs, the comment below also needs correction:

4.2.2.17, clarify the new capability is when the UPF does not support RTT measurement without using PMF protocol

Please, check it.
Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	3515
	CR 0494 29.512 Rel-16 New value of the ATSSS capability
	Huawei
	Agreed
	

	
	
	3090
	CR 0495 29.512 Rel-16 PCC rule for Non-MPTCP traffic
	Huawei
	Revised to 3516
	Ericsson: agrees on the proposed CR with the following comments:

· Update the coversheet, the other comments section with no impacts to OpenAPI file

· Editorials:

· Typo "shall includes" in several places.

· In the change, for each new paragraph:

· Add "to enable non-MPTCP traffic" before "The PCF shall includes the (…). And add that MPTCP capability is supported with any steering mode. 

Huawei: I revised the CR based on your comments except MPTCP capability is supported with any steering mode. I don’t know what it means as current values of “atsssCapab” indicates MPTCP capability is supported with any steering mode. R1 available.
Ericsson: I’m ok with the proposal.

Only, if you agree, please change PCC Rule by PCC rule to be consistent in all the text.
Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	3516
	CR 0495 29.512 Rel-16 PCC rule for Non-MPTCP traffic
	Huawei
	Agreed
	

	
	
	3091
	CR 0496 29.512 Rel-16 Steering modes for GBR traffic
	Huawei
	Merged with 3180 into 3517
	Huawei adds ZTE as cosigner. R1 is made available.
ZTE is fine with r1.

Ericsson: agrees on that CR with the comment to use normative text (do not use “can”). 

Indicate that SD, LB and PB steering modes shall not be used by GBR flows, or that GBR flows shall only use A/S steering method. Either way is fine for me.
Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	3517
	CR 0496 29.512 Rel-16 Steering modes for GBR traffic
	Huawei, ZTE
	Agreed
	

	
	
	3092
	CR 0447 29.512 Rel-16 QoS support for ATSSS
	Huawei
	Revised to 3657
	Revision of C3-202374

Ericsson: agrees on the proposed CR with the following comments:

· Clarify at the beginning if the new change that “for a GBR SDF traffic splitting is not supported because the QoS profile is provided to a single access at a given time, and the traffic can be steered or switched as indicated by the “ACTIVE_STANDBY” steering mode.  
· The first sentence intends to describe when the SMF receives the report that the “current” access is not available, right? The active access? 
· And also assumes that both active and standby accesses are allowed by the MA policies? Please, indicate so.
· The paragraph describing the behavior when both access are available: as in 23.501, split it into two paragraphs, one when QNC is not enabled and another one when QNC is enabled.
Huawei:

· Don’t understand where you would like add and why “ACTIVE_STANDBY” steering mode shall be mentioned?
· the access which the GBR SDF is transported.
· It is indicated in the first sentence of this bullet. "If the Multi Access policies of the PCC rule indicate the GBR SDF is handled in both accesses”

· Ok
Ericsson:

· Active Standby is the only method that can be applied to a GBR SDF
· Clarify it then
· it’s a bit confusing, the GBR SDF is handled in both access according to the MA policies for an active/standby steering mode.

Huawei: 

Stage 2 has mentioned:

1) if the Multi Access policies of the PCC rule indicate the GBR SDF is handled only in one access, the SMF shall provide the QoS profile to the access network indicated by the PCC rule.

2) if the Multi Access policies of the PCC rule indicate the GBR SDF is handled in both accesses, the SMF shall decide to which access network to provide the QoS profile for the GBR SDF based on its local policy

I understand that only ACTIVE_STANDBY mode with only active access provided is applicable to 1st bullet. ACTIVE_STANDBY mode with both active access and stand by access provided, and the other three steering modes are applicable to 2nd bullet. So we can’t say that Active Standby is the only method that can be applied to a GBR SDF.
Ericsson: I’m confused

Is there a contradiction then with 3091?

Huawei: R2 available.
Ericsson proposes some rewording/completion of text.

Huawei makes r2 available.

Ericsson: "ancReports" -> "qncReports"
Huawei makes r3 available.

Ericsson is fine with r3.


	
	
	3657
	CR 0447 29.512 Rel-16 QoS support for ATSSS
	Huawei
	Agreed
	

	
	
	3179
	CR 0508 29.512 Rel-16 Clarification on the value of 3gLoad attribute
	ZTE
	Agreed
	Ericsson: agrees with the proposed CR.

	
	
	3180
	CR 0509 29.512 Rel-16 SteeringMode applicable for GBR SDF
	ZTE
	Merged
	ZTE: This CR overlaps with 3091 from Huawei.
Since informal text may be not enough, I would like to merge this CR into 3091.
Huawei revises 3091 and ZTE is added as cosigner. 

ZTE is fine with the merging.


	
	
	3203
	CR 0020 29.523 Rel-16 Access Type Report for a MA PDU session
	Ericsson
	Revised to 3518
	Revision of C3-202514

This CR impacts with a backwards compatible feature the OpenAPI file of this specification.
ZTE: The CR depends on the reply from SA2. 

ZTE: 

4th change,  “ACCESS_TYPE_CHG” -> "AC_TY_CH", 
2nd change,if a new access is released to the MA PDU session-> if a new access type is released in the MA PDU session
Huawei: The CR depends on the reply from SA2. 

Ericsson: The feedback I have is that SA2 is agreeing on an LS reply where no further requirements are added to the specified text, and no additional information is added in the report of multiple access types.

With this reply on mind, if you have specific comments to the CRs, I’d appreciate if you could provide them in advance
Ericsson makes r1 available.

ZTE is fine with r1.

Huawei: Please clarify the case that the ATSSS feature is supported by PCF and AF both , and supported by the PCF but not support by the AF.
Ericsson makes r2 available.

Huawei: I think 

b)   the new RAT type as "ratType" attribute, if applicable for the notified access type; and/or

“or” is not needed.
Ericsson: “and” was misplaced. R3 available.
Huawei is ok with r3.


	
	
	3518
	CR 0020 29.523 Rel-16 Access Type Report for a MA PDU session
	Ericsson
	Agreed
	

	
	
	3204
	CR 1640 29.214 Rel-16 Access Type Report for a MA PDU session
	Ericsson
	Revised to 3519
	Revision of C3-202511

ZTE: 9th change,
 if a new access type is added to the MA PDU session
if an access type is released in the MA PDU session
Would you change access type to IP-CAN type?

Ericsson makes r1 available.
ZTE is fine with r1.

Huawei: The MA-Information is also included in the AAA command. Could you please clarify how to report the information in the AAA command.
Ericsson makes r2 available.

Huawei: I just realized that you describe the scenario where the ATSSS is supported and not supported in 29.514 CR. I think it’s better to make an alignment in 29.214 CR.
Ericsson makes r3 available.


	
	
	3519
	CR 1640 29.214 Rel-16 Access Type Report for a MA PDU session
	Ericsson
	
	

	
	
	3205
	CR 0213 29.514 Rel-16 Access Type Report for a MA PDU session
	Ericsson
	Revised to 3658
	Revision of C3-202513

This CR impacts with a backwards compatible feature the OpenAPI file of this specification.
Huawei:

I think “if the "ATSSS" feature is supported” means both AF and PCF support the ATSSS, while “if the "ATSSS" feature is not supported” means that PCF supports ATSSS but AF doesn’t support ATSSSS.  If it is correct, please add a clarification.
Ericsson makes r1 available.

Huawei is fine with r1.


	
	
	3658
	CR 0213 29.514 Rel-16 Access Type Report for a MA PDU session
	Ericsson
	
	

	
	
	3206
	CR 0158 29.513 Rel-16 Support of ATSSS
	Ericsson
	Agreed
	Huawei: Could you please clarify the meaning that PCF determines the PCC rule needs to include the application descriptor(s) corresponding to an application identifier?

Ericsson: It means that the PCC rule includes an application identifier in the SDF template and therefore, to enable the SMF builds an ATSSS rule, the PCF needs to include an application descriptor.

R1 available.

	
	
	3207
	CR 0511 29.512 Rel-16 Application Id in a PCC rule for ATSSS
	Ericsson
	Merged with 3088 into 3656
	This CR impacts the OpenAPI file of Npcf_SMPolicyControl with a backwards compatible feature.
ZTE:

1) CR is clashed with C3-203088.

2) Remove the space line in the 1st change

3) In C3-203088, the app descriptors is included in the traffic steering control decision. As this information is used to derive the ATSSS rule, I think it is better to include the traffic steering policy decision.

4) It is not correct that the key of the map is the OS id for the provided OS Application Identifier because the OS ID is not included in some cases.

Ericsson:

In relation to 3), the traffic steering policy decision should not be used, since it might be referenced by more than one PCC rule. Better to define the application descriptor in the PCC rule, together with the SDF template, from which it somehow derives.

In relation to 4), could you point out to that requirement?

Huawei will further check.

Huawei: If the H-PCF can determine that only one OS Id of UE, the PCF can provide the traffic descriptor "OS App Id type". In this case, the OS Id is not needed.

TS 29.525 subclause 4.2.2.2.3 describes above case.

Please remove the NOTE in 2nd change. We don’t have such kind of conditional descriptions for other parameter either.
Ericsson: I can agree on changing the encoding of the application descriptor and allow for omitting the OS Id.

Please, in case you agree on merging using Ericsson CR as base CR, please, check the updated revision. R1 available.

Huawei: I’m ok to merge Huawei CR to this CR. I have additional comments for this merged CR.

1) Remove the blank line at the end of change. It appears in several changes.

2) Remove the NOTE in the 2nd change.

3) “may include the ATSSS rule application descriptor(s) within "appDescriptors" attribute if the SDF template included in the PCC rule contains an Application Identifier.”  is changed to “may include the ATSSS rule application descriptor(s) within "appDescriptors" attribute if the “appId” attribute is include within the PccRule data structure “(refer to 4.2.6.2.1) 

4) “The Traffic Descriptor in the ATSSS rule is generated by the SMF from the SDF template of the PCC rule. If the SDF template contains SDFs, the SMF uses the UL SDF filters for the generation of the IP descriptors or Non-IP descriptors, respectively. If the SDF template contains an Application Identifier, the SMF includes the application descriptors received from the PCF in the "appDescriptor" attribute of the PCC rule.” Is changed to “If the "flowInfos" attribute is included within the PccRule data structure, the SMF derive the uplink SDF filter from the “flowInfos” attribute; If the “appId” attribute is included within the PccRule data structure, the SMF derives the application descriptors from "appDescriptor" attribute.

5) For the definition of OsIdOsAppId, I don’t see the description what you have mentioned in 24.193. Actually , the traffic descriptor is defined in 24.526. We also needs to cover the Os App Id only case.

Ericsson makes r2 available.
Huawei: Could you clarify how the descriptor for OS App Id type is encoded?

Please remove the NOTE in the line for the added item in the 1st change. 

Ericsson: I’d like to clarify the encoding of the OS App Id, but I do not know how to satisfy your request.

Could you indicate the specific change you are missing in the definition?

Huawei will make a proposal.

	
	
	3656
	CR 0511 29.512 Rel-16 Application Id in a PCC rule for ATSSS
	Ericsson, Huawei
	
	

	
	
	3274
	CR 0143 29.513 Rel-16 QoS Flow Binding about ATSSS
	Huawei
	Revised to 3659
	Revision of C3-202376

Ericsson: has the following questions for clarification:
· It seems the proposed text is not following a stage 2 text, could you indicate the SA2 source for this clarification?

It is very confusing as it is.

The stage 2 requirement is described in 6.1.3.2.4 of TS 23.503 as mentioned in the agreed CR in the last meeting. We would like to indicate how the SMF performs the QoS flow binding in the allowed access.

Ericsson:

I’d agree on the CR if the text 

“The SMF shall evaluate whether a QoS flow with the same binding parameters combination together with allowed accesses exists. If a QoS flow exists, the SMF allocates the same QFI to the service data flows that are assigned for the same values of the binding parameters. If no QoS flow exists, the SMF assigns a QFI for a new QoS flow, derives the QoS parameters for a new QoS flow, using authorized QoS in the PCC rule, and binds the PCC rule to the QoS flow, i.e. allowed accesses shall be considered same as binding parameter.” 

is removed.
Huawei: I will do that.
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	3659
	CR 0143 29.513 Rel-16 QoS Flow Binding about ATSSS
	Huawei
	Agreed
	

	
	
	3390
	CR 0246 29.514 Rel-16 Reference to multiple accesses in NF description clauses
	Ericsson
	Not Pursued
	Huawei:

I think this CR is not needed.

We define the wireless access in the main body and wireline and wireless convergence scenario in the annex. So we don’t need to mention “for wireline and wireless accesses”.

As it is described that the PCF receives session and media related information from the SMF and notifies them of subscribed traffic plane events. How to notify subscribed traffic plane events depends on the different feature and different event. They are described in the following clauses. 

Nokia: I think the extension “for wireline and wireless accesses.” could be misleading even.



	16.8
	CT aspects of 5GS enhanced support of vertical and LAN services
[Vertical_LAN]
	3054
	CR 0488 29.512 Rel-16 Correction to usage of TAI
	Qualcomm Incorporated
	Withdrawn
	CP-192258 (CT1 leading)

LATE



	
	
	3055
	CR 0220 29.514 Rel-16 Correction to usage of TAI
	Qualcomm Incorporated
	Withdrawn
	LATE

	
	
	3056
	CR 0042 29.554 Rel-16 Correction to usage of TAI, ECGI, NCGI
	Qualcomm Incorporated
	Postponed
	This CR introduces a backward compatible new feature in the openAPI specification file.

Nokia: the CR depends on the agreement in CT4 to remove NID from the base data types (TAI, NCGI and ECGI) in 29.571, for which CT4 is responsible. We must wait for the decision in CT4 before we can agree on this CR. Based on that decision, the NID must be introduced to all APIs in which it is required.


	
	
	3077
	CR 0221 29.514 Rel-16 Introduction of Bridge management information
	Intel, Ericsson / Thomas
	Merged with 3095 into 3463
	Impacts in the OpenAPI in the coversheet missing.
Huawei: This CR shall be merged with C3-203095. 
I have following comments:

1) Introduce the BMIC and PMIC

2) Define BridgeManagementContainer as a simple data type

Ericsson: I agree that there is collision with 3095 and we need to discuss the merging process during the meeting.

In relation to the provided comments, I have a question:

BMIC and PMIC abbreviations are not necessary, though I understand we should consistently use them in different groups. Are they being consistently introduced in CT1, CT4 and SA2?

And a preference: I’d prefer to encode the BridgeManagementContainer as an object, allowing for consistently handling extensions within this data type with attributes that only have to do with the delivery of bridge management information.
Nokia: Nokia has the same preference as Ericsson (BridgeManagementContainer as an object). Therefore, I would propose to use the Intel/Ericsson set of CRs 3077/3078 as the base CRs for merging.
Huawei: I’m ok to make a revision based on the Intel/Ericsson proposal, but please keep the BMIC and PMIC.
Intel: R1 available, including:

· Added OpenAPI impact on cover page

· Added Huawei as cosigner

· Introduced abbrevation for BMIC and PMIC


	
	
	3463
	CR 0221 29.514 Rel-16 Introduction of Bridge management information
	Intel, Ericsson, Huawei
	Agreed
	

	
	
	3078
	CR 0490 29.512 Rel-16 Introduction of Bridge management information
	Intel, Ericsson / Thomas
	Merged with 3094 into 3464
	Impacts in the OpenAPI in the coversheet missing.lll0
Huawei: This CR shall be merged with C3-203094. 
I have following comments:

3) Introduce the BMIC and PMIC

4) Define BridgeManagementContainer as a simple data type. 

Ericsson: I agree that there is collision with 3094 and we need to discuss the merging process during the meeting. Please, see reply to 3077.
Intel: R1 available:

· Added OpenAPI impact on cover page

· Added Huawei as cosigner

· Introduced abbrevation for BMIC and PMIC


	
	
	3464
	CR 0490 29.512 Rel-16 Introduction of Bridge management information
	Intel, Ericsson, Huawei
	Agreed
	

	
	
	3093
	CR 0497 29.512 Rel-16 QoS parameter authorization for TSN
	Huawei
	Merged 
	Ericsson: This CR collides with 3216 and we need to discuss the merging process.
This 3093 is more restrictive in the setting of GBR and MBR values than the stage 2 requirements. Note that stage 2 text allows for more flexibility for the PCF to derive GBR and MBR, as reflected by 3216. We prefer to take 3216 as base CR.

Huawei: I’m ok to have a merge. Please also mention MBR of PCC rule.

Nokia: fine to merge the CRs. Question not directly related to the CR, because I think, QoS mapping is not described here. Do we also need an add-on for 29.513 (QoS parameter mapping) based on stage 2 (PCF derives GBR, MBR, ARP preconfigured) in August?

Huawei: I’m open to add QoS parameter mapping in 29.513 for TSN.

Ericsson: I’m also open to add QoS parameter mapping for TSN in 29.513.



	
	
	3094
	CR 0498 29.512 Rel-16 Bridge management information container
	Huawei
	Merged
	This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: This CR collides with 3078. Merging process needs to be discussed during the meeting.
Please, see discussion for 3078.

 Also please, mind that the typo Tns/tns (instead of tsn/Tsn) slipped in all the occurrences related with bridge management containers.



	
	
	3095
	CR 0223 29.514 Rel-16 Bridge management information container
	Huawei
	Merged
	This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: This CR collides with 3077. Merging process needs to be discussed during the meeting.

Please, consider the discussion in the thread for 3077.

 Also, please, note that the typo Tns/tns (instead of tsn/Tsn) slipped in all the occurrences related with bridge management containers.



	
	
	3096
	CR 0224 29.514 Rel-16 DS-TT MAC address derivation
	Huawei
	Revised to 3466
	cat ‘B’ in coverpage is different from cat ‘F’ in 3GU. Change to cat B in 3GU.
Ericsson:

I'm confused with this CR. 

 DS-TT MAC address is part of the Bridge Information, as agreed in CT3#109e, so no need for the AF to derive it. 

Moreover, it was agreed that the DS-TT MAC address was not part of the DS-TT Port Number.

Then, whatever interaction between the CNC and the AF to trigger per PDU session procedures are out of this specification, even out of 3GPP. In an implementation, a TSN AF may receive the DS-TT MAC address + TSN related information from CNC nodes in a different way than another TSN AF implementation. Note that 3GPP does not specify CNC.

 I do not see we should impact 29.514 with this change. 

Huawei:

This requirement has been described in clause 5.28.2.

CNC does not provide DS-TT MAC address when the CSN provide the traffic forwarding information. The AF need to derive the DS-TT address based on the port number information within the traffic forwarding information. 

Nokia: as Ericsson mentioned, we think it is not up to this clause to describe, how the TSNAF determines the DS-TT MAC address. It is a kind of configuration parameter. The AF creates a bridge with a ueMAC received during let’s say registration of bridge information beforehand. The sentence produces misunderstandings even, because something is specified that should not be defined here. So we should not introduce the change. Could you clarify the understanding, please?
Huawei: I agree with you that the AF stores DS-TT MAC address when the AF receives the bridge information from the PCF. But the AF will not receive the DS-TT MAC address from the CNC when the CNC provision the traffic forwarding information. Stage 2 clarify the AF needs to the DS-TT MAC address which is corresponding to the traffic forwarding information, so that the AF can provide the service information for the corresponding PDU session.

Ericsson: As indicated in 23.501

The TSN AF uses the traffic forwarding information received from the CNC to determine the destination MAC addresses and corresponding egress ports.

How the CNC forwards the traffic forwarding information to the TSN AF and then how the TSN AF resolves the DS-TT MAC address is out of 3GPP specifications.

We cannot specify anything in that sense.

Huawei: I don’t describe anything beyond the SA2 requirement for the AF. If it is out of 3GPP specifications, why does SA2 describe it?

If you have concern to describe it in the normal text, can we add a NOTE?
Nokia accepts the note. Ericsson wants to see the note.

Huawei makes r1 available with a note.

Nokia: If we really need the note as a hint for the reader in relation to the paragraph 23.501, clause 5.28.2 “In case of provisioning traffic forwarding information, the TSN AF determines …” (this seems the central issue, I assume, which should be repeated more or less in 29.514), why do we not make a reference to 23.501 in the note (for example): 

Note: In the case of provisioning traffic forwarding information, the determination of the DS-TT MAC address is specified in subclause 5.28.2 of 3GPP TS 23.501.

As I said below, I have a preference not to describe the issue (a TSN AF functionality), but if it is really required the note should not produce further questions (e.g. why does CT3 do not mention “In the case of provisioning traffic forwarding information” … and may be further questions) as done in 23.501, and with a reference the reader would get a point to find more complete information. 

Huawei updates the note as proposed. R3 available.
Ericsson: I think we do not need a NOTE.

I think it is not needed to extend the text with further information about how the TSN AF determines the MAC address than what it is already mentioned in the bullet above.
Huawei: I understand from stage 2 requirement is that the DS-TT address is not provided by the CNC during provisioning traffic forwarding information. The AF shall be able to determine the DS-TT MAC address based on the stored TNS bridge and the port number within the traffic forwarding information. I don’t see that the bullet above has already mentioned it. 



	
	
	3466
	CR 0224 29.514 Rel-16 DS-TT MAC address derivation
	Huawei
	
	

	
	
	3097
	CR 0225 29.514 Rel-16 Max bitrate of TSN QoS information
	Huawei
	Revised to 3467
	This CR introduces a backwards compatible correction to the OpenAPI file.
Ericsson: I’m confused with this CR.
The maximum bit rate information for one or more SDFs is already specified at media component level, there is no need to specify additional attributes to indicate the maximum bit rate for a TSN SDF(s).

Huawei: There are many QoS related information included at media component level and it is not clear what information is applicable to the TSN. I propose to include max bitrate within the TsnQoSContainer to indicate the QoS information required for the TSN
Ericsson: It is better to reuse the existing information and avoid duplication as much as possible, mainly because we’re not modifying any existing PCF behavior in relation to the maximum bit rate: it is used to derive the GBR of the PCC rule as with any other AF.

Other attributes of the media component may be also reused in the future.
Huawei makes r1 available.

Nokia is fine with r1.

Ericsson is fine with r1.



	
	
	3467
	CR 0225 29.514 Rel-16 Max bitrate of TSN QoS information
	Huawei
	Agreed
	

	
	
	3098
	CR 0226 29.514 Rel-16 Port management on TSN AF
	Huawei
	Revised to 3468
	Nokia: I would propose to keep “may” and to remove the example “e.g. the preconfigured delay between UE and UPF/NW-TT” and “and then report it to the CNC”. 
Ericsson: I support Nokia comments.

In addition, I also propose to remove “as defined in subclause 5.28.4 of 23.501”, since this clause deals with QoS mapping and not with Port Management Information.

Huawei makes r1 available.
Nokia is fine with r1.

Ericsson is fine with r1.

	
	
	3468
	CR 0226 29.514 Rel-16 Port management on TSN AF
	Huawei
	Agreed
	

	
	
	3099
	CR 0227 29.514 Rel-16 Service information provisioning for TSN
	Huawei
	Revised to 3469
	Nokia:

there is no need to mention the detailed data here since there is a reference to other section(s) that do so. Possibly it is sufficient to replace the text “as specified in subclause 4.2.2.25” with the text “as specified in subclauses 4.2.2.24 and 4.2.2.25”.
Ericsson: I support the comment from Nokia.

And just to clarify that the “may” needs to be kept.

Huawei makes r1 available.
Nokia is fine with r1.

Ericsson: Please, use better the term subclauses


	
	
	3469
	CR 0227 29.514 Rel-16 Service information provisioning for TSN
	Huawei
	Agreed
	

	
	
	3100
	CR 0228 29.514 Rel-16 TSN QoS Information derivation on the TSN AF
	Huawei
	Revised to 3470
	cat ‘B’ in coverpage is different from cat ‘F’ in 3GU. Change 3GU to cat B.

Nokia: If the change is really required a better reference would be 5.27.2,

Ericsson: I’d rather prefer to avoid references to 23.501 because some aspects are covered in 5.28.2, other aspects in 5.27.2, and then in Annex I.  And adding too many references does not provide much help to the reader…

Huawei: I check 23.501 and find that TSCAI is defined in 5.27.2 and the QoS related data is defined in 5.28.4. R1 is made available.
Nokia: I do not have a strong opinion. Since 3GPP likes to spread something over different specifications, correct references would be helpful. So ok for me.
Ericsson has no strong view.


	
	
	3470
	CR 0228 29.514 Rel-16 TSN QoS Information derivation on the TSN AF
	Huawei
	Agreed
	

	
	
	3101
	CR 0449 29.512 Rel-16 Correction to bridge Information report
	Huawei
	Merged with 3215 into 3643
	This CR introduces a backwards compatible correction to the OpenAPI file.
Revision of C3-202085

Ericsson: The changes on the agreed revision of CR#0449 on CT3#109e collide with the Ericsson proposal in 3215. 
Ericsson proposal on 3215 extends with new attributes the existing ones (i.e., reuses the bridge MAC address definition). We prefer to extend the attributes in a semantical way, i.e., keeping bridge MAC and adding the bridge prio in a new attribute to be able to report the IEEE Bridge Id, and if required by SA2, adding a new attribute to be able to encode a Bridge identifier allocated by 3GPP.
Huawei: CT4 is discussing the same topic. As the bridge Id is received from the UPF, I can keep an alignment with CT4.

 



	
	
	3643
	CR 0449 29.512 Rel-16 Correction to bridge Information report
	Huawei, Ericsson
	
	

	
	
	3102
	CR 0450 29.512 Rel-16 Correction to Port Management Information Container exchange
	Huawei
	Pre-Agreed
	This CR introduces a backwards compatible correction to the OpenAPI file.
Revision of C3-202361

Ericsson agrees on the proposed CR.


	
	
	3103
	CR 0451 29.512 Rel-16 Correction to Provisioning of TSCAI input information and TSC QoS related data
	Huawei
	Pre-Agreed
	Revision of C3-202362

cat ‘F’ in coverpage is different from cat ‘B’ in 3GU. 3GU should change to cat F.

Ericsson agrees on the proposed CR.


	
	
	3104
	CR 0202 29.514 Rel-16 Clarification of target AF configuration
	Huawei
	Postponed
	Revision of C3-202526

Ericsson:

There is a collision with 3214 for the content of the proposed NOTE and we need to discuss the merging process.
 

The first proposed change (new sentence at the end of the paragraph) can be removed.
Huawei: I’m ok to merge this CR into 3214.



	
	
	3105
	CR 0069 29.521 Rel-16 Clarification of the DS-TT MAC address
	Huawei
	Postponed
	Revision of C3-202095

Ericsson: let's wait for the LS reply before agreeing on the proposed CR.

	
	
	3106
	CR 0499 29.512 Rel-16 Correct the reference of the port management info container
	Huawei
	Postponed
	Nokia: Why do we replace the correct reference?

Huawei: Current text indicates the reference of subclause 9.11.4.27 of 3GPP TS 24.501 starting with octet 2. But this reference further refers to clause 8 of 24.519. why don’t we directly refer to clause 8 of 24.519?

Moreover, we don’t need to include the Length of Port management information container contents as current reference indicates.  

Nokia: Yes, it is correct what you mention, but 24.519 describes details (message definitions, etc.) which we transport transparently. So for me the reference to 24.501 is sufficient. The reference to 24.519  forces some further questions to the reader, I think. I prefer the old reference to avoid misunderstandings.

Huawei: Can we change the reference to subclause 9.11.4.27 of 3GPP TS 24.501 starting with octet 4? I think the length is not needed in our specification.
Nokia: yes, we can do that.

Huawei makes r1 available.

Nokia is fine with r1.


	
	
	3212
	CR 0216 29.514 Rel-16 Update of TSN related events
	Ericsson, Huawei
	Pre-Agreed
	This CR impacts the OpenAPI file with a backwards compatible correction.
Huawei: The other comments should be updated to indicate this is a backward compatible feature according to the category B. 

Revision of C3-202372

	
	
	3213
	CR 0235 29.514 Rel-16 Indication of Application Sessions resource
	Ericsson
	Postponed
	This CR impacts with a backwards compatible feature the OpenAPI file of the Npcf_PolicyAuthorization service.

Huawei: Wait for the SA reply on the introduction of "appSessCollection" attribute 

Ericsson: For TSN scenarios, the interaction flow between the PCF and the TSN AF is already agreed by SA2, and specifies that after the PCF notification, the TSN AF triggers the creation of the Individual Application Session Context resource.

If CT3, fulfilling the specified interaction flow, is able to provide via interface specification the required information to avoid intermediate steps (e.g. BSF queries) and to improve the signaling efficiency, CT3 could do it.  

My understanding is that we would not need to wait for SA2 decision to discuss this CR.
Nokia: I would support the solution to avoid intermediate steps. So I think, the CR could be agreed.



	
	
	3214
	CR 0236 29.514 Rel-16 TSN AF selection by PCF
	Ericsson
	Postponed
	

	
	
	3215
	CR 0512 29.512 Rel-16 5GS Bridge Id
	Ericsson
	Merged 
	This CR impacts the OpenAPI file of the Npcf_SMPolicyControl service with a backwards compatible feature.

Huawei: As the SMF receives the bridge id form the UPF, we propose to align with CT4 definition and refer to 29.244.

Ericsson: There is an ongoing discussion in SA2 about the bridge Id value.

Hope we both CT4 and CT3 align with the agreement on that discussion, and basically go in the direction of whether it is the IEEE Bridge Id, a 3GPP defined Bridge Id value, or both. 

Encoding is then as per specific interface requirements, as with other attributes / information elements
Nokia: As far as I know, CT4 will keep the definition “The Bridge ID is defined in IEEE 802.1Q [30] clause 14.2.5 and value shall be encoded as an Unsigned64 binary integer.” I propose to align with this definition as well and to refer to 29.244 as Huawei proposes.

Ericsson: My understanding is that CT4 has agreed on defining the Bridge Id according to IEEE 802.1Q [30] clause 14.2.5. 

The conclusion is then that there is no other BridgeId value allocated by 3GPP that might follow any other encoding.

Nokia: I do not know whether CT4 already concluded, but I agree it will be according to IEEE 802.1Q [30] clause 14.2.5. So the bridge Id will include bridge mac and bridge priority and the SMF extracts the priority. Correct? 

Nokia: 
· Remove Bridge Name: The Bridge Name (string as human readable attribute) is not used in the 3GPP domain and part of BMIC. In a clean solution the bridge name does not exist and is not forwarded by the SMF to the PCF with the result that the parameter is not used on N7. It seems it is duplicated on N5/N7. Is there any reason to keep the parameter on N5/N7? At least it seems there is no reason to introduce it on N4.

· Do not split the bridge Id into bridge address and the bridge priority: CT4 will introduce the bridge Id as an Unsigned64 binary integer according to my knowledge. Of course, we may not do the same as CT4 will do, but I think, we should go into the direction as well. In the moment, I do not see a requirement on PCC level and N5 to split address and priority. Therefore, the mac address could be removed as well. By the way the bridge priority is more as a priority (may be a network identifier, e.g. VLAN-ID, or free to use and depending on TSN network deployment) and as a result the attribute could be interpreted as a parameter identifying the bridge instance in 5GS (together with the MAC). Finally the bridgeId attribute (string coded as in 29.244), which results out of address and priority, could be called bridgeId simply. 

Huawei: 

For the 1st bullet, I don’t have strong opinion.
For the 2nd bullet, I agree.

Ericsson:

For the first bullet, I still believe that an additional identifier for the bridge, that could be freely allocated by the UPF without being constraint by topology, if desirable, could be nice to have it.

For the encoding of the bridge Id, I accept to have only one attribute called “bridgeId” encoded as a string that contains 8 octets encoded in hexadecimal notation, where the 2 most significant bytes are the bridge priority and the 6 least significant bytes are the bridge MAC address, as defined in 29.244.

Would it be ok?
Huawei and Nokia are fine with the proposal of the encoding of the bridge id.
Ericsson will check if the name is acceptable for CT4.


	
	
	3216
	CR 0513 29.512 Rel-16 QoS parameter mapping
	Ericsson
	Merged with 3093 into 3465
	Ericsson makes r1 available (merged with 3093)
Nokia is fine with r1.

	
	
	3465
	CR 0513 29.512 Rel-16 QoS parameter mapping
	Ericsson, Huawei
	
	

	
	
	3303
	CR 0242 29.514 Rel-16 Providing NID to the P-CSCF
	Ericsson
	Agreed
	

	
	
	3304
	CR 1646 29.214 Rel-16 Providing NID to the P-CSCF
	Ericsson
	Revised to 3471
	Wrong Category. Should be B
Ericsson: Category changed to B. R1 available. No more comments received. 

	
	
	3471
	CR 1646 29.214 Rel-16 Providing NID to the P-CSCF
	Ericsson
	Revised to 3648
	Ericsson: CR cover page, Other comments needs to be revised to:

MCC: this CR should be implemented after CR #1644, Reallocation of credit reporting to the AF.



	
	
	3648
	CR 1646 29.214 Rel-16 Providing NID to the P-CSCF
	Ericsson
	
	

	
	
	3305
	LS out   Rel-16 LS on new AVPs in TS 29.214
	Ericsson
	Postponed
	it depends on agreement of TS 29.214 CRs #1640 (submitted in 3204) and #1646 (submitted in 3304)

	
	
	3320
	CR 0170 29.522 Rel-16 Clarify nullable attributes used in PATCH
	Ericsson
	Revised to 3482
	Revision of C3-202402

This CR introduces backward compatible correction in the OpenAPI file for 5GLANParameterProvision API.
Huawei:

1. 5.7.2.3.x: table number should be 5.7.2.3.x-1

2. A.5: gpsis for 5GLanParameters is used Rm which is not aligned with the main body

Ericsson makes r1 available.
Huawei is ok with r1.

Ericsson makes r2 available with those points unchanged, just keep original 5GLanParametersPatch.

	
	
	3482
	CR 0170 29.522 Rel-16 Clarify nullable attributes used in PATCH
	Ericsson
	
	

	
	
	3325
	CR 0034 29.561 Rel-16 Subscription trigger request UE IP address from AAA server
	Ericsson, China Mobile
	Revised to 3472
	No CR number
Huawei: Please refer to the descriptions defined in 29.504.

Ericsson: This CR just adding use case belong to TS 29.561 align with SA2, 

No reference of 29.504 needed as the existing 29.561 defining Interworking between external Data Networks, not the internal 5GC contents.
Huawei: We usually refer to stage 3 specification if it has been defined in stage 3. 
Ericsson: TS 29.561 defining IWK with External DN is a bit different than usual, 

and this CR just contains 11.1.1 and 12.1.1 not including stage 3 either.

Also we have the reference for example as below in TS 29.561, just refer to stage 2. 

The following system procedure describes the signalling flows for the IPv6 Stateless Address Autoconfiguration procedures for 5G system. The procedures are based on the descriptions in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]. 



	
	
	3472
	CR 0034 29.561 Rel-16 Subscription trigger request UE IP address from AAA server
	Ericsson, China Mobile
	
	

	
	
	3326
	CR 0185 29.522 Rel-16 AF provides AAA server address
	Ericsson
	Revised to 3483
	No CR number
Huawei:

1) If the secondary authentication, DN-AAA authorization and UE IP address allocation by DN-AAA server can be requested at the same time, the IP address shall be applicable to all these three cases. The descriptions for the attributes are not correct.

dnAaaInd attribute also can not indicate above case.

2) The 2nd table name is not needed.
Ericsson makes r1 available.
Huawei:

I propose the descriptions for address information as follows:

Identifies the DN-AAA server IPv4 address provided by AF, for the secondary authentication/authorization and/or UE IP address allocation by DN-AAA server

Ericsson accepts the suggestion. R2 available.

	
	
	3483
	CR 0185 29.522 Rel-16 AF provides AAA server address
	Ericsson
	
	

	
	
	3393
	CR 0248 29.514 Rel-16 Description of TSN features in NF description clauses
	Ericsson
	Revised to 3644
	This CR introduces backward compatible feature in the OpenAPI files for 5GLANParameterProvision API.
Huawei: Please reword the sentence in the second change. It is difficult to be understood.

Ericsson makes r1 available.
Nokia is fine with r1.

	
	
	3644
	CR 0248 29.514 Rel-16 Description of TSN features in NF description clauses
	Ericsson
	
	

	16.9
	CT aspects of Enhancing Topology of SMF and UPF in 5G Networks
[ETSUN]
	3227
	CR 0031 29.561 Rel-16 IP address pool id in accounting and its IP version
	Ericsson
	Agreed
	CP-190192 (CT4 leading)



	16.10
	CT aspects of System enhancements for Provision of Access to Restricted Local Operator Services by Unauthenticated UEs
[PARLOS]
	
	
	
	
	CP-190197 (CT1 leading)

	
	
	3428
	CR 1008 29.165 Rel-16 Adding the RLOS to the major capabilities table over II-NNI.
	NTT corporation, Ericsson
	Agreed
	NTT: I added Ericsson to the Source to WG and changed the title. 3428 uploaded.

Ericsson is fine with it.

	16.11
	CT aspects on enhancement of network slicing
[eNS]
	3181
	CR 0030 29.561 Rel-16 Replacing AUSF by NSSAAF to support NSSAA
	ZTE
	Agreed
	CP-190196 (CT1 leading)



	16.12
	CT aspects of Enhancement to the 5GC LoCation Services
[5G_eLCS]
	3127
	CR 0228 29.122 Rel-16 Supporting the Location Services via NEF
	CATT, Ericsson
	Revised to 3632
	CP-192260 (CT4 leading)

Revision of C3-202516
This CR includes the backwards compatible new features to the MonitoringEvent OpenAPI file.
Huawei:

1. 5.3.2.1.2: what value of accuracy attribute should be indicated for eLCS to indicate the location requirement is precise than cell Id?
2. 5.3.2.1.2: reportingLocEstInd, please indicate ‘default: false’

3. 5.3.2.1.2: should indicate which attributes are mandatory or condition or optional for eLCS

4. 5.3.2.1.2: shorten attribute name of maximumAgeOfLocationEstimate, e.g. maxAgeOfLocEst

5. 5.3.2.1.2: The LCS service request may include Start time, stop time (i.e. specifying the validity time of LCS request), if needed, based on TS 23.273, which is missed here

6. 5.3.2.1.2: NOTE 1, MSISDN is also applicable to the eLCS

7. 5.3.2.1.2 NOTE 8 or 5.3.4: how to indicate the location is more precise than cell ID, or cell id level or lower than cell-ID level location accuracy? How the NEF knows to invoke GMLC service or AMF service? Extend current Accuracy data type?

8. 5.3.2.2.2: why need to send the termination cause to the AF? I can’t find the requirement. If the NEF invokes the cancellation of the event subscription, cancelInd sets to true is good enough.

9. 5.3.2.3.5: please add the applicability column and indicate the eLCS feature for the new added attributes

10. 5.3.2.3.5: if AccuracyFulfilmentIndicator sets to false or reportingLocEstInd sets to false during the event subscription, then whether the location information (e.g. geographicArea) can be provided?

11. 5.3.2.3.5: what’s usage of PositioningMethod? How the AF do if receiving this attribute?

12. 5.3.2.3.5: why EventNotifyDataType not the LdrType is used for notification, LdrType should be fine for for both LCS request and notification, since other values in EventNotifyDataType has been covered in the specifcation, e.g. cancelInd within MonitoringNotification equals to "LOCATION_CANCELLATION_EVENT"

13. A.3: the format is incorrect

CATT:

For 1, the IE locationQoS may be used to indicate a location more precise that Cell granularity. 
For 5, monitorExpireTime has existed. MonitorStartTime may be defined.

For 7, it is up to NEF.

For 8, The termination cause is informative.  I am open with it.

For 10, reportingLocEstInd is used to Motionevent. If it is false. The location information is not sent to AF. But  It is possible that location information is included when AccuracyFulfilmentIndicator is false if LcsQosclass is besteffort. Otherwise, for assured lcsQoSclass it is impossible.

For 11, SC: PositioningMethod is the information that can be exposed in SA2.
The information about the positioning method used to obtain the location estimate of the UE, if it is available at the LCS server and if needed;

For 12, For sure, there is some overlapping between the two IE. Considering some enumeration value can not be covered by ldrtype, we designed the new IE, such as "MAXIMUM_INTERVAL_EXPIRATION_EVENT". In Core network, of 5G, there is no the indication of cancellocation. The case you mentioned may be can work. Maybe, there are other redundancy because of the sharing of IE between 4G and 5G. My suggestion is to not use CancelInd in 5G_eLCS.
Huawei:

On 1, why accuracy. On 5, monitorExpireTime is different with Start time, stop time here. On 7, But needs to be described in the TS 29.522, and clarify based on what, the NEF will interact with different service. On 8, prefer to not include. On 10, Could you please clarify in the Table and also in TS 29.522. On 11, We can accept to keep it as optional attribute. On 12, LdrType used for notification is good enough. For MAXIMUM_INTERVAL_EXPIRATION_EVENT, both client and server knows if the interval expiration, no need to report that, and this is not an event. For example, Monitoring duration is included in the MonitoringEvent API request, if it expires, will not report the AF, since AF sent the value to the NEF, right?
Ongoing discussions. Revision available.

Huawei: Take ldrType as example, e.g. shall or may be included when….
And accuracy is no needed for the eLCS, since the accuracy is included in location QoS, right?

CATT: Ok for the first thing. As for accuracy: sure, accuracy in 29.122 is not needed, and accuracy defined in 29.572 is included. 



	
	
	3632
	CR 0228 29.122 Rel-16 Supporting the Location Services via NEF
	CATT, Ericsson
	
	

	
	
	3128
	CR 0228 29.122 Rel-16 Supporting the Location Services via NEF
	CATT
	Withdrawn
	Revision of C3-202516



	
	
	3152
	CR 0167 29.522 Rel-16 Supporting the Location Services in NEF in TS 29.522
	CATT, Ericsson
	Revised to 3633
	Revision of C3-202517
This CR does include a backwards compatible new feature to the OpenAPI file.
Huawei:

1. 5.3: change ‘is supported in 5G only’ to ‘may only be supported in 5G’ to align with other features

2. 5.x.2.1: remove ‘as described in subclause 6.2 of 3GPP TS 23.273 [mm]’ since TS 23.273 does not describe HTTP POST message

3. 5.x.2.2: URI should be align with each other, the URI in 1st parag.changes to notificationDestination

4. 5.x.2.3.1: P column should be M in POST request body, cardinality is 1, update the description to ‘Delivers the UE location to AF during MO-LR procedure’

5. 5.x.3.2: Can’t find LocationQosClass in TS 29.572 but LcsQosClass, same issue in 5.x.3.3.2

6. 5.x.3.3.2: GPSI is required as input according to stage 2

7. 5.x.3.3.2: Since the MoLcsNotify API with the LocaUpdateData data type is used to send Mobile Originated Location Request, no need to include locationRequestType
8. 5.x.3.3.2: service identity should be required according to subclause 4.4.z.2, otherwise, how the AF handling the location estimate according to the service identity?

9. 5.x.3.3.2: No need to define ageOfLocationEstimate, accruacyFulfilmentIndicator, since already included in LocationInfo as C3-203127

10. 5.x.3.3.2: change lcsInfo to locInfo

11. A.y: the format is incorrect and the reference for LocationInfo should be TS 29.122 not TS 29.572

CATT: Comments accepted except:

For 1) I am fine with it if nobody objects. Because initially it was ‘may only be supported in 5G’. 
For 2) the reference is to describe “notify the AF of the updated UE location information”. Same case exists in other service operation. Maybe, it could be reword like “as the MO-LR procedure described in subclause 6.2 of 3GPP TS 23.273 [mm].”.

For 7) In Nnef_Location service of SA2, it is required.

For 8) Actually, the service identity is not mandatory from SA2 concusion.

Huawei:

For 2) I still suggest to remove it, since it already mentioned during the procedure, no need to repeat here again, and other API defined in TS 29.522 with notification also not include due to pure CT3 definition for the HTTP message, e.g. subclause 5.5.2.1 for NiddConfigurationTrigger API

For 7) but there is no need, the procedure is already defined for only MO-LR, why need usage of locationRequestType?

For 8) As I commented, if optional and not included, how the AF handling the location estimate according to the service identity as described in TS 23.273 subclause 6.2, 10b-1)? at least, in TS 23.502, it didn’t describe whether it’s optional or mandatory.

CATT:         If CT3 objects the SA2 the conclusion. It had better to request SA2 for clarification.

        Do you think a LS to SA2 for clarification about event causing the location estimate (5GC-MO-LR) and service identity?
Huawei: I think firstly you can offline check with your SA2 colleagues about the issues, and for event causing the location estimate (5GC-MO-LR), I am wondering, maybe it’s not what you proposed as locationRequestType but other information to indicate the events which cause the MO-LR.

CATT: What is your understanding about reference I mentioned in SA2?

Huawei: I already explained myself, please check with your SA2 delegate firstly.
CATT: To be frank, I don’t know your understanding about SA2’s description. Could you clarify it or  your SA2 colleague can clarify it? If you think my understanding which is my SA2 colleague’s understanding  (I have checked)  is not correct.  Please point it out. I think it is also CT4’s conclusion. 

Or you think SA2’s description is incorrect or unclear. We can ask SA2 to correct it or for clarification. 

Anyway, I think we can work together to find a way forward. 

Huawei: If your SA2 delegate think the event causing the location estimate (5GC-MO-LR) is the indication of MO-LTR, then my question is that the API is dedicated defined to inform the AF that is MO-LR procedure, the AF is quite aware of that even no locationRequestType is included, do you agree with this? 

Hence, there is no necessary to define the new indication to indicate MO-LTR again from technical point of view. 

CATT: SA2 did not specify how to use the event causing the location estimate(5G-MO-LR) no matter how to understand it. So I add a FFS for further clarification. 

        Also, I added the difference between NEF and SCEF in subclause 4.4.2.
Revision available.

Huawei: 

1. 4.4.2: Other operations description are missed besides HTTP POST, and miss the procedure about the resource created and reply to the AF
2. 4.4.z: bullet format is incorrect

3. 4.4.2: add an Editor’s Note: It ‘s FFS that what information is used by the NEF to determine interaction with GMLC, UDM or AMF.

4. 5.x.3.1: why move it to wrong place?

5. 5.x.3.2: use half space 

6. 5.x.3.3.2 &A.y: make locationRequestType optional to make OpenAPI stable as possible

7. 5.x.3.3.2: svcId is required according to subclause 4.4.z

8. 5.x.3.3.2: remove description ‘, see clause 4.1b of 3GPP TS 23.273 [mm].’ for lcsQosClass due to pur CT3 implementation
CATT makes r2 available.

Huawei: I corrected some formats and restructure the proposal based on stage 2. Draft proposal.
For service Id, according to stage 2, there is no if available.
CATT will upload a revision.


	
	
	3633
	CR 0167 29.522 Rel-16 Supporting the Location Services in NEF in TS 29.522
	CATT, Ericsson
	
	

	16.13
	CT Aspects of Media Handling for RAN Delay Budget Reporting in MTSI
[E2E_DELAY]
	
	
	
	
	CP-190193 (CT4 leading)

	16.14
	Cellular IoT support and evolution for the 5G System
[5G_CIoT]
	3052
	discussion   Rel-16 5G_CIoT Work plan for CT3 110e
	Qualcomm Incorporated
	Noted
	

	
	
	3057
	CR 0009 29.591 Rel-16 Removal of Ninef_EventExposure service
	Huawei
	Merged with 3069 into 3492
	This CR introduces backward compatible corrections on the OpenAPI file for Nnef_EventExposure API.

Nokia: Note that this contribution (see contributions 3075 and 3069 as well)) depends on the stage 2 decision planned in the first week of June. If we get the LS from SA2 by end of the week, we will have the chance to agree on the I-NEF removal June 06-11, 2020. Another way would be to agree on the removal conditionally and to confirm this at the plenary, if will not get the LS. Since Nokia supports the removal of the I-NEF, the document can be merged with 3069 from Nokia. I propose to decide on a merger during the 2nd week.

Doc numbers: S2-2004035 for the reply LS to CT3 and S2-2004036 – 4038 for the 23.501, 23.502 and 23.273 CRs

Nokia: according to my information. SA2 decided to remove the I-NEF based on the documents S2-2004036 – 4038 (CRs) were agreed without revision, but the LS in S2-2004035 was revised to attach also the TS 23.273 CR. I assume we will get this information by end of this week at the latest. CT groups can now proceed based on the agreed stage 2 CRs. 
Therefore, I think we can merge 3057 and 3069, whereby 3057 seems more correct, because the requirement “SMF can subscribe for the eNA events to the AF via the NEF” (Huawei’s question, see 3069) does not exist.
Ericsson: Since we decided to merge Tdoc. 

For 3057, I have a concern about protocol future extensibility, it is about the change in 5.1.6.2.5. In my view, it makes future possible event be forced to provide target UE info which is not good.

So I request to keep what we have in 5.1.6.2.5 and the openAPI as it is.

Huawei makes r1 available.

Ericsson:

Just one more clarification, the event reporting requirement is proposed to be mandatory in this CR, and in TS 29.520 it is optional:
and may include:

-     event reporting requirement information as "evtReq" attribute, which applies for all events in a subscription and may contain the following attributes:

So it is possible an empty eventsRepInfo is received by NEF and what is the usage of this empty event reporting requirement (is it equal to “omitted”)?

Huawei: It should be mandatory in my understanding in both TSes, otherwise, what’s the event reporting requirement?

I can update TS 29.520 in one of my CR, to mention that it shall be provided for all events except slice load level event introduced from R15, what do you think?
Ericsson: For EventReportingRequirement & ReportingInformation (TS 29.523): All of them are optional and has default setting if omitted.

The only case we need to mandate it is for at least one attribute, there is no default setting and shall be provided in the reporting requirement, but I didn’t find any in TS 29.520.

Huawei: What does ‘The only case we need to mandate it is for at least one attribute, there is no default setting and shall be provided in the reporting requirement, but I didn’t find any in TS 29.520.’ mean?
Ericsson: There is no attribute under current definition of reporting requirement has to be provided due to no default value.
Huawei: The default value is applicable just when the EventReportingRequirement is provided, but if EventReportingRequirement is omitted, there is no description about the default requirement, right?

I am fine with either make the EventReportingRequirement is required for eNA events, or clarify clearly what’s the default values if not provided. It would be good for the product for implementation, otherwise, quite confused.

Ericsson: Actually it doesn’t matter it is not provided within a requirement container or in the message. The fact is that such attribute is not provided by the consumer, so default value applies (if any).

In 29.523, reporting information is not required.
And accuracy can be clarified with default value in TS 29.520.

start time and end time are already clarified, i.e. if omitted, it is the present time.

Huawei: I think even TS 29.523 is not so correct, the Table 5.6.2.2-1 mentions nothing about default value.

Ericsson: If something is missing or incorrect in TS 29.523, we can always clarify or fix it. At least I see some attributes are clarified with default value.

Huawei: I fully agree with the default value if EventReportingRequirement is provided, but our product are confused whether the default values are still applicable if the entire EventReportingRequirement is not provided. 

We would like to have clear definition. 

Ericsson:

If EventReportingRequirement is not provided, will server treat it differently than just providing an empty EventReportingRequirement?
My answer is no, even client doesn’t explicit indicate the requirement, it still belongs to the “omitted” case; otherwise we will probably leave the chance to specify two default values (one for providing an empty EventReportingRequirement and another for not providing EventReportingRequirement).

Huawei: I am fine to mark the eventsRepInfo optional, but would suggest to have the following description in the eventsRepInfo: If omitted, the default values within the EventReportingRequirementdata apply.
Ericsson: Sure, it is fine to have (I update it a bit) unique default values:

If omitted, the default values within the EventReportingRequirement data type apply.

Huawei makes r2 available.
Ericsson is fine with r2.

Nokia is fine with r2.


	
	
	3492
	CR 0009 29.591 Rel-16 Removal of Ninef_EventExposure service
	Huawei, Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	3068
	CR 0489 29.512 Rel-16 DDN Failure and Delivery Policy Control Request triggers
	Qualcomm Incorporated, Nokia
	Revised to 3529
	This CR introduces a backward compatible new feature in the openAPI specification file.
Nokia: I noticed that the supporting company Nokia. In case a revision is required it would be fine to complete the supporting company list with Nokia Shanghai Bell. Resulting in Nokia, Nokia Shanghai Bell

Ericsson:

Ericsson agrees on this CR with the following comments:
· A supported feature is required for the SMF to control the DDN Failure functionality when no PCF support is available. 

· It is not defined the actions the PCF shall take when receiving the trigger notification

· That is, specify that the PCF would apply policies related to those traffic descriptors to derive the priority of the PCC rules properly.

· Coversheet error in the affected TSs field

Qualcomm:

First point: I’ve made the added feature as optional which can be negotiated. However, It is not clear what is this “supported feature” for the SMF is that you mention here: where is the stage-2 specification of this supported feature? and hence where in TS 29.512 such feature shall be defined?

Second point: I have added some text to 4.2.4.x, though I don’t see clear stage-2 specification for this.

Third point: There are none to my knowledge, do you mean that I need to add some?

R1 available.

Ericsson: I’m fine with the definition of the feature. It is specific for interface control and does not require definition by stage 2.
And I’m also fine with the proposed text.

Also, please, make reference in the cover sheet to S2-2003459 and S2-2003458, and include the CR numbers and TS numbers in the other affected specification.

S2-2003458 indicates that PCC interactions are to set the priority of traffic descriptors in the context of other PCC rules.

Qualcomm makes r1 available.

Ericsson is fine with r1.



	
	
	3529
	CR 0489 29.512 Rel-16 DDN Failure and Delivery Policy Control Request triggers
	Qualcomm Incorporated, Nokia
	
	

	
	
	3069
	CR 0010 29.591 Rel-16 Removal of I-NEF
	Nokia, Nokia Shanghai Bell
	Merged 
	This CR introduces a backward compatible correction in the OpenAPI file Nnef_EventExposure Service API.
Nokia: See 3057.

Huawei: Besides waiting for SA2 feedback, I have a question needs further clarification, where is the requirement that the SMF can subscribe for the eNA events to the AF via the NEF?

Nokia: surely my mistake, because 23.502 only  mentions AF and NWDAF  as consumer for Nnef_EventExposure.  I forwarded this internally for confirmation. Will keep you informed.


	
	
	3075
	CR 0079 29.508 Rel-16 Monitoring event normalization in roaming case
	Nokia, Nokia Shanghai Bell
	Agreed
	This CR introduces a backwards compatible feature to the TS29508_Nsmf_EventExposure.yaml OpenAPI file.
Nokia: please note that contribution 3075 (see 3069 and 3057 as well) depends on the stage 2 decision for I-NEF removal planned in the first week of June.



	
	
	3244
	CR 0087 29.508 Rel-16 Add DNN and Slice filter
	Ericsson
	Agreed
	This CR introduces a backwards compatible feature to the TS29508_Nsmf_EventExposure.yaml OpenAPI file.

	
	
	3245
	CR 0088 29.508 Rel-16 Correct presence condition for snssai
	Ericsson
	Agreed
	Huawei:

I don’t find the stage 2 requirement that they are not required. Could you please indicate it?

Ericsson refers to 23.502, 5.2.8.3.1.



	
	
	3277
	CR 0180 29.522 Rel-16 Interaction with UDM for Enhanced Coverage Restriction Control
	Huawei
	Revised to 3406
	Ericsson:

For this CR, only a minor comment:
-     upon receipt of HTTP POST request from the AF to query the current status of enhanced coverage restriction, the NEF shall interact with the UDM by using the Nudm_SubscriberDataManagement service as specified in 3GPP TS 29.503 [17] to query the status of Enhanced Coverage Restriction.
-     upon receipt of HTTP POST request from the AF to configure the enhanced converage restriction, the NEF shall interact with the UDM by using the Nudm_ParameterProvision service as specified in 3GPP TS 29.503 [17] to update the subscription data for Enhanced Coverage Restriction.

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3406
	CR 0180 29.522 Rel-16 Interaction with UDM for Enhanced Coverage Restriction Control
	Huawei
	Agreed
	

	
	
	3278
	CR 0255 29.122 Rel-16 Support of Enhanced Coverage Mode control
	Huawei
	Revised to 3407
	This CR introduces backward compatible feature for the OpenAPI file of ECRControl API.

Ericsson:

· ecrDataWbs and plmnEcrDataWb descriptions are not aligned with possible combinations in reason of change, so better to remove A and/or B. you may consider to have more generic description for supporting WB UE.
· WB is not in abbreviation.

· Please consider to have feature name ECR_WB_5G

Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3407
	CR 0255 29.122 Rel-16 Support of Enhanced Coverage Mode control
	Huawei
	Agreed
	

	
	
	3279
	CR 0181 29.522 Rel-16 Support of Enhanced Coverage Mode control
	Huawei
	Revised to 3408
	Ericsson:

· The procedure difference can be more specific for WB UE in the 1st change, suggested wording:

· if the WB feature is supported, in order to configure the enhanced coverage restriction for WB UE as described in subclause 4.4.11 of 3GPP TS 29.122 [4], the HTTP POST request message may shall also include the WB mode related enhanced coverage restriction information via the "ecrDataWbs" attribute for the WB UE.

· WB is not in abbreviation.

· Please consider to have feature name ECR_WB_5G

Huawei makes r1 available.
Ericsson: I just noticed one more thing that I didn’t mark in previous comment, that is:

“shall also include” => “shall include”
Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	3408
	CR 0181 29.522 Rel-16 Support of Enhanced Coverage Mode control
	Huawei
	Agreed
	

	16.15
	CT aspects on wireless and wireline convergence for the 5G system architecture
[5WWC]
	3107
	CR 0120 29.507 Rel-16 Remove RG-TMBR
	Huawei
	Merged 
	CP-192079 (CT1 leading)

Nokia: the CR can be merged with 3198.


	
	
	3108
	CR 0500 29.512 Rel-16 Support of full Frame Routing feature
	Huawei
	Withdrawn
	Revision of C3-201349



	
	
	3109
	CR 0082 29.521 Rel-16 Support of full Frame Routing feature
	Huawei
	Withdrawn
	Revision of C3-201352



	
	
	3110
	CR 0152 29.513 Rel-16 Support of full Frame Routing feature
	Huawei
	Merged 
	Ericsson: This CR collides with 3200, we need to wait for SA2 decision in LS reply for the support of framed routes and then discuss the merging process.
In the meantime, and as a comment to this CR, and in relation to session binding, which takes place in the PCF, it is incorrect to refer to the WWC feature.

Huawei: My assumption is that the framed routes are available at the PCF when the WWC feature is supported. If we agree WWC feature defined in 29.512, I think it is ok to include it in 29.513.

Ericsson: For the support of frame routes it is not needed to define a N7 specific feature, as there is no different interface behavior based on whether the feature is supported or not.

For session binding, if frame routes are not available in the PCF, the only thing to do is to reject the AF request if the UE IP address is a framed route. No supported feature can rule a different behavior. Even defining a feature, if the feature is supported but there are no framed routes, the only reaction is to reject the AF request.
Huawei: I’m ok to merge this CR into 3200


	
	
	3129
	CR 0455 29.512 Rel-16 Support of full Frame Routing feature
	Huawei
	Revised to 3636
	Revision of C3-202349
This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: We need to wait for SA2 decision in LS reply on framed routing support before agreeing on this CR.

 A comment independent to the LS reply is that we think it is not needed to define a supported feature.

In this case feature support does not provide any advantage in relation to simply defining the attributes as optional because there is no controlled behaviour if the feature is not supported, i.e., the interface behaves in the same way regardless of the awareness of feature support.

Huawei: The introduction  of the supported feature is that the frames routes will be updated during the lifetime of PDU session. If it is confirmed by stage 2, the SMF updates the framed routes when the feature is supported.
Ericsson: So, the feature is to support the update of frame routes? So that if the feature is supported, the SMF behaves one way or another at frame route update indication from the UDM/DN-AAA?
Huawei: Yes. If the feature is not supported, the PCF doesn’t provide the trigger and the SMF doesn’t report the change.

Ericsson: Let’s wait for the LS reply then.
Huawei: I updated the CR based on the reply from SA2. R1 available.
Ericsson:
· Add dependencies in the cover sheet to  S2-2004458 and remove S2-2003886 from the reason for change.

· Missing ( and remove WWC from the applicability column
Huawei: I remove the WWC feature.

“(“ is not missed. R2 available.
Ericsson is fine with r2.


	
	
	3636
	CR 0455 29.512 Rel-16 Support of full Frame Routing feature
	Huawei
	
	

	
	
	3130
	CR 0070 29.521 Rel-16 Support of full Frame Routing feature
	Huawei
	Revised to 3637
	Revision of C3-202352
This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: We need to wait for SA2 decision to be received in LS reply on framed routing support before agreeing on this CR.
 A comment independent to the LS reply is that we think it is not needed to define a supported feature.

In this case feature support does not provide any advantage in relation to simply defining the attributes as optional because there is no controlled behaviour if the feature is not supported, i.e., the interface behaves in the same way regardless of the awareness of feature support.
Huawei: The introduction  of the supported feature is that the frames routes will be updated during the lifetime of PDU session. If it is confirmed by stage 2, the SMF updates the framed routes when the feature is supported. 

Ericsson: The feature is to control the update of the framed routes? In this case, which different behavior is expected in the PCF and BSF?
Huawei: If the feature is not supported, the PCF doesn’t provide the trigger and the SMF doesn’t report the change.
Ericsson: Then, the feature support is also linked to the reply LS. Let’s wait then.
Huawei makes r1 available.

Ericsson: there is a missing (.

Huawei makes r2 available.


	
	
	3637
	CR 0070 29.521 Rel-16 Support of full Frame Routing feature
	Huawei
	
	

	
	
	3197
	CR 0088 29.525 Rel-16 Untrusted FN-RG PEI
	Ericsson
	Agreed
	Revision of C3-202490

	
	
	3198
	CR 0122 29.507 Rel-16 Removal of RG_TMBR trigger
	Ericsson, Nokia, Nokia Shanghai Bell
	Merged with 3107 into 3420
	This CR impacts the OpenAPI file of the Npcf_AMPolicyControl service with a backwards compatible correction
Nokia: the CR can be merged with 3107.
Add Huawei in the coversheet.

Ericsson makes r1 available.

Huawei is fine with r1.

Nokia is fine with r1.

	
	
	3420
	CR 0122 29.507 Rel-16 Removal of RG_TMBR trigger
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Agreed
	

	
	
	3199
	CR 0123 29.507 Rel-16 Correction to wireline service area restriction
	Ericsson
	Agreed
	Nokia: In case of a revision we could take the opportunity to correct the parameter in B.3.2.1 as well.

Ericsson: So far, B.3.2.1 is correct, as the N3gaLocation data type uses the attribute name “hfcNodeId”. I’m checking if there might have been any changes in 29.571 in this sense, but after a quick check I did not see any.

Nokia is fine with the reply.


	
	
	3200
	CR 0157 29.513 Rel-16 Framed Routing Support
	Ericsson
	Merged with 3110 to 3635
	ZTE: 1st change is to include frame routes information in signal flow description.
Since I notice that CRs 3206 &3195 submitted to include ATSSS related attibutes and  Redundant Session Allowed indication for URLLC in signal flow description, I’m wondering whether we could just use a general description (e.g “etc, as defined in subclause 4.2.2.2 of 3GPP TS 29.512" ) instead of listing all the attributes in signal flow description.

I'm fine with these changes in this meeting, but would like to take this chance add general description to avoid such update each time when new attributes are introduced in future.
Ericsson agrees and makes r1 available.
ZTE is fine with r1.
Huawei: Huawei’s CR (3265) has added the reference of 29.512 to indicate the possible parameters. So you don’t need to add it again.

In the NOTE, please change “may” to “can”.
Ericsson: I’m keeping the comment to ZTE about referencing 29.512, simplified a bit. I saw it did not collide with 3265. R2 available. 


	
	
	3635
	CR 0157 29.513 Rel-16 Framed Routing Support
	Ericsson, Huawei
	
	

	
	
	3201
	CR 0218 29.514 Rel-16 Access Type Report for WWC
	Ericsson
	Revised to 3638
	Revision of C3-202357

Huawei: Why do you only described the PLMN change in the new added text. What about other events?

Ericsson: Clause D.3.6.1, new clause agreed in the past meeting, is only affected to indicate that the PLMN change event does not apply.

The other not applicable events, as defined in 23.316, 9.1.2, do not impact this new clause, but other clauses as covered in 3202.

Or did you detect that I was missing anything else?

Huawei: It seems that some event is described in the main body part, e.g. for the event related TSN, RAN_NAS_Cause.

I also think that the PLMN change is not applicable when then 5G_RG or FN_RN access to the 5GC via the wireline access.

Ericsson:

3202 covers in 1st change, 2nd change, 3rd change, and 5th change that PLMN change does not apply.

3201 agreed in previous meeting is revised because the new chapter included in the previous meeting was affected. No other reason. It was not the purpose of this CR to update with “PLMN change does not apply” any other clause because it was out of its original scope and because there was a separate CR to cover this not supported event and other remaining ones.

Maybe I’m not understanding the comment…
Huawei: Then just clarify that PLMN change does not apply when RG connects the 5GC via wireline access.
Ericsson makes r1 available.


	
	
	3638
	CR 0218 29.514 Rel-16 Access Type Report for WWC
	Ericsson
	
	

	
	
	3202
	CR 0233 29.514 Rel-16 Events not supported in wireline access
	Ericsson
	Revised to 3639
	Huawei: Only PLMN change event is mentioned. What about other events?
Ericsson: This CR is covering the remaining non supported events: PLMN change, TSN triggers, Reporting RAN/NAS cause and Maximum Packet Loss Rate UL/DL as they apply to the different clauses.

As per 23.316 there should not be any other event left (note that QNC was already covered).

Did I miss any other event?

Huawei: Then just clarify that PLMN change does not apply when RG connects the 5GC via wireline access.

Ericsson makes r1 available.

	
	
	3639
	CR 0233 29.514 Rel-16 Events not supported in wireline access
	Ericsson
	
	

	
	
	3221
	CR 0177 29.522 Rel-16 Clarify unmodifiable attribute in PUT
	Ericsson
	Agreed
	

	
	
	3222
	CR 0199 29.519 Rel-16 Data model correction for IPTV
	Ericsson
	Agreed
	This CR introduces a backward compatible correction for Nudr_DataRepository API for application data.
Huawei: The change is clashed with C3-202425 agreed in the last meeting.
ZTE: C3-202425 is revised in this meeting to C3-203162, hence I can remove the clash in the revision of C3-203162.

Ericsson to Huawei: Do you mean IptvConfigDataPatch added in Table 6.4.1-1 in 3162 (which is revision for 2425)?

If yes, I will ask ZTE to revise her CR 3162 to remove it (if this is fine with you).
Huawei is fine with the suggestion.


	
	
	3223
	CR 0200 29.519 Rel-16 Remove feature for IPTV data configuration
	Ericsson
	Agreed
	

	
	
	3328
	CR 0035 29.561 Rel-16 Ipv6 Prefix Delegation via DHCPv6
	Ericsson
	Revised to 3421
	No CR number

	
	
	3421
	CR 0035 29.561 Rel-16 Ipv6 Prefix Delegation via DHCPv6
	Ericsson, China Mobile
	
	

	
	
	3533
	CR 0153 29.522 Rel-16 OpenAPI file of Nnef_ACSParameterProvision service
	Huawei
	
	Revision of C3-202486

Waiting for comments.

Ericsson is fine.

	16.16
	Volume Based Charging Aspects for VoLTE
[VBCLTE]
	
	
	
	
	CP-191110 

	16.17
	CT aspects of optimisations on UE radio capability signalling
[RACS]
	3053
	discussion   Rel-16 RACS Work plan for CT3 110e
	Qualcomm Incorporated
	Noted
	CP-200058 (CT4 leading)

Work reported as 100%.

	
	
	3149
	CR 0005 29.675 Rel-16 URI of the Nucmf_Provisioning service
	Huawei
	Revised to 3507
	Samsung: In 5.3.2.2, api name should be “nucmf-provisioning”, not “nucmf-provisionings”.
Ericsson: Comments:
1. clause 5.1.3.1: in figure 5.3.1-1 {apiVersion} needs to be replaced with <apiVersion>;

2. the same comment provided on C3-203134 applies to this CR;

3. clause 5.3.3.2: comment from Samsung also applies to this clause (correct api name to "nucmf-provisioning").

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3507
	CR 0005 29.675 Rel-16 URI of the Nucmf_Provisioning service
	Huawei
	
	

	
	
	3230
	CR 0252 29.122 Rel-16 Avoid using the same data type for PUT and PATCH
	Ericsson
	Agreed
	This CR introduces backward compatible correction in the TS29122_RacsParameterProvisioning.yaml openAPI specification file.
Huawei: 

· A.16: whether ‘nullable: true’ for new RacsConfiguration data should be removed? And whether ‘nullable: true’ also should be included for imeiTacs attribute in RacsConfigurationRm
Samsung: One clarification. In order to avoid RAC ID from modification in PATCH operation, you can add the restriction in clause 4.4.15, that the RACS ID shall not be modified in PUT/ PATCH request on “Individual RACS parameter provisioning” resource. I see this is the approach in other APIs currently where update operation is done. 
Ericsson: ‘nullable: true’ shall not be attached to imeiTacs in RacsConfigurationRm since we have to provide imeiTacs in RacsConfiguration (see CR0233 agreed last time, it is mandatory).

You are right about ‘nullable: true’ for RacsConfiguration, I will revise 3232 to include this change (since I need to add Nokia Shanghai Bell).

By using the proposed new structure RacsConfigurationRm, there is no chance to modify RACS id in Patch.

And we don’t need to put restriction in PUT, since PUT replace everything.

Samsung: Like in other APIs, with PUT method replacing everything, there should be a restriction that RAC ID shall not be replaced in PUT operation. 
Ericsson:

Still, there is no need to clarify that in PUT operation. E.g. racs id = x and key is also x.
In a PUT, all information is replaced and new racs id=y and corresponding key y are stored.

I mean, if someone wants to change RACS id for an existing RACS capability, both racs ids in body and key should be the same if there is clarification below in the description (and we already have it). What I did in this CR is to avoid a risk in PATCH by tuning the schema since merge PATCH cannot change the key.
“Each element uniquely identifies an RACS configuration for an RACS ID and is identified in the map via the RACS ID as key”

Samsung: I was thinking the case of UCMF assigning the RACS ID and relating it to PUT method, looks like it is not. 

I am fine with your proposal.



	
	
	3231
	CR 0006 29.675 Rel-16 Avoid using the same data type for PUT and PATCH
	Ericsson
	Agreed
	

	
	
	3232
	CR 0234 29.122 Rel-16 Corrections to UE radio capability configuration data
	Qualcomm Incorporated, Nokia, Samsung, Vodafone, Ericsson
	Revised to 3508
	Revision of C3-202494

This CR introduces backward compatible correction in the TS29675_Nucmf_Provisioning.yaml openAPI specification file.
Nokia: only in case there is a revision required for one or the other case please take the opportunity to add Nokia Shanghai Bell in addition to Nokia on the cover page as well.
Ericsson: Comment from Nokia considered. Also due to comment from another CR, nullable: true is removed from RacsConfigurationRm data type
Nokia is fine with the revision.

Ericsson: I took the chance to fix the description problem in openAPI (see the bottom of the CR). R2 available.


	
	
	3508
	CR 0234 29.122 Rel-16 Corrections to UE radio capability configuration data
	Qualcomm Incorporated, Nokia, Samsung, Vodafone, Ericsson, Nokia Shanghai Bell
	
	

	
	
	3300
	CR 0007 29.675 Rel-16 Correct OpenAPI scope
	Samsung Electronics France SA
	Revised to 3509
	This CR proposes a backward compatible change to Nucmf_Provisioning Open API file.
Ericsson:

The CR is fine but cover sheet should be corrected:

-Rev starting from dash ‘-‘; then in the next revision, it will be rev 1.

-Other comments: “…backward compatible correction…”

Samsung accepts the comments.
Samsung makes r1 available.

Ericsson is fine with r1.

	
	
	3509
	CR 0007 29.675 Rel-16 Correct OpenAPI scope
	Samsung Electronics France SA
	Agreed
	

	
	
	3388
	CR 0008 29.675 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3510
	Ericsson:in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:

1. Clause 5.3.2.2: change of Resource URI should be removed from this CR because of clash with CR #0005 (submitted as C3-203149).

2. Table 5.3.2.3.1-4: there is an extra space before 5.3.2.3.1-4 that should be deleted, and URI needs to be changed to: {apiRoot}/nucmf-provisioning/<apiVersion>/provisionings/{provisioningId}

3. Clause 5.3.3.2: replace "Identifying" with "Identifies".

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3510
	CR 0008 29.675 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	16.18
	Service Based Interface Protocol Enhancement
[SBIProtoc16]
	3134
	CR 0121 29.507 Rel-16 URI of the Npcf_AMPolicyControl service
	Huawei
	Revised to 3429
	CP-191060 (CT4 leading)

Ericsson: Reason for change is not correct since clause 6.1.1 in latest version of SBI template does not contain statement: The API URI of the <Service 1> API shall be: {apiRoot}/<apiName>/<apiVersion>/.
CR #0079 submitted to this meeting in C4-203023 updates template in such way. Therefore this CR is dependent of CT4 CR.

The same comment applies to all other CRs having the same scope so I will not send same mail a separate mail for each of them repeating this comment.

Huawei: What’s your proposal for the CRs? Update the reason for change and remove the following description?

The API URI of the Npcf_AMPolicyControl API shall be: 

{apiRoot}/<apiName>/<apiVersion>/

Ericsson: Comment applies on update of Reason for change.

If CT4 agrees on C4-203023 then I do not have any further comment on this CR (or any other CR with similar scope and for which I will not send a separate mail with additional comment as I did for C3-203135).

However, if CT4 decides to revise C4-203023 then we might need to update our CRs to align with CT4 agreed CR/SBI template.
Huawei makes r1 available.

Ericsson is fine with r1 but depends on CT4 CR.

Ericsson: needs to be aligned with other CRs i.e. add on CR cover page dependency to: TS 29.501 CR#0079.
Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	3429
	CR 0121 29.507 Rel-16 URI of the Npcf_AMPolicyControl service
	Huawei
	Agreed
	Wait for CT4. C4-203451 agreed.

	
	
	3135
	CR 0080 29.508 Rel-16 URI of the Nsmf_EventExposure service
	Huawei
	Revised to 3430
	Ericsson: see 3134
Ericsson: why Session Management Event Exposure Service is replaced in the 1st sentence with Nsmf_EventExposure Service? E.g. in clause 4.1.1 it is still specified as "Session Management Event Exposure Service".

Similar change is not done in C3-203134 or C3-203136.

Huawei: Keep the original description  as it is (e.g. Session Management Event Exposure Service) or correct one more subclause (as e.g. Nsmf_EventExposure Service) is both fine to me, what’s your preference?
Ericsson: I prefer that CT3 TSs are harmonized whenever possible. Therefore keep original description: Session Management Event Exposure Service.
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	3430
	CR 0080 29.508 Rel-16 URI of the Nsmf_EventExposure service
	Huawei
	Agreed
	

	
	
	3136
	CR 0501 29.512 Rel-16 URI of the Npcf_SMPolicyControl service
	Huawei
	Revised to 3431
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3431
	CR 0501 29.512 Rel-16 URI of the Npcf_SMPolicyControl service
	Huawei
	Agreed
	

	
	
	3137
	CR 0155 29.513 Rel-16 URI correction on Npcf_SMPolicyControl
	Huawei
	Revised to 3432
	Ericsson: see 3134
Huawei: Don’t need a revision, right?
Ericsson: needs revision: only dependency to TS 29.501 CR#0079 needs to be added on CR cover page

Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3432
	CR 0155 29.513 Rel-16 URI correction on Npcf_SMPolicyControl
	Huawei
	Agreed
	

	
	
	3138
	CR 0230 29.514 Rel-16 URI of the Npcf_PolicyAuthorization service
	Huawei
	Revised to 3433
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3433
	CR 0230 29.514 Rel-16 URI of the Npcf_PolicyAuthorization service
	Huawei
	Agreed
	

	
	
	3140
	CR 0195 29.519 Rel-16 URI of the Nudr_DataRepository service for Policy, Application and Exposure data
	Huawei
	Revised to 3434
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3434
	CR 0195 29.519 Rel-16 URI of the Nudr_DataRepository service for Policy, Application and Exposure data
	Huawei
	Agreed
	This CR introduces backward compatible correction on OpenAPI for Nudr_DataRepository API for Application Data.

	
	
	3141
	CR 0179 29.520 Rel-16 URI of the Nnwdaf services
	Huawei
	Revised to 3435
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3435
	CR 0179 29.520 Rel-16 URI of the Nnwdaf services
	Huawei
	Agreed
	

	
	
	3142
	CR 0083 29.521 Rel-16 URI of the Nbsf_Management service
	Huawei
	Revised to 3436
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3436
	CR 0083 29.521 Rel-16 URI of the Nbsf_Management service
	Huawei
	Agreed
	

	
	
	3143
	CR 0022 29.523 Rel-16 URI of the Npcf_EventExposure service
	Huawei
	Revised to 3437
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3437
	CR 0022 29.523 Rel-16 URI of the Npcf_EventExposure service
	Huawei
	Agreed
	

	
	
	3144
	CR 0094 29.525 Rel-16 URI of the Npcf_UEPolicyControl service
	Huawei
	Revised to 3438
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3438
	CR 0094 29.525 Rel-16 URI of the Npcf_UEPolicyControl service
	Huawei
	Agreed
	

	
	
	3145
	CR 0030 29.551 Rel-16 URI of the Nnef_PFDmanagement service
	Huawei
	Revised to 3439
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3439
	CR 0030 29.551 Rel-16 URI of the Nnef_PFDmanagement service
	Huawei
	Agreed
	

	
	
	3146
	CR 0043 29.554 Rel-16 URI of the Npcf_BDTPolicyControl service
	Huawei
	Revised to 3440
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3440
	CR 0043 29.554 Rel-16 URI of the Npcf_BDTPolicyControl service
	Huawei
	Agreed
	

	
	
	3148
	CR 0049 29.594 Rel-16 URI of the Nchf_SpendingLimitControl service
	Huawei
	Revised to 3441
	Ericsson: see 3134
Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3441
	CR 0049 29.594 Rel-16 URI of the Nchf_SpendingLimitControl service
	Huawei
	Agreed
	

	
	
	3288
	CR 0125 29.507 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	Check TS 29.500, 5.2.7.2.

	
	
	3289
	CR 0092 29.508 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3290
	CR 0518 29.512 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3291
	CR 0241 29.514 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3292
	CR 0201 29.519 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3293
	CR 0182 29.520 Rel-16 Optionality of ProblemDetails
	Huawei
	Revised to 3442
	Ericsson: I do not see any reason for adding text in description i.e. "The "cause" attribute may be used to indicate one of the following application errors: SUBSCRIPTION_NOT_FOUND" since failure cases are described in subclause 5.1.7.
Hence, we discussed this in release 15 and decided to remove specified application errors from response tables to avoid duplicated information and possible misalignments.

Further in similar CRs on 29.507, 29.508, 29.512, 29.514 or 29.525 such change was not proposed.

Therefore, this added text should be removed from CR.

Same comment applies on 3294, 3296, 3297 and 3298.
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	3442
	CR 0182 29.520 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3294
	CR 0086 29.521 Rel-16 Optionality of ProblemDetails
	Huawei
	Revised to 3443
	See 3293.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	3443
	CR 0086 29.521 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3295
	CR 0101 29.525 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3296
	CR 0031 29.551 Rel-16 Optionality of ProblemDetails
	Huawei
	Revised to 3444
	See 3293.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	3444
	CR 0031 29.551 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3297
	CR 0048 29.554 Rel-16 Optionality of ProblemDetails
	Huawei
	Revised to 3445
	See 3293.

Huawei makes r1 available.
Huawei makes r2 available which remove an extra ‘ ->’
Ericsson is fine with r2.


	
	
	3445
	CR 0048 29.554 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3298
	CR 0050 29.594 Rel-16 Optionality of ProblemDetails
	Huawei
	Revised to 3446
	See 3293.

Huawei makes r1 available.
Ericsson is fine with r1.


	
	
	3446
	CR 0050 29.594 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3359
	CR 0244 29.514 Rel-16 required field in OpenAPI file
	Huawei
	Agreed
	This CR introduces backward compatible corrections on OpenAPI file for Npcf_PolicyAuthorization API.
Ericsson: this CR is impacted by CR #0243 on TS 29.514 (submitted as 3306).
If CR #0243 will be agreed and the PcscfRestorationRequestData within POST request for the P-CSCF restoration custom operation will be mandatory then "required:false" should be replaced with "required:true" in this CR.

Huawei: That’s out of scope of this CR, C3-203359 didn’t touch the required:false for the PcscfRestorationRequestData within POST request.

If PcscfRestorationRequestData within POST request is agreed to change to mandatory as proposed by CR#0243 , then accordingly, 3306 needs a revision to change required:false to required:true in the OpenAPI. 

Ericsson is fine with C3-203359.



	
	
	3360
	CR 0203 29.519 Rel-16 required field in OpenAPI file
	Huawei
	Agreed
	This CR introduces backward compatible corrections to the OpenAPI file for Nudr_DataRepository API for Policy data, Application data and Exposure data.
Ericsson: 

OpenAPI 3.0.0 specifies for required field: its default value is false. Therefore adding "required: false" for query parameters is not needed.

Huawei: Correct, I add required: false field for supp-feat attribute just for harmonization since all other query parameters in one GET request includes required: false field. But I am also fine to remove all new added required: false if you prefer, what’s your preference?
Ericsson will check if something needs to be changed.


	
	
	3374
	CR 0126 29.507 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Revised to 3447
	Ericsson: in addition to general comments provided on C3-203379 here is another general comment:

· SBI template is aligned with CT4 SBI TSs which cover more than one service within one TS, but most of CT3 SBI TSs cover only one service/API and therefore CT3 adopted SBI template to best fit description of one service within one TS. In SBI template, a table which summarizes the corresponding APIs defined in specification is added before clauses describing particular service. TS 29.507 covers only one service which is also visible from TS title. Adding a table which summarizes the corresponding APIs does not bring any value to this TS and therefore table should not be included. Hence, adding table within clause 4.2 "Service Operations" is not appropriate (BTW style used in table not OK and an empty line after table is missing).


This general comment is applicable for all CRs with the same scope on TSs describing only one services. For SBIProtoc16 work item these CRs are: 3375, 3376, 3377, 3380, 3381, 3382, 3383, 3384 and 3385.
Additional comments on this CR are:

1. Clause 5.3.2.3.1: table 5.3.2.3.1-4 in table identity there is an extra space before 5.3.2.3.1-4 that should be deleted.

2. Clause 5.3.3.4.1: by adding a new column table width is bigger than allowed and needs to be decreased.

3. Clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template. Since table shows notifications then the heading of added column should be Notification (as it is in SBI template) and the name of notifications to be included are: Policy Update Notification (instead of update) and Request for termination of the policy association (instead of terminate). By adding a new column table width is bigger than allowed and needs to be decreased.

4. Missing update of clauses 5.5.2.2 and 5.5.3.2. In each clause a new table needs to be added with title "Headers supported by the 307 Response Code on this resource" with Location header field in accordance to CR #0109 (agreed by CT3#109 in C3-202455).

5. On CR cover page order of impacted clauses is incorrect.

Huawei makes r1 available.

Ericsson: comment on clause 5.5.1 is not correctly implemented:

the name of notifications to be included are: Policy Update Notification (instead of update) and Request for termination of the policy association (instead of terminate).

Huawei makes r2 available.

Ericsson is fine with r2.

	
	
	3447
	CR 0126 29.507 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Agreed
	

	
	
	3375
	CR 0093 29.508 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Revised to 3448
	Ericsson: 

in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Clause 5.3.2.3.1: table 5.3.2.3.1-4 in table identity there is an extra space before 5.3.2.3.1-4 that should be deleted.

2. Clause 5.3.3.2: in table "Identifying" should be replaced with "Identifies".

3. Clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notifications to be added are: Event Notification and Acknowledgement of event notification. Description of Acknowledgement of event notification is incorrect.

4. Clause 5.5.3.3.1: 307 response should be removed from table 5.5.3.3.1-3 and as consequence new table with supported header fields in 307 response is not needed. Removal of 307 response should be done in this meeting.

5. CR cover page, Summary of change: described change 2 (Modify upper I to lower i (ImmeReq) in clause 5.6.2.2 and A.2.) does not belong to this CR and needs to be deleted.

Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3448
	CR 0093 29.508 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Agreed
	

	
	
	3376
	CR 0520 29.512 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Revised to 3449
	Ericsson: 

in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Clause 5.3.2.3.1: tables 5.3.2.3.1-4 and 5.3.2.3.1-5: in table identities there is an extra space before 5.3.2.3.1-4 and 5.3.2.3.1-5 that should be deleted.

2. Missing update of clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notifications to be added are: Policy Update Notification and Request for termination of the policy association.

Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3449
	CR 0520 29.512 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Agreed
	This CR introduces backward compatible corrections on the OpenAPI file for Npcf_SMPolicyControl API.

	
	
	3377
	CR 0245 29.514 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Revised to 3450
	Ericsson: 

in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Clauses 5.3.2.3.1 and 5.3.3.3.2: a new table needs to be added with title "Headers supported by the 403 Response Code on this resource" with Retry-After header field.

2. Clause 5.3.2.3.1: tables 5.3.2.3.1-4 and 5.3.2.3.1-5: in table identities there is an extra space before 5.3.2.3.1-4 and 5.3.2.3.1-5 that should be deleted.

3. Clause 5.3.3.2: in table "Identifying" should be replaced with "Identifies".

4. Clauses 5.3.3.2 and 5.3.4.2: I do not see any reason for removing from description that string is formatted according to IETF RFC 3986 [19]. This information is valid. But if removed then RFC 3986 needs to be removed from clause 2!

5. Missing update of clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notifications to be added are: Event Notification, Termination Request and new row for New 5GS Bridge needs to be added.

6. Clauses 5.5.2 and 5.5.4.2: data type is incorrect, should be Uri.

7. Clauses 5.5.3.2 and 5.5.4.2: by adding a new column table width is bigger than allowed and needs to be decreased.

Huawei makes r1 available.
Ericsson: I realized that I forgot to provide comments on OpenAPI file:
· adding "minItems: 1" for events property in EventsSubscReqDataRm data structure should be removed because this is not backward compatible change (see explanation provided in [C3-203378] [r1].

Huawei: I can just keep the change on AcceptableServiceInfo in the OpenAPI file which is introduced only from Rel-16. R2 available.
Huawei makes r3 available with update Table 5.3.4.2-1 and add new line  after Table 5.3.2.3.1-6.
Ericsson is fine with r3.

	
	
	3450
	CR 0245 29.514 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Agreed
	This CR introduces backward compatible corrections on OpenAPI file for Npcf_PolicyAuthorization API.

	
	
	3378
	CR 0204 29.519 Rel-16 Supported headers, Resource Data type
	Huawei
	Revised to 3451
	Ericsson:

1. Clauses 5.2.3.2, 5.2.4.2, 5.2.5.2, 5.2.6.2, 5.2.12.2, 7.2.3.2 and 7.2.4.2: by adding data type column description of ueId should be changed to: Represents the SUPI or GPSI., see the d Data type VarUeId isas defined in 3GPP TS 29.571 [7].
2. All clause adding tables with header fields in responses contains same error as in clause 5.2.4.3.1: in table identity there is an extra space before 5.2.4.3.1-4 that should be deleted (currently it is: Table  5.2.4.3.1-4: Headers supported by the 201 Response Code on this resource).

3. Clause 5.2.6.2: by adding a new column table width is bigger than allowed and needs to be decreased.

4. Clause 5.2.9.2: by adding data type column description of appId, 2nd part of sentence should be changed, e.g. to: , see the d Data type BdtReferenceId isas defined in 3GPP TS 29.122 [9].

5. Clause 5.3.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notification to be added: Policy Data Change Notification.

6. Clause 6.2.4.2: by adding data type column description of appId, 2nd sentence should be changed, e.g. to: It shall be formatted as dData type ApplicationId is defined in, see 3GPP TS 29.571 [7].

7. Clause 6.2.7.2: adding a new line after table not needed and should be removed.

8. Clause 6.2.8.2: by adding a new column table width is bigger than allowed and needs to be decreased, and in table "Identifying" should be replaced with "Identifies".

9. Missing update of clause 6.3.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notifications to be added are: Influence Data Update Notification and Application Data Change Notification.

10. Clause 7.2.4.2: by adding data type column description of pduSessionId should be changed to: Identifies an individual PDU session., see the d Data type PduSessionId as defined in 3GPP TS 29.571 [7].

11. Missing update of clause 7.6.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notification to be added: Policy Data Change Notification.

12. CR cover page, Clauses affected: not in order and missing 5.3.1.

Huawei makes r1 available.

Ericsson.

I realized that I forgot to provide comments on OpenAPI files:
· according to OpenAPI 3.0.0 Specification and JSON Schema Validation adding "minItems: 0" is not needed.
· adding "minItems: 1" is not backward compatible change. By adding "minItems: 1" we are changing cardinality which in release 15 had value 0. JSON Schema Validation specifies: "If this keyword is not present, it may be considered present with a value of 0."
Since there is no change that is applies to release 16 added information element, as consequence the update of the OpenAPI files needs to be removed from CR.
Huawei: I am fine to remove all OpenAPI update. R2 available.
Ericsson: even r2 has problem with size of tables. I corrected them and stored r3
Huawei is fine with r3.

	
	
	3451
	CR 0204 29.519 Rel-16 Supported headers, Resource Data type
	Huawei
	Agreed
	

	
	
	3379
	CR 0192 29.520 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3452
	Ericsson: 

Comments applicable to all CRs with the similar scope:
· CR cover page: Reason for change should state alignment with SBI template agreed by CT4#96 meeting in C4-201144 and not having references to CRs on CT4 TS 29.502 and 29.518 which were updated according to previously agreed SBI template.

· Consequences if not approved should say "Quality of specification will not be improved." instead of "May cause misoperation or misunderstanding for implementation".

Additional comments on this CR are:

1. In SBI template a table which summarizes the corresponding APIs defined in specification is added before clauses describing particular service. Therefore, in this TS clause 4.1 should be updated with a new table instead of updating clauses 4.2.2.1 and 4.3.2.1.

2. Clause 5.1.3.2.3.1: table 5.1.3.2.3.1-4: in table identity there is an extra space before 5.1.3.2.3.1-4 that should be deleted.

3. Clause 5.1.3.3.2: in table "Identifying" should be replaced with "Identifies".

4. Missing update of clause 5.1.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notification to be added: Event Notification.

5. Clauses affected: not in order and missing 5.1.3.2.2.

Huawei makes r2 available.

Ericsson:

I realized that I forgot to provide comments on OpenAPI file:
· adding "minItems: 1" for supis property in AbnormalBehaviour data is not aligned with table 5.1.6.2.15-1. If there is a CR submitted to this meeting which changes cardinality in table from 0..N to 1..0 then update of OpenAPI should be part of that CR.

· adding "minItems: 1" for ipv4Addrs and ipv6Addrs properties in AddressList data is not aligned with table 5.1.6.2.28-1. If there is a CR submitted to this meeting that changes cardinalities in table from 0..N to 1..0 then update of OpenAPI should be part of that CR.
Huawei: C3-203379_r2 already corrected the cardinality from 0..N to 1..N in tables of subclauses 5.1.6.2.15 for AbnormalBehaviour data and 5.1.6.2.28 in AddressList data, right?

Ericsson: Comments on r2:

1. Style of headings in table 4.1-2 is not TAH as it should be.

2. CR cover page, Clauses affected: clauses not in order: 5.1.6.2.15 and 5.1.6.2.28 should be listed before 5.2.3.2.2

Huawei: I just copy the style from Table 4.1-1: Services provided by NWDAF, and I checked all the style of heading is the same, could you please change the style for me?
Ericsson: I changed it and also correct incorrect styles in table 4.1-1.

Also I listed clauses in order and corrected clauses affected on CR cover page, please check revision r3.

Huawei is fine with r3.

	
	
	3452
	CR 0192 29.520 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	This CR introduces backward compatible corrections on the OpenAPI file for Nnwdaf_EventsSubscription API

	
	
	3380
	CR 0088 29.521 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3453
	Ericsson: in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:

1. Clause 5.3.2.3.1: table 5.3.2.3.1-4: in table identity there is an extra space before 5.3.2.3.1-4 that should be deleted.

Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3453
	CR 0088 29.521 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	
	
	3381
	CR 0025 29.523 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3454
	Ericsson: in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Table 5.3.2.3.1-4: in table identity there is an extra space before 5.3.2.3.1-4 that should be deleted, and incorrect style of a description cell.

2. Clause 5.3.3.2: in table "Identifying" should be replaced with "Identifies".

3. Missing update of clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notification to be added: Policy Control Event Notification.

4. Clause 5.5.2.2: by adding a new column table width is bigger than allowed and needs to be decreased.

5. CR cover page, Clauses affected contains: 5,5,2,2 instead of 5.5.2.2.

Huawei makes r1 available.

	
	
	3454
	CR 0025 29.523 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	
	
	3382
	CR 0102 29.525 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Revised to 3455
	Ericsson: in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Table 5.3.2.3.1-4: incorrect style of description and in table identity there is an extra space before 5.3.2.3.1-4 that should be deleted.

2. Clause 5.3.3.4.1: incorrect style of Update operation.

3. Missing update of clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notifications to be added are: Policy Update Notification and Request for termination of the UE policy association.

4. Missing update of clause 5.5.3.2 to include a new table with title "Headers supported by the 307 Response Code on this resource" with Location header field in accordance to CR #0080 (agreed by CT3#109 in C3-202471).

Huawei makes r1 available.

Ericsson: CR cover page, Clauses affected: 5.5.3.1 specified instead of 5.5.3.2

No other comment.
Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	3455
	CR 0102 29.525 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Agreed
	

	
	
	3383
	CR 0032 29.551 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3456
	Ericsson: in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Clause 5.3.3.2: in table "Identifying" should be replaced with "Identifies".

2. Table 5.3.4.3.1-4: in table identity there is an extra space before 5.3.4.3.1-4 that should be deleted.

3. Missing update of clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notification to be added: PFD Change Notification.
Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3456
	CR 0032 29.551 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	
	
	3384
	CR 0049 29.554 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3457
	Ericsson: in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Clause 5.3.2.3.1: table  5.3.2.3.1-4: in table identity there is an extra space before 5.3.2.3.1-4 that should be deleted. Table  5.3.2.3.1-5: incorrect style of a description cell and in table identity there is an extra space before 5.3.2.3.1-5 that should be deleted.

2. Clause 5.3.3.2: in table "Identifying" should be replaced with "Identifies".

3. Clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notification to be added: BDT Notification.

Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3457
	CR 0049 29.554 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	
	
	3385
	CR 0052 29.594 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3458
	Ericsson: in addition to general comments provided on C3-203379 and C3-203374, comments on this CR are:
1. Table 5.3.2.3.1-4: incorrect style of description and in table identity there is an extra space before 5.3.2.3.1-4 that should be deleted.

2. Missing update of clause 5.5.1: title of table should be changed to "Notifications overview" in accordance to SBI template and column with Notification (as in SBI template) needs to be added. Name of notifications to be added are: Spending limit notification and Subscription Termination.

3. Clauses 5.5.2.2 and 5.3.3.2: replacing Nchf_SpendingLimitRequest with SpendingLimitContext should be removed since this error is corrected by CR #0047 (agreed by CT3#109 in C3-202190).

4. Clause 5.3.3.2: in table "Identifying" should be replaced with "Identifies".

Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3458
	CR 0052 29.594 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	16.19
	CT aspects of eV2XARC
[eV2XARC]
	3111
	CR 0173 29.522 Rel-16 Complete ServiceParameter API
	Huawei
	Agreed
	CP-200291 (CT1 leading)

This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: With 3111, the previous agreed CR will be invalid, they are: C3-202482, C3-202483, C3-202346
Could you confirm? Also for 3111, we are re-numbering the subclauses, not sure if it is fine to do that comparing to the already published 29.522 v16.3.0. We can check with MCC.
Introduce CRs to be not pursued.

MCC will check if we are breaking any working procedure.
Re-numbering can be done since the new clauses are not referred from other TSs. 



	
	
	3589
	CR 0154 29.522 Rel-16 Some corrections to ServiceParameter API
	Huawei
	Not Pursued
	Revision of C3-202482



	
	
	3590
	CR 0155 29.522 Rel-16 Update of ParameterOverUu data type
	Huawei
	Not Pursued
	Revision of C3-202483



	
	
	3591
	CR 0156 29.522 Rel-16 Update of ServiceParameterDataPatch
	Huawei
	Not Pursued
	Revision of C3-202346



	
	
	3112
	CR 0153 29.513 Rel-16 Correction on QoS Flow Binding for general SMF behavior and Alternative QoS Parameter Sets
	Huawei
	Revised to 3549
	Ericsson: Could you please refer to the SA2 CR that updated 23.503?
Currently it contains the text being removed by this CR and the cover page does not include enough information to justify the change.

Huawei: C3-202431 agreed in the last meeting modifies the same sentence if you made a change based on the SA2 CR. But that C3-202431 has a different work item.

Ericsson: I do not see any relation between 2431 and 3112. Is there any?
I was asking about clarifications on 3112 because I did not find any requirement on stage 3 that justifies the change proposed in 3112. Could you please indicate the SA2 agreed change?

Huawei: Stage 2 requirement is described in S2-2003303.
CR to be added in the coversheet. Offline discussions ongoing.


	
	
	3549
	CR 0153 29.513 Rel-16 Correction on QoS Flow Binding for general SMF behavior and Alternative QoS Parameter Sets
	Huawei
	
	

	
	
	3113
	CR 0090 29.525 Rel-16 Correction to the UE policy definition
	Huawei
	Revised to 3550
	Ericsson: agrees with the CR with the comment to complete "policy" by "UE policy".
Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3550
	CR 0090 29.525 Rel-16 Correction to the UE policy definition
	Huawei
	Agreed
	

	
	
	3114
	CR 0091 29.525 Rel-16 Correction to the V2X Policy provisioning
	Huawei
	Revised to 3551
	ZTE: I don’t see the necessary of this CR, since it's already covered by current 4.2.4.5.
Ericsson: I agree that the proposed text is already covered in 4.2.4.5.

Huawei: I found the description of 4.2.4.5 is not correct now. I made a revision for correction. R1 is available.
ZTE: In the proposed text, 

1) for the roaming case, the behaviour of v-PCF is missing

2) for the non-roaming case,  the PCF send UE the "received policy"?

Huawei: The behavior of V-PCF is defined in the referred subclause. R2 available.
ZTE is fine with r2.

Ericsson is fine with r2.

	
	
	3551
	CR 0091 29.525 Rel-16 Correction to the V2X Policy provisioning
	Huawei
	Agreed
	

	
	
	3115
	CR 0092 29.525 Rel-16 Procedure of N2 QoS Policy
	Huawei
	Withdrawn
	CR number applied for 29.525, but this CR is for 29.513

	
	
	3399
	CR 0179 29.513 Rel-16 Procedure of N2 QoS Policy
	Huawei
	Revised to 3552
	ZTE: 2 comments:

*5.6.2.1.1&5.6.2.2.1 are not affected but included in this CR.

*5.6.2.1.2, step2, "N2 PC5 policy"-> updated N2 PC5 policy

plus, one question,  N2 QoS policy can be provisioned during Create response and UpdateNotify request, but I’m wondering in which case UE will trigger the N2 QoS policy provisioning by AMF-initiated UE Policy Association Modification procedure (i.e. Update response), since I don'’t see the requirement in 23.287.

Ericsson: 

· in 5.6.1.2 it should be included in step 2-3 that PCF should read and subscribe to “service parameter data” to get input data to derive V2X policies. Also in this chapter it would be good to clarify it is the same Namf_Communication_N1N2MessageTransfer.

· In 5.6.2.2.2 same comment for steps 2-3 for reading “service parameter data” from application-data in UDR.

Huawei: 

Reply to second bullet from Ericsson: Roaming case refers to the steps 2-3 in non-roaming case.

Reply to question from ZTE: I think it could be based on the location change, RAT change. Anyway, it is a general description, PCF can determine whether to provision.

R1 available.

ZTE: 

5.6.2.1.1& 5.6.2.2.1 still included in Clauses affected in the coversheet.
5.6.1.3, step17, If the "V2X" feature is supported andthe V-PCF invokes   -> remove "and"

5.6.2.2.3, step3,   and/or the update N2 PC5 policy -> "updated"
Huawei makes r2 available.

ZTE is fine with r2.

Ericsson: I see comment 2 was not needed. 

For comment 1 it is missing the subscription to notification on changes of “service parameter data” (steps 4-5 below)

in 5.6.1.2 it should be included in step 2-3 that PCF should read and subscribe to “service parameter data” to get input data to derive V2X policies. Also in this chapter it would be good to clarify it is the same Namf_Communication_N1N2MessageTransfer.
Huawei makes r3 available.

Ericsson: Just a question for clarification:

Is it needed a V2X feature in the UDR to request service parameters and to receive notification of changes?

If it is not needed, “ "V2X" feature” text can be removed.

If it is needed, complete with "V2X" feature defined in 3GPP TS 29.504 [27] (assuming everything is in place in 29.504 and 29.519 regarding the definition of this feature, correct?)
Huawei removes the V2X feature. R4 available.

Ericsson is fine with r4.


	
	
	3552
	CR 0179 29.513 Rel-16 Procedure of N2 QoS Policy
	Huawei
	Agreed
	

	
	
	3116
	CR 0093 29.525 Rel-16 Remove editor's note
	Huawei
	Revised to 3553
	Ericsson: Could you please refer to the CR or updated text in CT1 that supports the removal of the Editor's note?
Huawei: I modify the reason of change and add the corresponding CT1 CR number. R1 available.
Ericsson is fine with r1.

	
	
	3553
	CR 0093 29.525 Rel-16 Remove editor's note
	Huawei
	Agreed
	

	
	
	3117
	CR 0193 29.519 Rel-16 Subscription data for V2X
	Huawei
	Merged with 3155 into 3554
	This CR introduces a backwards compatible feature to the OpenAPI file.
ZTE: ZTE also has a CR 3155 on the same topic.
Please merge 3155 into this CR, since I think it's better to seperate the subscription of PC5 QoS Parameters for NR and LTE.

Huawei: Add ZTE as source company. R1 available.
ZTE is fine with r1.

Ericsson: The CR reference in the coversheet is currently under discussion in SA2. Correct? Is it part of the LS reply we’re waiting for in CT3?

Do you have any feedback about the ongoing discussions?



	
	
	3554
	CR 0193 29.519 Rel-16 Subscription data for V2X
	Huawei, ZTE
	Not Pursued
	

	
	
	3155
	CR 0196 29.519 Rel-16 Subscription data for V2X
	ZTE
	Merged 
	This CR introduces a backward compatible feature to the OpenAPI file Nudr_DataRepository API for Policy Data.

	
	
	3156
	CR 0095 29.525 Rel-16 AF-based service parameter provisioning
	ZTE
	Agreed
	Ericsson is fine with the CR.

	
	
	3157
	CR 0096 29.525 Rel-16 Complete service description for V2X
	ZTE
	Agreed
	Ericsson is fine with the CR.

	
	
	3158
	CR 0097 29.525 Rel-16 Corrections on N2 PC5 policy
	ZTE
	Agreed
	Ericsson agrees on the proposed CR.



	
	
	3159
	CR 0098 29.525 Rel-16 Corrections on V2XP
	ZTE
	Agreed
	Ericsson agrees on the proposed CR.



	
	
	3160
	CR 0149 29.522 Rel-16 Wrong datatypes Datatime and Plmn
	ZTE, Huawei
	Agreed
	Revision of C3-202344

This CR introduces backward compatible corrections to the OpenAPI file for AnalyticsExposure API.



	
	
	3161
	CR 0180 29.519 Rel-16 Definition of ServiceParameterData in openAPI
	ZTE, Ericsson
	Agreed
	Revision of C3-202345

This CR introduces backward compatible corrections to the OpenAPI file Nudr_DataRepository API for Application Data.

	
	
	3211
	CR 0100 29.525 Rel-16 Correction to 4.2.4.1
	Ericsson
	Agreed
	

	
	
	3392
	CR 0103 29.525 Rel-16 Description of V2X features in NF description clauses
	Ericsson
	Withdrawn
	

	
	
	3395
	CR 0250 29.514 Rel-16 Description of V2X features in NF description clauses
	Ericsson
	Agreed
	cat ‘B’ in coverpage is different from cat ‘F’ in 3GU. 3GU to be corrected.

	16.20
	CT aspects of 5G URLLC

[5G_URLLC]
	3118
	CR 0154 29.513 Rel-16 Correction on QoS Flow Binding for CN PDB
	Huawei
	Revised to 3545
	CP-192022 (CT4 leading)

cat ‘F’ in coverpage is different from cat ‘B’ in 3GU. Cat to be changed in 3GU.
Ericsson: I cannot find any requirement related to the use of the dynamic packet delay budget in 23.503 (or 23.501 or 23.502). Could you please indicate where it is required? or
Could you please indicate the agreed/under discussion SA2 CR where it is proposed?
Huawei: Stage 2 requirement is agreed in S2-2003302.

CT3 CR coverpage to be updated. Comments ongoing.

Ericsson: Please, simplify the text, align it with SA2, i.e., keep only:
If a dynamic value for the Core Network Packet Delay Budget (defined in TS 23.501 [2] subclause 5.7.3.4) is used, PCC rules with the same above binding parameters but different PDU Session anchors (i.e. the corresponding service data flows which have different CN PDBs) shall not be bound to the same QoS Flow.

In the note, please, use data types and attribute names (instead of the common stage 2 language).

Do not forget to include the SA2 CR in the coversheet.

Huawei makes r1 available.

	
	
	3545
	CR 0154 29.513 Rel-16 Correction on QoS Flow Binding for CN PDB
	Huawei
	
	

	
	
	3167
	CR 0506 29.512 Rel-16 Clarification on the target of QoS Monitoring report
	ZTE
	Revised to 3546
	Ericsson: agrees on the proposed CR.
If ZTE agrees on it, the note could include a reference to clause 4.2.4.24 and to 29.508 as follows

NOTE:    The QoS monitoring report can be sent to the PCF as described in subclause 4.2.4.24 or to the AF directly as described in 3GPP TS 29.508 [12] based on the PCF decision.
ZTE: Note is improved. R1 is made available.
Huawei: Please add the condition “if it has not been provisioned yet”

ZTE makes r2 available.

Huawei is ok with r2.

ZTE: The WI is incorrect. R3 available.

Ericsson is fine.



	
	
	3546
	CR 0506 29.512 Rel-16 Clarification on the target of QoS Monitoring report
	ZTE
	Agreed
	

	
	
	3168
	CR 0507 29.512 Rel-16 Correction to attributes related to QosMonitoring
	ZTE
	Revised to 3547
	Ericsson agrees on the two first proposed changes.
The third change collides with 2438 which already corrected repFreqs, so maybe this part of the change has to be reverted.

The 4th change, I already see it as "rttDelays" in the draft version shared before the meeting. It seems the correction is not needed.

ZTE: For the 3rd change, I removed the clash part.
For the 4th change, "rttDelays" in current specification is incorrect,  thus it's replaced with "rtDelays", you could double check.

ZTE makes r1 available.
ZTE corrects WI and makes r2 available.

Ericsson is fine with the updates.

	
	
	3547
	CR 0507 29.512 Rel-16 Correction to attributes related to QosMonitoring
	ZTE
	Agreed
	

	
	
	3169
	CR 0081 29.508 Rel-16 Correction to QoS Monitoring report
	ZTE
	Revised to 3556
	Ericsson: The WI is incorrect for 203169, 3170 and 3171.
ZTE makes r1 available.


	
	
	3556
	CR 0081 29.508 Rel-16 Correction to QoS Monitoring report
	ZTE
	Agreed
	

	
	
	3170
	CR 0250 29.122 Rel-16 Correction to QoS monitoring
	ZTE
	Revised to 3539
	Ericsson: The WI is incorrect for 203169, 3170 and 3171.
ZTE makes r1 available.


	
	
	3539
	CR 0250 29.122 Rel-16 Correction to QoS monitoring
	ZTE
	Agreed
	

	
	
	3171
	CR 0175 29.522 Rel-16 Corrections related to URLLC
	ZTE
	Revised to 3540
	Ericsson: The WI is incorrect for 203169, 3170 and 3171.
ZTE makes r1 available.


	
	
	3540
	CR 0175 29.522 Rel-16 Corrections related to URLLC
	ZTE
	Agreed
	

	
	
	3194
	CR 0510 29.512 Rel-16 Support of Dual Connectivity end to end Redundant User Plane Paths
	Ericsson
	Postponed
	This CR impacts with a backwards compatible feature the OpenAPI file of Npcf_SMPolicyControl service.

Huawei: I understand there’s no stage 2 requirement for this explicit indication. The policies provided by the PCF would be e.g. some specific QoS information within the PCC rule.

Same comment to 3195, 3196. 
Ericsson: Please, note the requirement is for PDU session redundancy. It is not redundancy for specific service data flows. 
The only way to fulfil the stage 2 requirement is with an indication at PDU session level. 

In relation to 3196, please, double check it again, because the same comment cannot apply as changes are for URSP handling (and do not have anything to do with the indication proposed for the PDU session).

Huawei: I check with our SA2 colleague and got the confirmation that there’s no requirement of this explicit indication. I also can’t find it in TS 23.503.

For 3196, I agree it is not related with above indication. I check it is describe as a NOTE in stage 2 for two distinct URSP.  So I propose to make an alignment with stage 2 description.

Ericsson: 23.501 is covering the functionality, as specified in clause 5.33.2.1.

For frame routed we deemed the text in 23.501 as enough. We could take the same approach now for 3194.
Ericsson: our understanding was that it is as simple as adding a new attribute in N7 at PDU session establishment to indicate whether the PDU session can be handled redundantly. 
And there are no further impacts in other interfaces.

Could you elaborate how other PDU session policies can provide implicit information to indicate how to handle redundantly the PDU session?

Or which error would we be incurring with such interpretation? Note that framed routing functionality is mentioned in 23.503 only because of binding (BSF) impacts. We’re not asking for further input to develop the stage 3 impacts in the interfaces.
Huawei: I double check with my SA2 colleague. She told that SA2 didn’t discuss the indication you propose. She understands some general policies will trigger the SMF to do that.
Ericsson: Some general policies collapsed in an indication, the one proposed. Wouldn’t it be more clear, efficient and easy to use that way?



	
	
	3195
	CR 0156 29.513 Rel-16 Support of Dual Connectivity end to end Redundant User Plane Paths
	Ericsson
	Postponed
	Huawei: see 3194.

	
	
	3196
	CR 0099 29.525 Rel-16 Support of Dual Connectivity end to end Redundant User Plane Paths
	Ericsson
	Revised to 3548
	Huawei: see 3194.

Ericsson: The CR has proposed a NOTE and the introductory normative text. And 23.501 also contains a NOTE and the corresponding normative text. My understanding is that with the proposed text for CT3 is aligned with the text in SA2. 

I’m open to do a revision of the CR, but please, indicate the direction of the change to apply.

Huawei will provide a text proposal.



	
	
	3548
	CR 0099 29.525 Rel-16 Support of Dual Connectivity end to end Redundant User Plane Paths
	Ericsson
	
	

	
	
	3246
	CR 0089 29.508 Rel-16 Add missing event
	Ericsson
	Revised to 3557
	Huawei: QFI allocation is described now. Why do we need to describe QFI monitoring?
Ericsson: it was a copy-paste error, now it is corrected. R1 available.
Huawei is fine with r1.


	
	
	3557
	CR 0089 29.508 Rel-16 Add missing event
	Ericsson
	
	

	
	
	3389
	CR 0521 29.512 Rel-16 Description of URLLC features in NF description clauses
	Ericsson
	Withdrawn
	

	
	
	3394
	CR 0249 29.514 Rel-16 Description of URLLC features in NF description clauses
	Ericsson
	Agreed
	

	16.21
	Enhancement of 3GPP Northbound APIs [eNAPIs]
	3017
	CR 0247 29.122 Rel-16 Storage of YAML files
	Huawei
	Agreed
	CP-192184



	
	
	3018
	CR 0139 29.222 Rel-16 Update general subclause for OpenAPI specification
	Huawei
	Revised to 3484
	Samsung: Minor comment, replace subclause with clause.
Huawei: I think it’s okay since all of the agreed CT3/CT4 CRs on this issue all use the same description, but I am also fine to update it as you want. R1 available.

Samsung is fine with r1.


	
	
	3484
	CR 0139 29.222 Rel-16 Update general subclause for OpenAPI specification
	Huawei
	Agreed
	

	
	
	3062
	CR 0239 29.122 Rel-16 Periodic reporting by Nnef
	Huawei
	Revised to 3485
	Revision of C3-202447

This CR introduces backward compatible change to OpenAPI file for MonitoringEvent API.
Ericsson: In the revision history I could not find how EN was solved. Could you explain your thought?
Huawei: Proposes to change the revision history: Solve the following Editor’s Note by adding that If the periodic time is provided, the value of "maximumNumberOfReports" attribute, if provided, shall not be set to 1.
Ericsson: If maximumNumberOfReports is set to 1 and the periodic time are provided. Which one takes precedence? 

Probably we should respect one time report requirement and periodic time will be ignored (I think it is a better handling than rejecting the AF).

Huawei: In last meeting, I discussed to defined some preference if both notification methods are requested at the same request, but you provided concern which I think quite valueable. After checking other specifications, I think we would better to define that either One time report or Periodic reporting can be requested not both, like the approach for other event reporting API as follows:

==== TS 29.520 subclause 4.2.2.2.2 =====

event notification method (periodic, one time, on event detection) in the "notifMethod" attribute

Otherwise, even the northbound support both, how the southbound interface to handle both cases in one request?
Ericsson: specify that they are mutually exclusive.

Huawei makes r1 available.

Ericsson is fine with r2.


	
	
	3485
	CR 0239 29.122 Rel-16 Periodic reporting by Nnef
	Huawei
	Agreed
	

	
	
	3132
	CR 0249 29.122 Rel-16 URI of the SCEF northbound APIs
	Huawei
	Revised to 3486
	Ericsson: I do not have any comment except that on CR cover page TS version is incorrect.

Latest version of TS 29.122 is 16.5.0, not 16.2.0.
Huawei makes r1 available.
Ericsson is fine with r1.



	
	
	3486
	CR 0249 29.122 Rel-16 URI of the SCEF northbound APIs
	Huawei
	
	

	
	
	3133
	CR 0140 29.222 Rel-16 URI of the CAPIF APIs
	Huawei
	Revised to 3487
	Samsung: As suggested for other contributions, we should wait for CT4 agreements on SBI templates before agreeing this CR. I have no issues aligning to SBI template.

Huawei makes r1 available.
Samsung is fine with r1.

	
	
	3487
	CR 0140 29.222 Rel-16 URI of the CAPIF APIs
	Huawei
	
	

	
	
	3286
	CR 0257 29.122 Rel-16 Optionality of ProblemDetails
	Huawei
	Revised to 3488
	Huawei makes r1 available.

Ericsson is fine with r1.

	
	
	3488
	CR 0257 29.122 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	

	
	
	3287
	CR 0142 29.222 Rel-16 Optionality of ProblemDetails
	Huawei
	Agreed
	Samsung: As per 29.500 v16.3.0, problem details is mandatory. Can you point to the agreement makes the “Problemdetails” payload optional?

Huawei: Since CT4 already corrected all the SBI API specifications, e.g. TS 29.503 by C4-201211, TS 29.518 by C4-201196. We should do that in this CT3 meeting before Rel-16 frozen.

I didn’t noticed the SBI template is not updated yet, we can send LS to inform CT4 to update the template or ask our CT4 colleague to do that in next meeting. What’s your preference?
Samsung: I am fine with the changes proposed in the CR.


	
	
	3358
	CR 0264 29.122 Rel-16 required field in OpenAPI file
	Huawei
	Agreed
	This CR introduces backward compatible correction on OpenAPI file for NIDD API.

	
	
	3369
	CR 0265 29.122 Rel-16 Supported headers, Resource Data type and Operation Name
	Huawei
	Revised to 3489
	The CR introduces backward compatible correction on the OpenAPI file for MonitoringEvent API.
Huawei: I revised the CR based on comments received from other CRs with same issue. R1 available.

Ericsson: scsAsId is defined as “string” in openAPI, not ScsAsId date type.

Huawei makes r2 available which changing scsAsId from ScsAsId date type to string.
Ericsson is fine with r2.

	
	
	3489
	CR 0265 29.122 Rel-16 Supported headers, Resource Data type and Operation Name
	Huawei
	Agreed
	

	
	
	3370
	CR 0146 29.222 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Revised to 3490
	Samsung: 

I have following comments, please clarify.
1. As done in other CRs, can we have service name to Open APIs mapping in one table in clause 5.1?

2. In 8.5.2.3.4.1 and 9.1.2a.1, why the need for custom operation names? 

3. Regarding update to 8.6.4.2.2, as per OpenAPI the minItems is 0, suggest to keep the data type definition as it is.

Huawei: ok with 1 & 3. For 2: According to SBI template, subclause 6.1.3.2.4.1
Samsung is fine with the clarification on 2.

Huawei makes r1 available.

Samsung: The AEF_Security_API is defined in clause 6 and the entry should be in 6.1.

Huawei: The API definition for AEF_Security_API is defined in 9.1, right? R2 available.
Samsung: Yes, API definition for AEF_Security_API is defined in 9.1. 

In my earlier comment, I meant, like 5.1 clause specifies the CAPIF services, the 6.1 clause specifies the AEF services. In that context I wanted to check if you have to have table for API definition of  AEF security API in 6.1 clause. 

Huawei makes r3 available.

Samsung is ok with r3.
Ericsson:

In Table 5.1-2, for the 1st row, we can change it to Subclause since this TS is still using subclause instead of clause. Similarly, it applies for table 6.2-2 added in the CR. “Clause” is something to be used only for new TS. We can discuss today how to make it consistent.
For description in table 5.1-2, some rewording suggestions:

Discover service API available at the CAPIF core function => service API discovery service
CAPIF Publish Service => service API publish service

CAPIF Subscribe and Unsubscribe Events Service => CAPIF event service
Huawei: In other CT3/CT4 specifications and the SBI template all use ‘clause’, including TSes from Rel-15. I don’t know why you want to change the Template decision.
Ericsson: I understand the intention in template is to promote “clause” usage. But in CT3 we also agreed to use “clause” only for new TS.

In 29.222, “subclause” is used over 200 occurrences. Having “clause” will not having a consistent TS.
Huawei makes r2 available.

Samsung and Ericsson are fine with r4.


	
	
	3490
	CR 0146 29.222 Rel-16 Supported headers, Resource Data type, Operation Name and yaml mapping
	Huawei
	Agreed
	

	
	
	3371
	CR 0194 29.522 Rel-16 Supported headers, Resource Data type and Operation Name
	Huawei
	Revised to 3491
	The CR introduces backward compatible corrections on the OpenAPI file TrafficInfluence API, AnalyticsExposure API, ApplyingBdtPolicy API and ServiceParameter API
Huawei: I revised the CR based on comments received from other CRs with same issue.

R1 available.
Ericsson: The change in A.9 has clash with 3111, please double check.

Huawei: I removed the clash from this CR. R2 available.
Ericsson is fine with r2.

	
	
	3491
	CR 0194 29.522 Rel-16 Supported headers, Resource Data type and Operation Name
	Huawei
	Agreed
	

	16.22
	CT Aspects of 5GS Transfer of Policies for Background Data [xBDT]
	3119
	CR 0248 29.122 Rel-16 Traffic descriptor for xBDT
	Huawei
	Merged with 3175 into 3503
	CP-192182
This CR introduces a backwards compatible feature to the OpenAPI file.
ZTE:

This CR collides with 3175 and we need to discuss the merging process.
The main differences between 3119 and 3175 are as follows:

1) 3175 covers traffic descriptor modification scenario, while it's missing in this 3119. 

 I think AF can definitely modify the traffic descriptor, just as AF can modify the traffic descriptor for Traffic Influence.

2) 3175 add a new feature to indicate traffic descriptor for xBDT are only applicable to 5G.

3) For the data type definition, 3175 re-use the data types defined in the same TS and 29.514 for IP flow and Ethernet flow respectively, while 3119 references to data type defined in 24.526. 

Considering 3175 covers one more scenario, I prefer to take it as base CR.

Huawei: Traffic descriptor can’t be modified. New feature is not needed.

As the traffic descriptor is used in the URSP, it is simple to re-use the define defined for URSP.

Ericsson: I agree that traffic descriptor cannot be modified.
Please check my comment:

· Even feature is not needed, we can add a table note for Table 5.4.2.1.2-1 saying this attribute is only applicable for NEF.

· Table 5.4.2.3.2-1, I think we can be more specific by referring to Table 5.2.1 of 24.526, please double check.

· In openAPI, the last change, we shall avoid mention the ref. number [9] for TS 24.526.
ZTE: I agree to merge 3175 into this one.
Huawei makes r1 available.
Ericsson: NOTE 2 should be NOTE x.

And in openAPI, last chance should be aligned with data model description, i.e. table 5.2.1 of 3GPP TS 24.526.
Huawei makes r2 available.

ZTE is fine with r2.

Ericsson is fine with r2.


	
	
	3503
	CR 0248 29.122 Rel-16 Traffic descriptor for xBDT
	Huawei, ZTE
	Agreed
	

	
	
	3120
	CR 0174 29.522 Rel-16 Traffic descriptor for xBDT
	Huawei
	Merged with 3176 into 3504
	ZTE: This CR collides with 3176 and we need to discuss the merging process.
Considering 3176 covers traffic descriptor modification scenario, I prefer to take it as base CR.

Huawei: It is not allowed to modify the BDT information in current stage 2 requirement, e.g., the network area info can’t be modified. So the traffic descriptor can’t be modified either.

Since the modification is not allowed, the supported feature is not needed.

ZTE: I don't understand what you mean, "the network area info can’t be modified. So the traffic descriptor can’t be modified either"  
Huawei: The PATCH method supports to send the selected the transfer policy by the AF and disable the notification. It does not support to modify the information for the transfer policy decision. I think this limitation shall be applied to the traffic descriptor. 

SA2 requirement doesn’t support the BDT policy re-negotiation initiated by the AF.
ZTE: In my understanding,  traffic descriptor modification doesn't mean to BDT policy re-negotiation, e.g.  when the application server IP port is down,   the AF can replace the old IP port with the available one by updating the traffic descriptor.
Huawei: The traffic descriptor is only included in the Nnef_BDTPNegotiation_Create service operation in S2-2003501.

ZTE: I agree to merge 3176 into this one.
Huawei adds ZTE as cosigner and makes r1 available.

ZTE: ZTE CR contains other editorial changes, please include them into the merged CR
Huawei makes r2 available.

ZTE is fine with r2.


	
	
	3504
	CR 0174 29.522 Rel-16 Traffic descriptor for xBDT
	Huawei, ZTE
	Agreed
	

	
	
	3121
	CR 0194 29.519 Rel-16 Traffic descriptor for xBDT
	Huawei
	Merged with 3178 into 3505
	ZTE: This CR collides with 3178.
Both are workable, hence merging 3178 into this CR are acceptable to me if you like.
Huawei is fine with the proposal.

Huawei makes r2 available.

ZTE is fine with r2.


	
	
	3505
	CR 0194 29.519 Rel-16 Traffic descriptor for xBDT
	Huawei, ZTE
	Agreed
	

	
	
	3172
	CR 0197 29.519 Rel-16 Data type of internalGroupId attribute
	ZTE, Ericsson
	Agreed
	This CR introduces a backwards compatible feature to the OpenAPI file.

	
	
	3175
	CR 0251 29.122 Rel-16 Provisioning of flow info during BDT negotiation in 29.122
	ZTE
	Merged
	This CR introduces a backward compatible feature to OpenAPI file for ResourceManagementOfBdt API.

	
	
	3176
	CR 0176 29.522 Rel-16 Provisioning of flow info during BDT negotiation in 29.522
	ZTE
	Merged
	

	
	
	3177
	CR 0044 29.554 Rel-16 Provisioning of flow info during BDT negotiation in 29.544
	ZTE
	Merged
	This CR introduces a backward compatible feature in the OpenAPI file for the Npcf_BDTPolicyControl API.

	
	
	3178
	CR 0198 29.519 Rel-16 Provisioning of flow info during BDT negotiation in 29.519
	ZTE
	Merged
	This CR introduces a backward compatible feature to the OpenAPI file Nudr_DataRepository API for Policy Data.

	
	
	3183
	CR 0045 29.554 Rel-16 Traffic descriptor for xBDT
	Huawei 
	Merged with 3177 into 3506
	This CR introduces a backwards compatible feature to the OpenAPI file.
ZTE: This CR collides with 3177 and we need to discuss the merging process.

The main differences are as follows:

1) 3177 covers traffic descriptor modification scenario, while it's missing in this 3183. 

    I think AF can definitely modify the traffic descriptor, just as AF can modify the traffic descriptor for Traffic Influence.

2)  In 3183, traffic descriptor are not only included in BdtReqData, but also in TransferPolicy.

    I don't see the necessary to include traffic descriptor in TransferPolicy,  and your 3121 does not include the traffic descriptor in  TransferPolicy within BDTdata either.

I prefer to take 3177 as base CR, what do you think?

Huawei:

Same comment as the previous one for the traffic descriptor modification.

I can accept to remove the traffic descriptor from the TransferPolicy
Ericsson:

I agree with Huawei that modification is not supported.

I echo ZTE’s comment for removing it from TransferPolicy.

ZTE: I agree to merge 3177 into this CR.

Huawei makes r1 available.

ZTE is fine with r1.

Ericsson: I think it is wrong, please double check the yaml file name
        trafficDes:

          $ref: 'TS29122_3gpp-bdt.yaml#/components/schemas/TrafficDescriptor'
Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	3506
	CR 0045 29.554 Rel-16 Traffic descriptor for xBDT
	Huawei, ZTE
	Agreed
	

	16.23
	CT aspects of SBA interactions between IMS and 5GC [eIMS5G_SBA]
	3208
	CR 0214 29.514 Rel-16 Correction to NetLoc feature
	Ericsson
	Revised to 3642
	CP-192023 (CT4 leading)

This CR introduces a backward compatible correction in the OpenAPI file TS29514_Npcf_PolicyAuthorization.
Revision of3386 C3-202492

Huawei: Please clarify how the PCF set the "noNetLocSup" attribute value in 4.2.5.11 and 4.2.6.6

ZTE: Very minor: 
 5.6.2.9, " informationinformation," ,  please remove the redundant information.

Ericsson makes r1 available.
ZTE is fine with r1.

	
	
	3642
	CR 0214 29.514 Rel-16 Correction to NetLoc feature
	Ericsson
	
	

	
	
	3306
	CR 0243 29.514 Rel-16 "PCSCF-Restoration-Enhancement" feature corrections
	Ericsson
	Revised to 3427
	Huawei: agrees on the CR with the following comments:
· The OpenAPI file should be updated accordingly to change the required field for the PcscfRestorationRequestData data in POST Request Body from false to true.
Ericsson agrees with the comment. Ericsson makes r1 available.

Huawei is fine with r1.


	
	
	3427
	CR 0243 29.514 Rel-16 "PCSCF-Restoration-Enhancement" feature corrections
	Ericsson
	Agreed
	

	
	
	3307
	CR 0519 29.512 Rel-16 "PCSCF-Restoration-Enhancement" feature corrections
	Ericsson
	Agreed
	Huawei: I’m wondering whether we can change the proposed text as follows:

This subclause is applicable when the PCF based P-CSCF Restoration Enhancement, as defined in 3GPP TS 23.380 [21], represented by the supported feature "PCSCF-Restoration-Enhancement" is supported by both P-CSCF, PCF and SMF.

Ericsson:

in 3GPP 5GC features are defined per service/API. For each service we define optional features that can be supported by NF Service Producer and NF Service Consumer.
The "PCSCF-Restoration-Enhancement" feature defined in clause 5.8 in TS 29.512 (as you indicated in mail below) is not the same feature as the "PCSCF-Restoration-Enhancement" defined in TS 29.514. They can even have different names and therefore it is not correct to say that the "PCSCF-Restoration-Enhancement" feature defined in the Npcf_SMPolicyControl service is supported by the P-CSCF.
Huawei: Accepts the explanation. 


	16.24
	CT aspects of application layer support for V2X services[V2XAPP]
	3019
	CR 0005 29.486 Rel-16 Storage of YAML files
	Huawei
	Revised to 3511
	CP-192077 (CT1 leading)

Ericsson: Only minor thing: change subclause to clause (because this TS is new one).
Huawei makes r1 available.
Ericsson is fine with r1.

	
	
	3511
	CR 0005 29.486 Rel-16 Storage of YAML files
	Huawei
	Agreed
	

	
	
	3151
	CR 0006 29.486 Rel-16 URI of the VAE APIs
	Huawei
	Revised to 3512
	Ericsson: Comments:

1. The same comment provided on C3-203134 applies to this CR.

2. Clause 6.2.3.1: style of figure 6.1.3.1-1 should be changed to TH.

3. Clause 6.2.1: change in bullet list apiName to: vae-file-distribution

4. Clause 6.2.3.1: style of figure 6.2.3.1-1 should be changed to TH.

5. Clause 6.3.3.1: style of figure 6.3.3.1-1 should be changed to TH.

6. Clause 6.3.3.2.2: incorrect apiName in Resource URI, change it to: vae-app-req.

7. Clause 6.4.3.1: in table 6.4.3.1-1 for the Individual Group Configuration, remove space after group-configurations / in Resource URI.

8. Clause 6.4.3.3.2: in Resource URI remove space after group-configurations /.

9. Clause 6.5.3.1: style of figure 6.5.3.1-1 should be changed to TH.

10. CR cover page, Clauses affected: missing 6.1.3.3.2

Ericsson: I just discovered that some of changes (e.g. in Table 6.2.3.1-1, clauses 6.2.3.2.2 and 6.2.3.3.2 overlaps with C3-202112 which was agree in the previous meeting and therefore should be removed from this CR.
Huawei makes r1 available. For comment 6) ‘Clause 6.3.3.2.2: incorrect apiName in Resource URI, change it to: vae-app-req.’ is already be covered by C3-203387.
Ericsson: the following comment is not correctly implemented:

Clause 6.2.1: change in bullet list apiName to: vae-file-distribution
Huawei makes r2 available.

Ericsson is fine with r2.


	
	
	3512
	CR 0006 29.486 Rel-16 URI of the VAE APIs
	Huawei
	
	

	
	
	3241
	CR 0007 29.486 Rel-16 Correct resource tree and service
	Ericsson
	Revised to 3655
	Comments offline.

Huawei:

1. Figure 6.1.3.1-1: format of Figure should be TH, and update {apiVersion} to <apiVersion>, hence, Huawei will remove the change on Figure 6.1.3.1-1 from C3-203151

2. 6.1.7.3&6.4.7.3: remove the extra line between the sentence and table, like 6.3.7.3

Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	3655
	CR 0007 29.486 Rel-16 Correct resource tree and service
	Ericsson
	
	

	
	
	3299
	CR 0008 29.486 Rel-16 Optionality of ProblemDetails
	Huawei
	Not Pursued
	Ericsson:

If you check C3-202114 agreed in previous meeting, the 404 code is removed already so this CR is not needed.



	
	
	3322
	CR 0009 29.486 Rel-16 Corrections to apiVersion
	Ericsson
	Revised to 3513
	This CR introduces backward compatible correction in the OpenAPI files for VAE_MessageDelivery API, VAE_FileDistribution API, VAE_ApplicationRequirement API and VAE_DynamicGroup API.
No CR number
Huawei: I would suggest to just keep ‘Contains the URI of the newly created resource’ as the description of headers field for each API, same as the description for the first headers field in A.2
Ericsson makes r1 available.

Huawei is fine with r1.


	
	
	3513
	CR 0009 29.486 Rel-16 Corrections to apiVersion
	Ericsson
	Agreed
	

	
	
	3387
	CR 0010 29.486 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3514
	Huawei: R1 available, which is revised based on the comments received from other CRs on the same issue.

Ericsson:

Comments:
1. Table 5.1-2: for VAE_FileDistribution service change apiName to: vae-file-distribution.

2. Table 6.2.3.2.3.1-4: in a resource URI replace "v1" with "<apiVersion>"

3. Clause 6.2.3.3.2: here we have a problem since C3-202112 agreed in the previous meeting adds new row with apiVersion. We need to agree how to solve it i.e. that for apiVersion added by C3-202112 value "string" needs to be added as data type. My proposal is to add on CR cover page, in Other comments field: info that when this CR is implemented data type string needs to be added for apiVersion row included by C3-202112.

4. Clause 6.3.3.2.2: second row with apiVersion is deleted by C3-202112, therefore in the last row leave data type empty (remove string).

5. Clause 6.4.3.2.3.1: change identity of table 6.3.3.2.3.1-3 to 6.4.3.2.3.1-3, and identity of table 6.3.3.2.3.1-4 to 6.4.3.2.3.1-4.

6. Affected clauses are not listed in order, on CR cover page and in CR itself.

Huawei: We will revise C3-202112 to avoid clashes with this CR. R2 available.
Ericsson is fine with r2.


	
	
	3514
	CR 0010 29.486 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	
	
	3532
	CR 0001 29.486 Rel-16 Apiversion of VAE_FileDistribution API
	Huawei
	Agreed
	Revision of C3-202112

Ericsson: 

1. Date field on CR cover page should be adopted to this meeting.
2. Clause 6.2.3.1: empty line after clause heading should be removed and style of figure 6.2.3.1-1 should be changed to TH.

Huawei makes r1 available.

Ericsson is fine with r1.

	16.25
	xMB extension for mission critical services [MC_XMB-CT]
	
	
	
	
	CP-192253

	16.26
	CT aspects of enhancements for Common API Framework for 3GPP Northbound APIs [eCAPIF] 

	3224
	CR 0141 29.222 Rel-16 Add API category in discovery
	Ericsson
	Revised to 3480
	CP-192254

This CR introduces backward compatible feature for CAPIF_Discover_Service API.
Huawei:

· 8.1.2.2.3.1: please remove “This attribute is only applicable for CAPIF-6/6e interface.” There is no need to mention about CAPIF-6/6e at CAPIF-1/1e API.

Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	3480
	CR 0141 29.222 Rel-16 Add API category in discovery
	Ericsson
	
	

	
	
	3242
	CR 0136 29.222 Rel-16 Correct service API discovery in interconnection
	Ericsson, Huawei
	Agreed
	Revision of C3-202491

This CR introduces backward compatible correction for CAPIF_Discover_Service and CAPIF_Publish_Service APIs.

	
	
	3308
	Work Plan   Rel-16 eCAPIF work plan
	Samsung Electronics France SA
	Noted
	Two open issues with contributions in this meeting.

	
	
	3309
	CR 0145 29.222 Rel-16 Align interface names
	Samsung Electronics France SA
	Revised to 3481
	Huawei:

Huawei agrees on the CR with small rewording:

The source API exposing function takes the role of API invoker and communicates with the destination API exposing function over…..

And pls use CAPIF-x/xe not CAPIF-x and CAPIF-xe as reference points to align with other places, e.g. 1st bullet in subclause 5.6.1.1

Ericsson: I echo Huawei’s comment about CAPIF-x/xe, the consumer cannot use both reference points.

Samsung accepts the comments.
Samsung makes r1 available.

Ericsson is fine with r1.

	
	
	3481
	CR 0145 29.222 Rel-16 Align interface names
	Samsung Electronics France SA
	Agreed
	

	
	
	3312
	CR 0128 29.222 Rel-16 Service description and operations for CAPIF_API_Routing_Policy_API
	Huawei
	Revised to 3604
	Revision of C3-202395

LATE

Samsung: One minor comment, please update the CR revision history. 

Ericsson:

· Suggest to change the CR title: Service description and operations for CAPIF_Routing_Info_API
· Cover sheet can use the latest date.

· 5.x.2.2.2, step 2, if information is not available, 404 shall be returned. And typo “shall responds” follows.

Huawei accepts first two bullets. For the third one: According to TS 23.222 subclause 8.27.3, step 3, if CCF has no such information, it creates routing rule information for the service API and sends obtain routing information response with the routing rule information. If you still insist, we are fine with an Editor’s Note or send LS to SA6. R1 available.
Ericsson: The concern is that currently we are using GET to retrieve the API routing info resource. If the resource is empty on {serviceApiId}, and CCF creates it dynamically, it is more suitable to use a custom operation POST.
Considering the previous compromise, the CCF may or may not include routing rule in the topology hiding notification and at this point of time the CCF can create the resource for API routing info API and may update it later if there is routing rule change. If there is no IP address range included in the notification it implies any address is allowed and the CCF doesn’t have to create the resource (of course, another alternative is to create an empty one so to allow 204 No Content). Anyway, the current resource based design is not suitable for the dynamic routing info creation  at the point of API call but if stage 3 can agree the functionality and consider resource based API design over custom operation, I think it is solvable.

Huawei makes r2 available.

Ericsson is fine with r2. Samsung is fine with r2.

	
	
	3604
	CR 0128 29.222 Rel-16 Service description and operations for CAPIF_API_Routing_Policy_API
	Huawei
	Agreed
	

	
	
	3313
	CR 0129 29.222 Rel-16 API definition for CAPIF_API_Routing_Policy_API
	Huawei
	Revised to 3605
	Revision of C3-202396

This CR introduces new Open API "CAPIF_Routing_Info_API", and is a non backward compatible feature
LATE

Samsung: Two minor comments
1. Please update the revision history

2. In API root, update the name from “routing-info” to “capif-routing-info”.

Samsung: Parsing error in Open API (Line 86),

$ref: '#/components/schemas/IPAddressRange' should be corrected to  $ref: '#/components/schemas/IpAddressRange'

Ericsson:

According to the suggested solution in 3314, the corresponding changes should be:
· to allow entry AEF to fetch all routing info including AEF details and to support IP dual stack, suggested RoutingRule structure.

· 8.x.4.2.4 can be revised to Ipv6AddressRange and 8.x.4.2.5 can be removed.
· Suggest to rename the CR title to be: API definition for CAPIF_Routing_Info_API

Ericsson: 

To cover the case that CCF doesn’t have specific requirement for IP address range (i.e. any source address is permitted), we can omit the provisioning of IP address range. A note in RoutingRule table is proposed.
Huawei is fine with the note.

Samsung: As suggested in the meeting today, request you to update the Open API clause as follows. 

Update version from “1.0.0-alpha-1” to “1.0.0”; and

External Docs version updated to “16.3.0”.
Huawei makes r1 available.

Ericsson: I just realized that the resource tree is missing one level.
Like 8.2.2.1, it should have a resource collection segment before {serviceApiId}, you may call it /service-apis
In addition:

· routingRules is not “required” in openAPI, not aligned with data model.

· Cannot pass online check for openAPI.

· Missing minItems: 1 for ipv4AddrRanges and ipv6AddrRanges

Huawei makes r2 available.

Ericsson:

· The resource collection level shall be non-operative for the moment, i.e. remove the box.
· For resource name, I suggest to change it: API Routing Information of a Service API => individual Service API routing info

· Cover page, backward incompatible feature was mentioned?

· In revision history, suggest to replace “Achieved alignment with latest stage 2 procedure specified in TS 23.222” with “a full API for obtaining routing info was completed”.

Huawei makes r3 available.

Huawei: Since r3 missed 'l' in ".yam" -> $ref: 'TS29510_Nnrf_NFManagement.yam#/components/schemas/Ipv4AddressRange'. R4 available.

Ericsson: I’m fine with R4, just remember to update the Date in cover sheet when you store the final version.
Samsung is fine with r4.


	
	
	3605
	CR 0129 29.222 Rel-16 API definition for CAPIF_API_Routing_Policy_API
	Huawei
	Agreed
	

	
	
	3314
	CR 0130 29.222 Rel-16 API Topology hiding
	Huawei
	Revised to 3606
	Revision of C3-202397
This CR introduces new Open API "CAPIF_Routing_Info_API", and is a non backward compatible feature
LATE

Samsung: One minor comment, please update the CR revision history. 

Ericsson: Even there is no conclusion in SA6 meeting I managed to find a way out to satisfy both desires.
That is the CCF can base on its local policy to decide whether to notify all information including AEF details or just the API id.

In addition, for this CR:
· 5.3.2.5.2, for update event sent by CCF, is it a full update or partial update? I assume it is full update, then there is no difference comparing to API_TOPOLOGY_HIDING_CREATED so we can merge those two events into one.

· 5.4.2.2.2, change is not needed. I don’t think the entry AEF, when subscribing to CAPIF event, will need any event filer for topology hiding, otherwise it already has the interested and configured service provider AEFs which is against the dynamic topology hiding (I call it dynamic comparing to static topology hiding function in R15).

Huawei: We can compromise to use the RoutingRule data type in the TopologyHiding data type, and your 3313 proposal of RoutingRule definition, but we would like to add a NOTE to indicate that for topology hiding scenario, the routingRules shall be provided, and the 'ipv4AddrRanges' and/or 'ipv6AddrRanges' attributes are optional to be provided, since for topology hiding case, the routingRules shall be included. Rest of comments are ok.
Ericsson is not ok with this note.

Huawei: SA6 has specified 2 features – Topology Hiding and Dynamic API routing.
CT3 implementation should support both.

Huawei provides details to justify the need for both and the needed information to be included.

Reply from Ericsson. Now the controversial issue is only whether the CCF can, in addition, notify the routing policy as well so the entry AEF has it buffered and can skip the “obtaining routing info” API. Unclear if a normative table note can be the way forward.
Huawei: Our proposal solves service API invocation for all these cases. Whereas your proposal only aims to solve service API invocation for Dynamic API routing and ignores Topology hiding.

Now, having said the above, it is possible that we can optimize further for signalling efficiency reasons, that we mandatorily notify the API routing information from CCF to entry AEF. It resolves service API invocation for all the cases. I agree with going forward with this optimization also.
With regards to the note: Yes, we meant the TABLE NOTE which is normative. As mentioned above, another way forward based on your proposal is that we make the routing rules MANDATORY in the notification, it satisfies the signalling optimization issues and also solves all the cases explained above. Are you fine with it? This may render no use of the Obtain API routing from entry AEF to CCF (unless there has been considerable delay in notification from CCF to entry AEF after the API publish operation), which is also Ok with me.
Huawei makes r1 available.

Ericsson: “Updation” is not a proper English, “Update” should be used (you can search it in the whole CR).
In revision history, suggest to replace “Achieved alignment with latest stage 2 procedure specified in TS 23.222” with “a full support for API topology hiding was completed”.
Huawei makes r2 available.

Samsung is fine with r1.

Ericsson: I’m fine with R2, just remember to update the Date in cover sheet when you store the final version.
Samsung is fine with r2.


	
	
	3606
	CR 0130 29.222 Rel-16 API Topology hiding
	Huawei
	Agreed
	

	16.27
	CT aspects of Service Enabler Architecture Layer for Verticals [SEAL]

	3020
	pCR  29.549 Rel-16 Update general subclause for OpenAPI specification
	Huawei
	Revised to 3409
	CP-192255 (CT1 leading)

Samsung: One minor editorial correction, replace “subclause” with “clause”
Huawei makes r1 available.
Samsung is fine with r1.

	
	
	3409
	pCR  29.549 Rel-16 Update general subclause for OpenAPI specification
	Huawei
	Agreed
	

	
	
	3070
	pCR  29.549 Rel-16 security of SEAL-S reference point
	Huawei, HiSilicon
	Revised to 3411
	Samsung:

1. First change of removing the EN is handled in C3-203315 by Samsung.
2. Reiterating what is specified by SA3 in another TS 33.433 is redundant. We can cover this aspect in CT3, if CT3 has to anything additional to clarify / address in TS 29.549.

Huawei:

I can remove the first change in clause 6.3 of C3-203070.

(I suppose you are talking about the TS 33.434.)

The changes in clause 9 of C3-203070, since this follows the style in clause 10 of TS 29.222, I would like to keep it.
Samsung: TS 29.222 had clarifications on mapping of security related APIs and service operations to various procedures in 33.122. 

We can keep the changes to clause 9 as per your proposal to address the same. May be update it KM-S security and the key management procedure details when approved.  
Huawei makes r1 available.

Samsung: Can you remove the reference to 33.434? This reference is added in 3315 contribution.
Huawei: As you commented, I removed the reference to 33.434. R2 available.
Samsung is fine with r2.



	
	
	3411
	pCR  29.549 Rel-16 security of SEAL-S reference point
	Huawei, HiSilicon
	
	In the inbox.

	
	
	3071
	pCR  29.549 Rel-16 UnicastQosRequirement
	Huawei, HiSilicon
	Revised to 3412
	Samsung: Can we shorten the attribute “unicastQosRequirement” name?
Ericsson: Put those N5 media info will not be a exhausted list and have the risk of exposing such capability towards a untrusted VAL server.

In the past when discussing what info can really be exposed to the AF (for T8) it was agreed to have only the pre-configured QoS reference.

So I would request to change unicast Qos requirement to a simple string containing the QoS reference.

Huawei: I will try to shorten the attribute name of  “unicastQosRequirement” and use simple string containing the QoS reference.
Huawei makes r1 available.

1. Samsung: Open API file has parsing errors in “QosRequirement” data type definition. Please correct.
2. Remove change over changes in OpenAPI clause A.4.

Ericsson: For the attribute name, how about uniQosReq?

And we can directly use simple string for uniQosReq, there is no need to define a new data type in 7.4.1.4.2.X.

Huawei: In the second draft revision, I made the following changes:

· Use “uniQoSReq” attribute name

· Remove the proposed new data type “QosRequirement”

· Hopefully, correct the parsing error in Open API

· Please double check whether there is still have change on changes

R2 available.

Ericsson: Within UnicastSubscription data type, uniQoSReq as a string can be defined instead of having a qosReq including uniQosReq

Samsung is fine with r2.

Huawei makes r4 available. QoS requirement is optional in optional so it should be defined as optional.

Ericsson is fine. Samsung is fine.

	
	
	3412
	pCR  29.549 Rel-16 UnicastQosRequirement
	Huawei, HiSilicon
	
	In the inbox.

	
	
	3072
	pCR  29.549 Rel-16 MulticastQosRequirement
	Huawei, HiSilicon
	Revised to 3413
	Samsung: Minor one, can we shorten the attribute “multicastQosRequirement” name?
Ericsson: For multicast QoS requirement, it can also be a simple pre-configured QoS reference and SEAL NRM server will map it to GBR, MBR, QCI, ARP which were exposed by xMB/MB2.

Alternatively, SEAL NRM server can expose GBR, MBR, QCI, ARP to the VAL server.

Huawei: I will try to shorten the attribute name of  “multicastQosRequirement” and use simple string containing the QoS reference.

(The intention is to keep alignment with attribute “unicastQosRequirement”.)
Huawei makes r1 available.
Samsung:

1. Open API file has a parsing error. Please correct.
2. Remove change over changes in OpenAPI clause A.4.

Ericsson:

How about using string directly and renaming the attribute like multiQoSReq?
Huawei: In the second draft revision, I made the following changes:

· using string directly and renaming the attribute 

· Hopefully, correct the parsing error in Open API

· Please double check whether there is still have change on changes

R2 available.3373

Ericsson: Within MulticastSubscription data type, multiQoSreq as a string can be defined instead of having a qosReq including multiQosReq.
Samsung is fine with r2.

Huawei makes r4 available.

Samsung and Ericsson are fine with r4.


	
	
	3413
	pCR  29.549 Rel-16 MulticastQosRequirement
	Huawei, HiSilicon
	
	In the inbox.

	
	
	3073
	pCR  29.549 Rel-16 valServiceId
	Huawei, HiSilicon
	Merged
	Samsung: C3-203234 from Ericsson and Samsung resolves the EN with alternate resource structure. 

This can be noted if C3-203234 is approved. 
Huawei: Please check the email discussion on 3234, Huawei would like to merge 3073 into C3-203234.

Samsung: To clarify on point 2, the additional data type was added to address the “oneOf” presence condition between VAL user ID and VAL UE ID. Open API doesn’t support handling “oneOf” presence condition in query parameters. 



	
	
	3074
	pCR  29.549 Rel-16 BM-SC user plane address
	Huawei, HiSilicon
	Revised to 3415
	Ericsson:

· Suggest to remove “BM-SC” in front of user plane address, it is possible that the VAL server cannot access BM-SC directly (otherwise it can bypass SEAL and use xMB/MB2 directly) so SEAL NRM serve provides its user plane instead.
· Suggest to rename the attributes:

· upIpv4Addr

· upIpv6Addr

· upPortNum

· upPortNum can use date type defined in 29.122 named “Port” with range definition, the presence should be “O” since it is only provided in the POST response.

· table note can be shorten: at least one of upIpv4Addr or upIpv6Addr shall be provided.

· The “UP information” in 2nd editor note can be removed, since the UP information was solved in this CR.

· openAPI update needed to align with above comment.

Huawei accepts the comments.

Huawei makes r1 available.

Ericsson: Just one minor thing: change for clause 3.2 can be removed.
Samsung: If “UP Information” is removed from the second Editor’s note, would like to understand what is left to address in service definition?

Can the Editor’s note be resolved?
Huawei: I suggest to remove the second Editor’s note completely, if there is no objection.

Huawei: In the second draft revision, I made the following changes:

· Remove the change for clause 3.2

· Remove the second Editor’s note in clause 7.4.1.4.2.2 completely 

R2 available.
Ericsson: Could you explain how you solve the 2nd EN completely? Previously my comment was:
· The “UP information” in 2nd editor note can be removed, since the UP information was solved in this CR.


	
	
	3415
	pCR  29.549 Rel-16 BM-SC user plane address
	Huawei, HiSilicon
	
	

	
	
	3131
	pCR  29.549 Rel-16 Create, Update and Cancel service operations for SS_LocationReporting API
	Huawei
	Revised to 3634
	Ericsson:

I’m wondering if we can discuss this without receiving LS reply for C3-202441.

Check the status of the WI at the end of the meeting. If it can be completed then the CR will be accepted and further clarifications will be brought as corrections in coming meetings.

Ericsson:

5.2.1.2.3.2
- Remove this sentence: “This request shall not replace configurationId property in the existing resource.” Since it is a PUT on the {configurationId}, if it is pointing to another resource, LMS will check if VAL server is authorized to do that.

- Remove step 2 accordingly.

- Remove “the configurationId matches” in step 3.

Huawei makes r1 available.
Ericsson: The update is fine in R1.

Please keep it open until the end of the meeting as we discussed in Conf call.



	
	
	3634
	pCR  29.549 Rel-16 Create, Update and Cancel service operations for SS_LocationReporting API
	Huawei
	
	

	
	
	3150
	pCR  29.549 Rel-16 URI of the SEAL APIs
	Huawei
	Merged with 3321 into 3416
	Samsung: With respect to correcting the “{}” to “<>” in APIs, the Table 7.1.1.2.2.2-1 “Resource URI variables for this resource” and other tables in other APIs, define the “apiRoot” and “apiVersion” as variables for each API. Can you clarify if these qualify as placeholders or variables?

Huawei: I agree that the table title is not so precise or suitable, since the apiVersion is placeholder for fixed v1 as described in subclause 7.x.1.1 .

But it’s too late to change the table title from the SBI TS template which is applicable for all the CT3/CT4 APIs.

Samsung: As per SBI TS template, clause 6.1.1, the service API name is a placeholder “<apiName>” and the API version is the variable  “{apiVersion}”. 

Huawei: CT4 agreed CRs (e.g. C4-202457) in previous meetings to change to <apiVersion>, and in this CT4 meeting, C4-203023 is submitted to change the SBI template. As I know, no objection about that in CT4.

Samsung: I think we should wait for CT4 to agree on these. I don’t have issues on aligning with SBI template.
CT3 will accept the decision on CT4 on the SBI template.

Samsung: With respect to taking changes in this proposal into C3-203234, apart from 7.3.1.2.1, please remove the following clause change from 3150.
3234 removes 7.3.1.2.2.2 clause and adds a new one, I will update <apiVersion> in resource definition in revision of 3234.
CRs will be prepared and will wait for final CT4 agreement. If not ready by the end of the meeting CT3 will agree on the CRs. Divergences will be sent to the Plenary.

Huawei makes r1 available.
Samsung is fine with r1.

	
	
	3416
	pCR  29.549 Rel-16 URI of the SEAL APIs
	Huawei, Ericsson
	
	

	
	
	3233
	pCR  29.549 Rel-16 Pseudo-CR on API cleanup
	Ericsson
	Agreed
	Samsung: In Table 7.2.1.2.2.3.2-3 , “204 No content found” was added based on comment from Huawei during previous meeting.

Ericsson: I explained in the cover sheet:

The GET on resource collection can return empty array to indicate “nothing is found” and this is existing practice in other northbound APIs (e.g. TS 29.122).

Also in our CR 3234, I didn’t add 204 either. I hope it is fine for Huawei to remove it.

Huawei confirms it is fine.



	
	
	3234
	pCR  29.549 Rel-16 Pseudo-CR on generic CM GET
	Ericsson, Samsung
	Merged with 3073 into 3414
	Huawei: Huawei agrees on the proposal and would like to merge C3-203073 into C3-203234 with the following comments:

1. How the VAL server is aware of the valServiceId in advance?

2. no need to define new ValTargetUe data type since other SEAL API also include both attributes without dedicate data type, otherwise, it’s better to update all of the related APIs which includes valUserId and valUEId attributes

3. 7.3.1.2.1: clashes with C3-203150, Huawei will remove the change from 3150 but in revision of 3234, please update the figure and table as proposed by 3150

Ericsson: will merge Huawei CR into 3234.

1. Some VAL servers may know it, for example, an identifier of a V2X service, e.g. ITS-AID or PSID specified in ETSI TS 102 965 [26] and ISO TS 17419 [27], can be used as a V2X service ID

2. The intention is to provide openAPI schema check for presence condition since it is not possible to specify it directly in query parameter section. Samsung: 

3. Sure, if the convention is to be agreed for placeholder vs. variable. what do you think? 

Huawei:

If you prefer to define the dedicated data type to include the alUserId and valUEId attributes, then please update the corresponding in the whole TS, we prefer harmonize solution.

Please reflect comment 3 in the revision.

Samsung: Are you suggesting to update other APIs/Open APIs with “ValTgtUe” data type? 

If yes, maybe we new pCR to handle this. 
Huawei: I think update in this CR is good enough, since the data type is defined here.
Samsung: 

Based on comments received, following updates are implemented in Revision 1.
1. Merge the changes from 3073, excluding the Editor’s note change.

2. From 3150, implemented the clause 7.3.1.2.1 and 7.3.1.2.2.2 changes.

3. Updated the presence condition of attributes in table 7.3.1.4.2.x-1 to “C”

4. Updated the whole TS to harmonize with “ValTargetUe” dedicated data type.

R1 available.

Ericsson: I’ve made further changes:

· Revert update for presence condition in table 7.3.1.4.2.x-1, since the presence condition is not described in this table.
· add notifUri as ‘required’ field in openAPI for unicast resource to align with data model definition.

· Replace “membersList” with “members” and re-use data type ValTargetUe.

Ericsson makes r2 available.

Samsung: 

On third proposal, replacing “membersList” to use “ValTargetUe”. 
As per stage 2, the definition of members is list of VAL Users or VAL UEs, which cannot be achieved by the proposal of “array(ValTargetUe)”. I see also the current description of “membersList” is not aligning to stage 2. 

So, my proposal is 

1. Revert your change on “membersList”

2. Update the description of “membersList” to “List of VAL User IDs or VAL UE IDs, which are members of the VAL group.”, in data type and open API. 

Ericsson: I don’t understand why it cannot be type ValTargetUe. But I agree with your suggestion to update description to align with stage 2.
Samsung: ValTargetUe can include wither VAL user or VAL UE. Which means, in an array of ValTargetUe, it can be mix of VAL users and VAL Ues, not either VAL users or VAL Ues. That’s my concern. 

Ericsson: But the original definition cannot prevent such mixture either since it is just array of strings.

I don’t think in reality the VAL server will mix them together. And since it is just a string without any restriction on schema how it should be encoded, even with “oneOf” we cannot prevent someone mis-uses VAL ue id as VAL user id.
Samsung: I am fine then. Let us update the description. That should be the requirement for VAL and SEAL server. 

Revision 3 is available. 
Ericsson is fine with r3.


	
	
	3414
	pCR  29.549 Rel-16 Pseudo-CR on generic CM GET
	Ericsson, Samsung, Huawei, Hisilicon
	Agreed
	

	
	
	3310
	Work Plan   Rel-16 SEAL Workplan
	Samsung Electronics France SA
	Noted
	There are pCRs in this meeting for the open issues except for a remaining EN.

	
	
	3311
	pCR  29.549 Rel-16 Clarification on Group create event
	Samsung Electronics France SA
	Revised to 3587
	Ericsson: Thanks for bringing the clarification but this might not work. The SEAL-X service API is not specified (e.g. GMS <-> CMS). How about notify all created groups by default if there is no event filter provided? 

If there is a need for consumer to be notified about the newly created group for certain val service, the val service can be part of the event filter (which is not reflected yet in the data model).

Then we keep the general clause 5.3.2 unaffected and make necessary clarification in the data model.

Samsung: Currently SEAL-X interface doesn’t define any procedures between GMS and CMS, and is implementation specific. SEAL servers interactions are needed for other operations as well. To notify all groups by default, the group management server still needs to identify the right VAL server(s), as VAL servers may belong to different VAL service providers. Notifying an unintended VAL server is, signalling overhead of receiving lot of unwanted notifications and security risk of notifying about the VAL group to a VAL server belonging to different service provider. 

Ericsson: On “To notify all groups by default, the group management server still needs to identify the right VAL server(s)”
I think it should be the choice on the VAL server side. If VAL server knows its specific val service, it should carry it in the query to filter the report.
If SEAL server can figure it out by implementation specific means, we don’t need to describe that either.
Samsung: Following precondition from stage-2 requires filtered notifications to the VAL servers. Since it is a precondition, our proposal is to add that as a simple clarification in the clause 5. We don’t think there is need of query filter as SEAL server is aware of the VAL servers. 

“The group management client, group management server, VAL server and the VAL group members belong to the same VAL system.”
Ericsson: I could not derive SEAL server knows val service id corresponding to the val server from this cited pre-condition. One possibility is that during the event subscription the “VAL server id” is used to derive val service id if SEAL server has the corresponding configuration; or the event filter can include explicit “val service id”.
Samsung proposes a rewording.
Ericsson: It is important that proper authorization is performed at the time of subscription, and it is beneficial to provide an explicit event filter “val service id” to further narrow down the number of reports. Suggestion made for the procedure. 
And the corresponding data model impact is needed as well.
Samsung: Authorization of event subscription is covered in Subscribe_Event service operation. The explicit filter is redundant as the SEAL server can identify the relevant targets based on the available information. Also, adding a filter will not be aligned with stage-2 which assumes that there is a correlation established between the SEAL server and the VAL server (based on pre-condition), which is enough to identify the targets. We agree that filtering out based on the explicit request from the VAL server may be a good addition, but should be done in rel-17, after corresponding update in stage-2. I have simplified the clarification.

Ericsson: Fine to have additional filter in R17. 

I still think it is part of the authorization, once it is done, it is natural to control what info shall be notified or not.

And the only information to derived service id is subscriberId.

Simply we can have this:

In order to authorize the VAL servers that have to be notified of the GM_GROUP_CREATE event, the Group Management server shall identify the VAL services (VAL Service IDs) allowed for the VAL server by the “subscriberId” attribute.

Samsung: propose to complete the sentence with “and shall notify the VAL server if the VAL services enabled for the created VAL group are allowed for the VAL server. “
Ericsson is fine with the proposed text.

Samsung makes r1 available.

Ericsson is fine


	
	
	3587
	pCR  29.549 Rel-16 Clarification on Group create event
	Samsung Electronics France SA
	
	

	
	
	3315
	pCR  29.549 Rel-16 Clarification on usage of TLS
	Samsung Electronics France SA
	Revised to 3417
	Ericsson: Could you point out the clause in 33.434 about the HTTPS for SEAL-S? I could not find it.

Samsung: Security of SEAL-S and KM-S are specified in clauses 5.1.1.4 and 5.1.1.8 respectively. These refer to 33.310 and 33.210, which specify the applicable TLS profiles.

Ericsson: 5.1.1.8 describes only IP level security, 5.1.1.4 mentions TLS.

To be more specific, maybe you can put clause number in your CR, please consider.

Samsung: Both TS 33.210 and 33.310 that these clauses in turn refer to, specify the TLS profiles applicable.

Do you want both these clauses to be mentioned in the change?

Ericsson: 5.1.1.4 is sufficient.

Samsung: Both TS 33.210 and 33.310 that these clauses in turn refer to, specify the TLS profiles applicable.

Do you want both these clauses to be mentioned in the change?

I have added 5.1.1.4 clause number. R1 available.
Ericsson is fine with r1.

	
	
	3417
	pCR  29.549 Rel-16 Clarification on usage of TLS
	Samsung Electronics France SA
	
	

	
	
	3316
	pCR  29.549 Rel-16 Fetch location report trigger service operation
	Samsung Electronics France SA
	Revised to 3418
	Samsung: Table 5.2.1.2.1-1 in TS 29.549 needs to be updated with the new service operation definition added. Propose to revise this pCR to add the relevant changes. 
Let me know your thoughts, I shall take a revision and update.

Huawei is fine. Ericsson is fine.

Samsung: As agreed, have updated Table 5.2.1.2.1-1 with new service operation. R1 available.
Ok for Ericsson and Huawei.


	
	
	3418
	pCR  29.549 Rel-16 Fetch location report trigger service operation
	Samsung Electronics France SA
	
	

	
	
	3317
	pCR  29.549 Rel-16 Miscellaneous corrections
	Samsung Electronics France SA
	Agreed
	

	
	
	3318
	pCR  29.549 Rel-16 SEAL Security APIs
	Samsung Electronics France SA
	Revised to 3530
	Ericsson:

· It is not clear how the key records are organized (is it possible to have a generic /key-records/{recordId} instead of using VAL services?)
· Version is not part of the resource representation for key record, is that possible to use openAPI version to replace it? I guess the intention from SA3 probably was to identify a specific KM request version which corresponds to the stage 3 openAPI version.

· skmsUri is already part of the resource URI, I assume it is not needed in the request body.

· valClient id is not needed for VAL server, client id is used by KM Client. So the ValTarget can be removed since it is already defined in CR 3234. 

· Val client id should be removed completely from this pcR.

· For date time provided in the request/ response, it is not needed since RFC 7231 already has The "Date" header field.  
Samsung:

· As per clause 5.3 in TS 33.434, fetching Key management information is specific to VAL service and hence the resource structure was designed around VAL service.

· The version is related to key management request. Though further details are not available, but this is not Open API version.

· skmsUri is sent on KM-UU and KM-S reference points. Hence I think it is not the same as the API Uri and have included as IE. 
· VAL Client ID is present as per KM request in TS 33.434, irrespective of KM client or VAL server. Hence this was included.

· Same as above

· Initially I thought data/time not necessary as explicit request parameter. However, as per the f text in 7.1.1.2 of RFC 7231, and clause 5.3 of TS 33.434, I have considered to include data/time in the request specifically.
Huawei:

1. Table 7.6.1.2.2.3.1-1, why need skms-uri (The URI of the SEAL key management server to which the request is sent.)?

2. Table 7.6.1.4.2.3-1, why need skmsUri and skmsId?
Samsung:

1.  skmsUri is sent on KM-UU and KM-S reference points. Hence this may not be the same as the API Uri and have included as IE. This is included as per 33.434. 

2.  They are included as per 33.434.

Ericsson: SA3 TS is applicable for both CT1 and CT3 specification, so I really don’t see a need to have val client id in SEAL-S/KM-S interface.

Regarding version, is it part of the algorithm in *key calculation*? At least from current SA3 TS draft I cannot see how KMS derives the Key but it is assumed the key was provisioned in advance statically.

So my assumption is that the version is similar to openAPI version, we can ask SA3 via LS for confirmation if needed.

For date, SA3 says:

-     the Date/Time is within a recent time window (e.g. 5 seconds).

So it is a requirement for rejecting a “late” request, BTW, even RFC is “should” but in 3GPP we can make more strong requirement for HTTP header usage.

Val service id is the resource id in your proposal right? So it is duplicated in both resource id and body.

I would prefer to have  /key-records/{recordId} which is more generic.

Samsung:
*SA3 procedure is same for KM Client and VAL server, and there is no differentiation in SA3 that the VAL server doesn’t fetch key information specific to VAL client. It is possible that VAL server may be fetching Key information on behalf of VAL client, like it fetches for VAL user or VAL UE.

*In my opinion “version” is not Open API version. The procedure is applicable to both KM-UU and KM-S reference points. However, as suggested, I am fine checking with SA3 via LS. Based on SA3’s response, the needed alignments can be brought as essential corrections in next meeting. 

*Fine with removal of date/time attribute
*The proposed resource URI, “val-services” is the collection resource. Hence VAL service ID is a parameter in the GET request.
Ericsson:

* We have not specified any other similar use case in other SEAL APIs, so for the use case “VAL server may be fetching Key information on behalf of VAL client” is there any reference in 33.434? If not, we can draft LS to SA3

* So far SA3 says “it is the version identifying the request”, if it is not protocol version, I’m not sure whether this “version” is part of the resource to identify key version. E.g. O&M may provision into KMS with different version for key materials in advance and VAL server use key version as part of the query to get the corresponding key.

* don’t object val server id as parameter. But like what we worked on the Group mgmt. GET CR, the val service id is the individual resource id. In this CR, even not explicitly show on the resource tree, under the collection there is an {valServiceId}, so I guess you wanted to use GET directly to the individual resource w/o the query parameter “val-service-id”, or…?
In current CR, the val service id is duplicated in both resource id and body. As I said, using the generic /key-records/{keyRecordId} is more flexible and can avoid duplication.

Samsung:

* I take back my comment on the possible use case which is not specified in 33.434. However, my intent was to state that, we are including VAL client ID as per stage 2 procedure, not contemplating on the stage 2’s reason for this.

* Will exclude “version” for now. Do you want to send an LS?

* As per the proposal, resource uri is “/val-services”. {valServiceId} is not in the resource URI. I see the confusion, there are two figures, one is actually deleted which consists of “{valserviceid}”. Do you want the resource uri as “/key-records”?
Ericsson: open issues:
1) Whether CT3 needs to support VAL client or not?
There is no explicit requirement in 23.434 requiring a VAL server to support client id. Stage 2 requirement in SA3 needs to consider both VAL client and VAL server as consumer. Considering the “version” issue below, we can also ask SA3 to clarify the requirement.
2) “version” (i.e. 0.0.0) as described in 33.434 is a protocol version or key version?

No conclusion, the usage is unclear. Better to draft LS to SA3.
3) Resource tree design

“/key-records” has better generic structure for stored keys, Yes, I prefer to have this in the figure and also show /{keyRecordId} as non-operable resource (like 3234).
Samsung:

· As suggested, I am fine to get clarifications from SA3 on VAL Client ID and Version. Based on SA3’s clarification, we can update in CT3 specifications as essential corrections.
· Will remove “version” and “val client id” from the procedure for now. 

· On resource tree design, will implement the proposed structure. 

· As agreed earlier, will remove date/time attribute from the request. 
Ericsson: Please note that, after removing client id we can also re-use the data type ValTargetUe.
Samsung: 

As suggested,  implemented the following. 
1. Update resource tree to “/key-records”

2. Removed “version”, “val client ID” and “date/time” attributes. 

3. Reuse “ValTargetUe” in Get query and ValKeyInfo data types.

R1 is made available.
Ericsson: 

Stage 2 says: The KMS shall verify the SKmsUri is the SKM-S URI of the target SEAL KMS. It is not clear to me what is the intention. If it is not the resource URI, is it a URI on the target KMS so the receiving KMS needs to further contact the target KMS by using the SkmsURI?

Suggest to remove it for the time being and ask question to SA3.

In addition, please check attribute name update suggestion and dateTime is not removed from response.

And why keyInfo is not mandatory? In stage 2, it says  “if the request does not require a payload” how to determine a request doesn’t require a payload?

Samsung:

On skmsUri, since the URI is same on KM-UU and KM-S interfaces, we think this URI is not same as the open API URI and hence it was included. However, if you insist, will remove and add a question in the proposed LS. 
On date/time in the response, will remove and add the relevant question in LS.

On ValKeyInfo, data model is adopted as per TS 33.434, where payload is optional. Regarding “if the request does not require a payload”, I think this note was added to address the case of key information not available corresponding to the request. I can make this mandatory.
Ericsson:

I could not figure out how URI is used, whether it is a kind of token for verification which is different than where the resource located or it can be used a redirection URI.
For the time being, let’ remove it.

And for the optional key info, the sentence “if the request does not require a payload” gives me the impression that the consumer doesn’t want to have payload which is against the purpose of the API. Or stage 2 wants to say “if the KMS determines the key material is not needed for the requesting VAL service”, I have no clue at this moment.

To be on a safe side, let’s keep it optional and probably we can also clarify it in the LS.
Samsung: R2 available. As suggested, removed skmsUri and date/time from the request/response. 

Ericsson:

1) Procedure still requires VAL user ID or ue id, this is the suggested text below:
To obtain key management information specific to VAL service, the VAL server shall send HTTP GET request message to key management server, on Key records resource collection URI, with query parameters VAL service ID and optionally VAL user ID or VAL UE ID, as specified in 7.6.1.2.2.3.1. 

2)

Remove below text from openAPI:

        - name: skms-uri

          in: query

          description: Identifying the uri of the SKM-S.

          required: true

          schema:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'

Samsung: R3 available.

Ericsson is fine with r3.

	
	
	3530
	pCR  29.549 Rel-16 SEAL Security APIs
	Samsung Electronics France SA
	Agreed
	Dependency with CT4. Keep it open.

	
	
	3588
	LS on Clarification of Key Management procedure in SEAL
	Samsung Electronics France SA
	
	Samsung: Revision available. 

I have captured queries related to Version, VAL Client, Date/Time, SKMSUri and Payload information elements. 
Ericsson provides an update.

Samsung: I am fine with your changes. Have included VAL server to your change in Q5. 

R1 available.

Ericsson is fine with the updates.


	
	
	3319
	TS or TR cover  29.549 Rel-16 Coversheet for Approval
	Samsung Electronics France SA
	Postponed
	

	
	
	3459
	TS 29.549 v1.3.0
	Samsung Electronics France SA
	
	

	
	
	3321
	pCR  29.549 Rel-16 Corrections to apiVersion
	Ericsson
	Merged 
	Huawei:

This CR clashes with C3-203150 only on A.2 and A.5. 

C3-203510 removes the description since we agreed in last meeting that should be as general as possible, also similar as other new Rel-16 TSes, i.e. TS 29.486, TS 29.675, TS 29.517. Hence, no change is needed in A.4.



	
	
	3386
	pCR  29.549 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Revised to 3419
	Samsung:

1. Why is table 5.1-2 needed
2. Why to define data types of apiRoot and apiVersion, if they are placeholder values (as per 3150 from HW) and not URI variables?

3. Why is information on headers supported in 201 response needed? There are standard HTTP headers right?

4. In Table 7.3.1.2.2.2-1, 7.4.1.2.2.2-1, 7.4.1.2.3.2-1, 7.4.1.2.4.2-1, 7.4.1.2.5.2-1, 7.5.1.2.2.2-1, 7.5.1.2.3.2-1, second column heading should be “Data Type”.

Huawei.

1. as agreed by C4-200934, concern is that the product may not know the mapping between the service/API and the yaml file, since there is no introduction for that.

2. It’s just align with SBI template, regardless of placeholder or variable, it’s unclear about the data type of that.

3. as agreed by C4-202380, the main body miss to mention the required loaction headers

4. Will update in the revision
Samsung thanks the clarifications.

Comments from Ericsson on SBIProtoc16 apply.

CT3 concludes that only the HTTP headers included explicitly in the OpenAPI file and procedures will be part of the tables.
Huawei makes r1 available.
Samsung is fine with r1.

	
	
	3419
	pCR  29.549 Rel-16 Supported headers, Resource Data type and yaml mapping
	Huawei
	Agreed
	

	16.28
	CT aspect of single radio voice continuity from 5GS to 3G [5G_SRVCC]
	
	
	
	
	CP-193014 (CT4 leading)



	16.29
	Technical Enhancements and Improvements [TEI16]
Please use agenda 16.29.1 and 16.29.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI16 and the WI code of previous release (e.g. TEI16, SDCI-CT)
	
	
	
	
	

	16.29.1
	TEI16 for IMS/CS
	3184
	CR 1008 29.165 Rel-16 Adding the RLOS to the major capabilities table over II-NNI.
	NTT corporation
	Revised to 3428
	Ericsson:

Ericsson is fine with adding support of RLOS over roaming II-NNI. Work item PARLOS also covers CT3 impacts and therefore the work item TEI16 should be replaced with PARLOS. We should also include a new clause that will specify what should be supported over roaming II-NNI.
NTT accepts the comments.
3428 is moved to PARLOS WI.

NTT: I added Ericsson to the Source to WG and changed the title. 3428 uploaded.

	16.29.2
	TEI16 for Packet Core
	3035
	CR 0742 29.213 Rel-16 Support of applications with specific QoS hints
	Ericsson
	Agreed
	

	
	
	3036
	CR 1643 29.214 Rel-16 Support of applications with specific QoS hints
	Ericsson
	Revised to 3660
	Huawei: The CR uses QoSHint feature or "QoSHint" feature, could you please keep alignment?

Ericsson makes r1 available.
Huawei: should use "QoSHint" feature similar as C3-203038, right?

Ericsson: name of new feature is QoSHint. The reason why I removed quotation marks from new clause in 3036_r1 is because you requested alignment in CR. And I removed them because in TS 29.214, e.g. in clause 5.3.16 all other mentioned features are without quotation marks.
Huawei: But this will misalign with C3-203038.

Ericsson: as you know 3038 is for another TS so can do alignment between 2 existing TSs. In 29.514, same as in 3038 when some feature is mentioned it can be with or without quotation marks. 
So I do not have any problem to also revise 3038 and to remove quotation marks i.e. I will do so.

Huawei is fine with r1.


	
	
	3660
	CR 1643 29.214 Rel-16 Support of applications with specific QoS hints
	Ericsson
	
	

	
	
	3037
	CR 0151 29.513 Rel-16 Support of applications with specific QoS hints
	Ericsson
	Agreed
	

	
	
	3038
	CR 0219 29.514 Rel-16 Support of applications with specific QoS hints
	Ericsson
	Revised to 3661
	Ericsson: I removed quotation marks from 3038 when new feature is mentioned.
Huawei is fine with r1.

	
	
	3661
	CR 0219 29.514 Rel-16 Support of applications with specific QoS hints
	Ericsson
	
	

	
	
	3039
	LS out   Rel-16 LS Reply on QoS mapping procedure
	Ericsson
	Revised to 3662
	Huawei: The attached CRs indicated by the LS didn’t included in the ZIP file, please revise the LS.
Ericsson: agreed CRs will be attached by MCC. This is also indicated in instructions in LS template.
However, LS 3039 needs revision since 3036 is now revised and needs to be replaced with a new tdoc number.
Ericsson: I updated LS with a new tdoc numbers for CRs on 29.214 and 29.514. R1 available.
Huawei is fine with r1.


	
	
	3662
	LS out   Rel-16 LS Reply on QoS mapping procedure
	Ericsson
	
	

	
	
	3042
	CR 0080 29.521 Rel-16 Adding DRA as Nbsf_management service consumer
	China Telecom
	Revised to 3541
	Ericsson:

The DRA is not an SBA NF and our understanding is that it should not be included as a consumer of Nbsf_management service.
DRA interworking is already covered in 29.513, and as indicated there, it has a temporal role during network migration. No other SBA spec than 29.513 should be impacted further with DRA interworking aspects.

China Telecom:

DRA is not a NF, but it's a consumer of Nbsf_management service.
And as described in clause 4.2.1 of TS 29.520, OAM also as a consumer of Nnwdaf_EventsSubscription Service, while OAM is not a SBA NF either.

Since DRA deployment is informative, we have added NOTE in clause 4.1.2

Ericsson:

Stage 3 is following stage 2 approach, where DRA is not specified in the normative text, but as an informative Annex, to enable network migration scenarios.

The DRA is not a 5GS entity, but an EPS one. 

So, in an informative way it is described in 29.513 how a DRA may invoke Nbsf APIs to get the binding information. 

There are no requirements from stage 2 that require the DRA supports Nbsf APIs. Not mentioned either in 23.502, 5.2.13.

That’s why we understand the DRA should not be mentioned as a known consumer in 29.521.
China Telecom:

We agree that DRA may be not suitable to be added as NF consumers of Nbsf_management service.
However,  from the operator's view, the network migration will last quite a long time, so DRA invoking BSF services is important for our deployment.

And we'd like to reserve the NOTE2  in clause 4.1.2, and remove other changes.

Is that OK with you?

Ericsson: It is ok with me to keep NOTE 2.

NOTE 2: The DRA decides to select a BSF based on user IP address range when the DRA has no binding information for the subscriber to get the relevant PCF address. DRA and BSF coexistence is described TS 29.513, Annex A. 

If you agree with it, the note can be completed with the text highlighted in yellow.
China Telecom makes r1 available.

Ericsson: Editorials in Note 2.

China Telecom makes r2 available.

Ericsson is fine with r2.


	
	
	3541
	CR 0080 29.521 Rel-16 Adding DRA as Nbsf_management service consumer
	China Telecom
	Agreed
	

	
	
	3122
	CR 1644 29.214 Rel-16 Reallocation of credit reporting to the AF
	Huawei
	Merged with 3209 into 3542
	Ericsson:

This CR collides with 3209, and merging process needs to be discussed during the meeting.

 The main comments to this CR are:

 

· It is defining the change for a PCRF, when the functionality is only defined for a PCF (23.203 is not impacted). Better to apply changes as proposed in 3209.

· It is defining a feature, but there is no need to define a new one.

 

In addition, it is missing the reference to the dependent SA2 CR in the coversheet, in the other affected specifications field.

Huawei: 

I’m ok to describe it in the Annex. But for the supported feature, what existing supported feature do you mean?
Ericsson: I meant that I do not see the need to define a feature. 

The report of reallocation of credit is supported in N7 interface without requiring feature support. Same criteria applies for Rx, at least, they are the same circumstances.

Huawei: There’s a problem if we don’t define a supported feature.

AF subscribes the out of credit and reallocation of credit at the PCF. If the PCF doesn’t support the reallocation of credit, the PCF ignores the reallocation of credit.

If the out of credit occurs, the AF will receives the event for out of credit. As the PCF doesn’t support the reallocation, the AF will not receive the reallocation of credit when the event of reallocation of credit occurs. But AF still determines that service is still out of credit because AF has subscribed the reallocation of credit but it doesn’t receive the relate event. The AF may take wrong action based on the wrong decision.

Ericsson: I understand that a feature could bring some benefits for the AF.

But since the N7 interface may not support reallocation of credit either, and the AF may end up in the same situation regardless of the feature definition for Rx, I preferred that it was better to keep the most simple approach instead of adding extra controls based on feature support on both N7/Rx interfaces.

Huawei: I propose we also add supported feature for reallocation of credit on N7 interface.
Huawei: We’re abusing of feature control using them for very tinny features.

An App developer, deployment responsible, etc. would take decisions based on what the deployment supports. I’d prefer to avoid overengineering solutions, and keep them as simple as possible.

Huawei: This event is mainly used for the IMS. I prefer to define it.
Huawei makes r1 available.

Ericsson:

· EPS_FALLBACK, remove “by the PCF”

· Indicate in the feature definition it only applies to 5G.

· Add in the coversheet, in the other comments section: This CR needs to be implemented before CR-1646 to avoid misimplementation of the bulleted list in E.1.
· Indicate the support of the ReallocationOfCredit feature in the definition of the event.

Huawei makes r2 available.

Ericsson: I’m fine with the technical changes.

Looking at other formal aspects, I let you judge if you need a revision:

I’ve just realized that it is missing the change separation (***Next change***) between the two last changes, WI category is F, and it should have been B (but I don’t find it important), and during the initial comments round, it was indicated that both TEI16 and 5GS_Ph1-CT WI codes should be included.
Chair: Formal aspects need to be considered.

Huawei makes r3 available.

Ericsson is fine with r3.


	
	
	3542
	CR 1644 29.214 Rel-16 Reallocation of credit reporting to the AF
	Huawei, Ericsson
	Agreed
	

	
	
	3123
	CR 0229 29.514 Rel-16 Reallocation of credit reporting to the AF
	Huawei
	Merged 
	Ericsson:

This CR collides with 3210, and merging process needs to be discussed during the meeting.

 The main comment to this CR is that it is defining the data structure ReallocationOfCreditInformation, which is not needed (not expected that other information than flows is reported for reallocation of credit event). 

For the details in the procedures, I prefer 3210 proposal.

 In addition, it is missing the reference to the dependent SA2 CR in the coversheet, in the other affected specifications field.

Huawei: I am just thinking that maybe only credit of subset of flows have be reallocated. 

Ericsson:

When for a reported event there is no additional information that can be different for subsets of flows, then, the “flows” attribute defined within the AfEventNotification is used to indicate the affected service data flows.
It would be different if e.g., reallocation of credit includes information about e.g. validy, so that the validity is different for different subsets of flows. Then, a new data type ReallocatioOfCreditReport would be required, and an attribute reallocCreditReports would be needed within the EventsNotification data type.

But this is not the case. The Gx/N7 report have not decorated the reallocation of credit report for ages. And we could update the related TSs when the event related functionality is defined.
Huawei: I understand the PCF may generate more than one PCC rules for the service information from the AF. In this case, if all the PCC rules are out of credit and after while the credit of one PCC rules is reallocated, the SMF reports the reallocation of credit for the PCC rule to the PCF, and then PCF reports the reallocation of credit for the corresponding flows to the AF.
Ericsson: Agree, using the “flows” attribute defined within the AfEventNotification.
Huawei: I’m ok not to define a new data type  to report the even. But I still think we need to define for a supported feature for reallocation of credit.
Ericsson: I do not think this feature would be ever used as control mechanism.

But if you insist of updating the CR because of it, and the rest of CT3 group agrees, I’ll update the CR.



	
	
	3544
	CR 0522 29.512 Rel-16 Reallocation of credit reporting to the PCF
	Ericsson, Huawei
	Agreed
	Ericsson makes first version available.

Huawei is fine with it.

	
	
	3162
	CR 0181 29.519 Rel-16 Data Types for Application Data
	ZTE
	Revised to 3555
	Revision of C3-202425

Ericsson: Could you remove IptvConfigDataPatch from table 6.4.1 in your CR since it is already added in another place in 3222?
ZTE: IptvConfigDataPatch is removed in the revision r1 available.
Ericsson: please add on CR cover page, Reason for change:

1. missing that DataInd data type defined in 6.4.3.3 is missing in table 6.4.1-1.

ZTE makes r2 available.

Ericsson is fine with r2.

	
	
	3555
	CR 0181 29.519 Rel-16 Data Types for Application Data
	ZTE
	Agreed
	

	
	
	3235
	CR 0253 29.122 Rel-16 Complete and fix RDS Port Management
	Ericsson
	Agreed
	This CR introduces backward compatible feature for the TS29122_NIDD.yaml specfication file.
Huawei:

· Table 5.6.3.x.2-1: please extend a new Data type column according to SBI template

· scsAsId in the resource URI is not referred to ScsAsId type but string

· Table 5.6.3.9.3.2-1&Table 5.6.3.9.3.5-1: cardinality should be 0..1

· Table 5.6.3.9.3.2-1&Table 5.6.3.10.3.1-1: this is NBC change, right?

· Table 5.6.5.3-1: what does post not free means?

I just noticed the proposal is more like a NBC change, change the resource, payload for 2xx code, etc.
Ericsson:
I will implement the first two comments.
And for the explanation of “port not free” it’s the same as TS 24.250 cl.5.4.2.6.2:

If the destination port specified in the MANAGE_PORT command frame is not associated with any application on the receiver the receiver shall reserve … otherwise the Status field is set to "Port not free".
For the request to change cardinality to 0..1, it is different than what we have discussed. Since the problemDetail attribute is mandatory in the data type, making it 0..1 will break the BC.



	
	
	3238
	CR 0254 29.122 Rel-16 Move 5G specific procedure to TS 29.522
	Ericsson
	Revised to 3649
	Ericsson: I just discovered one missing “shift” in CP parameter provisioning. R1 available.
Huawei is fine with r1.

	
	
	3649
	CR 0254 29.122 Rel-16 Move 5G specific procedure to TS 29.522
	Ericsson
	
	

	
	
	3239
	CR 0179 29.522 Rel-16 Move 5G specific procedure to TS 29.522
	Ericsson
	Revised to 3534
	Huawei:

1. Please indicate the attributes for each parameters and describe the procedure similar as "QoSMonitoring_5G" feature in subclause 4.4.9

2. SCS/AS changes to AF

Ericsson: Comment accepted and R1 is available
Huawei:

· prefer to rewording as ‘if the EthAsSessionQoS_5G feature as defined in subclause 5.14.4 of 3GPP TS 29.122 [4] is supported, in order to support Ethernet UE, the AF shall include in the HTTP POST/PUT message:’, ‘the AF shall include in the HTTP PATCH message: ’
· the MAC address will not be provided in the HTTP PATCH method

Ericsson makes r2 available.
Huawei is fine with r2.

Ericsson: I just discovered one missing “shift” in CP parameter provisioning. R3 available.
Huawei: subclause 4.4.9, even the feature is supported, the "expectedUmts" attribute still can be included or not, hence, should be ‘may be included’, according to subclause 5.10.2.2.2 of TS 29.122.
Ericsson: For your concern, actually it is protocol encoding requirement: when something is added into existing API, it is optional.

But I didn’t change the procedure, it is still required if the feature is supported.

Huawei: I fully understand, but I noticed the description is not so correct, we can take this chance to correct that. Will be no NBC issue, since the OpenAPI file is correct and takes preference.
Ericsson: I checked the history, such sentence was introduced from the very beginning of TS 29.122, i.e. 15.0.0. two years ago.

Since this is just a simple content shifting CR, maybe it can be corrected in next meeting (if needed and no BC issue)? What do you think?
Huawei: I would prefer to change at this meeting in the new moved description of TS 29.522, and I am fine change the TS 29.122 in Rel-15 at this meeting.

Ericsson: What I mean is we need time to evaluate whether it is BC or non-BC change, make a hurry decision in this meeting and probably revert it back in the next meeting is not good.

Since the statement was there already for 2 years, we need to carefully evaluate the consequence. E.g. if the corresponding feature bit was set and SCEF is expecting to receive the UMT but AF doesn’t send it, is that acceptable ….
Huawei: We still think it should be optional, no NBC issue.
Ericsson: Can you address my concern?

if the corresponding feature bit was set and SCEF is expecting to receive the UMT but AF doesn’t send it, this breaks the compatibility.



	
	
	3534
	CR 0179 29.522 Rel-16 Move 5G specific procedure to TS 29.522
	Ericsson
	
	

	
	
	3240
	CR 0047 29.116 Rel-16 Fix the missing push url in file session
	Ericsson
	Agreed
	

	
	
	3243
	CR 0514 29.061 Rel-16 Support secondary RAT data usage report
	Ericsson
	Withdrawn
	Revision of C3-202036

	
	
	3396
	CR 0514 29.061 Rel-16 Support secondary RAT data usage report
	Ericsson
	Agreed
	Revision of C3-202306

	
	
	3327
	CR 0186 29.522 Rel-16 Updates to IP address
	Ericsson
	Revised to 3535
	This CR introduces backward compatible correction in the OpenAPI files for TrafficInfluence API, IPTVConfiguration API and ServiceParameter API.
No CR number
Huawei:

1. 5.4.3.2: both the main body and OpenAPI of TrafficInfluence API does not refer to Ipv4Addr and IpV6Addr of TS 29.571 but only TS 29.122, right?

2. Subclause 5.9.2.2 need to be updated

Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	3535
	CR 0186 29.522 Rel-16 Updates to IP address
	Ericsson
	
	

	
	
	3355
	CR 0191 29.522 Rel-16 Corrections on tags field for NEF Northbound APIs
	Huawei
	Revised to 3536
	This CR introduces backward compatible correction into OpenAPI file for TrafficInfluence API, AnalyticsExposure API, 5GLANParameterProvision API, IPTVConfiguration API, LpiParameterProvision API and ServiceParameter API.
Ericsson: TS 29.501 specifies in clause 5.3.15: "In an OpenAPI specification, all HTTP operations belonging to the same resource should include a "tags" field containing a same value, briefly describing that resource (e.g. using the name of the resource and its archetype). This results in all operations being grouped by the User Interface of OpenAPI tools, which helps with readibility of the API documentation."
Therefore, all tags in need to be changed.
Same problem exists in ACSParameterProvision API which was agreed in the previous meeting in:
C3-202486, CR #0153, therefore it needs to be revised to correct tags value.

Huawei: We will revise C3-202486 to update the tags field for the new API.
R1 available.
Ericsson: I checked revision r1 and have comments only on A.9. 

While checking r1 I realized that resource names should be corrected in Table 5.9.1.1-1 and then tags value accordingly aligned in A.9 as follows:
1. "Service Parameter Subscripions" to "Service Parameter Subscriptions"

2. "Individual Service Parameter Subscripion" to "Individual Service Parameter Subscription".

Huawei makes r2 available.
Ericsson is fine with r2.

	
	
	3536
	CR 0191 29.522 Rel-16 Corrections on tags field for NEF Northbound APIs
	Huawei
	Agreed
	

	
	
	3323
	CR 0183 29.522 Rel-16 Corrections to apiVersion
	Ericsson
	Revised to 3537
	No CR number

Huawei: The CR is no needed since the URI structure definition is referred to TS 29.122 as described in subclause 5.2. The structure should keep harmonize in the whole TS as others.

Ericsson: I’ve checked TS 29.122 fine to align the apiName set and apiVersion as v1. R1 available.

Huawei:

1. For all the overview subclauses, please add the similar description as TS 29.122 subclause 5.3.3.1 , ‘All resource URIs of this API……. are defined relative to the above root URI.’ before original description.
2. 5.4.1.1, 5.6.1.1 are missed.

3. 5.x.1.1 is not published yet, revise C3-202485 either in this meeting or next meeting. Huawei prefer to revise in next meeting.

4. TS 29.122 change to 3GPP TS 29.122 [4] and use half space

Ericsson makes r2 available.

Huawei is fine with r2.


	
	
	3537
	CR 0183 29.522 Rel-16 Corrections to apiVersion
	Ericsson
	
	

	
	
	3324
	CR 0184 29.522 Rel-16 Corrections to error status code
	Ericsson
	Revised to 3538
	No CR number

	
	
	3538
	CR 0184 29.522 Rel-16 Corrections to error status code
	Ericsson
	
	

	
	
	3079
	CR 0222 29.514 Rel-16 Correction of Policy Authorization Delete API 200 OK response body content
	Intel
	Revised to 3494
	OpenAPI version update in the coversheet is missing
Revision (C3-203494) is moved to 5GS-Ph1-CT, 15.2.5.

	
	
	3663
	CR 0033 29.561 Rel-16 Correct AMF and SMF address
	Ericsson
	
	Revision of 3237 (15.2.8)

	16.30
	OpenAPI version updates
	3568
	CR 0090 29.521 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	China Mobile Communications Group Co.,Ltd
	
	

	
	
	3569
	CR 0524 29.512 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Huawei
	
	

	
	
	3570
	CR 0128 29.507 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Nokia, Nokia Shanghai Bell
	
	

	
	
	3571
	CR 0253 29.514 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Ericsson
	
	

	
	
	3572
	CR 0193 29.520 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	China Mobile Communications Group Co.,Ltd
	
	

	
	
	3573
	CR 0195 29.522 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Huawei
	
	

	
	
	3574
	CR 0095 29.508 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Nokia, Nokia Shanghai Bell
	
	

	
	
	3575
	CR 0267 29.122 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Huawei
	
	

	
	
	3576
	CR 0051 29.554 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Ericsson
	
	

	
	
	3577
	CR 0105 29.525 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Nokia, Nokia Shanghai Bell
	
	

	
	
	3578
	CR 0147 29.222 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Samsung
	
	

	
	
	3579
	CR 0018 29.591 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Huawei
	
	

	
	
	3580
	CR 0206 TS 29.519 Rel-16 Update in TS version in externalDocs field
	Huawei
	
	

	
	
	3581
	CR 0027 29.523 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Ericsson
	
	

	
	
	3582
	CR 0009 29.675 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Ericsson
	
	

	
	
	3583
	CR 0011 29.486 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Huawei
	
	

	
	
	3584
	CR 0015 29.517 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Huawei
	
	

	
	
	3585
	CR 0033 29.551 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	ZTE
	
	

	
	
	3586
	CR 0053 29.594 Rel-16 Update of OpenAPI version and TS version in externalDocs field
	Nokia, Nokia Shanghai Bell
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	17.1
	Rel-17 Work Items
	3124
	discussion    Discussion on PFD management enhancement
	Huawei
	Noted
	Ericsson:

Clause 2. Discussion

1) The contents seems not consistently structured, for example 1) PULL mode while following with “For the the push mode” which is not the PULL mode topic.

2) How to avoid SA2 impact ? the last paragraph ending with “stage 2 re” is not meaningful, better please clarify how to avoid SA2 impact.

Huawei:

1) We would like to clarify that CT3 has developed some optimized implemented solutions for the push mode. Based on the same logic, we also can develop some optimized solution for the Pull mode. 

2) how to reduce the signaling load when we implement the stage 2 requirement is in the scope of CT3. SA2 will not be impacted.
Ericsson: please update below your replies in the WID revision.



	
	
	3049
	discussion   Rel-17 Impacts of eV2XAPP to CT WGs
	Huawei, HiSilicon /Christian
	Noted
	CT3 acknowledges the work.

	
	
	3076
	discussion   Rel-17 Discussion paper on 5MBS work item
	Huawei
	Noted
	CT3 acknowledges the work.

	
	
	3154
	discussion    Impacts of UASAPP to CT WGs
	Huawei, HiSilicon/Lin
	Noted
	CT3 acknowledges the work.

	17.1.1
	New or revised Work Items
	3022
	WID new   Rel-17 New WID on Stage 3 of Multimedia Priority Service (MPS) Phase 2 
	Perspecta Labs Inc.
	Revised to 3401
	Nokia: as far as I know, there is the plan that some aspects related to DTS (I do not know the details.) will be worked out in SA2 by October 2020. This means that there is the possibility that we will have one meeting for completion of some aspects only, but up to rapporteur whether the target plenary is fine. Nokia and Nokia Shanghai Bell will support the WID. Thank you for an inclusion of both in the list of supporting companies.
Ericsson: stage 3 work on DTS is dependent on stage 2 work which has not yet started and putting TSG#90 (Dec. 2020) as planned completion date is very optimistic. Furthermore, description of changes on CT3 TSs 29.213 and 29.513 should be changed to "PCC procedures and QoS mapping tables update".

Ericsson would like to support the WID.
Perspecta: R1 available. Changes:

· Because the SA2 dates for our MPS2 work item have moved later, I’ve changed the end dates on this work item to March 2021 CT#91.

· Changed the description of change for 29.213 and 29.513 as suggested by Ericsson.

· Added cosigners.

Nokia is fine with r1.

Perspecta: On the CT1 conference call today, the CT1 chair considers the WID endorsed by CT1 since comments thus far have been resolved. 

There have been no further changes beyond what I’ve posted.
For reference, CT1 tdoc = C1-303079, CT4 tdoc = C4-302175



	
	
	3401
	WID new   Rel-17 New WID on Stage 3 of Multimedia Priority Service (MPS) Phase 2 
	Perspecta Labs Inc.
	Pre-Agreed
	Ready from CT3 pov. Waiting for confirmation for other WGs.

Perspecta: There have been some edits in CT1 to the MPS WID. The significant changes are to clarify what is planned to be done in CT prior to stage 2 work. R4 available.

Endorsed by CT1. No comments from CT4. Ready to be agreed.


	
	
	3040
	SID new   Rel-17 eIMS5G_nonSBA SID
	Huawei, HiSilicon
	Revised to 3402
	Nokia: if we will agree that CT1 leads the study item (ok for me) the SID can be noted but wait for CT1 and CT4 (seems CRs already available in CT4) discussions.
Ericsson: Ericsson is fine that CT1 leads the study. As there is no the corresponding discussion paper to explain working procedures, can you clarify the working procedure for this CT wide SID? Having a unique TR for all WGs does not look efficient. Considering impacts in SBI interfaces, having nonSBA in the title of the SI seems confusing.

Considering Rx as an intermediate step till IMS deploys SBI interfaces towards the 5GC network, we consider Rx should not be further impacted in Release 17.

According to our SA2/CT1 colleagues, KI#3 should not be included in the scope of SID due to the lack of requirements and collision with other studies that were decided to be handled separately by other SID.

There will be TRs for each WG. CMCC supports the work.
Huawei:

I was thinking of using a unique TR in SID. After we reach the conclusion, separate the normative work in CTx.

As discussed yesterday, I would like to split the proposed new TR into 3 TRs based on key issues and proposed solutions.

Regarding the SID title, I will rename it.

I share your view on the future of Rx interface.

Regarding the KI#3 issue, I suggest to make final conclusion when the SID is completed.

(Could you share more information on “collision with other studies that were decided to be handled separately by other SID”? Thanks. Then, I can make further thinking.)
Ericsson: feedback I got from my SA2 colleague is:

· FS_NG_RTC is the is the study that has to discuss IMS slicing.
· eIMS was to just IMS network within the context of 5GC network  slicing. We had several use cases in the TR To make that clear.

Huawei: In the draft revision, I made the following changes:

· Change the title of SID to FS_eIMS5G2

· A single TR per CT WG is proposed

· Remove the potential solutions (determined by SA2) in section 3

· Add CTTC/Orange/CMCC/Nokia as the supporting IMs

· Point out that we have to coordinate with SA2 if any impacts on architecture are identified

Huawei: In the second draft revision, I made the following changes:

· Point out the respective CT WG will coordinate with SA2 when impacts on architecture are identified

· Change all the proposed new TR number to 23.xyz to cover stage 2 study work

· Due to there is no volunteers in CT3 and CT4, I put my name as the rapporteur of the related proposed new TR

In the third draft revision, I made the following changes:

· Add CUCC as the supporting company

R3 available.

Huawei: Final version 3402 uploaded as a revision in the Inbox.

Add Deutsche Telekom as supporting company.



	
	
	3402
	SID new   Rel-17 eIMS5G_nonSBA SID
	Huawei, HiSilicon
	Endorsed
	

	
	
	3126
	WID new   Rel-17 New WID on IMS Stage-3 IETF Protocol Alignment
	Nokia,Nokia Shanghai Bell
	Revised to 3603
	Nokia: we will have further supporting companies (no further changes known). At the moment in addition: Hisilicon, Huawei, Orange.
If we would like to have a version with the latest information (although the leading group/plenary WID should be used), we could make a revision of the endorsed version after CT1 approval.
Nokia: With this we also will have the latest version of the WID (supporting companies added), but up to you whether we need the update.



	
	
	3603
	WID new   Rel-17 New WID on IMS Stage-3 IETF Protocol Alignment
	Nokia,Nokia Shanghai Bell
	Endorsed
	Nokia: The latest version, agreed by CT1, is directly uploaded to the inbox as C3-203603.zip

	
	
	3021
	WID new   Rel-17 Service Based Interface Protocol Improvements Release 17
	China Mobile
	Revised to 3403
	Ericsson: 

· clause 1: impacts on "Others" should be marked as "No" instead of "Don’t know";

· clause 2.3 missing SBIProtoc16: 840002, Service Based Interface Protocol Improvements, and with nature of relationship: SBIProtoc16 was a work item with the same intent in the Rel-16 timeframe.

· clause 5: for this work item target completion date should be rel-17 freeze date: TSG#93 (September 2021), not CT#91 (March, 2021)

CATT: CATT supports SBIProtoc17 WID and would like to be added to the supporting company list.
China Mobile: Will add CATT as supporting company in the revision. Will take comments from Ericsson on board in the revision.

China Mobile adds CATT, Orange, DT as supporters. R1 Available.

Ericsson: a number of CRs were submitted to this meeting to align with SBI TS template. However, not all of them could be submitted under SBIProtoc16, but also other work items were used like CRs on 29.517  and 29.591 on eNA, or for 29.675 on RACS, …

Therefore Ericsson believes that it will be beneficial that SBIProtoc17 work item also covers impacts on the following CT3 TSs:

29.122, 29.222, 29.486, 29.517, 29.549 and 29.675.
CT3 agrees with the approach from Ericsson.

China Mobile makes r4 available.

Ericsson is fine with r4.

	
	
	3403
	WID new   Rel-17 Service Based Interface Protocol Improvements Release 17
	China Mobile
	Revised to 3647
	CT3 endorses this version.

If an update is possible Qualcomm would like to support the WI.

	
	
	3647
	WID new   Rel-17 Service Based Interface Protocol Improvements Release 17
	China Mobile
	
	

	
	
	3125
	WID new    New WID on PFD management enhancement
	Huawei, China Mobile, China Telecom, China Unicom
	Revised to 3524
	Nokia: Nokia and Nokia Shanghai Bell can support the WID. Please add both to the list of supporting companies
Ericsson: Clause 3, please clarify/adjust the concept of PFDF and NEF, to be aligned with definition in TS 23.502.

Clause 5, Why is TS 29.250 included? TS 29.250 defined Nu i/f between SCEF and PFDF, not matching with TS 29.551 defined N29 i/f between NEF(PFDF) and SMF.

and since Pull mode enhancement is not defined in SA2, suggest the PULL mode scope only covered in TS 29.551 for 5GS scope. 

Huawei to Ericsson:

You’re right. The NEF (PFDF) will replace the NEF in the revision.  29.251 will replace the 29.250.

As defined in stage 2, “when the caching timer elapses, if there are still active PCC/ADC rules that refer to the corresponding application identifier, the PCEF/TDF/SMF reloads the PFD(s) from the PFDF.” Now, stage 2 just say reloads the PFD(s). SA2 doesn’t say how to reload the PFD(s). Currently, CT3 implements that PCEF/TDF/SMF always reloads all existing PFD(s). But we can have another implementation, i.e. PCEF/TDF/SMF only reloads the PFDs which have been added, changed and removed.  This is in the scope of the stage 3.
Ericsson: Then please update revision with below your replies, and adding Ericsson in the Supporting Company list.
Huawei makes r1 available.

Nokia: Only minor in clause 3: 

· (1) could be removed

· “identifier from the PFDF; (2)hen the caching timer” probably means “when the catching timer …” 
· “a” at the end can be removed
Huawei makes r2 available.

Nokia is fine with r2.

Ericsson is fine with r2.

Chair: I’ve checked the WID and it is classified as a Building Block with SDCI & 5GS_Ph1 as parent Work Items.

However checking the scope I see this work as an enhancement work done at stage 3 level with no new functionality being specified in those parent Work Items.

In fact I can read in clause 4, Objective: Above objectives are in the scope of CT3 and SA2 requirement enhancement is not needed.Can you please check if it should be classified as a feature with no parent Work Item? Huawei makes r3 available.

Chair: I am wondering if it is worth it to refer to  stage 2 Work Items 720014 & 740061 in clause 2.3. I would however not complain if you prefer to do so.


	
	
	3524
	WID new    New WID on PFD management enhancement
	Huawei, China Mobile, China Telecom, China Unicom
	
	

	17.1.2
	Contributions on Work Items

Please use agenda item 17.1.2 for those (P-)CRs related to Work Items that are not approved yet and thus do not have an assigned agenda item.
	
	
	
	
	

	17.2
	Technical Enhancements and Improvements [TEI17]
Please use agenda 17.2.1 and 17.2.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI17 and the WI code of previous release (e.g. TEI17, SDCI-CT)
	
	
	
	
	

	17.2.1
	TEI17 for IMS/CS
	
	
	
	
	

	17.2.2
	TEI17 for Packet Core
	
	
	
	
	

	17.3
	OpenAPI version updates
	
	
	
	
	

	
	
	
	
	
	
	

	18
	Work Organization
	
	
	
	
	

	18.1
	Work Plan Review
	3012
	Work Plan    Status of CT3 Work Items
	CT3 chairman
	
	SCHEDULED FOR 2nd THURSDAY SESSION



	
	
	3014
	Work Plan    WI status report from MCC
	MCC
	
	

	18.2
	Specification Review
	
	
	
	
	SCHEDULED FOR 2nd THURSDAY SESSION

	18.3
	Next meetings, allocation of hosts
	
	
	
	
	SCHEDULED FOR 2nd THURSDAY SESSION

	18.4
	Calendar
	3015
	other    Meeting Calendar
	MCC
	
	SCHEDULED FOR 2nd THURSDAY SESSION



	
	
	
	
	
	
	

	19
	Joint Sessions
	
	
	
	
	

	20
	Summary of results
	
	
	
	
	SCHEDULED FOR 2nd THURSDAY SESSION

	21
	Any other business
	
	
	
	
	SCHEDULED FOR 2nd THURSDAY SESSION

	22
	Closing of the meeting
	
	
	
	
	SCHEDULED FOR 2nd THURSDAY at 16:00 CET


PLEASE NOTE THAT THE TIME SCHEDULE GIVES A ROUGH ESTIMATION AND MAY CHANGE DEPENDING ON THE AMOUNT OF CONTRIBUTIONS, ON THE FINAL APPROVAL OF THE AGENDA AND ON THE COORDINATION WITH OTHER WGs’ SCHEDULES.
Procedure for CT#88-e Plenary:
Implementation of CRs in the TSs:

1. Rapporteurs will implement the CRs agreed in the CT3109-e & CT3110e meetings for this Plenary cycle in both main body and OpenAPI specification. Changes will be identified with the CR/tdoc number. Rapporteurs will also generate the yaml file by using a proper text editor (e.g. NotePad++)
2. Rapporteurs will store by Wednesday, June 17th, 17:00 CEST the updated TSs in a zip file that will contain the yaml file in the following directory: 
a. CT3: ftp://ftp.3gpp.org/Email_Discussions/CT3/CT88e/Draft
Use EOL account to get access to the repository.

Rapporteurs will indicate in the CTx reflector when the file is available and will also upload the yaml files in ETSI Forge.

The stored version will also include corrections on the topics identified by the rapporteur in the implementation process.

3. All syntax errors identified by the rapporteur or any other delegate after the 3GPP meeting will be solved by bringing company CRs to the CT Plenary.
4. Rapporteurs will provide the updated TS version and yaml file by Wednesday, June 24th, 17:00 CEST in the following directory: 
a. CT3: ftp://ftp.3gpp.org/Email_Discussions/CT3/CT88e/Stable 
Updated yaml files will be stored in ETSI Forge.
5. After the Plenary, rapporteurs will prepare the final TS version, including yaml file, ensuring that all the approved CRs are implemented and will store them under: 
a. ftp://ftp.3gpp.org/Email_Discussions/CT3/CT88e/Final 
Updated yaml files will be stored in ETSI Forge.
6. MCC will ensure that all CRs are correctly implemented and will share the draft TSs by the end of the week after the Plenary.
Presentation Sheets & TSs (only applicable to TS 29.549):

Template: https://www.3gpp.org/ftp/Information/All_Templates/Spec_Submit_Template.zip
Deadline to make them available: Wednesday, June 17th 

Deadline for agreement: Friday, June 19th  

Exception Sheets:

Template: https://www.3gpp.org/ftp/Information/All_Templates/WI_Exception_Template.zip
Deadline to make them available: Wednesday, June 17th 
Deadline for agreement: Friday, June 19th  
CRs to update the OpenAPI version:

OpenAPI versions will be final versions.

Deadline to make them available: Wednesday, June 17th 

Deadline for agreement: Friday, June 19th 
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