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* * * * Begin of Change * * * *
[bookmark: _Toc28005339]5.6.2.2.2	Non-roaming


Figure 5.6.2.2.2-1: PCF-initiated UE Policy Association Modification procedure – Non-roaming
1.	The PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed or application detection, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE.
2.	The PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy. The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 6 in subclause 5.6.1.2.
3.	If the PCF decided to update the Policy Control Request Trigger(s) in step 2, the V-PCF shall invoke the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the resource URI "{Notification URInotificationUri}/update".
4.	The AMF sends an HTTP "204 No Content" response to the PCF.
5.	If the PCF decided to update the UE policy in step 2, steps 10-13 as specified in Figure 5.6.1.2-1 are executed.
6-7.	If the PCF decided to update the UE policy in step 2, steps 5-6 in subclause 5.6.2.1.2 are executed.
* * * * Next Change * * * *
[bookmark: _Toc28005340]5.6.2.2.3	Roaming


Figure 5.6.2.2.3-1: PCF-initiated UE Policy Association Modification procedure – Roaming
If the H-PCF receives a trigger, steps 1 to 4 and 10 to 11 are executed and steps 5 to 8 are omitted.
If the V-PCF receives a trigger, steps 1 to 4 and 10 to 11 are omitted and steps 5 to 8 are executed.
1.	The H-PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE.
2.	The H-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy.
	In addition, the H-PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE 1:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in H-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in a single Npcf_UEPolicyControl_UpdateNotify service operation and messages 3 to 4 are thus executed one time.
-	If the size exceeds the predefined limit, the PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Npcf_UEPolicyControl_UpdateNotify service operations and messages 3 to 4, and 9 are thus executed several times, one time for each UE policy information fragment.
3.	The H-PCF invokes the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the resource URI "{notificationUriNotification URI}/update" with the updated UE policy and/or Policy Control Request Trigger(s) if applicable.
4.	The V-PCF sends an HTTP "204 No Content" response to the H-PCF.
5.	The V-PCF receives an external trigger, e.g. operator policy in the V-UDR for the PLMN ID of this UE is changed, or the V-PCF receives an internal trigger, e.g. local policy is changed, to re-evaluate UE policy decision for a UE.
6.	The V-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy.
	In addition, the V-PCF checks if the size of determined UE policy and received UE policy from H-PCF in step 3 exceeds a predefined limit.
NOTE 2:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in V-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in a single Namf_Communication_N1N2MessageTransfer service operation and message 9 is thus executed one time.
-	If the size exceeds the predefined limit, the V-PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations and message 9 is thus executed several times, one time for each UE policy information fragment.
7.	If the V-PCF needs to update the Policy Control Request Trigger(s) or forward the Policy Control Request Trigger(s) received from the H-PCF in step 3, the V-PCF shall invoke the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the resource URI "{notificationUriNotification URI}/update".
8.	The AMF sends an HTTP "204 No Content" response to the PCF.
9.	If the V-PCF decided to update the UE policy in step 6 or the V-PCF received the UE Policy in step 3, steps 17-22 as specified in Figure 5.6.1.3-1 are executed.
10-11.	If the H-PCF decided to update the UE policy in step 2, the steps 8-9 in subclause 5.6.2.1.3 are executed.
* * * * Next Change * * * *
[bookmark: _Toc28005348]5.6.3.2.2	Non-roaming


Figure 5.6.3.2.2-1: PCF-initiated UE Policy Association Termination procedure – Non-roaming
1.	The subscriber policy control data is removed from the UDR.
2.	The UDR invokes the Nudr_DataRepository_Notify service operation by sending the HTTP POST request to resource URI "{notificationUri}" to notify the PCF that the policy profile is removed if PCF has subscribed such notification.
3.	The PCF sends HTTP "204 No Content" response to confirm reception and the result to UDR.
4.	The PCF may, depending on operator policies, invoke the Npcf_UEPolicyControl_UpdateNotify service operation to the AMF of the removal of the UE policy control information by sending the HTTP POST request to the resource URI "{notificationUriNotification URI}/terminate".
	Alternatively, the PCF may decide to maintain the UE Policy Association if a default profile is applied, and then step 4 through 6 are not executed.
5.	The AMF sends an HTTP "204 No Content" response to the PCF.
6.	Steps 1 to 4 as specified in Figure 5.6.3.1.2-1 are executed.
* * * * Next Change * * * *
[bookmark: _Toc28005349]5.6.3.2.3	Roaming


Figure 5.6.3.2.3-1: PCF-initiated UE Policy Association Termination procedure – Roaming
1.	The subscriber policy control data is removed from the H-UDR.
2.	The H-UDR invokes the Nudr_DataRepository_Notify service operation by sending the HTTP POST request to resource URI "{notificationUri}" to notify the H-PCF that the policy profile is removed if H-PCF has subscribed such notification.
3.	The H-PCF sends HTTP "204 No Content" response to confirm reception and the result to H-UDR.
4.	The H-PCF may, depending on operator policies, invoke the Npcf_UEPolicyControl_UpdateNotify service operation to the AMF of the removal of the UE policy control information by sending the HTTP POST request to the resource URI "{notificationUriNotification URI}/terminate".
	Alternatively, the H-PCF may decide to maintain the UE Policy Association if a default profile is applied, and then step 4 through 10 are not executed.
5.	The AMF sends an HTTP "204 No Content" response to the V-PCF.
6.	The V-PCF invokes the Npcf_UEPolicyControl_UpdateNotify service operation to the AMF of the removal of the UE policy control information by sending the HTTP POST request to the resource URI "{notificationUriNotification URI}/terminate".
7.	The AMF sends an HTTP "204 No Content" response to the V-PCF.
8.	The V-PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "IndividualPolicyDataSubscription" resource to unsubscribe the notification from the V-UDR on changes in UE policy information if it has subscribed such notification.
9.	The V-UDR sends an HTTP "204 No Content" response to the V-PCF.
10.	Steps 1 to 6 as specified in Figure 5.6.3.1.3-1 are executed.
* * * * End of Change * * * *
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