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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc34228168][bookmark: _Toc36041571][bookmark: _Toc36041727]1	Scope
The present document specifies the stage 3 protocol and data model for the Nnef southbound Service Based Interface. It provides stage 3 protocol definitions and message flows, and specifies the API for each service offered by the Network Exposure Function (NEF), Intermediate NEF (I-NEF).
The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.288 [14].
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].
*** Next Change ***
[bookmark: _Toc34228173][bookmark: _Toc36041576][bookmark: _Toc36041732]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AF	Application Function
AMF	Access and Mobility Management Function
API	Application Programming Interface
I-NEF	Intermediate NEF
NEF	Network Exposure Function
NF	Network Function
NWDAF	Network Data Analytics Function 
SMF	Session Management Function

*** Next Change ***
[bookmark: _Toc11227393][bookmark: _Toc18481022][bookmark: _Toc34228178][bookmark: _Toc36041581][bookmark: _Toc36041737][bookmark: _Toc28012820][bookmark: _Toc34266290][bookmark: _Toc36102461][bookmark: _Toc28012812][bookmark: _Toc524420712][bookmark: _Toc524420423][bookmark: _Toc524420705]4.2.1.1	Overview
The Nnef_EventExposure service, as defined in 3GPP TS 23.502 [3], is provided by the Network Exposure Function (NEF). The I-NEF acts as NEF for the roaming scenario.
This service:
-	allows NF service consumers to subscribe, modify and unsubscribe for application events; and
-	notifies NF service consumers with a corresponding subscription about observed events on the NEF.
The types of observed events applicable for NEF include:
-	Service experience;
-	UE mobility;
-	UE communication; and
-	Exceptions.
The types of observed events applicable for I-NEF include:
· Loss of connectivity;
· UE reachability;
· Location Reporting;
· Communication failure;
· Availability after Downlink Data Notification failure; and
· Downlink data delivery status.
The target of the event reporting may include one or more UE(s), a group of UEs or any UE (i.e. all UEs). When the event occurs, to which the NF service consumer has subscribed to, the NEF reports the requested information to the NF service consumer based on the event reporting information definition requested by the NF service consumer.

*** Next Change ***
[bookmark: _Toc34228179][bookmark: _Toc36041582][bookmark: _Toc36041738]4.2.1.2	Service Architecture
The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architecture is defined in 3GPP TS 23.288 [14].
The Nnef_EventExposure service is part of the Nnef service-based interface exhibited by the Network Exposure Function (NEF). The I-NEF acts as NEF for the roaming scenario.
Known consumers of the Nnef_EventExposure service in non-roaming scenario are:
-	Network Data Analytics Function (NWDAF)
Known consumers of the Nnef_EventExposure service in roaming scenario are:
-	Access and Mobility Management Function (AMF)
-	Session Management Function (SMF)
-	Network Exposure Function (NEF)




Figure 4.2.1.2-1: Reference Architecture for the Nnef_EventExposure Service; SBI representation




Figure 4.2.1.2-2: Reference Architecture for the Nnef_EventExposure Service: reference point representation

*** Next Change ***
[bookmark: _Toc11227396][bookmark: _Toc18481025][bookmark: _Toc34228181][bookmark: _Toc36041584][bookmark: _Toc36041740]4.2.1.3.1	Network Exposure Function (NEF)
The Network Exposure Function (NEF) is a functional element that provides application or user related information to the NF service consumers as defined in current specification. It acts as I-NEF which is used for interworking between NFs in the VPLMN and the NEF. The I-NEF is optional and is only used in roaming scenarios. NFs in the VPLMN are configured with the I-NEF identity.
The (I-)NEF allows the NF consumer(s) to (un)subscribe to notification of monitoring observed event, and forwards sends the notification from the NF consumer(s) to the  NF consumer(s)NEF when the event is detected by the NF consumer(s).

*** Next Change ***
[bookmark: _Toc34228182][bookmark: _Toc36041585][bookmark: _Toc36041741]4.2.1.3.2	NF Service Consumers
The known NF service consumers are as follows:
The Access and Mobility Management Function (AMF):
· supports (un)subscribe to monitoring event notification at I-NEF when UE is in roaming.
The Session Management Function (SMF):
· supports (un)subscribe to monitoring event notification at I-NEF when UE is in roaming.
The Network Data Analytics Function (NWDAF):
· supports (un)subscribing to notification of subscribed event(s) from the NEF;
· supports receiving the notification of subscribed event(s) from the NEF.
The Network Exposure Function (NEF):
· supports receiving monitored event report from the I-NEF when UE is in roaming. 

*** Next Change ***
[bookmark: _Toc34228184][bookmark: _Toc36041587][bookmark: _Toc36041743]4.2.2.1	Introduction
Service operations defined for the Nnef_EventExposure Service are shown in table 4.2.2.1-1.
Table 4.2.2.1-1: Nnef_EventExposure Service Operations
	Service Operation Name
	Description
	Initiated by

	Nnef_EventExposure_Subscribe
	This service operation is used by an NF service consumer to subscribe to, or modify a subscription in the (I-)NEF for event notifications on a specified application or user related event for one or more UE(s) or any UE.
	NF service consumer

	Nnef_EventExposure_Unsubscribe
	This service operation is used by an NF service consumer to unsubscribe from event notifications.
	NF service consumer

	Nnef_EventExposure_Notify
	This service operation is used by the (I-)NEF to report application or user related event(s) to the NF service consumer which has subscribed to the event report service.
	NEF, I-NEF



[bookmark: _Toc532994828]*** Next Change ***
[bookmark: _Toc34228186][bookmark: _Toc36041589][bookmark: _Toc36041745]4.2.2.2.1	General
This service operation is used by an NF service consumer to subscribe for policy events notifications on a specified context for one or more UE(s) or any UE, or to modify an existing subscription. 
The following are the types of events for which a subscription can be made:
-	Service experience; 
-	UE mobility;
-	UE communication; and
-	Exceptions;
-	Loss of connectivity;
-	UE reachability;
-	Location Reporting;
-	Communication failure;
-	Availability after Downlink Data Notification failure; and
-	Downlink data delivery status
The following procedures using the Nnef_EventExposure_Subscribe service operation are supported:
-	creating a new subscription;
-	modifying an existing subscription.

*** Next Change ***
[bookmark: _Toc34228187][bookmark: _Toc36041590][bookmark: _Toc36041746]4.2.2.2.2	Creating a new subscription 
Figure 4.2.2.2.2-1 illustrates the creation of a subscription.


Figure 4.2.2.2.2-1: Creation of a subscription
To subscribe to event notifications, the NF service consumer shall send an HTTP POST request to the NEF with: "{apiRoot}/nnef-eventexposure/{apiVersion}/subscriptions/" as request URI as shown in step 1 of figure 4.2.2.2.2-1, and the "NefEventExposureSubsc" data structure as request body. 
The "NefEventExposureSubsc" data structure shall include:
-	a URI where to receive the requested notifications as "notifUri" attribute; and 
-	a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute.
For non-roaming case:
The "NefEventExposureSubsc" data structure shall include:
-	description of subscribed event information as "eventsSubs" attribute by using one or more "NefEventSubs" data;
-	description of the event reporting information as "eventsRepInfo" attribute;
The "NefEventSubs" data shall include:
-	a event to subscribe as a "event" attribute; and
-	event filter information as "eventFilter" attribute associated with the event.
The "eventsRepInfo" attribute may include:
-	event notification method (periodic, one time, on event detection) as "notifMethod" attribute; 
-	Maximum Number of Reports as "maxReportNbr" attribute; 
-	Monitoring Duration as "monDur" attribute;
-	repetition period for periodic reporting as "repPeriod" attribute;
-	immediate reporting indication as "immRep" attribute;
-	sampling ratio as "sampRatio" attribute; and/or
-	group reporting guard time as "grpRepTime" attribute.
If the NEF cannot successfully fulfil the received HTTP POST request due to the internal error or an error in the HTTP POST request, the NEF shall send the HTTP error response as specified in clause 5.1.7.
Upon successful reception of the HTTP POST request with "{apiRoot}/nnef-eventexposure/{apiVersion}/subscriptions/" as request URI and "NefEventExposureSubsc" data structure as request body, the NEF shall create a new "Individual Event Exposure Subscription" resource, shall store the subscription and shall send a HTTP "201 Created" response as shown in step 2 of figure 4.2.2.2.2-1. The NEF shall include in the "201 Created" response:
-	a Location header field; and
-	an "NefEventExposureSubsc" data type in the payload body.
The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/nnef-eventexposure/{apiVersion}/subscriptions/{subscriptionId}".
The "NefEventExposureSubsc" data type payload body shall contain the representation of the created "Individual Event Event Subscription". 
When the "monDur" attribute is included in the response, it represents NEF selected expiry time that is equal or less than the received expiry time in the request.
When the "immRep" attribute is included and sets to "true" in the subscription and the subscribed events are available, the NEF shall immediately notify the NF service consumer using the Nnef_EventExposure_Notify service operation, as described in clause 4.2.2.4. 
When the sampling ratio as the "sampRatio" attribute is included in the subscription, the NEF shall select a random subset of UEs among target UEs according to the sampling ratio and only report the event(s) related to the selected subset UEs.
When the group reporting guard time as the "grpRepTime" attribute is included in the subscription, the NEF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then the NEF shall notify the NF service consumer using the Nnef_EventExposure_Notify service operation, as described in clause 4.2.2.4.
*** 1st Change ***
[bookmark: _Toc34228194][bookmark: _Toc36041597][bookmark: _Toc36041753]4.2.2.4.2	Notification about subscribed events
Figure 4.2.2.4.2-1 illustrates the notification about subscribed events.


Figure 4.2.2.4.2-1: Notification about subscribed events
If the NEAF observes application related event(s) for which an NF service consumer has subscribed to, the NEAF shall send an HTTP POST request as shown in step 1 of figure 4.2.2.4.2-1, with the "{notifUri}" as request URI with the value previously provided by the NF service consumer within the corresponding subscription, and the "NefEventExposureNotif" data structure.
The "NefEventExposureNotif" data structure shall include:
-	notification correlation ID provided by the NF service consumer during the subscription as "notifId" attribute; and
-	information about the observed event(s) within the "eventNotifs" attribute that shall contain for each observed event an "NefEventNotification" data structure that shall include:
-	the application related event as "event" attribute;
-	the time at which the event was observed encoded as "timeStamp" attribute;
-	if the "event" attribute is "SVC_EXPERIENCE", 
-	service experience information about the application involved in the reported event in the "svcExprcInfos" attribute;
-	if the "event" attribute is "UE_MOBILITY", 
	-	UE mobility information assoicated with the application as "ueMobilityInfos" attribute;
-	if the "event" attribute is "UE_COMM", 
	-	applicationUE communication information assoicated with the application as "ueCommuInfos" attribute;
and
-	if the "event" attribute is "EXCEPTIONS", 
	-	exceptions information associated with a service flow as "excepInfos" attribute.
If the NF service consumer cannot successfully fulfil the received HTTP POST request due to the internal error or an error in the HTTP POST request, the NF service consumer shall send the HTTP error response as specified in clause 5.1.7.
Upon successful reception of the HTTP POST request with "{notifUri}" as request URI and a "NefEventExposureNotif" data structure as request body, the NF service consumer shall send a "204 No Content" HTTP response, as shown in step 2 of figure 4.2.2.4.2-1, for a successful processing.

*** Next Change ***
[bookmark: _Toc34228230][bookmark: _Toc36041633][bookmark: _Toc36041789]5.1.6.2.2	Type: NefEventExposureSubsc
Table 5.1.6.2.2-1: Definition of type NnefExposureSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventsSubs
	array(NefEventSubs)
	CM
	1..N
	Subscribed events and the related event filters. 
Shall be present if "event" sets to "SVC_EXPERIENCE", "UE_MOBILITY", "UE_COMM" or "EXCEPTIONS".
	ServiceExperience
UeCommunication
UeMobility
Exceptions

	eventsRepInfo
	EventReportingRequirement
	CM
	0..1
	Represents the reporting requirements of the subscription.
Shall be present if "event" sets to "SVC_EXPERIENCE", "UE_MOBILITY", "UE_COMM" or "EXCEPTIONS".
	ServiceExperience
UeCommunication
UeMobility
Exceptions

	notifUri
	Uri
	M
	1
	Notification URI for event reporting.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	suppFeat
	SupportedFeatures
	M
	1
	This IE represents a list of Supported features used as described in subclause 5.8. (NOTE)
	

	rspNotifUri
	Uri
	O
	0..1
	Notification URI of received notifcations to be forwarded.
May only be present in the HTTP response for roaming case.
	InefEventExposure

	NOTE:	In the HTTP POST request it represents the set of NF service consumer supported features. In the HTTP POST and GET responses it represents the set of features supported by both the NF service consumer and the NEF.



Editor’s Note:	Whether more information will be added to support I-NEF Event Exposure is FFS.

*** Next Change ***
[bookmark: _Toc34228232][bookmark: _Toc36041635][bookmark: _Toc36041791]5.1.6.2.4	Type: NefEventNotification
Table 5.1.6.2.4-1: Definition of type NefEventNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	NefEvent
	M
	1
	Reported application related event.
	

	timeStamp
	DateTime
	M
	1
	Time at which the event is observed.
	

	svcExprcInfos
	array(ServiceExperienceInfo)
	C
	1..N
	Contains the service experience information.
Shall be present if the "event" attribute sets to "SVC_EXPERIENCE"
	ServiceExperience

	ueMobilityInfos
	array(UeMobilityInfo)
	C
	1..N
	Contains the UE mobility information.
Shall be present if the "event" attribute sets to "UE_MOBILITY"
	UeMobility

	ueCommInfos
	array(UeCommunicationInfo)
	C
	1..N
	Contains the application communication information.
Shall be present if the "event" attribute sets to "UE_COMM"
	UeCommunication

	excepInfos
	array(ExceptionInfo)
	C
	1..N
	Each element represents the exception information for a service flow. 
Shall be present if the "event" attribute sets to "EXCEPTIONS".
	Exceptions



Editor’s Note:	More information related to more event types will be defined later.
*** Next Change ***
[bookmark: _Toc34228233][bookmark: _Toc36041636][bookmark: _Toc36041792]5.1.6.2.5	Type NefEventSubs
Table 5.1.6.2.5-1: Definition of type NefEventSubs
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	NefEvent
	M
	1
	Subscribed event.
	

	eventFilter
	NefEventFilter
	CM
	1
	Represents the event filter information associated with each event. 
Shall be present if "event" sets to "SVC_EXPERIENCE", "UE_MOBILITY", "UE_COMM" or "EXCEPTIONS".

	ServiceExperience
UeCommunication
UeMobility
Exceptions




*** Next Change ***
[bookmark: _Toc34228236][bookmark: _Toc36041639][bookmark: _Toc36041795]5.1.6.2.8	Type TargetUeIdentification
Table 5.1.6.2.8-1: Definition of type TargetUeIdentification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supis
	array(Supi)
	O
	1..N
	Each element identifies a SUPI for an UE.
	ServiceExperience
Exceptions
UeMobility
UeCommunication

	interGroupIds
	array(GroupId)
	O
	1..N
	Each element represents an internal group identifier which identifies a group of UEs.
	ServiceExperience
Exceptions
UeMobility
UeCommunication

	anyUeId
	boolean
	O
	0..1
	Identifies whether the AF request applies to any UE. 
This attribute shall set to "true" if applicable for any UE, otherwise, set to "false".
	ServiceExperience
Exceptions


	NOTE:	For an applicable feature, only one attribute identifying the target UE shall be provided.



*** Next Change ***
[bookmark: _Toc34228248][bookmark: _Toc36041651][bookmark: _Toc36041807]5.1.8	Feature negotiation
The optional features in table 5.1.8-1 are defined for the Nnef_EventExposure API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 5.1.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	ServiceExperience
	This feature indicates support for the "SVC_EXPERIENCE" event.

	2
	UeMobility
	This feature indicates support for the "UE_MOBILITY" event.

	3
	UeCommunication
	This feature indicates support for the "UE_COMM" event.

	4
	Exceptions
	This feature indicates support for the "EXCEPTIONS" event.

	5
	InefEventExposure
	This feature indicates support I-NEF event exposure in roaming status.



*** Next Change ***
[bookmark: _Toc34228252][bookmark: _Toc36041655][bookmark: _Toc36041811]A.2	Nnef_EventExposure API
[bookmark: _Hlk515634373][bookmark: _Hlk515642979]openapi: 3.0.0
info:
  title: Nnef_EventExposure
  version: 1.0.0.alpha-1
  description: |
    NEF Event Exposure Service.
    © 2020, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
[bookmark: _Hlk514243590]externalDocs:
  description: 3GPP TS 29.591 V16.0.0; 5G System; Application Function (AF) event exposure service; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.591/
servers:
  - url: '{apiRoot}/nnef-eventexposure/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501
security:
  - {}
  - oAuth2ClientCredentials:
    - nnef-eventexposure
paths:

  /subscriptions:
    post:
      summary: subscribe to notifications
      operationId: CreateIndividualSubcription
      tags:
        - Subscriptions (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/NefEventExposureSubsc'
      responses:
        '201':
          description: Success
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/NefEventExposureSubsc'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnef-eventexposure/{apiVersion}/subscriptions/{subscriptionId}'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:
        myNotification:
          '{$request.body#/notifUri}': 
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/NefEventExposureNotif'
              responses:
                '204':
                  description: No Content, Notification was succesfull
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
  /subscriptions/{subscriptionId}:
    get:
      summary: retrieve subscription
      operationId: GetIndividualSubcription
      tags:
        - IndividualSubscription (Document)
      parameters:
        - name: subscriptionId
          in: path
          description: Event Subscription ID
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK. Resource representation is returned
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/NefEventExposureSubsc'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    put:
      summary: update subscription
      operationId: ReplaceIndividualSubcription
      tags:
        - IndividualSubscription (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/NefEventExposureSubsc'
      parameters:
        - name: subscriptionId
          in: path
          description: Event Subscription ID
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK. Resource was succesfully modified and representation is returned
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/NefEventExposureSubsc'
        '204':
          description: No Content. Resource was succesfully modified
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    delete:
      summary: unsubscribe from notifications
      operationId: DeleteIndividualSubcription
      tags:
        - IndividualSubscription (Document)
      parameters:
        - name: subscriptionId
          in: path
          description: Event Subscription ID
          required: true
          schema:
            type: string
      responses:
        '204':
          description: No Content. Resource was succesfully deleted
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nnef-eventexposure: Access to the Nnef_EventExposure API
  schemas:
    NefEventExposureSubsc:
      type: object
      properties:
        eventsSubs:
          type: array
          items:
            $ref: '#/components/schemas/NefEventSubs'
          minItems: 1
        eventsRepInfo:
          $ref: 'TS29520_Nnwdaf_EventsSubscription.yaml#/components/schemas/EventReportingRequirement'
        notifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        notifId:
          type: string
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        rspNotifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
      required:
        - eventsSubs
        - eventsRepInfo
        - notifId
        - notifUri
        - suppFeat
    NefEventExposureNotif:
      type: object
      properties:
        notifId:
          type: string
        eventNotifs:
          type: array
          items:
            $ref: '#/components/schemas/NefEventNotification'
          minItems: 1
      required:
        - notifId
        - eventNotifs
    NefEventNotification:
      type: object
      properties:
        event:
          $ref: '#/components/schemas/NefEvent'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        svcExprcInfos:
          type: array
          items:
            $ref: '#/components/schemas/ServiceExperienceInfo'
          minItems: 1
        ueMobilityInfos:
          type: array
          items:
            $ref: '#/components/schemas/UeMobilityInfo'
          minItems: 1
        ueCommInfos:
          type: array
          items:
            $ref: '#/components/schemas/UeCommunicationInfo'
          minItems: 1
        excepInfos:
          type: array
          items:
            $ref: 'TS29517_Naf_EventExposure.yaml#/components/schemas/ExceptionInfo'
          minItems: 1
      required:
        - event
        - timeStamp
    NefEventSubs:
      type: object
      properties:
        event:
          $ref: '#/components/schemas/NefEvent'
        eventFilter:
          $ref: '#/components/schemas/NefEventFilter'
      required:
        - event
        - eventFilter
    NefEventFilter:
      type: object
      properties:
        tgtUe:
          $ref: '#/components/schemas/TargetUeIdentification'
        appIds:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
          minItems: 1
        locArea:
          $ref: 'TS29554_Npcf_BDTPolicyControl.yaml#/components/schemas/NetworkAreaInfo'
      required:
        - tgtUe
    TargetUeIdentification:
      type: object
      properties:
        supis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
          minItems: 1
        interGroupIds:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
          minItems: 1
        anyUeId:
          type: boolean
    ServiceExperienceInfo:
      type: object
      properties:
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        supis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
          minItems: 1
        svcExpPerFlows:
          type: array
          items:
            $ref: 'TS29517_Naf_EventExposure.yaml#/components/schemas/ServiceExperienceInfoPerFlow'
          minItems: 1
      required:
        - svcExpPerFlows
    UeMobilityInfo:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        ueTrajs:
          type: array
          items:
            $ref: '#/components/schemas/UeTrajectoryInfo'
          minItems: 1
      required:
        - supi
        - ueTrajs
    UeCommunicationInfo:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        interGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        comms:
          type: array
          items:
            $ref: 'TS29517_Naf_EventExposure.yaml#/components/schemas/CommunicationCollection'
          minItems: 1
      required:
        - comms
    UeTrajectoryInfo:
      type: object
      properties:
        ts:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        location:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
      required:
        - ts
        - location

# Simple data types and Enumerations

    NefEvent:
      anyOf:
      - type: string
        enum:
          - SVC_EXPERIENCE
          - UE_MOBILITY
          - UE_COMM
          - EXCEPTIONS
      - type: string


*** End of Changes ***
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