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Abstract of the contribution: 

This contribution provides the status of the SEAL APIs (Key management and Identity management APIs) in SA3 and plan for dependent work in CT3. 
SA3 is currently specifying the security aspects of the SEAL under "SEAL" workitem in Rel-16. The objective of this work item is to provide stage 2 security and privacy related normative specification for SEAL functional architecture (for example, security aspects of SEAL-UU reference point, Key management (KM) procedures and APIs). 

Completion of Key Management and Identity Management APIs in CT3 normative specification TS 29.549 have dependency on progress of work in SA3. SA3 has contributions (S3-200650 and S3-200651) proposed in ongoing SA3#98Bis-e meeting, proposing key management procedures and may have potential stage 2 aspects for Key and Identity management APIs.
So, this is to inform CT3 that, based on the outcome from SA3#98Bis-e meeting on SEAL workitem, the corresponding stage-3 security aspects to SEAL APIs in CT3 normative specification TS 29.549 is possible to be brought only from the next CT3 (CT3#110e) meeting. 
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