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* * * * Begin of Change * * * *
[bookmark: _Toc34035289][bookmark: _Toc510696586][bookmark: _Toc34035296]2	References
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* * * * Next Change * * * *
5.1	Introduction
 The table 5.1-1 shows the services provided by the VAE server and corresponding Service Operations:
Table 5.1-1 List of services provided by the VAE Server
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	VAE_MessageDelivery
	Deliver_DL_Message
	Request/Response
	V2X application specific server

	
	Deliver_UL_Message
	Subscribe/Notify
	V2X application specific server

	
	V2X_MessageDelivery_Subscribe
	
	V2X application specific server

	
	V2X_MessageDelivery_Unsubscribe
	
	V2X application specific server

	VAE_FileDistribution
	Distribute_File
	Request/ Response
	V2X application specific server

	VAE_ ApplicationRequirement
	Reserve_NetworkResource
	Subscribe/Notify
	V2X application specific server

	
	Notify_NetworkResource
	
	

	VAE_DynamicGroup
	Configure_DynamicGroup
	Subscribe/Notify
	V2X application specific server

	VAE_ServiceContinuity
	Query_ServiceContinuity
	Request/Response
	VAE server

	NOTE:	A subscription applies for one UE, group of UE(s) or any UE.



The SEAL server(s) APIs defined in 3GPP TS 29.549 [x] are consumed by the V2X application specific server via the VAE server (acting as a VAL server) over the Vs reference point. When V2X application specific server invokes a SEAL server API via the VAE server over the Vs reference point, the VAE server shall interact with the corresponding SEAL server over the SEAL-S reference point for the API invocation request and response.
[bookmark: _GoBack]NOTE:	When V2X application specific server invokes a SEAL server API directly, the V2X application specific server acting as VAL server shall interact with the corresponding SEAL server over the SEAL-S reference point for the API invocation request and response as specified in 3GPP TS 29.549 [x].
* * * * End of Change * * * *

