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added that the "200 OK" response on HTTP GET request may contain the PCF set ID and PCF instance ID.
Clause 8.5.7:
added that if a new PCF instance is selected, the new PCF will send to the BSF the HTTP PATCH request with the new PCF instance ID.

	
	

	Consequences if not approved:
	Incomplete specification.

	
	

	Clauses affected:
	8.5.4, 8.5.7

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	Revision 1:

Removed modification of clause 8.4.2.


Additional discussion(if needed):

…

Proposed changes:

*** 1st Change ***

8.5.4
Binding information Retrieval
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Figure 8.5.4-1: Binding information Retrieval procedure

1.
AF/NEF invokes the Nbsf_Management_Discovery service operation by sending the HTTP GET request with Resource URI of the resource "PCF Session Bindings" to the BSF to obtain the address information of the selected PCF for a certain PDU session. The URI query parameters in the HTTP GET request are specified in subclause 4.2.4.2 of TS 29.521 [22].
2.
The BSF sends an HTTP "200 OK" response to the AF/NEF with the address information of the selected PCF (FQDN and/or IP address(es) and port information of the selected PCF, or if the PCF supports the Rx interface the Diameter host and realm for the selected PCF), and if available with the associated PCF set ID and the PCF instance ID.

*** 2nd Change ***

8.5.7
Binding information Update
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Figure 8.5.7-1: Binding information Update procedure

1.
If the binding information has been previously registered in the BSF, and if the BindingUpdate feature defined in 3GPP TS 29.521 [22] is supported, the PCF invokes the Nbsf_Management_Update service operation by sending the HTTP PATCH request with Resource URI of the resource "Individual PCF Session Binding" to update the binding information in the BSF in the following cases:
-
for the IPv4v6 address case, when one of the addresses is released or a new IP address is allocated; and/or
-
for the multiple address case, if the MultiUeAddr feature defined in 3GPP TS 29.521 [22] is supported:
-
when a new IP address (e.g. IPv6 prefix) is allocated or an IP address which is not the last one is released for the IP PDU session; or 

-
a new MAC address is used or a MAC address which is not the last one is not used for the Ethernet PDU session; and/or
-
if a new PCF instance is selected, the PCF instance ID.

The binding information provided in the HTTP PATCH request is defined in subclause 4.2.5.2 of 3GPP TS 29.521 [22].
2.
The BSF sends an HTTP "200 OK" response to the PCF and updates the binding information.
*** End of Changes ***
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