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* * * * Begin of Change * * * *
[bookmark: _Toc28011091][bookmark: _Toc34137954][bookmark: _Toc36037549][bookmark: _Toc36037591][bookmark: _Toc28011078][bookmark: _Toc34137941]4.2.3.3	Encoding of updated policy
Updated policies shall be encoded within the PolicyUpdate data type that may include:
-	AMF Access and Mobility Policy (see subclause 4.2.2.3) Service Area Restriction encoded as "servAreaRes" attribute; 
-	AMF Access and Mobility Policy (see subclause 4.2.2.3) RFSP Index encoded as "rfsp" attribute; 
-	if the "UE-AMBR_Authorization" feature is supported, AMF Access and Mobility Policy (see subclause 4.2.2.3) UE-AMBR encoded as "ueAmbr" attribute; 
NOTE:	PCF can stop applying policies to already provided attributes under PolicyUpdate data type. In that case, PCF will modify those attributes by e.g. providing configured values. How the PCF gets those values is out of specification.
-	if the "DNNReplacementControl" feature is supported, AMF Access and Mobility Policy (see subclause 4.2.2.3) SMF selection information encoded as "smfSelInfo" attribute;
-	updated Policy Control Request Trigger(s) (see subclause 4.2.3.2) encoded as "triggers" attribute i.e.:
1) either a new complete list of applicable Policy Control Request Trigger(s) including one or several of the following:
a)	Location change (tracking area); and/or
b)	Change of UE presence in PRA; and/or 
c)	if the "SliceSupport" feature or the "DNNReplacementControl" feature is supported, change of allowed NSSAI; and/or 
d)	if the "DNNReplacementControl" feature is supported, SMF selection information change; or
2) a "NULL" value to request the removal of all previously installed Policy Control Request Trigger(s); and
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided or if that trigger was already set but the requested presence reporting areas need to be changed, the presence reporting areas for which reporting is required encoded as "pras" attribute encoded as follows:
a)	A new entry shall be added by supplying a new identifier as key and the corresponding PresenceInfo data type instance with complete contents as value as an entry within the map.
b)	An existing entry shall be modified by supplying the existing identifier as key and the PresenceInfo data type instance with complete contents as value as an entry within the map. 
c)	An existing entry shall be deleted by supplying the existing identifier as key and "NULL" as value as an entry within the map.
d)	For an unmodified entry, no entry needs to be provided within the map; and
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is removed, the presence reporting areas for which reporting was required shall be removed by providing the "pras" attribute with "NULL" as value. 
[bookmark: _Hlk19876961]-	if the Policy Control Request Trigger "SMF selection information change" is provided or if that trigger was already set and the indication of DNN replacement when the requested DNN is unknown needs to be set or changed, the "unsuppDnn" attribute within "smfSelInfo" attribute shall be provided including the appropriate value.
-	if the Policy Control Request Trigger "SMF selection information change" is provided or if that trigger was already set and the list of candidate DNNs for replacement needs to be set or changed, the "candidates" attribute within the "smfSelInfo" attribute is encoded as follows: 
a)	A new entry shall be added by supplying a new S-NSSAI as key and the corresponding CandidateForReplacement data type instance with complete contents as value as an entry within the map.
b)	An existing entry shall be modified by supplying the existing S-NSSAI as key and the CandidateForReplacement data type instance with complete contents as value as an entry within the map. 
c)	An existing entry shall be deleted by supplying the existing S-NSSAI as key and "NULL" as value as an entry within the map.
d)	For an unmodified entry, no entry needs to be provided within the map; 
e)	The complete list of candidate DNNs for which reporting is required shall be removed by providing the "candidates" attribute with "NULL" as value.
-	if the Policy Control Request Trigger "SMF selection information change" is removed, the candidate DNNs for which reporting was required shall be removed by providing the "smfSelInfo" attribute with "NULL" as value.
* * * * End of Change * * * *

