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*** 1st Change ***

4.2.4.2
Retrieve the PCF Session binding information for a given tuple
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Figure 4.2.4.2-1: NF service consumer retrieve the PCF Session binding information for a given tuple

The NF service consumer shall invoke the Nbsf_Management_Discovery service operation to obtain address information of the selected PCF for a PDU session in the BSF. The NF service consumer shall send an HTTP GET request with "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI, where "query parameters" shall include:

-
UE address; 
and may include:

-
SUPI or GPSI;

-
DNN and optionally S-NSSAI; and

-
IPv4 address domain.

NOTE 1:
The query parameters S-NSSAI and/or IPv4 address domain is helpful in the scenario of IPv4 address overlapping where the same IPv4 address may be allocated to UE PDU sessions.

Upon the reception of an HTTP GET request with: "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI, the BSF shall search the corresponding binding information. If "ipv6Prefix" is used as an UE IPv6 address in the query parameter, the BSF shall use the longest prefix match to find a matching IPv6 prefix so that the IPv6 address in the query parameter is within the address range covered by that matching IPv6 prefix. The IPv6 address in the query parameter shall be formatted as an IPv6 prefix value including the trailing prefix length "/128".
If the HTTP request message from the NF service consumer is accepted and a session binding resource matching the query parameters exists, the BSF shall reply with a "200 OK" HTTP response, as shown in figure 4.2.4.2-1, step 2, containing the corresponding "PcfBinding" data structure, as provided by the PCF during the Nbsf_Management_Register Service Operation in the response body e.g. PCF address information, and if available PCF Set Id and PCF Id.

NOTE 2:
If the NF service consumer (such as the AF or NEF) is not able to reach the received PCF address(es) and applies direct discovery, the NF service consumer (as specified in 3GPP TS 23.503 [4] subclause 6.1.1.2.2) might query the NRF for:
-
PCF instances within the PCF set if the PCF Set Id but no PCF Id was included in "PcfBinding" data structure; or
-
PCF service instances within the PCF if the PCF Set Id D and PCF Id were included in "PcfBinding" data structure,
to select another instance.
If the PCF Session Binding resource does not exist, the BSF shall respond with "404 Not Found" HTTP error code. If an invalid combination of query parameters (i.e. a combination without UE address(es)) is contained in the request URI, the BSF shall respond with an "400 Bad Request" HTTP error code containing "INVALID_QUERY_PARAM" as application error within the ProblemDetails IE. If more than one PCF Session Binding resources are found, the BSF shall respond with "400 Bad Request" HTTP error code containing "MULTIPLE_BINDING_INFO_FOUND" as application error within the ProblemDetails IE.

*** End of Changes ***

