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1st Change ***

[bookmark: _Toc34228169][bookmark: _Toc36041572][bookmark: _Toc36041728]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[15]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[16]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[17]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[18]	3GPP TS 29.517: "Application Function Event Exposure Service".
[19]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[20]	3GPP TS 29.541: "5G System; Network Exposure Function Services for Non-IP Data Delivery (NIDD); Stage 3".
[21]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[29508] 	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[29518] 	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".



*** Next Change ***

[bookmark: _Toc34228179][bookmark: _Toc36041582][bookmark: _Toc36041738]4.2.1.2	Service Architecture
The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architecture is defined in 3GPP TS 23.288 [14].
The Nnef_EventExposure service is part of the Nnef service-based interface exhibited by the Network Exposure Function (NEF). The I-NEF acts as NEF for the roaming scenario.
The NEF acts as a service producer in non-roaming scenarios. Known consumers of the Nnef_EventExposure service in non-roaming scenario are:
-	Network Data Analytics Function (NWDAF)
-	Session Management Function (SMF)


Figure 4.2.1.2-nonroaming1: Reference Architecture for the Nnef_EventExposure Service in non-roaming scenarios; SBI representation


Figure 4.2.1.2-nonroaming2: Reference Architecture for the Nnef_EventExposure Service in non-roaming scenarios; reference point representation

Known consumers of the Nnef_EventExposure service in roaming scenario are:
-	Access and Mobility Management Function (AMF) of the VPLMN
-	Session Management Function (SMF) of the VPLMN
-	Network Exposure Function (NEF) of the HPLMN




Figure 4.2.1.2-1: Reference Architecture for the Nnef_EventExposure Service in roaming scenarios; SBI representation





Figure 4.2.1.2-2: Reference Architecture for the Nnef_EventExposure Service in roaming scenarios: reference point representation

The I-NEF is optional and used for interworking between AMF, SMF and NEF in roaming scenarios. This service, which is  provided by the I-NEF,  is used by the NF(s) in VPLMN to request the I-NEF to do normalization of monitoring event reports and to generate charging/accounting information for those Event Types that need it. After normalization, the I-NEF forwards the Monitoring Event message to the NEF as defined in clause 6.2.5a of TS 23.501 [2]. The NEF does not (un)subscribe to this I-NEF services via N53. 


*** Next Change ***

[bookmark: _Toc11227396][bookmark: _Toc18481025][bookmark: _Toc34228181][bookmark: _Toc36041584][bookmark: _Toc36041740]4.2.1.3.1	Network Exposure Function (NEF)
The Network Exposure Function (NEF) is a functional element that provides application or user related information to the NF service consumers as defined in current specification. 
The I‑NEF It acts as I-NEF in the VPLMN. which It is used for interworking between NFs in the VPLMN and the NEF of the HPLMN. The I-NEF is optional and is only used in roaming scenarios. NFs in the VPLMN are configured with the I-NEF identity. 
The (I-)NEF allows the NF consumer(s) AMF and SMF to (un)subscribe to notification of monitoring observed event, to the forwards the notifications, which are received from the NF consumer(s) AMF and SMF, to the NEF when the event is detected by the NF consumer(s) in the VPLMN. The I-NEF may normalize the reports according to roaming agreements between VPLMN and HPLMN as described in clause 6.2.5a of 3GPP TS 23.501 [2].


*** Next Change ***


[bookmark: _Toc34228184][bookmark: _Toc36041587][bookmark: _Toc36041743]4.2.2.1	Introduction
Service operations defined for the Nnef_EventExposure Service are shown in table 4.2.2.1-1.
Table 4.2.2.1-1: Nnef_EventExposure Service Operations
	Service Operation Name
	Description
	Initiated by

	Nnef_EventExposure_Subscribe
	This service operation is used by an NF service consumer to subscribe to, or modify a subscription in the (I-)NEF for event notifications on a specified application or user related event for one or more UE(s) or any UE.
	NF service consumer (NOTE)

	Nnef_EventExposure_Unsubscribe
	This service operation is used by an NF service consumer to unsubscribe from event notifications.
	NF service consumer (NOTE)

	Nnef_EventExposure_Notify
	This service operation is used by the (I-)NEF to report application or user related event(s) to the NF service consumer which has subscribed to the event report service.
	NEF, I-NEF

	NOTE:	In roaming scenarios the NEF of the HPLMN does not (un)subscribe to the I-NEF of the VLMN services via N53.




*** Next Change ***

4.2.2.4.x	Notifications from SMF and AMF to NEF via I‑NEF
If the feature "InefEventExposure" is supported, the I‑NEF uses this procedure to forward event notifications, which the I-NEF may receive from the AMF or SMF. 
The AMF and SMF shall configure the "3gpp-Sbi-Target-apiRoot" header with the complete URI of the NEF and send the HTTP request including the header to the I‑NEF.
If the I-NEF in the VPLMN  receives an event notification from the AMF as specified in 3GPP TS 29.518 [29518] or from the SMF as specified in 3GPP TS 29.508 [29508], it shall
-	normalize the event report when applicable; and
-	shall forward the event report after normalization to the NEF of the HPLMN. To forward the event report the I‑NEF shall remove the "3gpp-Sbi-Target-apiRoot" header received in the HTTP request and set the URI of the request URI it forwards on the N53 interface to the URI received in the "3gpp-Sbi-Target-apiRoot" header from the AMF respectively SMF as resource destination endpoint.
NOTE:	Normalization means a change of a value (e.g. user location) within a data type provided by the SMF or AMF, but not a change of the data type structure.


*** Next Change ***

[bookmark: _Toc34228230][bookmark: _Toc36041633][bookmark: _Toc36041789][bookmark: _Hlk36567503]5.1.6.2.2	Type: NefEventExposureSubsc
Table 5.1.6.2.2-1: Definition of type NnefExposureSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventsSubs
	array(NefEventSubs)
	C
	1..N
	Subscribed events and the related event filters. 
Shall be present if "event" sets to "SVC_EXPERIENCE", "UE_MOBILITY", "UE_COMM" or "EXCEPTIONS".
	ServiceExperience
UeCommunication
UeMobility
Exceptions

	eventsRepInfo
	EventReportingRequirement
	C
	0..1
	Represents the reporting requirements of the subscription.
Shall be present if "event" sets to "SVC_EXPERIENCE", "UE_MOBILITY", "UE_COMM" or "EXCEPTIONS".
	ServiceExperience
UeCommunication
UeMobility
Exceptions

	notifUri
	Uri
	M
	1
	Notification URI for event reporting.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	suppFeat
	SupportedFeatures
	M
	1
	This IE represents a list of Supported features used as described in subclause 5.8. (NOTE)
	

	rspNotifUri
	Uri
	O
	0..1
	Notification URI of received notifcations to be forwarded.
May only be present in the HTTP response for roaming case.
	InefEventExposure

	NOTE:	In the HTTP POST request it represents the set of NF service consumer supported features. In the HTTP POST and GET responses it represents the set of features supported by both the NF service consumer and the NEF.



Editor’s Note:	Whether more information will be added to support I-NEF Event Exposure is FFS.


*** Next Change ***

[bookmark: _Toc34228252][bookmark: _Toc36041655][bookmark: _Toc36041811]A.2	Nnef_EventExposure API
[bookmark: _Hlk515634373][bookmark: _Hlk515642979]openapi: 3.0.0
info:
  title: Nnef_EventExposure
  version: 1.0.0.alpha-1
  description: |
    NEF Event Exposure Service.
    © 2020, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
[bookmark: _Hlk514243590]externalDocs:
  description: 3GPP TS 29.591 V16.0.0; 5G System; Application Function (AF) event exposure service; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.591/
servers:
  - url: '{apiRoot}/nnef-eventexposure/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501
security:
  - {}
  - oAuth2ClientCredentials:
    - nnef-eventexposure
paths:

  /subscriptions:
    post:
      summary: subscribe to notifications
      operationId: CreateIndividualSubcription
      tags:
        - Subscriptions (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/NefEventExposureSubsc'
      responses:
        '201':
          description: Success
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/NefEventExposureSubsc'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnef-eventexposure/{apiVersion}/subscriptions/{subscriptionId}'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:
        myNotification:
          '{$request.body#/notifUri}': 
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/NefEventExposureNotif'
              responses:
                '204':
                  description: No Content, Notification was succesfull
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
  /subscriptions/{subscriptionId}:
    get:
      summary: retrieve subscription
      operationId: GetIndividualSubcription
      tags:
        - IndividualSubscription (Document)
      parameters:
        - name: subscriptionId
          in: path
          description: Event Subscription ID
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK. Resource representation is returned
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/NefEventExposureSubsc'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    put:
      summary: update subscription
      operationId: ReplaceIndividualSubcription
      tags:
        - IndividualSubscription (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/NefEventExposureSubsc'
      parameters:
        - name: subscriptionId
          in: path
          description: Event Subscription ID
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK. Resource was succesfully modified and representation is returned
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/NefEventExposureSubsc'
        '204':
          description: No Content. Resource was succesfully modified
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    delete:
      summary: unsubscribe from notifications
      operationId: DeleteIndividualSubcription
      tags:
        - IndividualSubscription (Document)
      parameters:
        - name: subscriptionId
          in: path
          description: Event Subscription ID
          required: true
          schema:
            type: string
      responses:
        '204':
          description: No Content. Resource was succesfully deleted
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nnef-eventexposure: Access to the Nnef_EventExposure API
  schemas:
    NefEventExposureSubsc:
      type: object
      properties:
        eventsSubs:
          type: array
          items:
            $ref: '#/components/schemas/NefEventSubs'
          minItems: 1
        eventsRepInfo:
          $ref: 'TS29520_Nnwdaf_EventsSubscription.yaml#/components/schemas/EventReportingRequirement'
        notifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        notifId:
          type: string
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        rspNotifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
      required:
        - notifId
        - notifUri
        - suppFeat
    NefEventExposureNotif:
      type: object
      properties:
        notifId:
          type: string
        eventNotifs:
          type: array
          items:
            $ref: '#/components/schemas/NefEventNotification'
          minItems: 1
      required:
        - notifId
        - eventNotifs
    NefEventNotification:
      type: object
      properties:
        event:
          $ref: '#/components/schemas/NefEvent'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        svcExprcInfos:
          type: array
          items:
            $ref: '#/components/schemas/ServiceExperienceInfo'
          minItems: 1
        ueMobilityInfos:
          type: array
          items:
            $ref: '#/components/schemas/UeMobilityInfo'
          minItems: 1
        ueCommInfos:
          type: array
          items:
            $ref: '#/components/schemas/UeCommunicationInfo'
          minItems: 1
        excepInfos:
          type: array
          items:
            $ref: 'TS29517_Naf_EventExposure.yaml#/components/schemas/ExceptionInfo'
          minItems: 1
      required:
        - event
        - timeStamp
    NefEventSubs:
      type: object
      properties:
        event:
          $ref: '#/components/schemas/NefEvent'
        eventFilter:
          $ref: '#/components/schemas/NefEventFilter'
      required:
        - event
    NefEventFilter:
      type: object
      properties:
        tgtUe:
          $ref: '#/components/schemas/TargetUeIdentification'
        appIds:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
          minItems: 1
        locArea:
          $ref: 'TS29554_Npcf_BDTPolicyControl.yaml#/components/schemas/NetworkAreaInfo'
      required:
        - tgtUe
    TargetUeIdentification:
      type: object
      properties:
        supis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
          minItems: 1
        interGroupIds:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
          minItems: 1
        anyUeId:
          type: boolean
    ServiceExperienceInfo:
      type: object
      properties:
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        supis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
          minItems: 1
        svcExpPerFlows:
          type: array
          items:
            $ref: 'TS29517_Naf_EventExposure.yaml#/components/schemas/ServiceExperienceInfoPerFlow'
          minItems: 1
      required:
        - svcExpPerFlows
    UeMobilityInfo:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        ueTrajs:
          type: array
          items:
            $ref: '#/components/schemas/UeTrajectoryInfo'
          minItems: 1
      required:
        - supi
        - ueTrajs
    UeCommunicationInfo:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        interGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        comms:
          type: array
          items:
            $ref: 'TS29517_Naf_EventExposure.yaml#/components/schemas/CommunicationCollection'
          minItems: 1
      required:
        - comms
    UeTrajectoryInfo:
      type: object
      properties:
        ts:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        location:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
      required:
        - ts
        - location

# Simple data types and Enumerations

    NefEvent:
      anyOf:
      - type: string
        enum:
          - SVC_EXPERIENCE
          - UE_MOBILITY
          - UE_COMM
          - EXCEPTIONS
      - type: string







*** End of Changes ***
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