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Abstract of the contribution:

Stage 2 plans to discuss the I-NEF interworking role due to the CT3 LS C3 201494 (S2 2002645) in CR 2187 for 3GPP TS 23.502 (see S2‑2002756 as well) at SA2#138E between 20 – 24 April 2020. Based on that it is proposed to use a header related endpoint information solution between SMF/AMF and I‑NEF at stage 3 level.
Discussion

The main concept of the interworking can be described as follows:

- The I-NEF of the VPLMN never initiates any notifications to the NEF on its own or on subscription from the NEF of the HPLMN, but it may forward event notifications to the NEF of the HPLMN, which it receives from the AMF or SMF in the VPLMN. Therefore, a subscription between NEF as client and I-NEF as producer is not required. 3GPP TS 29.591 should avoid any misunderstandings.
- The AMF and SMF of the VPLMN are configured with the I-NEF identity (3GPP TS 23.501, clause 6.2.5.a). Therefore, the AMF and SMF of the VLMN knows to which I-NEF of the VLMN notifications must be provided.

- The AMF and SMF of the VLMN can inform the I-NEF of the notification endpoint based on the subscription intiated by the NEF of the HPLMN.

- The I-NEF may normalize values (e.g. user location) within data types provided by the SMF or AMF according to roaming agreements between VPLMN and HPLMN before forwarding. The I-NEF does not change the body and data type structure of the HTTP request.

- As mentioned above the AMF and SMF must inform the I-NEF in the HTTP request (notification message) about the notification endpoint, i.e. the resource of the destination endpoint (NEF of the HPLMN).
A CR for 3GPP TS 29.591 (see C3-202161) shows that it is possible to reuse the "3gpp-Sbi-Target-apiRoot" custom header, which is defined in 3GPP TS 29.500 already. This header is normally used by an HTTP client to indicate the apiRoot of the target URI when communicating indirectly with the HTTP server via an SCP using HTTPS, but it can be used for the AMF/SMF to NEF event reporting via the I‑NEF as well, if it is configured with the complete URI of the NEF. A special header may be possible as well.
If the concept is used, 3GPP TS 29.508 (e.g. C3‑202162) and 3GPP TS 29.518 should include a reference to 3GPP TS 29.591, which should describe the concept.
Conclusion
It is proposed not to use a configuration subscription to provide the notification endpoint to the I‑NEF. A kind of header solution in the HTTP event notification request from AMF/SMF to I‑NEF should be used to provide the notification endpoint to the I‑NEF.
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