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…
Proposed changes:
[bookmark: OLE_LINK70]*** 1st Change ***
[bookmark: _Toc34228169][bookmark: _Toc34228194][bookmark: _Toc34228187][bookmark: _Toc36041590][bookmark: _Toc36041746]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[15]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[16]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[17]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[18]	3GPP TS 29.517: "Application Function Event Exposure Service".
[19]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[20]	3GPP TS 29.541: "5G System; Network Exposure Function Services for Non-IP Data Delivery (NIDD); Stage 3".
[21]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[TS29518]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
*** Next Change ***
4.2.2.4.2	Notification about subscribed events
Figure 4.2.2.4.2-1 illustrates the notification about subscribed events.


Figure 4.2.2.4.2-1: Notification about subscribed events
If the AF observes application related event(s) for which an NF service consumer has subscribed to, the AF shall send an HTTP POST request as shown in step 1 of figure 4.2.2.4.2-1, with the "{notifUri}" as request URI with the value previously provided by the NF service consumer within the corresponding subscription, and the "NefEventExposureNotif" data structure.
The "NefEventExposureNotif" data structure shall include:
-	notification correlation ID provided by the NF service consumer during the subscription as "notifId" attribute; and
-	information about the observed event(s) within the "eventNotifs" attribute that shall contain for each observed event an "NefEventNotification" data structure that shall include:
-	the application related event as "event" attribute;
-	the time at which the event was observed encoded as "timeStamp" attribute;
-	if the "event" attribute is "SVC_EXPERIENCE", 
-	service experience information about the application involved in the reported event in the "svcExprcInfos" attribute;
-	if the "event" attribute is "UE_MOBILITY",
	-	UE mobility information assoicated with the application as "ueMobilityInfos" attribute;
-	if the "event" attribute is "UE_COMM",
	-	application communication information assoicated with the application as "ueCommuInfos" attribute;
and
-	if the "event" attribute is "EXCEPTIONS",
	-	exceptions information associated with a service flow as "excepInfos" attribute.
-	if the "event" attribute is "UE_REACHABILITY" and the feature "InefEventExposure" is supported,
	-	the UE idenfier as "supi" attribute;
	-	UE reachability information associated with the UE as "reachability" attribute.
and may include:
-	the generic public subscription identifier as "gpsi" attribute if it is available;
-	if the "event" attribute is "LOCATION_REPORT" and the feature "InefEventExposure" is supported,
	-	the UE idenfier as "supi" attribute;
	-	UE location information associated with the UE as "loc" attribute;
and may include:
-	the generic public subscription identifier as "gpsi" attribute if it is available;
-	if the "event" attribute is "COMM_FAILURE" and the feature "InefEventExposure" is supported,
	-	the UE idenfier as "supi" attribute;
	-	communication failure information associated with the UE as "commFailure" attribute;
and may include:
-	the generic public subscription identifier as "gpsi" attribute if it is available;
-	if the "event" attribute is "DDD_STATUS" and the feature "InefEventExposure" is supported,
	-	the UE idenfier as "supi" attribute;
[bookmark: OLE_LINK5]	-	the downlink data delivery data descriptors as "dddTraDescriptor" attribute;
	-	downlink data delivery status information associated with the UE as "dddStatusInfo" attribute;
and may include:
-	the generic public subscription identifier as "gpsi" attribute if it is available;
-	if the "event" attribute is "AVAILABLITY_AFTER_DDN_FAILURE" and the feature "InefEventExposure" is supported,
	-	the UE idenfier as "supi" attribute;
and may include:
-	the generic public subscription identifier as "gpsi" attribute if it is available;
and
-	if the "event" attribute is "LOSS_OF_CONNECTITY" and the feature "InefEventExposure" is supported,
	-	the UE idenfier as "supi" attribute;
and may include:
-	the generic public subscription identifier as "gpsi" attribute if it is available.
If the NF service consumer cannot successfully fulfil the received HTTP POST request due to the internal error or an error in the HTTP POST request, the NF service consumer shall send the HTTP error response as specified in clause 5.1.7.
Upon successful reception of the HTTP POST request with "{notifUri}" as request URI and a "NefEventExposureNotif" data structure as request body, the NF service consumer shall send a "204 No Content" HTTP response, as shown in step 2 of figure 4.2.2.4.2-1, for a successful processing.

[bookmark: OLE_LINK93][bookmark: OLE_LINK94]*** Next Change ***
[bookmark: _Toc34228227][bookmark: OLE_LINK96][bookmark: _Toc34228232]5.1.6.1	General
This clause specifies the application data model supported by the API.
Table 5.1.6.1-1 specifies the data types defined for the Nnef_EventExposure service based interface protocol.
Table 5.1.6.1-1: Nnef_EventExposure specific Data Types
	Data type
	Section defined
	Description
	Applicability

	DddStatusInfo
	5.1.6.2.x
	
	

	NefEvent
	5.1.6.3.3
	
	

	NefEventExposureNotif
	5.1.6.2.3
	
	

	NefEventExposureSubsc
	5.1.6.2.2
	
	

	NefEventFilter
	5.1.6.2.7
	
	

	NefEventNotification
	5.1.6.2.4
	
	

	NefEventSubs
	5.1.6.2.5
	
	

	ServiceExperienceInfo
	5.1.6.2.9
	
	

	TargetUeIdentification
	5.1.6.2.8
	
	

	UeCommunicationInfo
	5.1.6.2.6
	
	

	UeMobilityInfo
	5.1.6.2.10
	
	

	UeTrajectoryInfo
	5.1.6.2.11
	
	



Table 5.1.6.1-2 specifies data types re-used by the Nnef_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnef_EventExposure service based interface. 
Table 5.1.6.1-2: Nnef_EventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ApplicationId
	3GPP TS 29.571 [16]
	
	

	EventReportingRequirement
	3GPP TS 29.520 [17]
	
	

	CommunicationCollection
	3GPP TS 29.517 [18]
	
	

	CommunicationFailure
	3GPP TS 29.518 [TS29518]
	
	

	DateTime
	3GPP TS 29.571 [16]
	
	

	DddTrafficDescriptor
	3GPP TS 29.571 [16]
	
	

	DlDataDeliveryStatus
	3GPP TS 29.571 [16]
	Downlink data delivery status
	

	ExceptionInfo
	3GPP TS 29.517 [18]
	
	

	GroupId
	3GPP TS 29.571 [16]
	
	

	Gpsi
	3GPP TS 29.571 [16]
	
	

	NetworkAreaInfo
	3GPP TS 29.554 [21]
	
	

	PresenceInfo
	3GPP TS 29.571 [16]
	
	

	Supi
	3GPP TS 29.571 [16]
	
	

	SupportedFeatures
	3GPP TS 29.571 [16]
	
	

	ServiceExperienceInfoPerFlow
	3GPP TS 29.517 [18]
	
	

	UeReachability
	3GPP TS 29.518 [TS29518]
	
	

	UserLoaction
	3GPP TS 29.571 [16]
	
	

	Uri
	3GPP TS 29.571 [16]
	
	



*** Next Change ***
5.1.6.2.4	Type: NefEventNotification
Table 5.1.6.2.4-1 : Definition of type NefEventNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	NefEvent
	M
	1
	Reported application related event.
	

	timeStamp
	DateTime
	M
	1
	Time at which the event is observed.
	

	svcExprcInfos
	array(ServiceExperienceInfo)
	C
	1..N
	Contains the service experience information.
Shall be present if the "event" attribute sets to "SVC_EXPERIENCE"
	ServiceExperience

	ueMobilityInfos
	array(UeMobilityInfo)
	C
	1..N
	Contains the UE mobility information.
Shall be present if the "event" attribute sets to "UE_MOBILITY"
	UeMobility

	ueCommInfos
	array(UeCommunicationInfo)
	C
	1..N
	Contains the application communication information.
Shall be present if the "event" attribute sets to "UE_COMM"
	UeCommunication

	excepInfos
	array(ExceptionInfo)
	C
	1..N
	Each element represents the exception information for a service flow. 
Shall be present if the "event" attribute sets to "EXCEPTIONS".
	Exceptions

	supi
	Supi
	C
	0..1
	[bookmark: OLE_LINK64]Represents a SUPI of the UE. Shall be present if the "event" sets to "LOSS_OF_CONNECTIVITY", "DDD_STATUS", "LOCATION_REPORT", "UE_REACHABILITY", "AVAILABILITY_AFTER_DDN_FAILURE" or "COMM_FAILURE". (NOTE)
	InefEventExposure

	gpsi
	Gpsi
	O
	0..1
	Represents a GPSI of the UE. 
May be present if available when the "event" sets to "LOSS_OF_CONNECTIVITY", "DDD_STATUS", "LOCATION_REPORT", "UE_REACHABILITY", "AVAILABILITY_AFTER_DDN_FAILURE" or "COMM_FAILURE". (NOTE)
	InefEventExposure

	dddTraDescriptor
	DddTrafficDescriptor
	C
	0..1
	Represents the downlink data descriptor impact by downlink data delivery status change. 
Shall be present if "event" sets to "DDD_STATUS".
	InefEventExposure

	loc
	PresenceInfo
	C
	0..1
	Represents the location of UE. 
Shall be present if "event" sets to "LOCATION_REPORT".
	InefEventExposure

	reachability
	UeReachability
	C
	0..1
	Represents the reachability of UE. 
Shall be present if "event" sets to "UE_REACHABILITY".
	InefEventExposure

	dddStatusInfo
	DddStatusInfo
	C
	0..1
	Represents the downlink data delivery status information. 
Shall be present if the "event" sets to "DDD_STATUS".
	InefEventExposure

	commFailure
	CommunicationFailure
	C
	0..1
	Represents the communication failure information for the UE. Shall be present if "event" sets to "COMM_FAILURE".
	InefEventExposure

	[bookmark: _GoBack]NOTE:	If the event report corresponds to an event subscription of a single UE, then the same UE identifier (i.e. the SUPI and if available the GPSI) received during subscription creation shall be included in the report. If the event report corresponds to an event subscription for group of UEs or any UE, then the SUPI and if available the GPSI shall be included in the event report.



Editor’s Note:	More information related to more event types will be defined later.
[bookmark: OLE_LINK95]*** Next Change ***
5.1.6.2.x	Type DddStatusInfo
Table 5.1.6.2.x-1: Definition of type DddStatusInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dddStatus
	DlDataDeliveryStatus
	M
	1
	Downlink data delivery status (discarded, transmitted, buffered). 
	

	maxWaitTime
	DateTime
	C
	0..1
	The estimated maximum waiting time for downlink data delivery, Shall be included for event "downlink data delivery status" with status "BUFFERED".
	



*** Next Change ***
[bookmark: _Toc34228243]5.1.6.3.3	Enumeration: NefEvent
The enumeration NefEvent represents the observed event requested by the NF service consumer to be monitored. It shall comply with the provisions defined in table 5.1.6.3.3-1.
Table 5.1.6.3.3-1: Enumeration NefEvent
	Enumeration value
	Description
	Applicability

	SVC_EXPERIENCE
	Indicates that the observed event is service experience.
	ServiceExperience

	UE_COMM
	Indicates that the observed event is UE communication.
	UeCommunication

	UE_MOBILITY
	Indicates that the observed event is UE mobility.
	UeMobility

	EXCEPTIONS
	Indicates that the observed event is exceptions information.
	Exceptions

	LOCATION_REPORT
	Indicates that the observed event is the last know location of a UE or a group of UEs in roaming status.
	InefEventExposure

	UE_REACHABILITY
	Indicates that the observed event is the current reachability of a UE or a group of UEs in roaming status.
	InefEventExposure

	LOSS_OF_CONNECTIVITY
	Indicates that the observed event is that a target UE is no longer reachable in roaming status.
	InefEventExposure

	COMM_FAILURE
	Indicates that the observed event is communication failure in roaming status.
	InefEventExposure

	DDD_STATUS
	Indicates that the observed event is downlink data delivery status in roaming status.
	InefEventExposure

	AVAILABILITY_AFTER_DDN_FAILURE
	Indicates that the observed event is availability after downlink data notification failure.
	InefEventExposure



*** End of Changes ***
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