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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28012125][bookmark: _Toc34122978][bookmark: _Toc36037928]4.2.6.2.6.2	Steering the traffic to a local access of the data network
This procedure is only applicable in non-roaming and visited access scenarios.
The PCF shall determine if the ongoing PDU Session is impacted by the routing of traffic to a local access to a data network as follows:
-	If the AF request includes individual IP address/ prefix allocated or user identifier to an UE, the PCF shall store the received traffic routing information and shall perform the session binding as defined in subclause 6.2 of 3GPP TS 29.513 [7] to determine the impacted PDU session.
-	Otherwise, the PCF fetches the traffic routing data information from the UDR as defined in 3GPP TS 29.519 [15] applicable for any UE or Internal Group Id if received in the SMF request.
Then the PCF authorizes the request for influencing SMF routing decisions. For impacted PDU Session that corresponds to the AF request, the PCF shall determine the PCC rules that are generated based on the AF request as follows:
-	When the request is for influencing SMF routing decisions, based on the traffic routing information, operator's policy, etc. and determines the traffic steering policy. The traffic steering policy indicates for each DNAI, a traffic steering policy identifier configured in SMF and/or if the N6 routing information associated to the application is explicitly provided by the AF, the N6 routing information (as provided by the AF). The traffic steering policy identifier is related to the mechanism enabling traffic steering to the DN, the PCF derives it from the routing profile Id provided by the AF. The PCF shall within each PccRule data instance include the information to identify the traffic within the "flowInfos" attribute or "appId" attribute, and within the TrafficControlData data type which the PCC rule refers to include a list of locations which the traffic shall be routed to in the "routeToLocs" attribute. Within each RouteToLocation instance, the PCF shall include a DNAI in the "dnai" attribute to indicate the location of the application towards which the traffic routing is applied, and a traffic steering policy identifier in the "routeProfId" attribute or the explicit routing information in the "routeInfo" attribute. If the AF provides both a traffic steering policy identifier and the N6 routing information for a DNAI, the PCF shall include two RouteToLocation instances with same DNAI within the "dnai" attribute and include the traffic steering policy identifier within the "routeProfId" attribute in one instance and include the explicit routing information within the "routeInfo" attribute in the other instance.
NOTE 1:	The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local access to the DN. The routing profile ID refers to a pre-agreed policy between the AF and the 5GC. This policy may refer to different steering policy identifier(s) sent to SMF and e.g. based on time of the day etc.
NOTE 2:	Per DNAI, a Traffic steering policy identifier and/or N6 traffic routing information can be provided. If the pre-configured traffic steering policy (that is referenced by the traffic steering policy identifier) contains information that is overlapping with the N6 traffic routing information, the N6 traffic routing information shall take precedence.
NOTE 3:	In this release of the specification, either a traffic steering policy identifier for UL or a traffic steering policy identifier for the DL can be defined per DNAI.
-	When the request is for subscribing the UP path change event of the PDU session, the PCF shall include the information on AF subscription to UP path change event within the PCC rule(s) to request the notification from the SMF for the AF. In order to do so, the PCF shall within the PccRule data instance(s) include the information to identify the traffic either within the "flowInfos" attribute or "appId" attribute, and/or within the Traffic Control Data data decision which the PCC rule refers to include the information on AF subscription to the events within the "upPathChgEvent" attribute. Within the "upPathChgEvent" attribute, the PCF shall include the "dnaiChgType" attribute to indicate the type of notification (i.e. early notification, late notification or both), the notification address within the "notificationUri" attribute, the notification correlation Id within the "notifCorreId" attribute and if the URLLC feature is supported, may include an indication of AF acknowledgement to be expected within the "afAckInd" attribute. In order to enable the AF to identify the AF request which the notification corresponds to when the AF receives the notification from the SMF as defined in subclause 4.2.2.2 of 3GPP TS 29.508 [12], the PCF shall set the values of "notificationUri" attribute and "notifCorreId" attribute respectively as follows:
-	If the PCF fetches the traffic routing data information from the UDR, the PCF shall set the value of "notificationUri" to the value of the "upPathChgNotifUri" attribute of the TrafficInfluData data structure and set the value of "notifCorreId" attribute to value of "upPathChgNotifiCorreId" attribute of the TrafficInfluData data structure as defined in 3GPP TS 29.519 [15].
-	If the PCF receives the traffic routing data information from the AF via N5 interface, the PCF shall set the values of "notificationUri" attribute and "notifCorreId" attribute according to the "upPathChgSub" attribute within the AfRoutingRequirement data structure as defined in 3GPP TS 29.514 [17].
-	If the AF request includes an indication indicating that application relocation is not possible, the PCF shall within the PccRule data instance(s) include the information to identify the traffic either within the "flowInfos" attribute or "appId" attribute and the "appReloc" attribute set to true. In this case, the SMF shall ensure that for the traffic related with an application, no DNAI change takes place once selected for this application;
-	If the URLLC feature is supported and the AF request includes an indication indicating that the UE IP address preservation should be considered, the PCF shall within the PccRule data instance(s) include the indication of UE IP address preservation within the "addrPreserInd" attribute; and
-	If the AF request includes an indication indicating that the PDU session should be correlated by a common DNAI for a given traffic, the PCF shall within the TrafficControlData data instance provisioned for one or more PCC rules, include the indication of traffic correlation within the "traffCorreInd" attribute.
The PCF shall provide the PCC rule(s) as defined in subclause 4.2.6.2.1.
If the temporal validity condition is received, the PCF shall evaluate the temporal validity condition of the AF request and informs the SMF to install or remove the corresponding PCC rules according to the evaluation result. When policies specific to the PDU Session and policies general to multiple PDU Sessions exist, the PCF gives precedence to the PDU Session specific policies over the general policies.
If the spatial validity condition is received, the PCF considers the latest known UE location to determine the PCC rules provided to the SMF. In order to do that, the PCF shall request the SMF to report the notifications about change of UE location in an area of interest (i.e. Presence Reporting Area) as defined in subclauses 4.2.2.13 or 4.2.3.19. The subscribed area of interest may be the same as spatial validity condition, or may be a subset of the spatial validity condition (e.g. a list of TAs) based on the latest known UE location. When the SMF detects that UE entered the area of interest subscribed by the PCF, the SMF notifies the PCF and the PCF provides to the SMF the PCC rules described above. When the SMF becomes aware that the UE left the area subscribed by the PCF, the SMF notifies the PCF and the PCF may remove or provide updated PCC rules to the SMF.
When the PCC rules are installed, the SMF may, based on local policies, take the information in the PCC rules into account to:
-	if the PDU Session is of IP type and if the indication of UE IP address preservation is included in the PCC rules, the SMF should not reselect the related PSA UPF for the traffic identified in the PCC rule once the PSA UPF is selected; otherwise, (re)select UPF(s) for PDU Sessions.
-	activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL).
-	inform the AF of the (re)selection of the UP path (change of DNAI).
-	if the indication of traffic correlation is included within the "traffCorreInd" attribute in the TrafficControlData data type referenced by a set of PCC rules, based on SMF implementation and local configuration, the SMF should select a common DNAI from the list of DNAI included in the "routeToLocs" attribute for the identified traffic of the PDU session.
Editor's Note:	It’s FFS that whether the SMF is allowed to reselect the PSA UPF in the UL CL case.


*** End of Changes ***
