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1. Introduction
The I-NEF Event Exposure supports the events, i.e. .e.  Loss of connectivity, UE reachability, Location Reporting, Communication failure, Availability after Downlink Data Notification failure; and Downlink data delivery status.

2. Reason for Change

The events for I-NEF event exposure is not defined in the procedure of notification about subscribed events yet. The related open issue in subclause 4.2.2.4.2 should be solved:

Editor’s Note:
More event types should be added later.
3.Conclusions

Solve the open issue by describing the events supported by the I-NEF Event Exposure.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.591 0.3.0.

*** 1st Change ***

4.2.1.3.1
Network Exposure Function (NEF)

The Network Exposure Function (NEF) is a functional element that provides application or user related information to the NF service consumers as defined in current specification. It acts as I-NEF which is used for interworking between NFs in the VPLMN and the NEF. The I-NEF is optional and is only used in roaming scenarios. NFs in the VPLMN are configured with the I-NEF identity.

The (I-)NEF allows the NF consumer(s) to (un)subscribe to notification of monitoring observed event, and forwards the notification from the NF consumer(s) to the NEF when the event is detected by the NF consumer(s).
*** Next Change ***

4.2.2.2.2
Creating a new subscription 

Figure 4.2.2.2.2-1 illustrates the creation of a subscription.
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Figure 4.2.2.2.2-1: Creation of a subscription

To subscribe to event notifications, the NF service consumer shall send an HTTP POST request to the NEF with: "{apiRoot}/nnef-eventexposure/{apiVersion}/subscriptions/" as request URI as shown in step 1 of figure 4.2.2.2.2-1, and the "NefEventExposureSubsc" data structure as request body. 

The "NefEventExposureSubsc" data structure shall include:



-
a URI where to receive the requested notifications as "notifUri" attribute; and 
-
a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute.

For non-roaming case:

The "NefEventExposureSubsc" data structure shall include:

-
description of subscribed event information as "eventsSubs" attribute by using one or more "NefEventSubs" data;

-
description of the event reporting information as "eventsRepInfo" attribute;

The "NefEventSubs" data shall include:

-
a event to subscribe as a "event" attribute; and

-
event filter information as "eventFilter" attribute associated with the event.

The "eventsRepInfo" attribute may include:

-
event notification method (periodic, one time, on event detection) as "notifMethod" attribute; 

-
Maximum Number of Reports as "maxReportNbr" attribute; 

-
Monitoring Duration as "monDur" attribute;

-
repetition period for periodic reporting as "repPeriod" attribute;

-
immediate reporting indication as "immRep" attribute;

-
sampling ratio as "sampRatio" attribute; and/or

-
group reporting guard time as "grpRepTime" attribute.

If the NEF cannot successfully fulfil the received HTTP POST request due to the internal error or an error in the HTTP POST request, the NEF shall send the HTTP error response as specified in clause 5.1.7.

Upon successful reception of the HTTP POST request with "{apiRoot}/nnef-eventexposure/{apiVersion}/subscriptions/" as request URI and "NefEventExposureSubsc" data structure as request body, the NEF shall create a new "Individual Event Exposure Subscription" resource, shall store the subscription and shall send a HTTP "201 Created" response as shown in step 2 of figure 4.2.2.2.2-1. The NEF shall include in the "201 Created" response:

-
a Location header field; and

-
an "NefEventExposureSubsc" data type in the payload body.The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/nnef-eventexposure/{apiVersion}/subscriptions/{subscriptionId}".

The "NefEventExposureSubsc" data type payload body shall contain the representation of the created "Individual Event Event Subscription". 

When the "monDur" attribute is included in the response, it represents NEF selected expiry time that is equal or less than the received expiry time in the request.
When the "immRep" attribute is included and sets to "true" in the subscription and the subscribed events are available, the NEF shall immediately notify the NF service consumer using the Nnef_EventExposure_Notify service operation, as described in clause 4.2.2.4. 

When the sampling ratio as the "sampRatio" attribute is included in the subscription, the NEF shall select a random subset of UEs among target UEs according to the sampling ratio and only report the event(s) related to the selected subset UEs.

When the group reporting guard time as the "grpRepTime" attribute is included in the subscription, the NEF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then the NEF shall notify the NF service consumer using the Nnef_EventExposure_Notify service operation, as described in clause 4.2.2.4.
*** Next Change ***

4.2.2.4.2
Notification about subscribed events

Figure 4.2.2.4.2-1 illustrates the notification about subscribed events.
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Figure 4.2.2.4.2-1: Notification about subscribed events

If the AF observes application related event(s) for which an NF service consumer has subscribed to, the AF shall send an HTTP POST request as shown in step 1 of figure 4.2.2.4.2-1, with the "{notifUri}" as request URI with the value previously provided by the NF service consumer within the corresponding subscription, and the "NefEventExposureNotif" data structure.

The "NefEventExposureNotif" data structure shall include:

-
notification correlation ID provided by the NF service consumer during the subscription as "notifId" attribute; and

-
information about the observed event(s) within the "eventNotifs" attribute that shall contain for each observed event an "NefEventNotification" data structure that shall include:

-
the application related event as "event" attribute;
-
the time at which the event was observed encoded as "timeStamp" attribute;

-
if the "event" attribute is "SVC_EXPERIENCE", 

-
service experience information about the application involved in the reported event in the "servExprcInfo" attribute;

-
if the "event" attribute is "UE_MOBILITY",


-
UE mobility information assoicated with the application as "ueMobilityInfo" attribute;

-
if the "event" attribute is "UE_COMM",


-
application communication information assoicated with the application as "UeCommuInfos" attribute;

and

-
if the "event" attribute is "EXCEPTIONS",


-
exceptions information associated with a service flow as "excepInfos" attribute.

Editor’s Note:
The MonitoringEvent name "EXCEPTIONS" and related supported feature name "Exceptions" could be further updated if we find a more suitable name.

If the NF service consumer cannot successfully fulfil the received HTTP POST request due to the internal error or an error in the HTTP POST request, the NF service consumer shall send the HTTP error response as specified in clause 5.1.7.

Upon successful reception of the HTTP POST request with "{notifUri}" as request URI and a "NefEventExposureNotif" data structure as request body, the NF service consumer shall send a "204 No Content" HTTP response, as shown in step 2 of figure 4.2.2.4.2-1, for a successful processing.

*** End of Changes ***
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