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[bookmark: _Toc483392404][bookmark: _Toc483392407][bookmark: _Toc483406628][bookmark: _Toc384334034]*** 1st Change ***
[bookmark: _Toc28005550][bookmark: OLE_LINK2]B.2.1	Provisioning of service information at Originating P-CSCF and PCF
This clause covers the PCC procedures at the originating P-CSCF and PCF at IMS session establishment.
In figure B.2.1-1 the P-CSCF derives the provisioning of service information to the PCF from the SDP offer/answer exchange.


Figure B.2.1-1: PCC Procedures for IMS Session Establishment at originating P-CSCF and PCF
1.	The P-CSCF receives the SDP parameters defined by the originator within an SDP offer in SIP signalling.
2.	The P-CSCF identifies the connection information needed (IP address of the down link IP flow(s), port numbers to be used etc…).
3.	The P-CSCF forwards the SDP offer in SIP signalling.
4.	The P-CSCF gets the negotiated SDP parameters from the terminating side through SIP signalling interaction.
5.	The P-CSCF identifies the connection information needed (IP address of the up-link media IP flow(s), port numbers to be used etc…).
6.	The P-CSCF forwards the derived session information to the PCF by sending invoking the Npcf_PolicyAuthorization_Create service operation (i.e. send the HTTP POST request to the "Application Sessions" resource.)
6a. The P-CSCF forwards the derived session information to the PCF by sending a Diameter AAR over a new Rx Diameter session.
7.	The PCF stores the received session information, and performs session binding.
8.	The PCF replies to the P-CSCF with an HTTP "201 Created" message.
8a. The PCF replies to the P-CSCF with a Diameter AAA.
9.	Upon reception of the acknowledgement from the PCF, the SDP parameters are passed to the UE in SIP signalling.
10.	The PCF executes interactions according to figure 5.2.2.2.1-1. This step implies provisioning of PCC rules and is executed in parallel with steps 8 and 9.
11.	If the P-CSCF requested access network information in step 6, the PCF forwards the access network information received in step 10 by sending an HTTP POST message to the notification URI. If the P-CSCF requested EPS fallback indication and the EPS fallback is performed in step 10, the PCF forwards the EPS fallback indication received in step 10 by sending an HTTP POST message to the notification URI.
 11a. If the P-CSCF requested access network information in step 6, the PCF forwards the access network information received in step 10 by sending a Diameter RAR. If the P-CSCF requested EPS fallback indication and the EPS fallback is performed in step 10, the PCF forwards the EPS fallback indication received in step 10 by sending a Diameter RAR.
12.	If step 11 occurs, the P-CSCF acknowledges the receipt of an HTTP "204 No Content" message.
12a. If step 11 occurs, the P-CSCF acknowledges the receipt of of Diameter RAR.
13.	If step 11 occurs, the P-CSCF forwards the access network information as the network provided location information when a suitable SIP message is received.
[bookmark: _GoBack]Optionally, the provisioning of service information may be derived already from the SDP offer to enable that a possible rejection of the service information by the PCF is obtained by the P-CSCF in time to reject the service with appropriate SIP signalling, to allow the P-CSCF to request network provided location information for inclusion in the SDP offer, to support authentication of roaming users in deployments with no IMS-level roaming interfaces or to support PSAP callback functionality for anonymous IMS emergency sessions. This is described in figure B.2.1-2.


Figure B.2.1-2: PCC Procedures for IMS Session Establishment at originating P-CSCF and PCF, provisioning of service information derived from SDP offer and answer
1.	The P-CSCF receives the first SDP offer for a new SIP dialogue within a SIP INVITE request.
2.	The P-CSCF extracts service information from the SDP offer (IP address of the down link IP flow(s), port numbers to be used etc…).
3.	The P-CSCF forwards the derived session information to the PCF by invoking the Npcf_PolicyAuthorization_Create service operation (i.e. send the HTTP POST request to the "Application Sessions" resource.) It indicates that only an authorization check of the service information is requested.
3a. The P-CSCF forwards the derived session information to the PCF by sending a Diameter AAR over a new Rx Diameter session. It indicates that only an authorization check of the service information is requested.
4.	The PCF checks and authorizes the service information, performs session binding, but does not provision PCC rules at this stage.
5.	The PCF replies to the P-CSCF with an HTTP "201 Created" message.
5a. The PCF replies to the P-CSCF with a Diameter AAA.
6.	If the P-CSCF did not request access network information in step 3, or if the P-CSCF requested access network information but does not require the access network information for inclusion in the SDP offer, or the P-CSCF requested 5GS-level user information in step 3 the P-CSCF forwards the SDP offer in SIP signalling.
7.	If the P-CSCF requested access network information in step 3, the PCF executes interactions according to Figure 5.2.2.2.1. This step implies provisioning of PCC rules.
8.	If the P-CSCF requested access network information in step 3, the PCF forwards the access network information received in step 7 by sending an HTTP POST message to the notification URI.
8a. If the P-CSCF requested access network information in step 3, the PCF forwards the access network information received in step 7 by sending a Diameter RAR. 
9.	If step 8 occurs, the P-CSCF acknowledges the receipt of an HTTP "204 No Content" message.
9a. If step 8 occurs, the P-CSCF acknowledges the receipt of Diameter RAR.
10a.	If step 8 occurs, and if the P-CSCF requires the access network information for inclusion in the SDP offer, the P-CSCF forwards the SDP offer and adds the access network information as the network provided location information to the corresponding SIP message.
10b.	If step 8 occurs, and if the P-CSCF does not require the access network information for inclusion in the SDP offer, the P-CSCF forwards the access network information as the network provided location information in a suitable SIP message. This step normally occurs only after step 17.
11.	The P-CSCF receives the negotiated SDP parameters from the terminating side within a SDP answer in SIP signalling.
12.	The P-CSCF extracts service information from the SDP answer (IP address of the up-link media IP flow(s), port numbers to be used etc…).
13.	The P-CSCF forwards the derived service information to the PCF by invoking the Npcf_PolicyAuthorization_Update service operation (i.e. send the HTTP PATCH request to the "Individual Application Session Context resource"). Access network information is not requested if done in step 7.
13a. The P-CSCF forwards the derived service information to the PCF by sending a Diameter AAR over the existing Rx Diameter session. Access network information is not requested if done in step 7.
14.	The PCF stores the received session information.
15.	The PCF replies to the P-CSCF with an HTTP "200 OK" message.
15a. The PCF replies to the P-CSCF with a Diameter AAA.
16.	The PCF authorizes the session information. The PCF executes interactions according to Figure 5.2.2.2.1-1. This step implies provisioning of PCC rules and authorized QoS.
17.	Upon successful authorization of the session, the SDP parameters are passed to the UE in SIP signalling. This step is executed in parallel with step 16.
*** End of Change ***
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14 .    Store Session Information  

13a .  Diameter AAR  

15 .   Npcf_ Polic yAuthorization_ Update response   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided by  the PCF  to indicate that an event previously  subscribed by the PCF has occurred. The SMF  provides   the PDU Session ID,  UE ID   (SUPI or  GPSI or IP address and DNN),  the Event  correlation ID,   and the Event Trigger  describing the event.   3.   The PCF sends the response to the  Nsmf_EventExposure_Notify operation.  

15a .   Diameter AAA   2.   The SMF sends the  Nsmf_Event Exposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an event  previously subscribed by the PCF has  occurred. The SMF provides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation  I D,   and the Event Trigger describing the 

16 .    PCC rules provisioning  

NPLI: user location and/or  UE timezone Information   2.   The SMF sends the 

17 .   SDF answer  
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NPLI: user location and/or UE timezone Information



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







17. SDF answer��







16. 	PCC rules provisioning







15a. Diameter AAA



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







Rx Case







15. Npcf_PolicyAuthorization_Update response



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







14. 	Store Session Information







13a. Diameter AAR







Rx Case







13. Npcf_PolicyAuthorization_Update request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







12. 	Extract uplink service info







11. SDF answer��







If access network information is requested



��







10b. SIP (with NPLI)



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







10a. SDF offer (with NPLI)



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







9a. Diameter RAA



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







Rx Case







9. Npcf_PolicyAuthorization_Notify response



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







8a. Diameter RAR



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







Rx Case







8. Npcf_PolicyAuthorization_Notify request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







7. 	PCC rules provisioning







6. SDF offer (without NPLI)



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







5a. Diameter AAA



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







Rx Case







5. Npcf_PolicyAuthorization_Create response







4. 	Authorize Service Information







3a. Diameter AAR







Rx Case







3. Npcf_PolicyAuthorization_Create request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







2. 	Extract Downlink service info







PCF







1. SDF offer



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







UE












