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*** 1st Change ***

[bookmark: _Toc28012377]4.2.5.2	Notification about application session context event
This procedure is invoked by the PCF to notify the AF when a certain, previously subscribed, application session context event occurs, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].
Figure 4.2.5.2-1 illustrates the notification about application session context event.




Figure 4.2.5.2-1: Notification about application session context event
When the PCF determines that the event for the existing AF application session context, to which the AF has subscribed to, occurred e.g. upon reception of an event notification for a PDU session from the SMF as described in 3GPP TS 29.512 [8], the PCF shall invoke the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request (as shown in figure 4.2.5.2-1, step 1) to the AF using the notification URI received in the subscription creation (or modification), as specified in subclause 4.2.6, and appending the "notify" segment path at the end of the URI. The PCF shall provide in the body of the HTTP POST request the "EventsNotification" data type including:
-	the Events Subscription resource identifier in the "evSubsUri" attribute; and
-	the list of the reported events in the "evNotifs" attribute. For each reported event, the "AfEventNotification" data type shall include the event identifier and may include additional event information.
The PCF shall include:
-	if the AF subscribed to the "PLMN_CHG" event, the "event" attribute set to "PLMN_CHG" and the "plmnId" attribute including the PLMN identifier if the PCF has requested to be updated with this information in the SMF;
-	if the AF subscribed to the "ACCESS_TYPE_CHG" event, the "event" attribute set to "ACCESS_TYPE_CHG" and the attributes "accessType" including the access type, "ratType" including the RAT type when applicable for the notified access type, and the "anGwAddr" including access network gateway address when available; and
-	if the "IMS_SBI" feature is supported and if the AF subscribed to the "CHARGING_CORRELATION" event, the "event" attribute set to "CHARGING_CORRELATION" and may include the "anChargIds" attribute containing the access network charging identifier(s) and the "anChargAddr" attribute containing the access network charging address.
The AF notification of other specific events using the Npcf_PolicyAuthorization_Notify request is described in the related subclauses.
Upon the reception of the HTTP POST request from the PCF indicating that the PDU session and/or service related event occurred, the AF shall acknowledge that request by sending an HTTP response message with the corresponding status code.
If the HTTP POST request from the PCF is accepted, the AF shall acknowledge the receipt of the event notification with a "204 No Content" response to HTTP POST request, as shown in figure 4.2.5.2-1, step 2a.
If the "TimeSensitiveNetworking" feature is supported, the AF may acknowledge the receipt of the event notification with a "200 OK" response to HTTP POST request, as shown in figure 4.2.5.2-1, step 2b and described in subclause 4.2.5.13.
If the HTTP POST request from the PCF is not accepted, the AF shall indicate in the response to HTTP POST request the cause for the rejection as specified in subclause 5.7.



*** Next Change ***

[bookmark: _Toc28012388][bookmark: _Hlk24652230]4.2.5.13	Notification about TSN port detection
If the "TimeSensitiveNetworking" feature is supported and if the PCF becomes aware that TSN information is available, the PCF shall inform the AF accordingly, if the AF has previously subscribed to the "TSN_ETHER_PORT" event.
Editor’s note:	If the SMF has reported that a manageable Ethernet port has been detected and no AF session exists for this PDU session yet, the reaction of the PCF is for FFS.
The PCF shall notify the AF by including the "EventsNotification" data type in the body of the HTTP POST request as described in subclause 4.2.5.2.
The PCF shall include:
-	in the "evNotifs" attribute an entry with the "event" attribute set to the value "TSN_ETHER_PORT"; and
-	forwards the "tsnBridgeInfo" attribute as received from the SMF.
Upon the reception of the HTTP POST request from the PCF, the AF shall acknowledge that request and may include the "AppSessionContextUpdateData" type with a "tsnPortManContDstt" and/or "tsnPortManContNwtt" in a "200 OK", if available. If a port management container is included in the "AppSessionContextUpdateData" data type the “tsnBridgeInfo” attribute provides the related MAC address and port number.
Editor's note:	The AF may provide a Port Management Information Container, MAC address reported for the PDU Session and related port number in response according to 3GPP TS 23.502, subclauses 4.1.6.5.1 and 5.2.5.3.5. Further study is required.


*** Next Change ***
[bookmark: _Toc28012446]5.5.2.3.1	POST
This method shall support the URI query parameters specified in table 5.5.2.3.1-1.
Table 5.5.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.5.2.3.1-2 and the response data structures and response codes specified in table 5.5.2.3.1-3.
Table 5.5.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	EventsNotification
	M
	1
	Provides Information about observed events.



Table 5.5.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	[bookmark: _Hlk32492842]AppSessionContextUpdateData
	O
	0..1
	200 OK
	The AF may provide management information containers, MAC address and port number.

	NOTE:	In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of 3GPP TS 29.500 [5] for the POST method shall also apply.





*** End of Changes ***
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