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*** 1st Change ***

[bookmark: _Toc28012083]4.2.3.23	Forwarding of TSN information received from the AF
During the lifetime of a PDU session related to a TSN communication the PCF may receive Port Management Information Containers from the AF within the service information as defined in 3GPP TS 29.514 [17], which carries Ethernet port management information for an Ethernet port located in DS-TT and/or NW-TT.
If the feature "TimeSensitiveNetworking" is supported the PCF initiates the Npcf_SMPolicyControl_UpdateNotify request and sends possibly updated policy information about the PDU Session and/or the Port Management Information Container to the SMF via the SmPolicyDecision structure, in which the DS-TT container is encoded in the "tsnPortManContDstt" attribute and the NW-TT container is encoded in the "tsnPortManContNwtt" attribute. If available and if a port management container is included in the "SMPolicyDecision" data type the “tsnBridgeInfo” attribute provides the related MAC address and port number. If the port is on DS-TT the SMF forwards the Port Management Container to the DS-TT port MAC address. If the port is on NW-TT the SMF forwards the Port Management Container to the NW-TT port MAC address.

*** Next Change ***

[bookmark: _Toc28012215]5.6.2.4	Type SmPolicyDecision
Table 5.6.2.4-1: Definition of type SmPolicyDecision
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sessRules
	map(SessionRule)
	O
	1..N
	A map of Sessionrules with the content being the SessionRule as described in subclause 5.6.2.7. The key used in this map for each entry is the sessRuleId attribute of the corresponding SessionRule. (NOTE 2)
	

	pccRules
	map(PccRule)
	O
	1..N
	A map of PCC rules with the content being the PCCRule as described in subclause 5.6.2.6. The key used in this map for each entry is the pccRuleId attribute of the corresponding PccRule.
	

	qosDecs
	map(QoSData)
	O
	1..N
	Map of QoS data policy decisions. The key used in this map for each entry is the qosId attribute of the corresponding QoSData. (NOTE 2)
	

	chgDecs
	map(ChargingData)
	O
	1..N
	Map of Charging data policy decisions. The key used in this map for each entry is the chgId attribute of the corresponding ChargingData.
	

	chargingInfo
	ChargingInformation
	C
	1
	Contains the CHF addresses of the PDU session. (NOTE 3)
	

	traffContDecs
	map(TrafficControlData)
	O
	1..N
	Map of Traffic Control data policy decisions. The key used in this map for each entry is the tcId attribute of the corresponding TrafficControlData. (NOTE 2)
	

	umDecs
	map(UsageMonitoringData)
	O
	1..N
	Map of Usage Monitoring data policy decisions. The key used in this map for each entry is the umId attribute of the corresponding UsageMonitoringData.
	

	qosChars
	map(QosCharacteristics)
	O
	1..N
	Map of QoS characteristics for non-standard 5QIs and non-preconfigured 5QIs. This map uses the 5QI values as keys. (NOTE 2)
	

	qosMonDecs
	map(QosMonitoringData)
	O
	1..N
	Map of QoS Monitoring data policy decision. The key used in this map for each entry is the qmId attribute of the corresponding QosMonitoringData.
	QoSMonitoring

	reflectiveQoSTimer
	DurationSec
	O
	0..1
	Defines the lifetime of a UE derived QoS rule belonging to the PDU Session for reflective QoS. (NOTE 2)
	

	offline
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PDU session or PCC rule. (NOTE 3) (NOTE 4)
	

	online
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PDU session or PCC rule. (NOTE 3) (NOTE 4)
	

	conds
	map(ConditionData)
	O
	1..N
	A map of condition data with the content being as described in subclause 5.6.2.9. The key used in this map for each entry is the condId attribute of the corresponding ConditionData.
	

	revalidationTime
	DateTime
	O
	0..1
	Defines the time before which the SMF shall have to re-request PCC rules.
	

	pcscfRestIndication
	boolean
	O
	0..1
	If this attribute is included and set to true, it indicates that the P-CSCF Restoration is requested. The default value "FALSE" applies, if the attribute is not present and has not been supplied previously.
	PCSCF-Restoration-Enhancement

	policyCtrlReqTriggers
	array(PolicyControlRequestTrigger)
	O
	1..N
	Defines the policy control request triggers subscribed by the PCF.
	

	lastReqRuleData
	array(RequestedRuleData)
	O
	1..N
	Defines the last list of rule control data requested by the PCF.
	

	lastReqUsageData
	RequestedUsageData
	O
	0..1
	Defines the last requested usage data by the PCF.
	

	praInfos
	map(PresenceInfoRm)
	O
	1..N
	Defines the PRA information provisioned by the PCF. The "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" attribute within the PresenceInfo data type shall not be supplied.
	PRA

	ipv4Index
	IpIndex
	C
	0..1
	Information that identifies the IP address allocation method for IPv4 address allocation. (NOTE 3)
	

	ipv6Index
	IpIndex
	C
	0..1
	Information that identifies the IP address allocation method for IPv6 address allocation. (NOTE 3)
	

	qosFlowUsage
	QosFlowUsage
	O
	0..1
	Indicates the required usage for default QoS flow.
	

	relCause
	SmPolicyAssociationReleaseCause
	O
	0..1
	The cause for which the PCF requests the termination of the policy association.
	RespBasedSessionRel

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of negotiated supported features.
This parameter shall be supplied by the PCF in the response to the POST request that requested the creation of an individual SM policy resource.
	

	tsnPortManContDstt
	Bytes
	O
	0..1
	Transports TSN port management information encoded as specified in subclause 9.11.4.27 of 3GPP TS 24.501 [20] starting with octet 2.
	TimeSensitiveNetworking

	tsnPortManContNwtt
	Bytes
	O
	0..1
	Transports TSN port management information encoded as specified in subclause 9.11.4.27 of 3GPP TS 24.501 [20] starting with octet 2.
	TimeSensitiveNetworking

	tsnBridgeInfo
	TsnBridgeInfo
	O
	0..1
	Provides address information available at the AF.
	TimeSensitiveNetworking

	NOTE 1:	For IPv4v6 PDU session, both the "ipv4Index" attribute and "ipv6Index" attribute may be provisioned by the PCF.
NOTE 2:	This attribute shall not be removed if it was provisioned.
NOTE 3:	This attribute may only be supplied by the PCF in the response to the POST request that requested the creation of an individual SM policy resource.
NOTE 4:	If either the "offline" attribute or the "online" attribute is omitted by the PCF, the default charging method for the omitted attribute(s) pre-configured at the SMF if available shall be applied to the PDU session.
NOTE 5:	If the "chargingInfo" attribute is not supplied by the PCF, the charging information configured at the SMF shall be applied to the PDU session.





*** End of Changes ***

