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1. Introduction

Defined the event of UE communication 
2. Reason for Change

The notification information about the UE communication is not completely defined.
3. Conclusions

Defined notification information about the UE communication 
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.591 v0.2.0

*** 1st Change ***
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*** Next Change ***

4.2.2.4.2
Notification about subscribed events

Figure 4.2.2.4.2-1 illustrates the notification about subscribed events.
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Figure 4.2.2.4.2-1: Notification about subscribed events

If the AF observes application related event(s) for which an NF service consumer has subscribed to, the AF shall send an HTTP POST request as shown in step 1 of figure 4.2.2.4.2-1, with the "{notifUri}" as request URI with the value previously provided by the NF service consumer within the corresponding subscription, and the "NefEventExposureNotif" data structure.

The "NefEventExposureNotif" data structure shall include:

-
notification correlation ID provided by the NF service consumer during the subscription as "notifId" attribute; and

-
information about the observed event(s) within the "eventNotifs" attribute that shall contain for each observed event an "NefEventNotification" data structure that shall include:

-
the application related event as "event" attribute;
-
the time at which the event was observed encoded as "timeStamp" attribute;

-
if the "event" attribute is "SVC_EXPERIENCE", 

-
service experience information about the application involved in the reported event in the "servExprcInfo" attribute;

-
if the "event" attribute is "UE_MOBILITY",


-
UE mobility information assoicated with the application as "ueMobilityInfo" attribute;

-
if the "event" attribute is "UE_COMM",


-
application communication information assoicated with the application as "UeCommuInfos" attribute.
Editor’s Note:
More event types should be added later.
If the NF service consumer cannot successfully fulfil the received HTTP POST request due to the internal error or an error in the HTTP POST request, the NF service consumer shall send the HTTP error response as specified in clause 5.1.7.

Upon successful reception of the HTTP POST request with "{notifUri}" as request URI and a "NefEventExposureNotif" data structure as request body, the NF service consumer shall send a "204 No Content" HTTP response, as shown in step 2 of figure 4.2.2.4.2-1, for a successful processing.

*** Next Change ***

5.1.6.1
General

This clause specifies the application data model supported by the API.

Table 5.1.6.1-1 specifies the data types defined for the Nnef_EventExposure service based interface protocol.

Table 5.1.6.1-1: Nnef_EventExposure specific Data Types

	Data type
	Section defined
	Description
	Applicability

	NefEventExposureNotif
	5.1.6.2.3
	
	

	NefEventExposureSubsc
	5.1.6.2.2
	
	

	NefEventNotification
	5.1.6.2.4
	
	

	UeCommunicationInfo
	5.1.6.2.w
	
	


Table 5.1.6.1-2 specifies data types re-used by the Nnef_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnef_EventExposure service based interface. 

Table 5.1.6.1-2: Nnef_EventExposure re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	ApplicationId
	3GPP TS 29.571 [13]
	
	

	AnalyticsReportingRequirement
	3GPP TS 29.520 [17]
	
	

	CommunicationCollection
	3GPP TS 29.517 [TS29517]
	
	

	Supi
	3GPP TS 29.571 [16]
	
	

	SupportedFeatures
	3GPP TS 29.571 [16]
	
	

	Uri
	3GPP TS 29.571 [16]
	
	


*** Next Change ***

5.1.6.2.4
Type: NefEventNotification

Table 5.1.6.2.4-1: Definition of type NefEventNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	MonitoringEvent
	M
	1
	Reported application related event.
	

	timeStamp
	DateTime
	M
	1
	Time at which the event is observed.
	

	svcExprcInfo
	ServiceExperienceInfo(FFS)
	C
	0..1
	Contains the service experience information.

Shall be present if the "event" attribute sets to "SVC_EXPERIENCE"
	ServiceExperience

	ueMobilityInfo
	UeMobilityInfo(FFS)
	C
	0..1
	Contains the UE mobility information.

Shall be present if the "event" attribute sets to "UE_MOBILITY"
	UeMobility

	ueCommInfos
	array(UeCommunicationInfo)
	C
	1..N
	Contains the application communication information.

Shall be present if the "event" attribute sets to "UE_COMM"
	UeCommunication


Editor’s Note:
More information related to more event types will be defined later.
*** Next Change ***

5.1.6.2.w
Type UeCommunicationInfo

Table 5.1.6.2.w-1: Definition of type UeCommunicationInfo

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	Identifies an UE. 

Shall be present if the AF event exposure request applies to more than one UE.
	

	appId
	ApplicationId
	M
	1
	Identifies an application identifier.
	

	comms
	array(CommunicationCollection)
	M
	1..N
	This attribute contains a list of communication information.
	


Editor’s Note:
Whether internal group id is needed is FFS.
*** End of Changes ***
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