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1st change
[bookmark: _Toc20393420]5.1	Introduction of Services
The table 5.1-1 lists the CAPIF Core Function APIs below the service name. A service description subclause for each API gives a general description of the related API.
Table 5.1-1: List of CAPIF Services
	Service Name
	Service Operations
	Operation Semantics
	Consumer(s)

	CAPIF_Discover_Service_API
	Discover_Service_API
	Request/ Response
	AP Invoker

	
	Event operations (NOTE)
	(NOTE)
	API Invoker

	CAPIF_Publish_Service_API
	Publish_Service_API
	Request/ Response
	API Publishing Function

	
	Unpublish_Service_API
	Request/ Response
	API Publishing Function

	
	Update_Service_API
	Request/ Response
	API Publishing Function

	
	Get_Service_API
	Request/ Response
	API Publishing Function

	CAPIF_Events_API
	Subscribe_Event
	Subscribe/Notify 
	API Invoker, API Publishing Function, API Management Function, API Exposing Function

	
	Notify_Event
	Subscribe/Notify
	API Invoker, API Publishing Function, API Management Function, API Exposing Function

	
	Unsubscribe_Event
	Subscribe/Notify 
	API Invoker, API Publishing Function, API Management Function, API Exposing Function

	CAPIF_API_Invoker_Management_API
	Onboard_API_Invoker
	Request/ Response
	API Invoker

	
	Offboard_API_Invoker
	Request/ Response
	API Invoker

	
	Notify_Onboarding_Completion
	Subscribe/Notify
	API Invoker

	CAPIF_Security_API
	Obtain_Security_Method
	Request/ Response
	API Invoker

	
	Obtain_Authorization
	Request/ Response
	API Invoker

	
	Obtain_API_Invoker_Info
	Request/ Response
	API exposing function

	
	Revoke_Authorization
	Request/ Response
	API exposing function

	CAPIF_Monitoring_API
	Event operations (NOTE)
	(NOTE)
	API Management Function

	CAPIF_Logging_API_Invocation_API
	Log_API_Invocation
	Request/ Response
	API exposing function

	CAPIF_Auditing_API
	Query_API_Invocation_Log
	Request/ Response
	API management function

	CAPIF_Access_Control_Policy_API
	Obtain_Access_Control_Policy
	Request/Response
	API Exposing Function

	CAPIF_API_Provider_Management_API
	Register_API_Provider
	Request/Response
	API Management Function

	
	Update_API_Provider
	Request/Response
	API Management Function

	
	Deregister_API_Provider
	Request/Response
	API Management Function

	NOTE:	The service operations of CAPIF Events API are reused by the CAPIF_Discover_Service_API, CAPIF_Publish_Service_API and CAPIF_Monitoring_API for events related services.



[bookmark: _Toc493845656][bookmark: _Toc512328804][bookmark: _Toc512340064][bookmark: _Toc528241901][bookmark: _Toc531711505]2nd change
5.X	CAPIF_API_Provider_Management_API
5.X.1	Service Description
5.X.1.1	Overview
The CAPIF API provider management APIs, as defined in 3GPP TS 23.222 [2], allow API management functions via CAPIF-5 and CAPIF-5e reference points to register and update registration information of API provider domain functions (API Exposing Function, API Publishing Function, API management Function) as a recognized API provider domain of the CAPIF.
5.X.2	Service Operations
5.X.2.1	Introduction
The service operations defined for the CAPIF API Provider Management API are shown in table 5.X.2.1-1.
Table 5.X.2.1-1: Operations of the CAPIF_API_Invoker_Management_API
	Service operation name
	Description
	Initiated by

	Register_API_Provider
	This service operation is used by an API management function to register API provider domain functions as a recognized API provider domain of CAPIF.
	API Management Function

	Update_API_Provider

	This service operation is used by an API management function to update the API provider domain functions details in the CAPIF Core Function.
	API Management Function

	Deregister_API_Provider
	This service operation is used by an API management function to deregister API provider domain functions as a recognized API provider domain of CAPIF.
	API Management Function



5.X.2.2	Register_API_Provider
5.X.2.2.1	General
This service operation is used by an API management function to register API provider domain functions as a recognized API provider of CAPIF.
5.X.2.2.2	API provider domain functions registering as a recognized API provider domain function of CAPIF using Register_API_Provider service operation
To register API provider domain as a recognized API provider of the CAPIF, the API management function shall send a HTTP POST message to the CAPIF core function. The body of the HTTP POST message shall include API provider Enrolment Details, consisting of details of all API provider domain functions and security information for CAPIF core function to validate the registration request. 
Upon receiving the above described HTTP POST message, the CAPIF core function validates the security information and determine if the request sent by API management function is authorized or not. If the API management function is authorized, CAPIF core function shall:
a.	create the API provider domain profile consisting of API provider domain ID, API provider domain functions profiles as per the request. CAPIF core function shall assign the identities for the API provider domain functions.;
b.   create a new resource as defined in clause 8.X.2.2.3.1; and 
c.   return the API provider domain profile, the CAPIF Resource URI in the response message and registration failure information specific to individual API provider domain functions.
5.X.2.3	Update_API_Provider
5.X.2.3.1	General
This service operation is used by an API management function to update API provider domain function details on the CAPIF core function.
5.X.2.3.2	API management function updating API provider domain function details on CAPIF using Update_API_Provider service operation
To update the API provider domain profile and its individual functions details on CAPIF, the API management function shall send a HTTP PUT message to its resource representation in the CAPIF core function as specified in clause 8.X.2.3.3.1, requesting to replace all properties in the existing resource, addressed by the URI received in the response to the request that has created the API provider domain profile resource. The properties “apiProviderDomainId”, “supportedFeatures” shall remain unchanged from the previously provided values. The body of the HTTP PUT message shall include the API provider domain profile that need to be updated. Upon receiving the described HTTP PUT message:
1. the CAPIF core function shall process the updates received in the HTTP PUT message and determine if the request sent by API management function is authorized or not;
2. verify that the “apiProviderDomainId” and “supportedFeatures” properties are same as in the API provider domain resource on CAPIF Core Function.
3.  if the API management function is authorized and the properties “apiProviderDomainId”, “supportedFeatures” match, then the CAPIF core function shall
a. update the resource identified by the CAPIF Resource URI of the API management function’s HTTP PUT request with updated information in the request. 
b. update the individual API provider domain function profiles as per the request. CAPIF core function shall create new API provider domain function profiles along with assignment of identities, if the API provider domain functions profiles in the request do not exist in CAPIF.
c. return the updated API provider domain profile resource and update failure information specific to individual API provider domain functions.
5.X.2.4	Deregister_API_Provider
5.X.2.4.1	General
This service operation is used by an API management function to deregister the API provider domain function as a recognized API provider of CAPIF.
5.X.2.4.2	API provider domain functions deregistering as a recognized API provider domain function of CAPIF using Deregister_API_Provider service operation
To deregister API provider domain as a recognized API provider of the CAPIF, the API management function shall send an HTTP DELETE message to its resource representation in the CAPIF core function as specified in clause 8.X.2.3.3.2. 
Upon receiving the HTTP DELETE message, the CAPIF core function shall: 
1.	determine if the request sent by the API management functions is authorized or not;
2.	if the API management function’s request is authorized, the CAPIF core function shall:
a.	delete the resource representation pointed by the CAPIF Resource Identifier; and
b.   delete the related API provider domain profile.

End of changes
