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Additional discussion(if needed):
TS 23.222 describes the the interconnection API publish procedure in subclause 8.25.3.1:


[image: image1.emf]CCF-A CCF-B

2. Interconnection API 

publish request

4. Interconnection API publish 

response

1. get the service API  

information 

3. Store the service API 

information


In step 1, CCF-A gets the service APIs to be shared with CCF-B from the API publish function which is in the same CAPIF provider domain of CCF-A as described in subclause 8.3.3, or from another CCF.
For the latter case, the CCF-A is acting as relay point.

Below figure is an example for the API publishing procedure including the interconnection interactions.
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The sharing information to CCF-B may be revoked by the APF at certain point of time, it could be:

· In the initial service API publication, or

· In a subsequent service API publication update.

Later on an API invoker triggers API query to CCF-C, CCF-C relays the request to CCF-B and then to CCF-A. If only CCF B id is included as the “sender ID”, the CCF-A will not authorize such request. 
It is proposed that the query source information which records the reply points should also be included for verification in the CCF-A (see below figure).  
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Proposed changes:

*** 1st Change ***
5.2.2.2.1
General

This service operation is used by:

-
an API invoker to discover service API available at the CAPIF core function, or
-
a CAPIF core function to discover service API available at other CAPIF core function in interconnection scenario. 
*** Next Change ***
5.2.2.2.x
CAPIF core function discovering service API using Discover_Service_API service operation

To discover service APIs available at the other CAPIF core function, the CAPIF core function shall send an HTTP GET message with the CCF Identifier, a list of CAPIF provider domain information and query parameters to the CAPIF core function as specified in subclause 8.1.2.2.3.1. 

Upon receiving the above described HTTP GET message, the CAPIF core function shall:

1.
verify the identity of the CCF and check if the CCF is authorized to discover the service APIs;
2.
verify the identities of the CAPIF provider domain and check if they are within the list of CAPIF provider domains received during the service APIs publishing as specified in subclause 5.3;
3.
if the authorization check is passed, the CAPIF core function shall:

a.
search the CAPIF core function (API registry) for APIs matching the query criteria;

b.
apply the discovery policy, if any, on the search results and filter the search results to obtain the list of service API description or the information of the CAPIF core function which is required to be contacted further for discovering the service APIs;

c.
return the filtered search results or the information of the CAPIF core function in the response message. The shareableInformation for each of serviceAPIDescription is not provided in the filtered search results.

*** Next Change ***
8.1.2.2.3.1
GET

This operation retrieves a list of APIs currently registered in the CAPIF core function, satisfying a number of filter criteria.

Table 8.1.2.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	api-invoker-id
	string
	M
	1
	String identifying the API invoker assigned by the CAPIF core function.

	api-name
	string
	O
	0..1
	API name, it is set as {apiName} part of the URI structure as defined in subclause 4.4 of 3GPP TS 29.501 [18].

	api-version
	string
	O
	0..1
	API major version in the URI (e.g. v1)

	comm-type
	CommunicationType
	O
	0..1
	Communication type used by the API (e.g.REQUEST_RESPONSE).

	protocol
	Protocol
	O
	0..1
	Protocol used by the API.

	aef-id
	string
	O
	0..1
	AEF identifier.

	data-format
	DataFormat
	O
	0..1
	Data format used by the API (e.g. serialization protocol JSON used).

	capif-providers
	array(string)
	O
	1..N
	A list of CAPIF provider domains.

	supported-features
	SupportedFeatures
	O
	0..1
	To filter irrelevant responses related to unsupported features.


This method shall support the request data structures specified in table 8.1.2.2.3.1-2 and the response data structures and response codes specified in table 8.1.2.2.3.1-3.

Table 8.1.2.2.3.1-2: Data structures supported by the GET Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 8.1.2.2.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	DiscoveredAPIs
	M
	1
	200 OK
	The response body contains the result of the search over the list of registered APIs.

	ProblemDetails
	M
	1
	414 URI Too Long
	Indicates that the server is refusing to service the request because the request-target is too long.


*** Next Change ***
A.2
CAPIF_Discover_Service_API

openapi: 3.0.0

info:

  title: CAPIF_Discover_Service_API

  description: |

    API for discovering service APIs.
    © 2019, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).

    All rights reserved.

  version: "1.0.1"

externalDocs:

  description: 3GPP TS 29.222 V15.4.0 Common API Framework for 3GPP Northbound APIs

  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.222/

servers:

  - url: '{apiRoot}/service-apis/v1'

    variables:

      apiRoot:

        default: https://example.com

        description: apiRoot as defined in subclause 7.5 of 3GPP TS 29.222.

paths:

  /allServiceAPIs:

    get:

      description: Discover published service APIs and retrieve a collection of APIs according to certain filter criteria.

      parameters:

        - name: api-invoker-id

          in: query

          description: String identifying the API invoker assigned by the CAPIF core function.

          required: true

          schema:

            type: string

        - name: api-name

          in: query

          description: API name, it is set as {apiName} part of the URI structure as defined in subclause 4.4 of 3GPP TS 29.501 [18].

          schema:

            type: string

        - name: api-version

          in: query

          description: API major version the URI (e.g. v1).

          schema:

            type: string

        - name: comm-type

          in: query

          description: Communication type used by the API (e.g. REQUEST_RESPONSE).

          schema:

            $ref: 'TS29222_CAPIF_Publish_Service_API.yaml#/components/schemas/CommunicationType'

        - name: protocol

          in: query

          description: Protocol used by the API.
          schema:

            $ref: 'TS29222_CAPIF_Publish_Service_API.yaml#/components/schemas/Protocol'

        - name: aef-id

          in: query

          description: AEF identifer.

          schema:

            type: string

        - name: data-format

          in: query

          description: Data formats used by the API (e.g. serialization protocol JSON used).

          schema:

            $ref: 'TS29222_CAPIF_Publish_Service_API.yaml#/components/schemas/DataFormat'
        - name: capif-providers
          in: query

          description: A list of CAPIF provider domains.
          schema:

            type: array

            items:

              type: string
            minItems: 1

            uniqueItems: true
          style: form

          explode: false
        - name: supported-features

          in: query

          description: To filter irrelevant responses related to unsupported features

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

      responses:

        '200':

          description: The response body contains the result of the search over the list of registered APIs.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/DiscoveredAPIs'

        '400':

          $ref: 'TS29122_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29122_CommonData.yaml#/components/responses/401'

        '403':

          $ref: 'TS29122_CommonData.yaml#/components/responses/403'

        '404':

          $ref: 'TS29122_CommonData.yaml#/components/responses/404'

        '406':

          $ref: 'TS29122_CommonData.yaml#/components/responses/406'

        '414':
          $ref: 'TS29122_CommonData.yaml#/components/responses/414'
        '429':

          $ref: 'TS29122_CommonData.yaml#/components/responses/429'

        '500':

          $ref: 'TS29122_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29122_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

components:

  schemas:

    DiscoveredAPIs:

      type: object

      properties:

        serviceAPIDescriptions:

          type: array

          items:

            $ref: 'TS29222_CAPIF_Publish_Service_API.yaml#/components/schemas/ServiceAPIDescription'

          minItems: 1

          description: Description of the service API as published by the service. Each service API description shall include AEF profiles matching the filter criteria.
*** End of Changes ***
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