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*** 1st Change ***
4.4.5.1
General
This procedure is used by an SCS/AS to support the Non-IP Data Delivery (NIDD) via SCEF. It performs the NIDD configuration via the T8 interface. It also includes the mobile terminated (MT) and mobile originated (MO) communication with UEs via the T8 interface. It also includes the group message delivery via MT NIDD via the T8 interface and management of port numbers on UE and SCEF and their dynamic association with different applications.
Error handling for the procedures in this subclause shall be handled based on subclause 5.2.6.

*** 2nd Change ***
4.4.5.X
ManagePort Configuration
As part of the ManagePort configuration, operations to reserve a combination of port numbers, release a combination of port numbers, query the list of port numbers that are reserved and notification of reservation of a port number can be performed. 

If the SCS/AS needs to reserve port numbers and associate them with an application, the SCS/AS shall send an HTTP PUT message to the SCEF, using the URI received in the response to the request that has created the NIDD configuration resource. The SCS/AS can use this operation to reserve port numbers on the SCS/AS and SCEF and associate them with an application. Upon receipt of of the HTTP PUT request from the SCS/AS, the SCEF shall check whether the destination port number on SCEF is associated with any application or not. If the destination port is associated with any application the SCEF shall respond with 403 Forbidden and include the error "PORT_NOT_FREE" in ManagePortStatus, otherwise the SCEF shall reserve the destination port for use with specified application and return 200 OK.

If the SCS/AS needs to release port numbers associated with an application, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI received in the response to the request that has created the NIDD configuration resource. Upon receipt of of the HTTP DELETE request from the SCS/AS, the SCEF shall check whether the destination port number on SCEF is associated with the specified application or not. If the destination port is not associated with the application the SCEF shall respond with 403 Forbidden and include the error "PORT_NOT_ASSOCIATED_WITH_APPLICATION" in ManagePortStatus, otherwise the SCEF shall release the destination port for use with specified application and return 200 OK.

*** 3rd Change ***
5.6.2.1.X
Type: ManagePort
This type represents the configuration for RDS port management. The same structure is used to reserve port numbers, release port numbers, query the list of port numbers that are reserved and for notification of reservation of a port number.

Table 5.6.2.1.X-1: Definition of type ManagePort
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	self
	Link
	0..1
	Link to the resource "Individual NIDD configuration". This parameter shall be supplied by the SCEF in HTTP responses
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.3 of 3GPP TS 23.682 [2].

(NOTE 2)
	GroupMessageDelivery

	sourcePort
	array(Port)
	0..N
	Indicates the port number on UE that is used for reliable data transfer with a specific application on UE using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	destinationPort
	array(Port)
	0..N
	Indicates the port number on SCEF that is used for reliable data transfer with a specific application on SCEF using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	applicationId
	array(ApplicationID)
	0..N
	Indicates the application that is associated with port configuration specified above (as defined in subclause 5.4.2.6 of 3GPP TS 24.250 [31]).
	

	status
	ManagePortStatus
	0..1
	May be supplied by the SCEF
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no features are indicated, the related property applies for all the features unless stated otherwise.

NOTE 2:
One of the properties "externalId", "msisdn" or "externalGroupId" shall be included.




*** 4th Change ***

5.6.2.1.Y
Type: ManagePortNotifiation

This type represents a ManagePort notification of port numbers that are reserved.
Table 5.6.2.1.Y-1: Definition of type ManagePortNotification
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	niddConfiguration
	Link
	1
	Link to the NIDD configuration resource to which this notification is related.
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	sourcePort
	array(Port)
	0..N
	Indicates the port number on UE that is used for reliable data transfer with a specific application on UE using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	destinationPort
	array(Port)
	0..N
	Indicates the port number on SCEF that is used for reliable data transfer with a specific application on SCEF using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	applicationId
	array(ApplicationID)
	0..N
	Indicates the application that is associated with port configuration specified above (as defined in subclause 5.4.2.6 of 3GPP TS 24.250 [31]).
	

	status
	ManagePortStatus
	0..1
	May be supplied by the SCEF
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
One of the properties "externalId" or "msisdn" shall be included.


*** 5th Change ***

5.6.2.2.X
Type: ApplicationID
This type represents the application identifier associated with port configuration for Reliable Data Transfer and is specified during port management operations. It shall comply with the provisions defined in table 5.6.2.2.X-1.

Table 5.6.2.2.X-1: Definition of ApplicationID data Type

	Attribute name
	Data type
	Cardinality
	Description

	osId
	Bytes
	1
	Indicates the operating system identifier (as defined in clause 5.4.2.6.1 of 3GPP TS 24.250 [31]).

	lengthOsAppId
	Bytes
	1
	Indicates the length of the OS App ID field (as defined in clause 5.4.2.6.1 of 3GPP TS 24.250 [31]).

	osAppId
	Bytes
	1
	Indicates the OS App ID field (as defined in clause 5.4.2.6.1 of 3GPP TS 24.250 [31]).


*** 6th Change ***

5.6.2.3.X
Enumeration: ManagePortStatus
The enumeration ManagePortStatus represents the status of the port management operation and is specified as the Status field in the MANAGE_PORT response (as defined in clause 5.4.2.6.1 of 3GPP TS 24.250 [31]).
Table 5.6.2.3.X-1: Enumeration ManagePortStatus
	Enumeration value
	Description
	Applicability (NOTE)

	SUCCESS
	Operation specified by the action field was successful
	

	PORT_NOT_FREE
	Port is not free as it is already associated with an application
	

	PORT_NOT_ASSOCIATED_WITH_APPLICATION
	Port is free and is not associated with any application.
	

	PORT_INFORMATION_NOT_AVAILABLE
	Requested port information is not available
	

	.


*** 7th Change ***

5.6.3
Resource structure

5.6.3.1
General

All resource URIs of this API should have the following root:

{apiRoot}/3gpp-nidd/v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp-nidd" and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.

The following resources and HTTP methods are supported for this API:

Table 5.6.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method
	HTTP initiator
	Meaning

	NIDD configurations
	3gpp-nidd/v1/{scsAsId}/configurations
	GET
	SCS/AS
	Read all NIDD configuration resources for a given SCS/AS 

	
	
	POST
	SCS/AS
	Create a new NIDD configuration resource.

	Individual NIDD configuration
	3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}
	PATCH
	SCS/AS
	Modify an existing NIDD configuration resource

	
	
	GET
	SCS/AS
	Read an NIDD configuration resource

	
	
	DELETE
	SCS/AS
	Delete an existing NIDD configuration resource

	NIDD downlink data deliveries
	3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/downlink-data-deliveries
	GET
	SCS/AS
	Read all pending NIDD downlink data delivery resources related to a particular NIDD configuration resource.

	
	
	POST
	SCS/AS
	Create an NIDD downlink data delivery resource related to a particular NIDD configuration resource.

	Individual NIDD downlink data delivery
	3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/downlink-data-deliveries/{downlinkDataDeliveryId}
	PUT
	SCS/AS
	Replace an NIDD downlink data delivery resource. 

	
	
	DELETE
	SCS/AS
	Delete an NIDD downlink data delivery resource.

	
	
	GET
	SCS/AS
	Read pending NIDD downlink data delivery resource

	NIDD Configuration Update Notification
	{notification_uri}
	POST
	SCEF
	Send notifications about the status of an NIDD configuration to the SCS/AS.

	NIDD Downlink Data Delivery Status Notification
	{notification_uri}
	POST
	SCEF
	Report a specific NIDD downlink data delivery result to the SCS/AS.

	NIDD Uplink Data Notification
	{notification_uri}
	POST
	SCEF
	Send an uplink non-IP data notification from the SCEF to the SCS/AS.

	ManagePort
	3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/rdsPorts/{portId}
	PUT
	SCS/AS
	Create a new ManagePort resource to reserve port numbers 

	
	
	DELETE
	SCS/AS
	Delete a ManagePort resource to release port numbers

	
	
	GET
	SCS/AS
	Read ManagePort resource to query port numbers

	ManagePort Notification
	{notification_uri}
	POST
	SCEF
	Send notifications about the port numbers that are reserved.


*** 8th Change ***

5.6.3.X
Resource: ManagePort Configuration

5.6.3.X.1
Introduction

This resource allows the SCS/AS to create, delete or read the specific ManagePort configuration at the SCEF.  

5.6.3.X.2
Resource definition

Resource URI: {apiRoot}/3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/rdsPorts/{portId}
This resource shall support the resource URI variables defined in table 5.6.3.X.2-1.

Table 5.6.3.X.2-1: Resource URI variables for resource "Individual NIDD Configuration"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	configurationId
	Identifier of the configuration of type string. The transactionId corresponds to the stage 2 TLTRI.


5.6.3.X.3
Resource methods

5.6.3.X.3.1
GET

The GET method allows to read a ManagePort configuration resource to query the ports reserved. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message. 

This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.6.3.X.3.1-1 and table 5.6.3.X.3.1-2.

Table 5.6.3.X.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.6.3.X.3.1-2: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	None
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	ManagePort
	1
	200 OK
	The configuration information related to the request URI is returned.

	NOTE:
The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.


5.6.3.X.3.2
PUT

To create a ManagePort configuration and reserve a port number, the SCS/AS shall use the HTTP PUT method on the"ManagePort" resource with the body of the message is encoded in JSON format with the data structure defined in table 5.6.3.X.3.2-1.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful, are shown in Table 5.6.3.X.3.2-1.

Table 5.6.3.X.3.2-1: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	ManagePort
	1
	The ManagePort configuration to be created which represents the information used for reserving the port configuration for an application.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	None
	
	200 OK
	This indicates the reservation of port configuration for specified application is successful. 


	
	ManagePortStatus
	1
	403 Forbidden
	The status of port management operation shall be set to one of the following application errors:

- PORT_NOT_FREE

See table 5.6.2.3.X for the description of this error.

	NOTE 1:
The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.


5.6.3.X.3.3
PATCH
This HTTP method is not supported for the resource.
5.6.3.X.3.4
POST

This HTTP method is not supported for the resource.
5.6.3.X.3.5
DELETE
To cancel a ManagePort configuration and release port numbers, the SCS/AS shall use the HTTP DELETE method on the ManagePort resource which is indicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or unsuccessful, are shown in Table 5.6.3.X.3.5-1.

Table 5.6.3.X.3.5-1.: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	ManagePort 
	1
	The ManagePort configuration to be cancelled which represents the information used for releasing the port configuration for an application

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	None
	1
	200 OK
	The ManagePort configuration was cancelled successfully and the port configuration was released.



	
	ManagePortStatus
	1
	403 Forbidden
	The status of port management operation shall be set to one of the following application errors:

- PORT_NOT_ASSOCIATED_WITH_APPLICATION

See table 5.6.2.3.X for the description of this error.

	NOTE:
The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.


*** 9th Change ***

5.6.3.Z
ManagePort Notification

5.6.3.Z.1
Introduction

This resource allows the SCEF to send notifications about the port numbers that are reserved.. 

5.6.3.Z.2
Resource definition
Resource URI: {notification_uri}

This resource shall support the resource URI variables defined in table 5.6.3.Z.2-1.

Table 5.6.3.Z.2-1: Resource URI variables for resource "ManagePort Notification"
	Name
	Definition

	notification_uri
	A URI indicating the notification destination URI where T8 notification requests shall be delivered.
This URI shall be provided within the "notificationDestination" attribute in the NiddConfiguration type.


5.6.3.Z.3
Resource methods

5.6.3.Z.3.1
Notification via HTTP POST

To send the information about reserved ports and their configuration to the SCS/AS, the SCEF shall use the HTTP POST method on the notification endpoint in SCS/AS as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.X-1.

The possible response messages from the SCS/AS, depending on whether the POST request is successful or unsuccessful, are shown in Table 5.6.3.Z.3.1-1.

Table 5.6.3.Z.3.1-1: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	ManagePort
	1
	The parameters that represents the information about port numbers that are reserved for use with an application.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	None
	
	200 OK
	The successful notification of reserved port configuration.

	NOTE:
The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.


5.6.3.Z.4
Notification via Websocket
If supported by both SCS/AS and SCEF and successfully negotiated, the ManagePortNotification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

*** End of Changes ***

