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***** First change *****
[bookmark: _Toc20395644]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
5GC	5G Core Network
5QI	5G QoS Identifier
AF	Application Function
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
ARP	Allocation and Retention Priority
AW	Average Window 
BDT	Background Data Transfer
BSF	Binding Support Function
CHF	Charging Function
DN-AAA	Data Network Authentication, Authorization and Accounting
LBO	Local Breakout
MBR	Maximum Bitrate
MCS	Mission Critical Service
MPD	Media Presentation Description
MPS	Multimedia Priority Service
NEF	Network Exposure Function
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
NWDAF	Network Data Analytics Function
PCC	Policy and Charging Control
PCF	Policy Control Function
PDB	Packet Delay Budget
PER	Packet Error Rate
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PL	Priority Level
QNC	QoS Notification Control
QoS	Quality of Service
SDP	Session Description Protocol
SEPP	Security Edge Protection Proxy
SMF	Session Management Function
S-NSSAI	Single Network Slice Selection Assistance Information
UDR	Unified Data Repository
UPF	User Plane Function
UPSI	UE policy section identifier

***** Second change *****
[bookmark: _Toc20395662]5.2.2.2.1	Interactions between SMF, PCF and CHF
This procedure is performed when the PCF decides to modify policy decisions for a PDU session.


Figure 5.2.2.2-1 Interactions between SMF, PCF and CHF for PCF-initiated SM Policy Association Modification procedure
1.	The PCF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for a PDU Session. Possible external trigger events are described in clause 5.2.2.2.2. In addition, this procedure is triggered by the following cases:
-	The UDR notifies the PCF about a policy subscription change (e.g. change in MPS EPS Priority, MPS Priority Level, MCS Priority Level and/or IMS Signalling Priority, or change in user profile configuration indicating whether supporting application detection and control).
-	The CHF provides a Spending Limit Report to the PCF as described in subclause 5.3.5.
2.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in subclause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in subclause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in subclause 5.3.4.
3.	The PCF makes a policy decision. The PCF can determine that updated or new policy information need to be sent to the SMF.
4.	The PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{Notification URI}/update" as the resource URI to the SMF that has previously subscribed.The request operation provides the PDU session ID and the updated policies, as described in subclause 4.2.4 of 3GPP TS 29.512 [9].
5.	The SMF sends an HTTP "200 OK" to the PCF.

***** Third change *****
[bookmark: _Toc20395732][bookmark: _Toc4485764]7.3.2	PCF Interworking with an AF supporting Rx interface
When the AF interworks with the PCF using the Rx interface, the session binding in the PCF shall be always associated to an IP session and the PCF shall derive IP QoS parameters for the related IP flows.
In the case of SIP forking, the various forked responses may have different QoS requirements for the IP flows of the same media component. Each Authorized IP QoS Parameter should be set to the highest value requested for the IP flow(s) of that media component by any of the active forked responses.
Table 7.3.2-1: Rules for derivation of the Maximum Authorized Data Rates, Authorized Guaranteed Data Rates and Maximum Authorized QoS Class per service data flow or bidirectional combination of service data flows in the PCF
	Authorized QoS Parameter
	Derivation from service information
(see NOTE 4)

	Maximum Authorized Data Rate DL (Max_DR_DL) and UL (Max_DR_UL)
	
IF operator special policy exists THEN
 Max_DR_UL:= as defined by operator specific algorithm;
 Max_DR_DL:= as defined by operator specific algorithm;

ELSE

 IF AF Application Identifier demands application specific data rate
 handling THEN
  Max_DR_UL:= as defined by application specific algorithm;
  Max_DR_DL:= as defined by application specific algorithm;

 ELSE IF Codec Data provides Codec information for a codec that is
 supported by a specific algorithm (NOTE 5, 12 and 13) THEN
  Max_DR_UL:= as defined by specific algorithm;
  Max_DR_DL:= as defined by specific algorithm;

 ELSE
  IF not RTCP flow(s) according to Flow Usage THEN
   IF Flow Status indicates “REMOVED” THEN
    Max_DR_UL:= 0;
    Max_DR_DL:= 0;
   ELSE
    IF Uplink Flow Description is supplied THEN
     IF Maximum UL Supported Bandwidth is present and supported THEN
       Max_DR_UL:= Maximum UL Supported Bandwidth;
     ELSE IF Maximum UL Requested Bandwidth is present THEN
      Max_DR_UL:= Maximum UL Requested Bandwidth;
     ELSE
      Max_DR_UL:= as set by the operator;
     ENDIF;
    ELSE
     Max_DR_UL:= 0;
    ENDIF;

    IF Downlink Flow Description is supplied THEN
     IF Maximum DL Supported Bandwidth is present and supported THEN
      Max_DR_DL:= Maximum DL Supported Bandwidth;
     ELSE IF Maximum DL Requested Bandwidth is present THEN
      Max_DR_DL:= Maximum DL Requested Bandwidth;
     ELSE
      Max_DR_DL:= as set by the operator;
     ENDIF;
    ELSE
     Max_DR_DL:= 0;
    ENDIF;
   ENDIF;

  ELSE /* RTCP IP flow(s) */
   IF RS Bandwidth is present and RR Bandwidth is present THEN 
    Max_DR_UL:= (RS Bandwidth + RR Bandwidth);
    Max_DR_DL:= (RS Bandwidth + RR Bandwidth);
   ELSE
    IF Maximum UL Requested Bandwidth is present THEN
     IF RS Bandwidth is present and RR Bandwidth is not present THEN
      Max_DR_UL:= MAX[0.05 * Maximum UL Requested Bandwidth, RS Bandwidth];
     ENDIF;

     IF RS Bandwidth is not present and RR Bandwidth is present THEN
      Max_DR_UL:= MAX[0.05 * Maximum UL Requested Bandwidth, RR Bandwidth];
     ENDIF;
     IF RS Bandwidth and RR Bandwidth are not present THEN
      Max_DR_UL:= 0.05 * Maximum UL Requested Bandwidth;
     ENDIF;

    ELSE
     Max_DR_UL:= as set by the operator;
    ENDIF;

    IF Maximum DL Requested Bandwidth is present THEN
     IF RS Bandwidth is present and RR Bandwidth is not present THEN
      Max_DR_DL:= MAX[0.05 * Maximum DL Requested Bandwidth, RS Bandwidth];
     ENDIF;

     IF RS Bandwidth is not present and RR Bandwidth is present THEN
      Max_DR_DL:= MAX[0.05 * Maximum DL Requested Bandwidth, RR Bandwidth];
     ENDIF;

     IF RS Bandwidth and RR Bandwidth are not present THEN
      Max_DR_DL:= 0.05 * Maximum DL Requested Bandwidth;
     ENDIF;

    ELSE
     Max_DR_DL:= as set by the operator;
    ENDIF;

   ENDIF;
  ENDIF;
 ENDIF;
ENDIF;


IF SIP Forking Indication indicates “SEVERAL DIALOGUES” THEN
  Max_DR_UL = MAX[Max_DR_UL, previous Max_DR_UL]
  Max_DR_DL = MAX[Max_DR_DL, previous Max_DR_DL]
ENDIF;


	Authorized Guaranteed Data Rate DL (Gua_DR_DL) and UL (Gua_DR_UL)
(see NOTE 6, 8, 9 and 10)
	
IF operator special policy exists THEN
 Gua_DR_UL:= as defined by operator specific algorithm;
 Gua_DR_DL:= as defined by operator specific algorithm;

ELSE
 IF AF Application Identifier demands application specific data rate
 handling THEN
  Gua_DR_UL:= as defined by application specific algorithm;
  Gua_DR_DL:= as defined by application specific algorithm;

 ELSE IF Codec Data provides Codec information for a codec that is
 supported by a specific algorithm (NOTE 5, 12 and 13) THEN
  Gua_DR_UL:= as defined by specific algorithm;
  Gua_DR_DL:= as defined by specific algorithm;

 ELSE
    IF Uplink Flow Description is supplied THEN
     IF Minimum UL Desired Bandwidth is present and supported THEN
      Gua_DR_UL:= Minimum UL Desired Bandwidth;
     ELSE IF Minimum UL Requested Bandwidth is present THEN
      Gua_DR_UL:= Minimum UL Requested Bandwidth;
     ELSE
      Gua_DR_UL:= as set by the operator;
     ENDIF;

    ELSE
     Gua_DR_UL:= Max_DR_UL;

    ENDIF;

    IF Downlink Flow Description is supplied THEN
     IF Minimum DL Desired Bandwidth is present and supported THEN
      Gua_DR_DL:= Minimum DL Desired Bandwidth;
     ELSE IF Minimum DL Requested Bandwidth is present THEN
      Gua_DR_DL:= Minimum DL Requested Bandwidth;
     ELSE
      Gua_DR_DL:= as set by the operator;
     ENDIF;

    ELSE
     Gua_DR_DL:= Max_DR_DL;

    ENDIF;
 ENDIF;
ENDIF;

IF SIP Forking Indication indicates “SEVERAL DIALOGUES” THEN
  Gua_DR_UL = MAX[Gua_DR_UL, previous Gua_DR_UL]
  Gua_DR_DL = MAX[Gua_DR_DL, previous Gua_DR_DL]
ENDIF;


	Authorized 5G QoS Identifier (5QI)
(see NOTE 1, 2, 3 7 and 14)
	
IF an operator special policy exists THEN
 5QI:= as defined by operator specific algorithm;

ELSE IF MPS Identifier demands MPS specific QoS Class handling THEN
   5QI:= as defined by MPS specific algorithm (NOTE 11);
ELSE IF MCS Identifier demands MCS specific QoS Class handling THEN
   5QI:= as defined by MCS specific algorithm (NOTE 15);
ELSE IF AF Application Identifier demands application specific QoS Class handling THEN
   5QI:= as defined by application specific algorithm;

ELSE IF Codec Data provides Codec information for a codec that is supported by a specific algorithm THEN
   5QI:= as defined by specific algorithm; (NOTE 5)
ELSE
   /* The following 5QI derivation is an example of how to obtain the 5QI
     values in a 5GS network */
   IF Media Type is present THEN
      CASE Media Type OF
       “audio”:    5QI := 1;
       “video”:    5QI := 2;
       “application”: 5QI := 1 OR 2;
/* NOTE: include new media types here */

       OTHERWISE:   5QI := 9;
        /*e.g. for TCP-based generic traffic */

      END;
  ENDIF;
ENDIF;

IF SIP Forking Indication indicates “SEVERAL DIALOGUES” THEN
  5QI = MAX[5QI, previous 5QI]
ENDIF ;


	NOTE 1:	The 5QI assigned to a RTCP IP flow is the same as for the corresponding RTP media IP flow.
NOTE 2:	When audio or video IP flow(s) are removed from a session, the 5QI shall keep the originally assigned value.
NOTE 3:	When audio or video IP flow(s) are added to a session, the PCF shall derive the 5QI taking into account the already existing media IP flow(s) within the session.
NOTE 4:	The encoding of the service information is defined in 3GPP TS 29.214 [18] and 3GPP TS 29.201 [15]. If AVPs are omitted within a Media Component Description or Media Subcomponent of the service information, the corresponding information from previous service information shall be used, as specified in 3GPP TS 29.214 [18] and 3GPP TS 29.201 [15].
NOTE 5:	3GPP TS 26.234 [19], 3GPP TS 26.114 [14], 3GPP2 C.S0046 [20], and 3GPP2 C.S0055 [21] contain examples of QoS parameters for codecs of interest. The support of any codec specific algorithm in the PCF is optional.
NOTE 6:	Authorized Guaranteed Data Rate DL and UL shall not be derived for non-GBR 5QI values.
NOTE 7:	Recommended 5QI values for standardised 5QI characteristics are shown in table 5.7.4-1 in 3GPP TS 23.501 [2].
NOTE 8:	The PCF may be configured with operator specific preconditions for setting the Authorized Guaranteed Data Rate lower than the corresponding Maximum Authorized Data Rate.
NOTE 9:	For certain services (e.g. DASH services according to 3GPP TS 26.247 [17]), the AF may also provide a minimum required bandwidth so that the PCF can derive an Authorized Guaranteed Data Rate lower than the Maximum Authorized Data Rate.
NOTE 10:	For 5GS, the PCF shall assign an Authorized Guaranteed Data Rate UL/DL value within the limit supported by the serving network.
NOTE 11:	The MPS specific algorithm shall consider various inputs, including the received MPS Identifier and Reservation Priority, for deriving the 5QI.
NOTE 12:	When multiple codecs are supported per media stream (e.g. as part of multi-stream multiparty conferencing media handling are negotiated as described in 3GPP TS 26.114 [14]) the codec specific algorithm shall consider the bandwidth related to each codec when calculating the total bandwidth.
NOTE 13:	3GPP TS 26.114 [14] contains examples of how the Authorized Guaranteed Data Rate and Maximum Authorized Data Rate are assumed to be derived for multi-party multimedia conference media handling support. The support of this behaviour is optional.
NOTE 14:	The PCF may authorize a non-standardized 5QI with explicitly signalled QoS characteristics as defined in subclause 4.2.6.6.3 of 3GPP TS 29.512 [9] or may assign QoS characteristics (e.g. Priority Level, Averaging Window, and Maximum Data Burst Volume) to be used instead of the default QoS characteristics associated with a standardised 5QI value as shown in table 5.7.4-1 in 3GPP TS 23.501 [2].
NOTE 15:	The MCS specific algorithm shall consider various inputs, including the received MCS Identifier and Reservation Priority, for deriving the 5QI.



The PCF should per ongoing session store the Authorized QoS parameters for each service data flow or bidirectional combination of service data flows (as described within a Media Subcomponent).
If the PCF provides a QoS information associated to a PCC rule it may apply the rules in table 7.3.2-2 to combine the Authorized QoS per service data flow or bidirectional combination of service data flows (as derived according to table 7.3.2-1) for all service data flows described by the corresponding PCC rule.
If the PCF provides a QoS information associated to a PDU session (i.e. QoS flow with default QoS rule), it may apply the rules in table 7.3.2-2 to combine the Authorized QoS per service data flow or bidirectional combination of service data flows (as derived according to table 7.3.2-1) for all service data flows allowed to be transported within the PDU session. It is recommended that the rules in table 7.3.2-2 are applied for all service data flows with corresponding AF session. The PCF may increase the authorized QoS further to take into account the requirements of predefined PCC rules without ongoing AF sessions.
NOTE 1:	QoS Information related to Maximum Authorized UL/DL Data Rate provided at PDU session level is not derived based on mapping tables in this subclause, but based on subscription and operator specific policies.
NOTE 2:	ARP is always calculated at PCC rule level according to table 7.3.2-2.
Table 7.3.2-2: Rules for calculating the Maximum Authorized/Guaranteed Data Rates,
5QI and ARP in the PCF
	Authorized QoS Parameter
	Calculation Rule

	Maximum Authorized Data Rate DL and UL
	Maximum Authorized Data Rate DL/UL is the sum of all Maximum Authorized Data Rate DL/UL for all the service data flows or bidirectional combinations of service data flows (as according to table 7.3.2-1).


	Guaranteed Authorized Data Rate DL and UL
(NOTE 3)
	
Guaranteed Authorized Data Rate DL/UL is the sum of all Guaranteed Authorized Data Rate DL/UL for all the service data flows or bidirectional combinations of service data flows (as according to table 7.3.2-1).


	5QI
	
5QI = MAX [needed QoS parameters per service data flow or bidirectional combination of service data flows (as operator's defined criteria) among all the service data flows or bidirectional combinations of service data flows.]


	ARP
(NOTE 1)
	IF an operator special policy exists THEN
 ARP:= as defined by operator specific algorithm;

ELSE IF MPS Identifier demands MPS specific ARP handling THEN
  ARP:= as defined by MPS specific algorithm (NOTE 2);
ELSE IF MCS Identifier demands MCS specific ARP handling THEN
  ARP:= as defined by MCS specific algorithm (NOTE 4);
ELSE IF AF Application Identifier demands application specific ARP
  handling THEN
   ARP:= as defined by application specific algorithm;
ELSE IF Reservation Priority demands application specific ARP handling THEN
    ARP:= as defined by application specific algorithm;
ENDIF;


	NOTE 1:	The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized treatment within an operator domain.
NOTE 2:	The MPS specific algorithm shall consider various inputs, including the received MPS Identifier and Reservation Priority, for deriving the ARP.
NOTE 3:	The PCF may check that the Guaranteed Authorized Data Rate DL/UL does not exceed the limit supported by the serving network to minimize the risk of rejection of the bearer by the serving network.
NOTE 4:	The MCS specific algorithm shall consider various inputs, including the received MCS Identifier and Reservation Priority, for deriving the ARP.



***** Fourth change *****
[bookmark: _Toc20395733][bookmark: _Toc4485765]7.3.3	PCF Interworking with an AF supporting N5 interface
When the AF interworks with the PCF using the N5 interface, the session binding in the PCF shall be associated to an IP session or an Ethernet session, and the PCF shall derive QoS parameters for the related data flows.
Table 7.3.3-1: Rules for derivation of the Maximum Authorized Data Rates, Authorized Guaranteed Data Rates and Maximum Authorized QoS Class per service data flow or bidirectional combination of service data flows in the PCF
	Authorized QoS Parameter
	Derivation from service information
(NOTE 4)

	Maximum Authorized Data Rate DL (Max_DR_DL) and UL (Max_DR_UL)
	IF operator special policy exists THEN
 Max_DR_UL:= as defined by operator specific algorithm;
 Max_DR_DL:= as defined by operator specific algorithm;
 (NOTE 8, 9 and 10)
ELSE IF afAppId attribute of MediaComponent data type demands application 
 specific data rate handling THEN
 Max_DR_UL:= as defined by application specific algorithm;
 Max_DR_DL:= as defined by application specific algorithm;
ELSE IF codecs attribute of MediaComponent data type provides Codec
 information for a codec that is supported by a specific algorithm
 (NOTE 5) THEN
 Max_DR_UL:= as defined by specific algorithm;
 Max_DR_DL:= as defined by specific algorithm;
ELSE
 IF not RTCP flow(s) according to flowUsage attribute of
  MediaSubComponent data type THEN
  IF fStatus attribute indicates “REMOVED” THEN
   Max_DR_UL:= 0;
   Max_DR_DL:= 0;
  ELSE
   IF Uplink Flow Description is supplied within the fDescs attribute
    of the MediaSubComponent data type THEN
    IF marBwUl attribute is present THEN
     Max_DR_UL:= marBwUl valuw;
    ELSE
     Max_DR_UL:= as set by the operator;
    ENDIF;
   ELSE
    Max_DR_UL:= 0;
   ENDIF;
   IF Downlink Flow Description is supplied within the fDescs attribute
    of the MediaSubComponent data type THEN
    IF marBwDl attribute is present THEN
     Max_DR_DL:= marBwDl value;
    ELSE
     Max_DR_DL:= as set by the operator;
    ENDIF;
   ELSE
    Max_DR_DL:= 0;
   ENDIF;
  ENDIF;
 ELSE /* RTCP IP flow(s) */
  IF fStatus attribute indicates “REMOVED” THEN
   Max_DR_UL:= 0;
   Max_DR_DL:= 0;
  ELSE
   IF Uplink Flow Description is supplied within the fDescs attribute
    of the MediaSubComponent data type THEN
    IF marBwUl attribute is present within the MediaSubComponent data
     type THEN
     Max_DR_UL:= marBwUl;
    ELSEIF marBwUl attribute is present within the MediaComponent
      ata type THEN
     Max_DR_UL:= 0.05 * marBwUl value;
    ELSE
     Max_DR_UL:= as set by the operator;
    ENDIF;
   ELSE
    Max_DR_UL:= 0;
   ENDIF;
   IF Downlink Flow Description is supplied within the fDescs attribute
    of the MediaSubComponent data type THEN
    IF marBwDl attribute is present within the MediaSubComponent data
     type THEN
     Max_DR_DL:= marBwDl;
    ELSEIF marBwDl attribute is present within the MediaComponent
     data type THEN
     Max_DR_DL:= 0.05 * marBwDl value;
    ELSE
     Max_DR_DL:= as set by the operator;
    ENDIF;
   ELSE
    Max_DR_DL:= 0;
   ENDIF;
  ENDIF;
 ENDIF;
ENDIF;

	Authorized Guaranteed Data Rate DL (Gua_DR_DL) and UL (Gua_DR_UL)
	IF operator special policy exists THEN
 Gua_DR_UL:= as defined by operator specific algorithm;
 Gua_DR_DL:= as defined by operator specific algorithm;

ELSEIF afAppId attribute of MediaComponent data type demands application
 specific data rate handling THEN
 Gua_DR_UL:= as defined by application specific algorithm;
 Gua_DR_DL:= as defined by application specific algorithm;
ELSE IF codecs attribute of MediaComponent data type provides Codec
 information for a codec that is supported by a specific algorithm
 (NOTE 5) THEN
 Gua_DR_UL:= as defined by specific algorithm;
 Gua_DR_DL:= as defined by specific algorithm;
ELSE
 IF fStatus attribute indicates “REMOVED” THEN
  Max_DR_UL:= 0;
  Max_DR_DL:= 0;
 ELSE
  IF Uplink Flow Description is supplied within the fDescs attribute
   of the MediaSubComponent data type THEN
   IF mirBwUl attribute is present THEN
    Gua_DR_UL:= mirBwUl valuw;
   ELSE IF corresponding operator policy exists
    Gua_DR_UL:= as set by the operator;
   ELSE
    Gua_DR_UL:= Max_DR_UL;
   ENDIF;
  ELSE
   Gua_DR_UL:= 0;
  ENDIF;
  IF Downlink Flow Description is supplied within the fDescs attribute
   of the MediaSubComponent data type THEN
   IF mirBwDl attribute is present THEN
    Gua_DR_DL:= mirBwDl value;
   ELSE IF corresponding operator policy exists
    Gua_DR_DL:= as set by the operator;
   ELSE
    Gua_DR_DL:= Max_DR_DL;
   ENDIF;
  ELSE
   Gua_DR_DL:= 0;
  ENDIF;
 ENDIF;
ENDIF;

	Authorized 5G QoS Identifier (5QI)

	IF an operator special policy exists THEN
 5QI:= as defined by operator specific algorithm;
ELSE IF mpsId attribute demands MPS specific QoS Class handling THEN
 5QI:= as defined by MPS specific algorithm (NOTE 11);
ELSE IF mcsId attribute demands MCS specific QoS Class handling THEN
 5QI:= as defined by MCS specific algorithm (NOTE 13);
ELSE IF AF Application Identifier demands application specific QoS Class
 handling THEN
 5QI:= as defined by application specific algorithm;
ELSE IF codecs attribute of MediaComponent data type provides Codec
 information for a codec that is supported by a specific algorithm THEN
 5QI:= as defined by specific algorithm; (NOTE 5)
ELSE
 /* The following 5QI derivation is an example of how to obtain the 5QI
   values in a 5GS network */
 IF the medType attribute of MediaComponent data type is present THEN
  CASE medType value OF
   “audio”:    5QI := 1;
   “video”:    5QI := 2;
   “application”: 5QI := 1 OR 2;
   OTHERWISE:   5QI := 9; /*e.g. for TCP-based generic traffic */
  END;
 ENDIF;
ENDIF; 
(NOTE 1, 2, 3, 7 and 12)

	NOTE 1:	The 5QI assigned to a RTCP IP flow is the same as for the corresponding RTP media IP flow.
NOTE 2:	When audio or video IP flow(s) are removed from a session, the 5QI shall keep the originally assigned value.
NOTE 3:	When audio or video IP flow(s) are added to a session, the PCF shall derive the 5QI taking into account the already existing media IP flow(s) within the session.
NOTE 4:	The encoding of the service information is defined in 3GPP TS 29.514 [10].
NOTE 5:	3GPP TS 26.234 [19], 3GPP TS 26.114 [14], 3GPP2 C.S0046 [20], and 3GPP2 C.S0055 [21] contain examples of QoS parameters for codecs of interest. The support of any codec specific algorithm in the PCF is optional.
NOTE 6:	Authorized Guaranteed Data Rate DL and UL shall not be derived for non-GBR 5QI values.
NOTE 7:	Recommended 5QI values for standardised 5QI characteristics are shown in table 5.7.4-1 in 3GPP TS 23.501 [2].
NOTE 8:	The PCF may be configured with operator specific preconditions for setting the Authorized Guaranteed Data Rate lower than the corresponding Maximum Authorized Data Rate.
NOTE 9:	For certain services (e.g. DASH services according to 3GPP TS 26.247 [17]), the AF may also provide a minimum required bandwidth so that the PCF can derive an Authorized Guaranteed Data Rate lower than the Maximum Authorized Data Rate.
NOTE 10:	The PCF shall assign an Authorized Guaranteed Data Rate UL/DL value within the limit supported by the serving network.
NOTE 11:	The MPS specific algorithm shall consider various inputs, including the received mpsId and resPrio attributes, for deriving the 5QI.
NOTE 12:	The PCF may authorize a non-standardized 5QI with explicitly signalled QoS characteristics as defined in subclause 4.2.6.6.3 of 3GPP TS 29.512 [9] or may assign QoS characteristics (e.g. Priority Level, Averaging Window, and Maximum Data Burst Volume) to be used instead of the default QoS characteristics associated with a standardised 5QI value as shown in table 5.7.4-1 in 3GPP TS 23.501 [2].
NOTE 13:	The MCS specific algorithm shall consider various inputs, including the received mcsId and resPrio attributes, for deriving the 5QI.



The PCF should per ongoing session store the Authorized QoS parameters for each service data flow or bidirectional combination of service data flows (as described within a medComponents attribute).
If the PCF provides a QoS information associated to a PCC rule it may apply the rules in table 7.3.3-2 to combine the Authorized QoS per service data flow or bidirectional combination of service data flows (as derived according to table 7.3.3-1) for all service data flows described by the corresponding PCC rule.
If the PCF provides a QoS information associated to a PDU session (i.e. QoS flow with default QoS rule), it may apply the rules in table 7.3.3-2 to combine the Authorized QoS per service data flow or bidirectional combination of service data flows (as derived according to table 7.3.3-1) for all service data flows allowed to be transported within the PDU session. It is recommended that the rules in table 7.3.3-2 are applied for all service data flows with corresponding AF session. The PCF may increase the authorized QoS further to take into account the requirements of predefined PCC rules without ongoing AF sessions.
NOTE 1:	QoS Information related to Maximum Authorized UL/DL Data Rate provided at PDU session level is not derived based on mapping tables in this subclause, but based on subscription and operator specific policies.
NOTE 2:	ARP is always calculated at PCC rule level according to table 7.3.3-2.
Table 7.3.3-2: Rules for calculating the Maximum Authorized/Guaranteed Data Rates,
5QI and ARP in the PCF
	Authorized QoS Parameter
	Calculation Rule

	Maximum Authorized Data Rate DL and UL
	Maximum Authorized Data Rate DL/UL is the sum of all Maximum Authorized Data Rate DL/UL for all the service data flows or bidirectional combinations of service data flows (as according to table 7.3.3-1).

	Guaranteed Authorized Data Rate DL and UL
	Guaranteed Authorized Data Rate DL/UL is the sum of all Guaranteed Authorized Data Rate DL/UL for all the service data flows or bidirectional combinations of service data flows (as according to table 7.3.3-1). (NOTE 3)

	5QI
	5QI = MAX [needed QoS parameters per service data flow or bidirectional combination of service data flows (as operator's defined criteria) among all the service data flows or bidirectional combinations of service data flows.]

	ARP
	IF an operator special policy exists THEN
 ARP:= as defined by operator specific algorithm;
ELSE IF mpsId attribute demands MPS specific ARP handling THEN
 ARP:= as defined by MPS specific algorithm (NOTE 2);
ELSE IF mcsId attribute demands MCS specific ARP handling THEN
 ARP:= as defined by MCS specific algorithm (NOTE 4);
ELSE IF AF Application Identifier demands application specific ARP
 handling THEN
 ARP:= as defined by application specific algorithm;
ELSE IF Reservation Priority demands application specific ARP handling THEN
 ARP:= as defined by application specific algorithm;
ENDIF;
(NOTE 1)

	NOTE 1:	The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized treatment within an operator domain.
NOTE 2:	The MPS specific algorithm shall consider various inputs, including the received mpsId and resPrio attributes, for deriving the ARP.
NOTE 3:	The PCF may check that the Guaranteed Authorized Data Rate DL/UL does not exceed the limit supported by the serving network to minimize the risk of rejection of the bearer by the serving network. 
NOTE 4:	The MCS specific algorithm shall consider various inputs, including the received mcsId and resPrio attributes, for deriving the ARP.



***** End changes *****
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