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Proposed changes:
*** 1st Change ***
[bookmark: _Toc20392480]3.2	Abbreviations
For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:
ADC	Application Detection and Control
AF	Application Function
ARA	Aggregated RUCI Report Answer
ARP	Allocation and Retention Priority
ARR	Aggregated RUCI Report Request
AVP	Attribute-Value Pair
BBERF	Bearer Binding and Event Reporting Function
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CSG	Closed Subscriber Group
CSG ID	Closed Subscriber Group Identity
CoA	Care of Address
DRA	Diameter Routing Agent
DRMP	Diameter Routing Message Priority
DSCP	Differentiated Services Code Point
GBR	Guaranteed Bitrate
GCS	Group Communication Service
GCS AS	Group Communication Service Application Server
H-AF	Home AF
H-DRA	Home DRA
H-PCRF	Home PCRF
HPLMN	Home PLMN
MBR	Maximum Bitrate
MUA	Modify UE context Answer
MUR	Modify UE context Request
MPS	Multimedia Priority Service
NBIFOM	Network-based IP flow mobility
NRA	Non-Aggregated RUCI Report Answer
NRR	Non-Aggregated RUCI Report Request
PA	Proxy Agent
PCC	Policy and Charging Control
PCEF	Policy and Charging Enforcement Function
PCRF	Policy and Charging Rule Function
PGW	PDN-Gateway
PFDF	Packet Flow Description Function
RLOS	Restricted Local Operator Services
QCI	QoS Class Identifier
RCAF	RAN Congestion Awareness Function
RUCI	RAN User Plane Congestion Information
SCEF	Service Capability Exposure Function
SDF	Service Data Flow
SLA	Spending Limit Answer
SLR	Spending Limit Request
SNA	Spending-Status Notification Answer
SSD	Source Statistics Descriptor
SNR	Spending-Status Notification Request
STA	Session Termination Answer
TSSF	Traffic Steering Support Function
STR	Session Termination Request
TDF	Traffic Detection Function
UDC	User Data Convergence
UDR	User Data Repository
V-AF	Visited AF
V-DRA	Visited DRA
V-PCRF	Visited PCRF
VPLMN	Visited PLMN

*** 2nd Change ***
[bookmark: _Toc20392497]4.3.1.1	Interactions between BBERF, PCEF, TDF, OCS, TSSF and PCRF(PCC/QoS/ADC Rule Provisioning in PUSH mode)
This flow shows the provisioning of PCC/QoS/ADC Rules and/or authorized QoS triggered by an event in the PCRF.


Figure 4.3.1.1.1: Interactions between BBERF, PCEF, TDF, OCS, TSSF and PCRF for PCRF-Initiated IP-CAN Session Modification
1.	The H-PCRF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for an IP-CAN Session. Possible external trigger events are described in clause 4.3.1.2. In addition, this procedure is triggered by
-	PCEF subscribed event
-	SPR subscription data modification (e.g. change in MPS EPS Priority, MPS Priority Level and/or IMS Signalling Priority, or change in user profile configuration indicating whether supporting application detection and control).
-	OCS status of a policy counter identifier(s) has changed and the PCRF requested notification for spending limits apply.
-	Application detection information report from TDF.
2.	The H-PCRF selects the PCC Rule(s) to be installed, modified or removed for the IP-CAN Session. In case of PCEF supporting Application Detection and Control feature, some of those PCC rules may be used for application detection and control. The H-PCRF may also update the policy decision by defining an authorized QoS and enable or disable the service flow(s) of PCC Rules. If the PCEF controls the binding of IP-CAN bearers, the H-PCRF may add or change QoS information per QCI applicable to that IP-CAN session. In case of TDF, the H-PCRF selects the applicable ADC rules for the solicited application reporting with a TDF. If NBIFOM applies to the IP-CAN session and Network-initiated mode is selected, the H-PCRF determines the access that is to be used for the transfer of traffic and include the allowed access type in the PCC rules. If NBIFOM applies to the IP-CAN session, the H-PCRF determines one access is to be removed from multi access IP-CAN session.
3.	The H-PCRF stores the updated PCC Rules, and ADC rules if available.
4.	Step 4 is only applicable if the Bearer Control Mode (BCM) selected is UE-only or, for UE/NW the H-PCRF determines that UE mode applies for the affected PCC Rules, and the PCRF receives an external trigger from the AF.
The PCRF may start a timer to wait for a UE requested bearer resource initiation, modification or removal procedure initiated by the UE, as depicted in figure 4.3.2.1.1.
	If a UE requested bearer resource initiation, modification or termination procedure initiated by the terminal is received for the affected PCC rules while the timer is running, all subsequent steps in the present figure shall not be executed and, for case 1, the steps in figure 4.3.2.1.1 (on provisioning based on PULL procedure at PCEF –initiated IP-CAN session modification when the AF is located in the HPLMN), 4.3.2.2.1 (on provisioning based on PULL procedure at PCEF-initiated IP-CAN session modification when the AF is located in the VPLMN) and for cases 2a and 2b, the steps in figure 4.4.2.1.1 (Home Routed case) or 4.4.2.2.1 (Visited Access case) shall be executed instead.
	Otherwise, if the BCM selected is UE/NW, the PCRF shall proceed with the subsequent steps (provisioning based on PUSH procedure) in the present figure after timer expiry.
NOTE 1:	For IMS Emergency session and RLOS session step 4 is not applicable.
5.	For case 2a and 2b, if Gxx applies for the IP-CAN session and the user is not roaming, or the user is roaming in a Home Routed scenario or a Visited Access scenario for case 2a when the available QoS rule are not related to any IP-CAN session, the H-PCRF may initiate Gateway Control and QoS rules provisioning procedures described in clause 4.4.3.
NOTE 2: This step is not executed if this procedure is triggered by PCEF subscribed events and/or credit re-authorisation triggers reported by the BBERF.
6.	The H-PCRF sends a Diameter RAR to request that the PCEF installs, modifies or removes PCC Rules and updates the policy decision, or to report PCEF subscribed events reported by the BBERF. The report includes the User Location Information and the User CSG Information (If received from the BBERF). If the provided PCC rules are related to an AF session associated with a sponsor that has requested sponsoring the service, the H-PCRF includes, in the Charging-Rule-Definition AVP, the Sponsor-Identity AVP and the Application-Service-Provider-Identity AVP that it received from the AF if the Reporting-Level AVP is set to the value SPONSORED_CONNECTIVITY_LEVEL and, if AF provided the application usage thresholds, the Usage-Monitoring-Information AVP. If the AF requests the access network information, the H-PCRF includes Required-Access-Info AVP in the Charging-Rule-Definition AVP and/or Charging-Rule-Remove AVP. In addition, the H-PCRF includes the Event-Trigger set to the value "ACCESS_NETWORK_INFO_REPORT" if not provided yet. If the Sharing-Key-UL AVP and/or Sharing-Key-DL AVP are provided within the Media-Component-Description AVP, the PCRF may apply the mechanisms for resource sharing as specified at 3GPP TS 29.212 [9]. The PCRF includes the Removal-Of-Access AVP set to the value REMOVAL_OF_ACCESS (0) and the IP-CAN-Type AVP set to the value of removed access to remove one access from the multi access IP-CAN session. If the H-PCRF subscribes the change of UE presence in Presence Reporting Area, the H-PCRF may provide the Presence Reporting Area Information to the PCEF. If the RAN-Support-Info feature is enabled and local policy allows, for PCC rules with QCI of 1, the PCRF can provide the Charging-Rule-Definition AVP including the maximum packet loss rate(s) for uplink and/or downlink direction(s) in the Max-PLR-UL/DL AVP(s) respectively. If the CHEM feature is supported and local policy allows, for PCC rules with QCI of 1, the PCRF can provide the Charging-Rule-Definition AVP including the maximum packet loss rate(s) for uplink and/or downlink direction(s) in the Max-PLR-UL/DL AVP(s) respectively as defined in section 6.3.
	When the UE is roaming in a Visited Access scenario, steps 6a ~ 6e are executed instead of step 6:
6a.	The H-PCRF sends a Diameter RAR to the V-PCRF to request that the PCEF installs, modifies or removes PCC Rules and updates the policy decision. In the case of VPLMN supporting Application Detection and Control feature for solicited application reporting, some of those PCC Rules may be used for application detection and control. If the provided PCC rules are related to an AF session associated with a sponsor that has requested sponsoring the service, the H-PCRF includes, in the Charging-Rule-Definition AVP, the Sponsor-Identity AVP and the Application-Service-Provider-Identity AVP that it received from the AF if the Reporting-Level AVP is set to the value SPONSORED_CONNECTIVITY_LEVEL and, if AF provided the application usage thresholds, the Usage-Monitoring-Information AVP. If the AF requests the access network information, the H-PCRF includes Required-Access-Info AVP in the Charging-Rule-Definition AVP and/or Charging-Rule-Remove AVP. In addition, the H-PCRF includes the Event-Trigger set to the value "ACCESS_NETWORK_INFO_REPORT" if not provided yet.
6b. The V-PCRF enforces visited operator policies regarding PCC rules requested by the H-PCRF based on roaming agreements or locally configured policy. In case of TDF, V-PCRF extracts the ADC rules from the PCC Rules received from the H-PCRF and stores them.
NOTE 3:	If the V-PCRF rejects provisioned PCC rules received from the H-PCRF, the remaining steps in this call flow are not followed. Instead, the V-PCRF shall notify the H-PCRF by sending a Diameter RAA, including the Experimental-Result-Code AVP set to the value PCC_RULE_EVENT, identify the failed PCC rules as specified in 3GPP TS 29.212 [9], and additionally may provide the acceptable QoS Information for the service.
6c. In case of TDF, solicited application reporting, for roaming UE with visited access, the V-PCRF initiates the TDF session establishment, modification, or termination. If the provided ADC rules are related to an AF session associated with a sponsor that has requested sponsoring the service, the H-PCRF includes, in the ADC-Rule-Definition AVP, the Sponsor-Identity AVP and the Application-Service-Provider-Identity AVP that are received from the AF if the Reporting-Level AVP is set to the value SPONSORED_CONNECTIVITY_LEVEL. Additionally, if the AF provided the application usage thresholds, the H-PCRF includes the Usage-Monitoring-Information AVP. If the last ADC rule is deactivated, the V-PCRF requests the TDF to terminate the TDF session toward the V-PCRF as defined in clause 4.6.2. If there is no active TDF session between the TDF and the V-PCRF, the V-PCRF requests the TDF to establish the TDF session towards V-PCRF and provides ADC Rules to the TDF as defined in clause 4.6.1. If there is already an active TDF session between the TDF and the V-PCRF, the V-PCRF provides the ADC rules to the TDF as defined in clause 4.6.3.2.
6d.	For case 2a and 2b, V-PCRF will derive the QoS rules from the PCC rules. The V-PCRF will initiate a Gateway Control and QoS Rule procedure as described in clause 4.4.3 to install, modify or remove QoS rules and optionally subscribe to new events in the BBERF.
6e.	The BBERF installs, modifies or removes the identified QoS Rules. The BBERF also enforces the authorized QoS of the corresponding QoS Rules.
6f. The V-PCRF sends a Diameter RAR to request that the PCEF installs, modifies or removes PCC Rules.
7.	The PCEF installs, modifies or removes the identified PCC Rules. The PCEF also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules. If QoS information is received per QCI, PCEF shall set/update the upper limit for the MBR that the PCEF assigns to the non-GBR bearer for that QCI. In the case of PCEF supporting Application Detection and Control feature, the PCEF may also enforce application detection and control. The PCEF may perform resource sharing among PCC rules if requested from the PCRF. If allowed access type information is included in the PCC rules, the PCEF generates the NBIFOM routing rules based on the PCC rules. If the RAN-Support-Info feature or the CHEM feature areis supported, the PCEF sets the UL/DL maximum packet loss rate value(s) as described in subclause B.3.18 of 3GPP TS 29.212 [9].
	The following applies for emergency sessions only:
	When the PCEF receives an IP-CAN Session Modification Request from the PCRF requesting the removal of the PCC rules of an emergency session, the PCEF starts an inactivity timer to enable the PSAP to request a callback session with the UE.
	When the timer expires, the PCEF initiates an IP-CAN Session Termination Request (per clause 4.2.2.1) to terminate the emergency session.
	If, before the timer expires, the PCEF receives an IP-CAN Session Modification Request from the PCRF with PCC rules for an emergency session the PCEF cancels the timer.
8.	The PCEF sends a Diameter RAA to acknowledge the RAR. The PCEF informs the H-PCRF about the outcome of the PCC rule operation
When the UE is roaming in a Visited Access scenario, steps 8a ~ 8d are executed instead of step 8:
8a.	The BBERF informs the V-PCRF about the outcome of the operation by sending a Diameter RAA command.
8b.	The PCEF informs the V-PCRF about the outcome of the PCC rule operation by sending a Diameter RAA command.
8c.	The V-PCRF stores the received information.
8d.	The V-PCRF informs the H-PCRF about the outcome of the operation by sending a Diameter RAA command.
9.	In case of TDF, solicited application reporting, for non-roaming UE/roaming UE with home routed access, H-PCRF initiates the TDF session establishment, modification, or termination. If the provided ADC rules are related to an AF session associated with a sponsor that has requested sponsoring the service, the H-PCRF includes, in the ADC-Rule-Definition AVP, the Sponsor-Identity AVP and the Application-Service-Provider-Identity AVP that are received from the AF if the Reporting-Level AVP is set to the value SPONSORED_CONNECTIVITY_LEVEL. Additionally, if the AF provided the application usage thresholds, the H-PCRF includes the Usage-Monitoring-Information AVP. If the last ADC rule is deactivated, the H-PCRF requests the TDF to terminate the TDF session toward the H-PCRF as defined in clause 4.6.2. If there is no active TDF session between the TDF and the H-PCRF, the H-PCRF requests the TDF to establish the TDF session towards H-PCRF and provides ADC Rules to the TDF as defined in clause 4.6.1. If there is already an active TDF session between the TDF and the H-PCRF, H-PCRF provides the ADC rules to the TDF as defined in clause 4.6.3.2.
NOTE 4: Step 9 can occur anytime after step 6.
[bookmark: OLE_LINK4][bookmark: OLE_LINK5]10.	If traffic steering control over St applies, if the PCRF determines that the traffic steering control information needs to be provisioned for the IP-CAN session; the PCRF initiates the St session establishment procedure according to the subclause 4.9.1. If the PCRF determines that the traffic steering control information provisioned to the TSSF needs to be updated, the PCRF initiates the St session modification procedure according to the subclause 4.9.2. If the PCRF determines that the traffic steering control information is not needed for the IP-CAN session any more, the PCRF initiates the St session termination procedure according to the subclause 4.9.3.
11.	In case of spending limits, for non-roaming/roaming UE with both home routed and visited access, H-PCRFinitiates Initial/ Intermediate/ Final Spending Limit Report Request. The H-PCRF sends an Initial Spending Limit Report Request if this is the first time a status notification of policy counter is requested for the user as defined in clause 4.7.1. If the H-PCRF decides to modify the list of subscribed policy counters the H-PCRF sends an Intermediate Spending Limit Report Request as defined in clause 4.7.2. If the H-PCRF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancels the request for reporting the change of the status of the policy counters available at the OCS as defined in clause 4.7.3.
NOTE 5: Step 11 can occur anytime after step 2.
12.	If usage monitoring is enabled and the H-PCRF either removed the last PCC rule applicable for certain monitoring key, or disabled usage monitoring or requested usage report, the PCEF shall initiate an IP-CAN session modification procedure.
13.	When Gxx does not apply for the IP-CAN session, IP-CAN bearer signalling is executed separately for each IP-CAN bearer under the following conditions:
-	If all PCC rules bound to a bearer have been removed or deactivated (bearer deactivation is applicable)
-	If one or more bearers have to be modified
-	If the PCEF needs to establish a new bearer (bearer establishment is applicable).
-	If the PCEF needs to request access network information.
-	if the PCEF needs to send the NBIFOM routing rules to the UE in the corresponding access.
14.	If the AF, in step 1, has requested notifications from the PCRF, e.g. in the case of access network information the PCEF initiates an IP-CAN session modification procedure to provide the requested information as described in clause 4.3.2.
NOTE 6:	If the conditions of both step 14 and step 12 apply the PCEF can make use of only one IP-CAN session modification procedure in step 14.

*** 3rd Change ***
[bookmark: _Toc20392564]6.3	QoS parameter mapping Functions at PCRF
The QoS authorization process consists of the derivation of the parameters Authorized QoS Class Identifier (QCI), Allocation and Retention Priority (ARP), and Authorized Maximum/Guaranteed Data Rate UL/DL.
When a session is initiated or modified the PCRF shall derive Authorized IP QoS parameters (i.e. QCI, Authorized Maximum/Guaranteed Data Rate DL/UL (if bandwidth values are lower or equal to 2^32-1 bps), Extended Authorized Maximum/Guaranteed Data Rate DL/UL (if bandwidth values are higher than 2^32-1 bps and if the Extended-BW-NR feature is supported), ARP) from the service information. If the selected Bearer Control Mode (BCM) is UE-only this process shall be performed according to the mapping rules in table 6.3.1 to avoid undesired misalignments with the UE QoS parameters mapping.
In the case of forking, the various forked responses may have different QoS requirements for the IP flows of the same media component. Each Authorized IP QoS Parameter should be set to the highest value requested for the IP flow(s) of that media component by any of the active forked responses.
Table 6.3.1: Rules for derivation of the Maximum Authorized Data Rates, Authorized Guaranteed Data Rates
and Maximum Authorized QoS Class per IP flow or bidirectional combination of IP flows in the PCRF
	Authorized IP QoS Parameter 
	Derivation from service information
(see Note 4)

	Maximum Authorized Data Rate DL (Max_DR_DL) and UL (Max_DR_UL)
(NOTE 21)

	
IF operator special policy exists THEN

  Max_DR_UL:= as defined by operator specific algorithm;
  Max_DR_DL:= as defined by operator specific algorithm;

ELSE

  IF AF-Application-Identifier AVP demands application specific data rate
  handling THEN
    Max_DR_UL:= as defined by application specific algorithm;
    Max_DR_DL:= as defined by application specific algorithm;

  ELSE IF Codec-Data AVP provides Codec information for a codec that is
  supported by a specific algorithm (NOTE 19,20) THEN
    Max_DR_UL:= as defined by specific algorithm;
    Max_DR_DL:= as defined by specific algorithm;

  ELSE
    IF not RTCP flow(s) according to Flow-Usage AVP THEN
      IF Flow-Status = REMOVED THEN
        Max_DR_UL:= 0;
        Max_DR_DL:= 0;
      ELSE
        IF uplink Flow Description AVP is supplied THEN
          IF Max-Supported-Bandwidth-UL is present and supported THEN
             Max_DR_UL:= Max-Supported-Bandwidth-UL;
         ELSE IF Max-Requested-Bandwidth-UL is present THEN
            Max_DR_UL:= Max-Requested-Bandwidth-UL ;
          ELSE
            Max_DR_UL:= as set by the operator;
          ENDIF;
        ELSE
          Max_DR_UL:= 0;
        ENDIF;

        IF downlink Flow Description AVPs is supplied THEN
          IF Max-Supported-Bandwidth-DL is present and supported THEN
            Max_DR_DL:= Max-Supported-Bandwidth-DL;
          ELSE IF Max-Requested-Bandwidth-DL is present THEN
            Max_DR_DL:= Max-Requested-Bandwidth-DL;
          ELSE
            Max_DR_DL:= as set by the operator;
          ENDIF;
        ELSE
          Max_DR_DL:= 0;
        ENDIF;
      ENDIF;

    ELSE /* RTCP IP flow(s) */
      IF RS-Bandwidth is present and RR-Bandwidth is present THEN 
        Max_DR_UL:= (RS-Bandwidth + RR-Bandwidth);
        Max_DR_DL:= (RS-Bandwidth + RR-Bandwidth);
      ELSE
        IF Max-Requested-Bandwidth-UL is present THEN
          IF RS-Bandwidth is present and RR-Bandwidth is not present THEN
            Max_DR_UL:= MAX[0.05 * Max-Requested-Bandwidth-UL,RS-Bandwidth];
          ENDIF;

          IF RS-Bandwidth is not present and RR-Bandwidth is present THEN
            Max_DR_UL:= MAX[0.05 * Max-Requested-Bandwidth-UL,RR-Bandwidth];
          ENDIF;
          IF RS-Bandwidth and RR-Bandwidth are not present THEN
            Max_DR_UL:= 0.05 * Max-Requested-Bandwidth_UL ;
          ENDIF;

        ELSE
          Max_DR_UL:= as set by the operator;
        ENDIF;

        IF Max-Requested-Bandwidth-DL is present THEN
          IF RS-Bandwidth is present and RR-Bandwidth is not present THEN
            Max_DR_DL:= MAX[0.05 * Max-Requested-Bandwidth-DL,RS-Bandwidth];
          ENDIF;

          IF RS-Bandwidth is not present and RR-Bandwidth is present THEN
            Max_DR_DL:= MAX[0.05 * Max-Requested-Bandwidth-DL,RR-Bandwidth];
          ENDIF;

          IF RS-Bandwidth and RR-Bandwidth are not present THEN
            Max_DR_DL:= 0.05 * Max-Requested-Bandwidth-DL;
          ENDIF;

        ELSE
          Max_DR_DL:= as set by the operator;
        ENDIF;

      ENDIF;
    ENDIF;
  ENDIF;

ENDIF;


IF SIP-Forking-Indication AVP indicates SEVERAL_DIALOGUES THEN
   Max_DR_UL = MAX[Max_DR_UL, previous Max_DR_UL]
   Max_DR_DL = MAX[Max_DR_DL, previous Max_DR_DL]
ENDIF;


	Authorized Guaranteed Data Rate DL (Gua_DR_DL) and UL (Gua_DR_UL)
(see NOTE 11, 13, 15, 16. 21)
	
IF operator special policy exists THEN
  Gua_DR_UL:= as defined by operator specific algorithm;
  Gua_DR_DL:= as defined by operator specific algorithm;

ELSE
  IF AF-Application-Identifier AVP demands application specific data rate
  handling THEN
    Gua_DR_UL:= as defined by application specific algorithm;
    Gua_DR_DL:= as defined by application specific algorithm;

  ELSE IF Codec-Data AVP provides Codec information for a codec that is
  supported by a specific algorithm (NOTE 5,19,20)THEN
    Gua_DR_UL:= as defined by specific algorithm;
    Gua_DR_DL:= as defined by specific algorithm;

  ELSE
       IF uplink Flow-Description AVP is supplied THEN
          IF Min-Desired-Bandwidth-UL is present and supported THEN
            Gua_DR_UL:= Min-Desired-Bandwidth-UL ;
          ELSE IF Min-Requested-Bandwidth-UL is present THEN
            Gua_DR_UL:= Min-Requested-Bandwidth-UL ;
          ELSE
            Gua_DR_UL:= as set by the operator;
          ENDIF;

       ELSE
          Gua_DR_UL:= Max DR UL;

       ENDIF;

       IF downlink Flow-Description AVP is supplied THEN
          IF Min-Desired-Bandwidth-DL is present and supported THEN
            Gua_DR_DL:= Min-Desired-Bandwidth-DL
          ELSE IF Min-Requested-Bandwidth-DL is present THEN
            Gua_DR_DL:= Min-Requested-Bandwidth-DL ;
          ELSE
            Gua_DR_DL:= as set by the operator;
          ENDIF;

       ELSE
          Gua_DR_DL:= Max DR DL;

       ENDIF;


  ENDIF;

ENDIF;

IF SIP-Forking-Indication AVP indicates SEVERAL_DIALOGUES THEN
   Gua_DR_UL = MAX[Gua_DR_UL, previous Gua_DR_UL]
   Gua_DR_DL = MAX[Gua_DR_DL, previous Gua_DR_DL]
ENDIF;


	Authorized QoS Class Identifier [QCI]
(see NOTE 1, 2, 7, 12 and 14)
	
IF an operator special policy exists THEN
  QCI:= as defined by operator specific algorithm;

ELSE IF MPS-Identifier AVP demands MPS specific QoS Class handling THEN
     QCI:= as defined by MPS specific algorithm (NOTE 18);
ELSE IF GCS-Identifier AVP demands Group Communication specific handling THEN
     QCI:= as defined by GCS specific algorithm (NOTE 17);
ELSE IF AF-Application-Identifier AVP demands application specific QoS Class handling THEN
     QCI:= as defined by application specific algorithm;

ELSE IF Codec-Data AVP provides Codec information for a codec that is supported by a specific algorithm THEN
     QCI:= as defined by specific algorithm; (NOTE 5)
ELSE
     /* The following QCI derivation is an example of how to obtain the QCI
         values in a GPRS network */
     IF Media-Type is present THEN
          /* for GPRS: streaming */
          IF (only uplink Flow Description AVPs are supplied for all IP
          flows of the AF session, which have media type “audio” or “video”
          and no flow usage “RTCP”, or
          only downlink Flow Desription AVPs are supplied for all IP
          flows of the AF session, which have media type “audio” or “video”
          and no flow usage “RTCP”) THEN
             CASE Media-Type OF
               “audio”:        MaxClassDerivation := 3 OR 4; (NOTE 9)
               “video”:        MaxClassDerivation := 4
             END;

           /* for GPRS: conversational */
           ELSE
             CASE Media-Type OF
               “audio”:        MaxClassDerivation:= 1 OR 2; (NOTE 6)
               “video”:        MaxClassDerivation:= 2
             END;

           ENDIF;

           CASE Media-Type OF
             “audio”:        QCI := MaxClassDerivation
             “video”:        QCI := MaxClassDerivation
             “application”:  QCI := 1 OR 2; (NOTE 6)
                /*e.g. for GPRS: conversational*/
             “data”:         QCI := 6 OR 7 OR 8; (NOTE 8)
                /*e.g. for GPRS: interactive with prio 1, 2 AND 3
                   respectively*/
             “control”:      QCI := 6;
                /*e.g. for GPRS: interactive with priority 1*/

/* NOTE: include new media types here */

             OTHERWISE:      QCI := 9;
                /*e.g. for GPRS: background*/

           END;
   ENDIF;
ENDIF;

IF SIP-Forking-Indication AVP indicates SEVERAL_DIALOGUES THEN
   QCI = MAX[QCI, previous QCI](NOTE 10)
ENDIF ;


	NOTE 1:	The QCI assigned to a RTCP IP flow is the same as for the corresponding RTP media IP flow.
NOTE 2:	When audio or video IP flow(s) are removed from a session, the parameter MaxClassDerivation shall keep the originally assigned value.
NOTE 3:	When audio or video IP flow(s) are added to a session, the PCRF shall derive the parameter MaxClassDerivation taking into account the already existing media IP flow(s) within the session.
NOTE 4:	The encoding of the service information is defined in 3GPP TS 29.214 [10]. Possible Bandwidth information and Flow-Status information provided within the Media-Sub-Component AVP takes precedence over information within the encapsulating Media-Component-Description AVP as specified in 3GPP TS 29.214 [10]. If AVPs are omitted within a Media-Component-Description AVP or Media-Sub-Component AVP of the service information, the corresponding information from previous service information shall be used, as specified in 3GPP TS 29.214 [10].
NOTE 5:	3GPP TS 26.234 [6], 3GPP TS 26.114 [29], 3GPP2 C.S0046 [18], and 3GPP2 C.S0055 [19] contain examples of QoS parameters for codecs of interest. The support of any codec specific algorithm in the PCRF is optional.
NOTE 6:	For GPRS, the final QCI value will depend on the value of SSD (speech/unknown) according to 3GPP TS 23.107 [4] and table A.3 of 3GPP TS 23.203 [2]. If the PCRF is not able to determine the SSD, it should use the QCI value 2 that corresponds to SSD unknown. For UE-init and mixed mode, the PCRF may derive from the requested QoS of an IP CAN bearer which SSD is applicable.
NOTE 7:	The numeric value of the QCI are based on 3GPP TS 29.212 [9].
NOTE 8:	The QCI value also encodes the traffic handling priority for GPRS. If the PCRF is not able to determine a traffic handling priority, it should choose QCI 8 that corresponds to priority 3. Also, for UE-initiated bearers the PCRF should only use QCI 8 in order to have the same mapping rules in both UE and PCRF.
NOTE 9:	For GPRS, the final QCI value will depend on the value of SSD (speech/unknown) according to 3GPP TS 23.107 [4] and table A.3 of 3GPP TS 23.203 [2]. If the PCRF is not able to determine the SSD, it should use the QCI value 4 that corresponds to SSD unknown. For UE-init and mixed mode, the PCRF may derive from the requested QoS of an IP CAN bearer which SSD is applicable.
NOTE 10:	The Max function shall use the following precedence order for the QCI values:  2 > 1 > 4 > 3 > 5 > 6 > 7 > 8 > 9
NOTE 11:	Authorized Guaranteed Data Rate DL and UL shall not be derived for QCI values 5, 6, 7, 8 and 9.
NOTE 12:	Recommended QCI values for standardised QCI characteristics are shown in table 6.1.7 in 3GPP TS 23.203 [2].
NOTE 13:	The PCRF may be configured with operator specific preconditions for setting the Authorized Guaranteed Data Rate lower than the corresponding Maximum Authorized Data Rate.
NOTE 14:	In a network where SRVCC is enabled, the QCI=1 shall be used for IMS services in accordance to 3GPP TS 23.216 [27]. Non-IMS services using QCI=1 may suffer service interruption and/or inconsistent service experience if SRVCC is triggered. Triggering SRVCC for WebRTC IMS session will cause service interruption and/or inconsistent service experience when using QCI=1. Operator policy (e.g. use of specific AF application identifier) may be used to avoid using QCI 1 for a voice service, e.g. WebRTC IMS session.
NOTE 15:	For certain services (e.g. DASH services according to 3GPP TS 26.247 [30]), the AF may also provide a minimum required bandwidth so that the PCRF can derive an Authorized Guaranteed Data Rate lower than the Maximum Authorized Data Rate.
NOTE 16:	For GPRS and EPS, the PCRF shall assign an Authorized Guaranteed Data Rate UL/DL value within the limit supported by the serving network.
NOTE 17:	The GCS specific algorithm shall consider various inputs, including the received Reservation-Priority AVP, for deriving the QCI.
NOTE 18:	The MPS specific algorithm shall consider various inputs, including the received MPS-Identifier AVP and Reservation-Priority AVP, for deriving the QCI.
NOTE 19:	When multiple codecs are supported per media stream (e.g. as part of multi-stream multiparty conferencing media handling are negotiated as described in 3GPP TS 26.114 [29]) the codec specific algorithm shall consider the bandwidth related to each codec when calculating the total bandwidth.
NOTE 20:	3GPP TS 26.114 [29] contains examples of how the Authorized Guaranteed Data Rate and Maximum Authorized Data Rate are assumed to be derived for multi-party multimedia conference media handling support. The support of this behaviour is optional.
NOTE 21:	For bandwidth values higher than 2^32-1 bps and if the Extended-BW-NR feature is supported over Gx/Gxx interface, Extended-Max_DR_DL/UL and Extended-Gua_DR_DL/UL shall be derived instead of Max_DR_DL/UL and Gua_DR_DL/UL.



The PCRF should per ongoing session store the Authorized IP QoS parameters per for each IP flow or bidirectional combination of IP flows (as described within a Media Subcomponent AVP).
If the PCRF provides a QoS-Information AVP within a Charging-Rule-Definition AVP it may apply the rules in table 6.3.2 to combine the Authorized QoS per IP flow or bidirectional combination of IP flows (as derived according to table 6.3.1) for all IP flows described by the corresponding PCC rule.
If the PCRF provides a QoS-Information AVP for an entire IP CAN bearer (for a UE-initiated IP-CAN bearer in the GPRS case) or IP CAN session, it may apply the rules in table 6.3.2 to combine the Authorized QoS per IP flow or bidirectional combination of IP flows (as derived according to table 6.3.1) for all IP flows allowed to be transported within the IP CAN bearer or session. It is recommended that the rules in table 6.3.2 are applied for all IP flows with corresponding AF session. The PCRF may increase the authorized QoS further to take into account the requirements of predefined PCC rules without ongoing AF sessions.
NOTE 1:	QoS-Information AVP provided at IP-CAN session level is not derived based on mapping tables, but based on subscription and operator specific policies.
NOTE 2:	Allocation-Retention-Priority AVP is always calculated at PCC rule level according to table 6.3.2.
For a UE initiated PDP context within GPRS, the PCRF applies the binding mechanism described in clause 5 to decide which flows are allowed to be transported within the IP CAN bearer.
Table 6.3.2: Rules for calculating the Maximum Authorized/Guaranteed Data Rates,
QCI and ARP in the PCRF
	Authorized IP QoS Parameter 
	Calculation Rule

	Maximum Authorized Data Rate DL and UL
(see NOTE 6)
	Maximum Authorized Data Rate DL/UL is the sum of all Maximum Authorized Data Rate DL/UL for all the IP flows or bidirectional combinations of IP flows (as according to table 6.3.1).

IF Network = GPRS AND Maximum Authorized Data Rate DL/UL > 256 Mbps THEN
   Maximum Authorized Data Rate DL/UL = 256 Mbps  /* See 3GPP TS 23.107 [4] */
ENDIF;


	Guaranteed Authorized Data Rate DL and UL
(see NOTE 3,6)
	
Guaranteed Authorized Data Rate DL/UL is the sum of all Guaranteed Authorized Data Rate DL/UL for all the IP flows or bidirectional combinations of IP flows (as according to table 6.3.1).


	QCI 
	
QCI = MAX [needed QoS parameters per IP flow or bidirectional combination of IP flows (as operator’s defined criteria) among all the IP flows or bidirectional combinations of IP flows.]


	ARP
(see NOTE 1)
	IF an operator special policy exists THEN
  ARP:= as defined by operator specific algorithm;

ELSE IF MPS-Identifier AVP demands MPS specific ARP handling THEN
    ARP:= as defined by MPS specific algorithm (NOTE 2);
ELSE IF GCS-Identifier AVP demands Group Communication Service specific ARP handling THEN
    ARP:= as defined by GCS specific algorithm (NOTE 4);
ELSE IF MCPTT-Identifier AVP demands MCPTT specific ARP handling THEN
    ARP:= as defined by MCPTT specific algorithm (NOTE 5);
ELSE IF MCVideo-Identifier AVP demands MCVideo specific ARP handling THEN
    ARP:= as defined by MCVideo specific algorithm (NOTE 7);
ELSE  IF AF-Application-Identifier AVP demands application specific ARP
    handling THEN
      ARP:= as defined by application specific algorithm;
ELSE IF Reservation-Priority AVP demands application specific ARP handling THEN
        ARP:= as defined by application specific algorithm;
ENDIF;


	NOTE 1:	The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized treatment within an operator domain.
NOTE 2:	The MPS specific algorithm shall consider various inputs, including the received MPS-Identifier AVP and Reservation-Priority AVP, for deriving the ARP.
NOTE 3:  For GPRS and EPS, the PCRF may check that the Guaranteed Authorized Data Rate DL/UL does not exceed the limit supported by the serving network to minimize the risk of rejection of the bearer by the serving network.
NOTE 4:	The GCS specific algorithm shall consider various inputs, including the received Reservation-Priority AVP, for deriving the ARP.
NOTE 5:	The MCPTT specific algorithm shall consider the value of the MCPTT-Identifier AVP and the value of the Reservation-Priority AVP.
NOTE 6:	For bandwidth values higher than 2^32-1 bps and if the Extended-BW-NR feature is supported, Extended Guaranteed Authorized Data Rate DL/UL and Extended Maximum Data Rated DL/UL shall be used instead of Maximum Authorized Data Rate DL/UL and Guaranteed Authorized Data Rate DL/UL.
NOTE 7:	The MCVideo specific algorithm shall consider the value of the MCVideo-Identifier AVP and the value of the Reservation-Priority AVP.



If CHEM feature is supported, then from the service information PCRF provides the maximum packet loss rate(s) for uplink and/or downlink direction(s) in Max-PLR-DL and Max-PLR-UL AVP within a Charging-Rule-Definition AVP as per the mapping rules in table 6.3.3 
NOTE 3:	Format of PLR_adapt in SDP: "a=PLR_adapt" ["ALR"] 
NOTE 4:	 Format of maxe2e-PLR in SDP:
MAXimum-e2e-PLR-value = payload-type SP maxe2e-PLR [“:”maxDL-PLR] [“/”maxUL-PLR]
payload-type = zero-based-integer
[bookmark: OLE_LINK17][bookmark: OLE_LINK18]maxe2e-PLR = plr-value
maxDL-PLR = plr-value
maxUL-PLR = plr-value
plr-value = integer: integer taken from IETF RFC 4566 */
Table 6.3.3: Rules for calculating the Max-PLR-DL and Max-PLR-UL AVP in the PCRF
	Max-PLR-DL/UL
	Calculation Rule

	Max-PLR-DL
	IF a= PLR_adapt line is NOT present in both SDP OFFER and ANSWER THEN
  /* As UE don’t support CHEM feature, PCRF should not use packet loss rates
     in either the uplink or downlink direction */
  Max-PLR-DL AVP not supplied
ELSE
  IF operator special policy exists THEN
    Max-PLR-DL = as per operator special policy
  ELSE
    IF PCRF serving the OFFERER THEN
      FOR each RTP payload type of the same media line
        IF MAXimum-e2e-PLR line is present in the SDP OFFER THEN
          IF maxUL-PLR is present in the SDP ANSWER 
            Max-PLR-DL = value of maxe2e-PLR in the SDP OFFER - maxUL-PLR
                         in the SDP ANSWER
          ELSE /* maxUL-PLR is not present in the SDP ANSWER */
            Max-PLR-DL = the default value is ½ maxe2e-PLR value present
                         in the SDP OFFER
        ELSE /* MAXimum-e2e-PLR line is not present in the SDP OFFER */
          Max-PLR-DL = the default value is ½ end-to-end Maximum End-to-End
                       Packet Loss Rate for the decoder of the RTP payload 
                       type as recommended in 3GPP TS 26.114 [29]
                       section X.1.2 for application layer redundancy 
                       or X.1.1 for partial redundancy 
        ENDIF;
      END FOR LOOP of each RTP payload type of the same media
      Max-PLR-DL = maximum value of Max-PLR-DL among all the RTP payload 
                   types
    ELSE /* For PCRF serving the ANSWERER */
      FOR each RTP payload type of the same media line
        IF MAXimum-e2e-PLR line is present in the SDP ANSWER THEN
          IF maxDL-PLR is present in the SDP ANSWER 
            Max-PLR-DL = value of maxDL-PLR in the SDP ANSWER
          ELSE /* maxDL-PLR is not present in the SDP ANSWER */
            Max-PLR-DL = the default value is ½ maxe2e-PLR value present
                         in the SDP ANSWER
        ELSE /* MAXimum-e2e-PLR line is not present in the SDP ANSWER */
          Max-PLR-DL = the default value is ½ end-to-end Maximum End-to-End
                       Packet Loss Rate for the decoder of the RTP payload
                       type as recommended in 3GPP TS 26.114 [29]
                       section X.1.2 for application layer redundancy 
                       or X.1.1 for partial redundancy 
        ENDIF;
      END FOR LOOP of each RTP payload type of the same media
      Max-PLR-DL = maximum value of Max-PLR-DL among all the RTP payload 
                   types
    ENDIF;
  ENDIF;
ENDIF;

	Max-PLR-UL
	IF a= PLR_adapt line is NOT present in both SDP OFFER and ANSWER THEN
  /* As UE don’t support CHEM feature, PCRF should not use packet loss rates
     in either the uplink or downlink direction */
  Max-PLR-UL AVP not supplied
ELSE
  IF operator special policy exists THEN
    Max-PLR-UL = as per operator special policy
  ELSE
    IF PCRF serving the OFFERER THEN
      FOR each RTP payload type of the same media line
        IF MAXimum-e2e-PLR line is present in the SDP ANSWER THEN
          IF maxDL-PLR is present in the SDP ANSWER 
            Max-PLR-UL = value of maxe2e-PLR in the SDP ANSWER - maxDL-PLR
                         in the SDP ANSWER
          ELSE /* maxDL-PLR is not present in the SDP ANSWER */
            Max-PLR-UL = the default value is ½ maxe2e-PLR value present
                         in the SDP ANSWER
        ELSE /* MAXimum-e2e-PLR line is not present in the SDP ANSWER */
          Max-PLR-UL = the default value is ½ end-to-end Maximum End-to-End
                       Packet Loss Rate for the decoder of the RTP payload 
                       type as recommended in 3GPP TS 26.114 [29]
                       section X.1.2 for Application layer redundancy 
                       or X.1.1 for partial redundancy 
        ENDIF;
      END FOR LOOP of each RTP payload type of the same media
      Max-PLR-UL = maximum value of Max-PLR-UL among all the RTP payload 
                   types
    ELSE /* For PCRF serving the ANSWERER */
      FOR each RTP payload type of the same media line
        IF MAXimum-e2e-PLR line is present in the SDP OFFER THEN
          IF maxUL-PLR is present in the SDP ANSWER 
            Max-PLR-UL = value of maxUL-PLR in the SDP ANSWER
          ELSE /* maxUL-PLR is not present in the SDP ANSWER */
            Max-PLR-UL = the default value is ½ maxe2e-PLR value present
                         in the SDP OFFER
        ELSE /* MAXimum-e2e-PLR line is not present in the SDP ANSWER */
          Max-PLR-UL = the default value is ½ end-to-end Maximum End-to-End
                       Packet Loss Rate for the decoder of the RTP payload
                       type as recommended in 3GPP TS 26.114 [29]
                       section X.1.2 for Application layer redundancy 
                       or X.1.1 for partial redundancy 
        ENDIF;
      END FOR LOOP of each RTP payload type of the same media
      Max-PLR-UL = maximum value of Max-PLR-UL among all the RTP payload 
                   types
    ENDIF;
  ENDIF;
ENDIF;


*** End of Changes ***
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