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change:

	· In TS 23.288, subclause 6.2.4, it described the correlation information per each NF is to help NWDAF correlate data from different NFs, 

NOTE:
For simplicity, the correlation information is not listed in the input data per network data analytics.

Table 6.2.4-1: Correlation Information per NF 
Correlation Information

Description

Time Interval and IP address 5-tuple
To correlate the data from AF and from UPF.

Time Interval and AN Tunnel Info (Clause 9.3.2.2, TS 38.413 [16])
To correlate the UPF data and OAM data which are reported by the RAN (e.g. Reference Signal Received Power or Reference Signal Received Quality as defined in Table 6.4.2-3).

Time Interval and UE IP address

To correlate the data from UPF and SMF.
SUPI

To correlate data from SMF and AMF.
SUPI, DNN, S-NSSAI or UE IP address

To correlate data from SMF and PCF.
Time Interval and RAN UE NGAP ID

(Clause 9.3.3.2, TS 38.413 [16])
To correlate the AMF data and OAM data reported by the RAN (e.g. Reference Signal Received Power or Reference Signal Received Quality as defined in Table 6.4.2-3).
Therefore, during collect service experience information from AF/NEF, the AF shall also include the time interval and IP 5-tuple information for each application. The service experience is per service flow level.
· The definition of service experience is FFS.

· The location of application represented by a list of DNAIs is optional as described in TS 23.288. It’s proposed to remove the related Editor’s Note and define it as optional.

	
	

	Summary of 
change:                (

	Define the service experience information accordingly.

	
	

	Consequences    (
  
if not agreed:
	Incorrect definition of service experience information.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
The NWDAF retrieves the following service data from the AF related to the observed service experience by using Naf_EventExposure_Subscribe service operation, as defined in TS 23.288 subclause 6.4.2:

	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	Locations of Application
	AF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a customized MOS

	Timestamp
	AF
	A time stamp associated to the observed level of Service Experience provided by the AF, mandatory if the observed Service Experience is provided by the ASP.


Wherein, Service Experience is mean opinion score (MOS) to represent the overall quality and performance of the application usage.

The MOS is represented as a rational number, typically in the range 1–5, where 1 is the lowest perceived quality, and 5 is the highest perceived quality. The Absolute Category Rating (ACR) scale is very commonly used, which maps ratings between Bad and Excellent to numbers between 1 and 5 as shown in following table. 

	Rating
	5
	4
	3
	2
	1

	Label
	Excellent
	Good
	Fair
	Poor
	Bad


Other MOS ranges are also possible, for example, 1-100, depending on the rating scale that has been used in the underlying test.
This proposal proposes to define the MOS in a customerized rating scale range, which can flexible reflect different MOS usage requirement.
Proposed changes:
It's proposed to agree the following changes in TS 29.517 v0.3.0

*** 1st Change ***
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*** Next Change ***

4.2.4.2
Notification about subscribed events

Figure 4.2.4.2-1 illustrates the notification about subscribed events.
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Figure 4.2.4.2-1: Notification about subscribed events

If the AF observes application related event(s) for which an NF service consumer has subscribed to, the AF shall send an HTTP POST request as shown in step 1 of figure 4.2.4.2-1, with the "{notifUri}" as request URI with the value previously provided by the NF service consumer within the corresponding subscription, and the "AfEventExposureNotif" data structure.

The "AfEventExposureNotif" data structure shall include:

-
notification correlation ID provided by the NF service consumer during the subscription as "notifId" attribute; and

-
information about the observed event(s) within the "eventNotifs" attribute that shall contain for each observed event an "AfEventNotification" data structure that shall include:

-
the application related event as "event" attribute;
-
the time at which the event was observed encoded as "timeStamp" attribute;

-
if the "event" attribute is "SVC_EXPERIENCE", 


-
service experience information about the application involved in the reported event in the "servExprcInfo" attribute;


-
if the "event" attribute is "UE_MOBILITY",


-
UE mobility information assoicated with the application as "ueMobilityInfo" attribute;

-
if the "event" attribute is "UE_COMM",


-
application communication information assoicated with the application as "appCommuInfo" attribute.
If the NF service consumer cannot successfully fulfil the received HTTP POST request due to the internal error or an error in the HTTP POST request, the NF service consumer shall send the HTTP error response as specified in subclause 5.7.

Upon successful reception of the HTTP POST request with "{notifUri}" as request URI and a "AfEventExposureNotif" data structure as request body, the NF service consumer shall send a "204 No Content" HTTP response, as shown in step 2 of figure 4.2.4.2-1, for a successful processing.
*** Next Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Naf_EventExposure service based interface protocol.

Table 5.6.1-1: Naf_EventExposure specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AfEvent
	5.6.3.3
	Application Events.
	

	AfEventExposureSubsc
	5.6.2.2
	Represents an Individual Application Event Subscription resource.
	

	AfEventExposureNotif
	5.6.2.3
	Describes notifications about application event that occurred in an Individual Application Event Subscription resource.
	

	SvcExperience
	5.6.2.9x
	Mean opinion score with the customized range.
	

	ServiceExperienceInfoPerApp
	5.6.2.7x
	Contains service experience associated with the application
	

	ServiceExperienceInfoPerFlow
	5.6.2.8x
	Contains service experience associated with the service flow
	


Table 5.6.1-2 specifies data types re-used by the Naf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Naf_EventExposure service based interface.

Table 5.6.1-2: Naf_EventExposure re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	ApplicationId
	3GPP TS 29.571 [13]
	
	

	Dnai
	3GPP TS 29.571 [13]
	
	

	EthFlowDescription
	3GPP TS 29.514 [TS29514]
	
	

	Float
	3GPP TS 29.571 [13]
	
	

	FlowInfo
	3GPP TS 29.122 [TS29122]
	
	

	GroupId
	3GPP TS 29.571 [TS29571]
	
	

	ReportingInformation
	3GPP TS 29.523 [12]
	
	

	Snssai
	3GPP TS 29.571 [TS29571]
	
	

	TimeWindow
	3GPP TS 29.122 [TS29122]
	
	


*** Next Change ***

5.6.2.6
Type AfEventNotification

Table 5.6.2.6-1: Definition of type AfEventNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	AfEvent
	M
	1..N
	Reported application related event.
	

	timeStamp
	DateTime
	M
	1
	Time at which the event is observed.
	

	
	
	
	
	

	

	svcExprcInfos
	array(ServiceExperienceInfoPerApp)
	C
	1..N
	Contains the service experience information.

Shall be present if the "event" attribute sets to "SVC_EXPERIENCE"
	ServiceExperience

	ueMobilityInfo
	UeMobilityInfo
	C
	0..1
	Contains the UE mobility information.

Shall be present if the "event" attribute sets to "UE_MOBILITY"
	UeMobility

	ueCommInfo
	UeCommunicationInfo
	C
	0..1
	Contains the application communication information.

Shall be present if the "event" attribute sets to "UE_COMM"
	UeCommunication


Editor’s Note:
The definition of UeMobilityInfo and UeCommunicationInfo are FFS.


*** Next Change ***

5.6.2.7x
Type ServiceExperienceInfoPerApp

Table 5.6.2.7x-1: Definition of type ServiceExperienceInfoPerApp

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appId
	ApplicationId
	C
	0..1
	Indicates an application identifier.

Shall be present if the AF event exposure service request applies to more than one application.
	

	svcExpPerFlows
	array(ServiceExperienceInfoPerFlow)
	M
	1..N
	Each element represents service experience for each service flow.
	

	gpsis
	array(Gpsi)
	C
	1..N
	Each element represents external UE identifier.

Shall be present if if the AF event exposure service request applies to more than one UE.
	


*** Next Change ***

5.6.2.8x
Type ServiceExperienceInfoPerFlow

Table 5.6.2.8x-1: Definition of type ServiceExperienceInfoPerFlow

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	svcExprc
	SvcExperience
	M
	1
	Service experience
	

	timeIntev
	TimeWindow
	M
	1
	Represents a start and stop time of the measurement period for the AF service experience.
	

	dnai
	Dnai
	O
	0..1
	Indicates the DN Access Identifiers representing location of the service flow.
	

	ipTrafficFilter
	FlowInfo
	O
	0..1
	Identifies IP packet filter.(NOTE)
	

	ethTrafficFilter
	EthFlowDescription
	O
	0..1
	Identifies Ethernet packet filter.(NOTE)
	

	NOTE:
Either "ipTrafficFilter" or "ethTrafficFilter" shall be provided.


*** Next Change ***

5.6.2.9x
Type SvcExperience

Table 5.6.2.9x-1: Definition of type SvcExperience

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mos
	Float
	M
	1
	Mean opinion score.
	

	upperRange
	Float
	M
	1
	The upper value within the rating scale range
	

	lowerRange
	Float
	M
	1
	The lower value within the rating scale range
	


*** End of Changes ***
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