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*** 1st Change ***

6.2
Ninef_EventExposure Service API 


6.2.1
Introduction


The  Ninef_EventExposure service shall use the Ninef_EventExposure API.

The request URI used in HTTP request from the NF service consumer towards the I-NEF shall have the structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:

{apiRoot}/<apiName>/{apiVersion}/<apiSpecificResourceUriPart>
with the following components:

-
The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].

-
The <apiName> shall be "ninef-eventexposure".

-
The {apiVersion} shall be "v1".

-
The <apiSpecificResourceUriPart> shall be set as described in clause 6.2.3.
6.2.2
Usage of HTTP

6.2.2.1
General

HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].

HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

The OpenAPI [6] specification of HTTP messages and content bodies for the <API Name> API is contained in Annex A.

6.2.2.2
HTTP standard headers
6.2.2.2.1
General

See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.


6.2.2.2.2
Content type 


JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".

"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
6.2.2.3
HTTP custom headers
The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be applicable.
In this release of specification, no specific custom headers are defiend for Ninef_EventExposure Service API.

6.2.3
Resources 

6.2.3.1
Overview
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Figure 6.2.3.1-1: Resource URI structure of the Ninef_EventExposure API

Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.2.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Ninef Event Exposure Subscriptions
	{apiRoot}/
ninef-eventexposure/{apiVersion}/subscriptions
	
	

	
	
	
	

	
	
	
	

	
	
	POST
	Creates a new subscription resource, mapping to the service operation Subscribe

	
	
	
	

	
	
	
	

	Individual Ninef Event Exposure subscription
	{apiRoot}/ninef-eventexposure/{apiVersion}/subscriptions/{subscriptionId}
	PUT
	Modify the properties of an existing subscription, mapping to the service operation Subscribe

	
	
	GET
	Read the subscription to the events.

	
	
	DELETE
	Delete the subscription, mapping to the service operation Unsubscribe


6.2.3.2
Resource: Ninef Event Exposure Subscriptions

6.2.3.2.1
Description

This resource allows service consumer (AMF, SMF) to subscribe to an event with monitoring configuration in I-NEF. 

6.2.3.2.2
Resource Definition


Resource URI: {apiRoot}/<ninef-eventexposure>/{apiVersion}/subscriptions
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.

Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See clause 6.2.1

	apiVersion
	See clause 6.2.1

	
	


6.2.3.2.3
Resource Standard Methods



6.2.3.2.3.1
POST

This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the POSTmethod on this resource 
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	NinefEventSubscription
	M
	1
	Create a new Individual Ninef Event Exposure Subscription resource


Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	NinefEventSubscription
	M
	1
	201 Created
	

 The creation of an Individual Ninef Event Exposure Subscription resource was created successfully. The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE:
The manadatory HTTP error status code for the <method 1> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.









	
	
	

	
	
	

	
	
	










	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	



	




6.2.3.3
Resource: Individual Ninef Event Exposure Subscription

6.2.3.3.1
Description

This resource allows service consumer (AMF, SMF) to modify/cancel a subscription of an event with monitoring configuration in I-NEF.
6.2.3.3.2
Resource Definition

Resource URI: {apiRoot}/<ninef-eventexposure>/{apiVersion}/subscriptions/{subscriptionId} 
This resource shall support the resource URI variables defined in table 6.2.3.3.2-1.

Table 6.2.3.2.3-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See clause 6.2.1

	subscriptionId
	Identifier of the subscription resource of type string,


6.2.3.3.3
Resource Standard Methods

6.2.3.3.3.1
PUT
This PUT method modifies an existing subscription resource to update a subscription. The service consumer  initiate the HTTP PUT request message and I-NEF shall respond to the message.

This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.

Table 6.2.3.3.3.1-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	 n/a
	
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.
Table 6.2.3.3.3.1-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	NinefEventSubscription
	M 
	1
	Modify an existing subscription.


Table 6.2.3.3.3.1-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	NinefEventSubscription
	 M
	1
	200 OK
	The subscription resource was updated successfully.

	N/A
	
	
	204 No Content
	The subscription resource was updated successfully.

	NOTE 1:
The manadatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.


6.2.3.3.3.2
GET
This GET method allows to read all the active susbscriptions. The service consumer initiates the HTTP GET request message and I-NEF shall respond to the message.

This method shall support the URI query parameters specified in table 6.2.3.3.3.2-1.

Table 6.2.3.3.3.2-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and response codes specified in table 6.2.3.3.3.2-3.
Table 6.2.3.3.3.2-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	N/A
	
	
	


Table 6.2.3.3.3.2-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	array(NinefEventSubscription)
	M
	0..N
	200 OK
	The subscription information for the NF consumer in the request URI are returned.

	NOTE 1:
The manadatory HTTP error status code for the GET method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.


6.2.3.3.3.3
DELETE
This DELETE method deletes an existing subscription. The service consumer initiates the HTTP DELETE request message and I-NEF shall respond to the message.

This method shall support the URI query parameters specified in table 6.2.3.3.3.3-1.

Table 6.2.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	 n/a
	
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.3.3.3-2 and the response data structures and response codes specified in table 6.2.3.3.3.3-3.
Table 6.2.3.3.3.3-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.2.3.3.3.3-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	N/A
	
	
	204 No Content
	The subscription was deleted successfully.

	NOTE 1:
The manadatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.






	
	
	

	
	
	

	
	
	











	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	



	




6.2.5
Notifications

6.2.5.1
General

Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].

6.2.5.2
Event Notification
6.2.5.2.1
Description

The Event Notification is used by the I-NEF to report one or several observed Events to a NF service consumer (e.g. UDM, NEF) that has subscribed to such Notifications via the Individual NinefEvent Exposure Subscription Resource.

6.2.5.2.2
Target URI

The Notification URI "{notifUri}" shall be used with the resource URI variables defined in table 6.2.5.2.2-1.

Table 6.2.5.2.2-1: Resource URI variables for this resource
	Name
	Definition

	notifUri
	String formatted as URI with the Notification Uri as assigned within the Individual Ninef Event Exposure Subscription and described within the NinefEventSubscription type (see table 6.2.6.2.2-1)


6.2.5.2.3
Standard Methods

6.2.5.2.3.1
POST

This method shall support the request data structures specified in table 6.2.5.2.3.1-1 and the response data structures and response codes specified in table 6.2.5.2.3.1-1.

Table 6.2.5.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	array(NinefEventNotification)
	M
	1..N
	Provides information about monitored events


Table 6.2.5.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.



	NOTE:
The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.




6.2.6
Data Model

6.2.6.1
General

This clause specifies the application data model supported by the API.


Table 6.2.6.1-1 specifies the data types defined for the Ninef_EventExposure service based interface protocol.

Table 6.2.6.1-1: Ninef_EventExposure specific Data Types
	Data type
	Section defined
	Description
	Applicability

	NinefEventSubscription
	6.2.6.2.2
	
	

	NinefEventNotification
	6.2.6.2.3
	
	

	EventNotifs
	6.2.6.2.4
	
	


Table 6.2.6.1-2 specifies data types re-used by the Ninef_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Ninef_EventExposure service based interface. 
Table 6.2.6.1-2: Ninef_EventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	
	
	
	


6.2.6.2
Structured data types

6.2.6.2.1
Introduction

This clause defines the structures to be used in resource representations. 

6.2.6.2.2
Type: NinefEventSubscription






Table 6.2.6.2.2-1: Definition of type NinefEventSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	eventSubs
	EventSubs(FFS)
	M
	1
	Subscribed event and the related event filter.
	

	notifUri
	Uri
	M
	1
	Notification URI for event reporting.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	suppFeat
	SupportedFeatures
	M
	1
	This IE represents a list of Supported features used as described in subclause 5.8. (NOTE)
	

	NOTE: 
In the HTTP POST request it represents the set of NF service consumer supported features. In the HTTP POST and GET responses it represents the set of features supported by both the NF service consumer and the NF service provider.


Editor’s note: More information will be included later.
6.2.6.2.3
Type: NinefEventNotification 

Table 6.2.6.2.3-1: Definition of type NinefEventNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	eventNotifs
	array(eventNotif)
	M
	1..N
	A list of event notifications about the monitored events.
	


6.2.6.2.3
Type: EventNotif 

Table 6.2.6.2.3-1: Definition of type EventNotif

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventId
	NinefEvent
	M
	1
	The subscribed Event ID.
	

	ts
	DataTime
	M
	1
	The time the event happened.
	


Editor’s note: the event information defined on each Event ID basis is FFS.
6.2.6.3
Simple data types and enumerations

6.2.6.3.1
Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.

6.2.6.3.2
Simple data types 

The simple data types defined in table 6.2.6.3.2-1 shall be supported.

Table 6.2.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	


6.2.6.3.3
Enumeration: NinefEvent
The enumeration NinefEvent represents Event IDs of the monitored events exposed by I-NEF. It shall comply with the provisions defined in table 6.2.6.3.3-1.

Table 6.2.6.3.3-1: Enumeration NinefEvent
	Enumeration value
	Description
	Applicability

	LOSS_OF_CONNECTIVITY
	UE is no longer reachable for either signalling or user plane communication. 
	

	UE_REACHIABILITY
	The current reachability of a UE or a group of UEs, and report for updated reachability of a UE or any UE in the group. 
	

	LOCATION_REPORT
	The Current Location or the Last Known Location of a UE or a group of UEs. 
	

	CHANGE_OF_SUPIPEI_ASSOCIATION
	a change of the ME's PEI that uses a specific subscription. 
	

	ROAMING STATUS
	UE’s current roaming status. This event can be provided by UDM.
	

	COMMUNICATION_FAILURE
	The communication failure report of a UE or a group of UEs. 
	

	AVAIABLITY_AFTER_DDN_FAILURE
	when there has been some data delivery failure followed by the UE becoming reachable.
	

	CN_TYPE_CHANGE
	the current CN type for a UE or a group of UEs when detecting that the UE switches between being served by a MME and an AMF or when accepting the event subscription. 
	

	DOWNLINK_DATA_DELIVERY_STATUS
	the downlink data delivery status in the core network. 
	














	
	
	
	

	
	
	
	






6.2.7
Error Handling


6.2.7.1
General

For the Ninef_EventExposure API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].

In addition, the requirements in the following clauses are applicable for the Ninef_EventExposure API.
6.2.7.2
Protocol Errors

No specific procedures for the Ninef_EventExposure service are specified.

6.2.7.3
Application Errors

The application errors defined for the Ninef_EventExposure  service are listed in Table 6.2.7.3-1.

Table 6.2.7.3-1: Application errors

	Application Error
	HTTP status code
	Description

	
	
	


6.2.8
Feature negotiation

The optional features in table 6.2.8-1 are defined for the Ninef_EventExposure API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].

Table 6.2.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


6.2.9
Security

As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Ninef_EventExposure API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.

If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Ninef_EventExposure API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.

NOTE:
When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Ninef_EventExposure service.

The Ninef_EventExposure API defines a single scope "ninef-eventexposure" for the entire service, and it does not define any additional scopes at resource or operation level.

*** End of Changes ***
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